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 What is intelligence?
 The Intelligence Report
 Content

« Classification (3x5x2)
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 Information that has undergone an evaluation process to assess
its worth

* Intelligence is graded by using the 3x5x2 aspect of the National
Intelligence Model
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 An Intelligence Report is used to:

« Submit and Evaluate Information, and
« Manage Dissemination of Intelligence

* It protects the source and contributes to an
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The information content should comply with the basic principles of
what, when, where, why, who and how.

Information should be clear, concise and without abbreviations. The

iInformation must be of value and understood without the need to refer
to other information sources.
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All reports should be allocated an appropriate classification. The

majority of information/intelligence that the law enforcement agency
holds contains personal or sensitive data.

It is important that the classification reflects the level of sensitivity
and degree of protection required by the report.
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Acquisition Exploitation
SOURCE INTELLIGENCE HANDLING

P. Lawful Sharing
Permitted

1. Reliable A. Known Directly

B. Known indirectly
but corroborated

2. Untested

C. Lawful Sharing
Permitted with
Conditions

C. Known Indirectly

3. Hot Reliahle D. Not Known

E. Suspected to be
False
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The Source of the information can be either the name and address of

the person providing the information or an Intelligence Source
Reference number.

In order to avoid any chance of compromise, the details of the person

providing the information should not be placed in the main body of
the report.
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1 = Reliable

This grading is used when the source is believed to be both
competent and information received is generally reliable.

This may include information from human intelligence, technical,
scientific and forensic sources.
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2 = Untested

This relates to a source that has not previously provided
Information to the person receiving it or has provided information
that has not been substantiated.

The source may not necessarily be unreliable, but the information
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3 = Not Reliable

This should be used where there are reasonable grounds to doubt
the reliability of the Source.

These should be specified within the Intelligence Report risk
assessment and may include concerns regarding the authenticity,
trustworthiness, competence or motive of the Source or confidence
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A = Known Directly to the Source

Refers to information obtained first-hand, e.g. through witnessing
of the event or refers to live evidence.

Care must be taken to differentiate between what a Source
witnessed themselves and what a Source has been told or heard
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B = Known Indirectly to the Source but Corroborated

Refers to information that the Source has not witnessed themselves, but
the reliability of the information can be verified by separate information
that carries the information/intelligence of assessment of A.

This corroboration could come from technical sources, other
Intelligence, investigations or enquiries.
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C = Known Indirectly to the Source

Applies to information that the Source has been told by someone
else. The Source does not have first-hand knowledge of the
Information as they did not witness it themselves.
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D = Not Known

Applies where there is no means of assessing the information.

This may include information from an anonymous Source, or
partners such as Crimestoppers.
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E = Suspected to be False

Treat with extreme caution

Regardless of how the Source came upon this information, there is
a reason to believe the information provided is false.
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Handling Codes and Conditions

Handling codes are a control mechanism for intelligence sharing.

The risks associated with sharing intelligence must always be
weighed against the potentially greater risk of not sharing.

Handling codes are supported by conditions for intelligence sharing.
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P = Lawful Sharing Permitted

In order to share this intelligence there must be:
* alegitimate purpose
* local protocols in place
« alegitimate need to receive it.

Lawful legitimate purposes can be defined as to:
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P = Lawful Sharing Permitted

Lawful sharing includes other government departments, private and
voluntary sectors.

Specific questions need to be asked when considering dissemination of

Code P intelligence. For example:
igati ?
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P = Lawful Sharing Permitted

If there are concerns around how widely the intelligence may be
disseminated, Code C applies. It may not be appropriate to disseminate
all of the intelligence and the merits of redaction should be considered.

Dissemination to (non-EEA) foreign law enforcement agencies should be
risk assessed on an individual basis. The Data Protection Act 2018
allows for personal information to be disseminated outside the EU only
after the risks have been assessed and on the grounds of substantial
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C = Lawful Sharing Permitted with Conditions

This code permits dissemination but requires the receiving agency to
observe conditions as specified. Application of this code means the
originator has applied specific handling instructions in respect of this

information.

An application for public interest immunity should be considered if the
intelligence is subsequently used in court.
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Do Don’t
* Insert the contact and  Ever mention the name or any
provenance details — ALWAYS details of the informant, or how

they came across the
 Use multiple grading within a information
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The following matrix provides an indication of the level of confidence that
can be taken in the intelligence dissemination.

This informs decision-making and supports interoperability between
agencies/organisations.

Suspected to
he false
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