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(57) Abstract

A method for calculating intervisibility data in advance of its use for permitting a real time update of threat information. Threat
intervisibility data corresponding to an area comprised of adjacent regions is calculated and stored. A region of concem is centered in the
adjacent regions. As the location of an aircraft changes, threats move from an adjacent region to the region of concern. However, since
the intervisibility data was calculated when the threat first appeared in the adjacent region, it is now available for other functions without
further processing. Such other functions include providing it to a threat avoidance algorithms or for display within the aircraft.
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METHOD AND SYSTEM FOR MANAGING AIRCRAFT THREAT DATA
GOVERNMENT RIGHTS

The United States Government has rights in this invention pursuant to Contract

No. F33600-88-G-5107, awarded by the Department of the Air Force.
BACKGR D OF THE INVENTION

This invention relates generally to computer-based systems for navigating
aircraft and, more particularly, to a system and method for detecting and responding to
unanticipated threats to aircraft.

In planning the route of an aircraft's mission, known threats such as hostile
ground fire, military bases, etc., are taken into account. The planned route, which is
stored in the aircraft's computer system, includes a starting point, a number of
intermediate waypoints, and an ending point. The distance between each waypoint is
measured in nautical miles and is referred to as a leg. Thus a planned routed consists of
a number of connected legs that angle around known threats to provide the shortest and
safest route between the aircraft's starting point and its ultimate mission destination
(endpoint). The route is planned such that there is no "intervisibility," i.e., the aircraft
being detectable by the threat.

However, the route planning must also take into account the problem of threats,
unknown at the time, which might "pop up" during the mission. When an unknown
threat appears, steps must be taken to avoid detection by the new threat without
compromising the mission's objectives.

In a prior approach, intervisibility data for all known threats is precaiculated and
stored on disk memory. This data is then embedded into terrain data segments for
display as part of a map on a display device within the aircraft. This data is also used
for threat avoidance, but must be read into the threat avoidance procedure as the
procedure is executed. Overall, this approach is slow and inflexible. it requires new
disks to be generated for each mission and threat intervisibility levels to be
predetermined. The intervisibility data for any unknown threats that pop up must be
calculated and stored for the entire mission, limiting the number that can be processéd
during a given mission.

An object of the invention, therefore, is to provide the capability to process a

large number of threats for functions such as display and threat avoidance. Another-



10

15

20

25

30

WO 95/19545 PCT/US95/00708

2-

object of the invention is to allow updating of the display in real time by calculating and
storing threat intervisibility data beforehand. Still another object of the invention is to
improve the threat avoidance function by calculating and storing intervisibility data for
previous threats beforehand so that route changes can be determined as soon as
intervisibility data for any new, unknown threat is calculated. This allows for a faster
response to close range unknown threats.

MMARY OF I NTION

The invention comprises a method and system for managing aircraft threat data
for threat avoidance to an airborne aircraft. More particularly, the method of the
invention includes storing in computer memory a number of data segments representing
adjacent regions of an area, the area location changing as the aircraft moves from one
location to another. What known and unknown threats within the adjacent regions
comprising the area are then determined from the segments. Intervisibility data for the
threats determined to be within the area is calculated and stored. The method may
further include determining a local region of concern centered within the adjacent
regions. If a threat moves from an adjacent region into this region of concern, the threat
intervisibility data is then provided for a number of functions. These other functions
may include displaying the local region of concern, including the intervisibility data for
threats therein.

Along with the method is a system for managing aircraft threat data. The system
includes means for storing the data segment in computer memory, means for
determining from the segments what known and unknown threats are within the regions,
and means for calculating and storing threat intervisibility data for the threats within the
regions.

The foregoing and other objects, features, and advantages of the invention will
become more apparent from the following detailed description of a preferred
embodiment which proceeds with reference to the accompanying drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

FIG. 1 is a pictorial view of an area for which data is calculated in accordance

with the invention.

FIG. 2 is structure chart of a system for managing aircraft threat data in

accordance with the invention.
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FIG. 3 is a flow chart of a threat management process in accordance with the
invention.

DETAILED DESCRIPTION OF A PREFERRED EMBODIMENT

FIG. 1 is a pictorial view of an area 8 through which an aircraft 10 on a mission
must fly along its flight plan 12. Within the view are shown a number of threats T1
through T3, such as antiaircraft batteries, radar sites, and the like. Each threat has an
intervisibility region that covers a region wherein the threat would detect the aircraft 10
if the aircraft were to enter that region. In some cases, the intervisibility region, which
is generally circular, is limited by obstacles such as mountains, fixed placement, etc., as
in the case of the threat T3.

In the present invention, the area 8 is represented in the aircraft's computer
memory as a number of data segments (nine in the preferred embodiment) representing
adjacent regions 14 of the area 8. Each data segment represents a region of 100 square
nautical miles in the preferred embodiment, although other-sized regions could be used
if desired. The data within a data segment includes data on the terrain of the region,
threats known to be in the region, and previously unknown threats recently detected. At
the center of the area 10 is a region 16 of concern. Region 16 is a region whose data is
then furnished for other functions such as display on a display device in the aircraft, or
use for avoiding threats that fall or otherwise move within region 16. One such threat
avoidance process is described in co-pending U.S. patent application entitled THREAT
AVOIDANCE SYSTEM AND METHOD FOR AIRCRAFT, Serial No. 08/182,892,
filed January 18, 1994, is hereby incorporated by reference.

" FIG. 2 is a structure chart of a system 20 for managing aircraft threat data in
accordance with the invention. The system 20 includes at its core a threat management
process 22, to be described, which communicates with a number of modules. A known
threats module 24 provides threat parametric data on known threats to the process 22in
each region 14. An unknown threats module 26 identifies and locates previously
unknown threats for the process 22. Process 22 communicates the known and unknown
threat data to an intervisibility engine 28. The intervisibility engine, in turn, calculates
the intervisibility data for the new threat and transfers it into cache memory 30 via
process 22. A terrain data module 29 communicates other data about regions 16 to the

process 22, such as the nature of the terrain. What data is communicated to the process



10

15

20

25

30

WO 95/19545 PCT/US95/00708

-4-

22 depends on what regions are adjacent to the aircraft on the flight plan. These regions
are determined by navigational instruments on board the aircraft. Other modules, of
course, may be included. The modular data may also be rearranged in equivalent ways
using other modules.

The process 22 packages the appropriate data into data segments representing
adjacent regions 14 and communicates the data segments to cache memory 30. The
cache memory 30, in turn, makes the data available for the threat avoidance process 32,
the display process 34 and possibly other functions 36. For clarity, known data
processing steps for taking the data from cache memory 30 and providing it to functions
32, 34 or 36 have been omitted from the figure.

FIG. 3 is a flow chart illustrating the steps of a preferred embodiment of the
process 22 for managing aircraft threat data for threat avoidance. Initially the terrain
data is fetched for each adjacent region within the area around the point of interest (40).

The fetched data is stored as data segments in computer cache memory 30 (42). The
spacial extent of each data segment is then checked to determine if the space represented
by the segment contains a threat (44). If the data segment does not contain a threat, then
a check is made to see if the area around the point of interest has changed because the
aircraft has moved from one location to another (46). If the area is changing, additional
data segments are fetched. If not, the process waits for a change.

If a data segment does contain a threat, the threat is checked to see if itis a
known threat (50). Data on known threats is fetched (52). If the threat is unknown, its
nature is first determined and then stored for further reference as a now-known threat
(54). In either case, the intervisibility for the threat is then calculated and stored in
cache memory 30 (56).

The threat is then checked to see if it has entered the region of concern 16 (58).
If not, the process checks again for a change in location and waits for a change (46).
Once it is determined that a threat has entered the region of concern 16, the threat
intervisibility data is passed to the other functions (60). These other functions include
threat avoidance 32 and displaying 34 the local region of concern including
intervisibility data, and possibly other functions 36.

The invention offers a number of advantages of prior approaches. It allows the

aircraft's intervisibility display to be updated in real time since the intervisibility data
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has previously been calculated (when the threat first entered an adjacent region) before
the data is displayed in the region of concern.

The invention also improves the threat avoidance function. If an unknown threat
pops up in the region of concern, that threat's intervisibility data has previously been
calculated and can be used to replan the mission immediately.

This invention has been described herein in considerable detail in order to
comply with the Patent Statutes and to provide those skilled in the art with the
information needed to apply the novel principles and to construct and use such
specialized components as are required. However, it is to be understood that the
invention is not restricted to the particular embodiment that has been described and
illustrated, but can be carried out by specifically different equipment and devices, and
that various modifications, both as to the equipment details and operating procedures,
can be accomplished without departing from the scope of the invention itself. Having
illustrated and described the principles of the invention in a preferred embodiment, it
should be apparent to those skilled in the art that the invention can be modified in
arrangement and detail without departing from such principles. For example, features of
the invention may be implemented in hardware or software.

Therefore, the illustrated embodiment should be considered only as a preferred
example of the invention and not as a limitation on the scope of the claims. We
therefore claim as our invention all modifications and equivalents to the illustrated

embodiment coming within the scope and spirit of following claims.
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CLAIMS

L. 'A computerized method of managing aircraft threat data for threat avoidance to
an airborne aircraft, comprising:

storing in computer memory a number of data segments representing adjacent
regions of an area, the area location changing as the aircraft moves from one location to
another;

determining from the segments what known and unknown threats are within the
adjacent regions comprising the area; and

calculating and storing threat intervisibility data for the threats within the

adjacent regions.

2. The method of claim 1 including:
determining a local region of concern centered within the adjacent regions; and
providing the threat intervisibility data previously calculated for an adjacent
region for other functions whenever a threat moves from the adjacent region into the

region of concern.

3. The method of claim 2 wherein the other function comprises:

displaying the local region of concern on a display in the aircraft, including
intervisibility data; and

updating the display of the intervisibility data as a threat moves into the region

of concern.

4. The method of claim 2 wherein the other function comprises invoking a threat
avoidance process when a threat moves from the adjacent region into the region of

concern.

5. The method of claim 1 including:

reading new data segments into memory representing new regions as the area
location changes, each data segment representing a spacial extent;

determining from the spacial extent of new segments what new known and

unknown threats have entered the adjacent regions; and
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calculating and storing threat intervisibility data for the new threats within the

adjacent regions.

6. A computerized system for managing aircraft threat data for threat avoidance to
an airborne aircraft, comprising:

means for storing in computer memory a number of data segments representing
adjacent regions of an area, the area location changing as the aircraft moves from one
location to another; |

means for determining from the segments what known and unknown threats are
within the adjacent regions; and

means for calculating and storing threat intervisibility data for the threats within

the adjacent regions.

7. The system of claim 6 including:

means for determining a local region of concern centered within the adjacent
regions; and

means for providing the stored threat intervisibility data previously calculated
for an adjacent region for other functions whenever the threat moves from the adjacent

region into the region of concern.

8. The system of claim 7 including:
means for displaying the local region of concern on a display in the aircraft,
including intervisibility data; and | _ |
means for updating the display of the intervisibility data as a threat moves from

the adjacent region into the region of concern.

9. The system of claim 7 including means for invoking a threat avoidance process

when a threat moves from the adjacent region into the region of concern.

10.  The system of claim 6 including:
means for storing into memory new data segments representing adjacent regions

as the area location changes;
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means for determining from the new segments what new known and unknown
threats have entered the adjacent regions; and
means for calculating and storing threat intervisibility data for the new threats

within the adjacent regions.

11. A computerized method of managing aircraft threat data for threat avoidance to
an airborne aircraft, comprising:

storing data segments representing adjacent regions of an area, the area location
changing as the aircraft moves from one location to another;

determining a local region of concern centered within the adjacent regions;

determining from the segments what known and unknown threats are within the
adjacent regions;

calculating and storing threat intervisibility data for the threats within the
regions; and

providing the stored threat intervisibility data previously calculated for an
adjacent region for other functions whenever a threat moves from an adjacent region

into the region of concern.
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