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Description

BACKGROUND

Field of the Technology

[0001] The present application relates generally to
communications which involve mobile communication
devices operating in wireless communication networks,
and more particularly to communication techniques in-
volving the pushing of messages to such mobile commu-
nication devices when the devices are unavailable in the
wireless communication network.

Description of the Related Art

[0002] Mobile communication devices, such as mobile
stations, have the ability to send and receive various data
to and from other communication devices (e.g. tele-
phones, servers, personal computers (PCs), etc.)
through wireless communication networks. For example,
mobile stations may be adapted to wirelessly receive
copies of e-mail messages which are conventionally re-
ceived and stored in email accounts on e-mail servers in
communication networks. To accomplish this, many dif-
ferent host servers are utilized across the country and
beyond to retrieve copies of e-mail messages from the
many different e-mail servers for their intermediate de-
livery to a primary relay network. The primary relay net-
work is communicatively coupled to a plurality of wireless
communication networks and used to deliver the copied
e-mail messages to mobile stations through any one of
these networks.
[0003] If mobile communication devices become una-
vailable, however, the relay network may be overbur-
dened with the storage and management requirements
of all of the e-mail messages. This becomes increasingly
problematic when the number of host servers and mobile
devices which are served by the relay network increase
substantially over time.
[0004] Accordingly, there is a resulting need for im-
proved methods and apparatus for communicating mes-
sages to mobile communication devices.
[0005] EP-A-1401176 discloses a relay device includ-
ing a connection detection section that detects a mobile
device that is in a state in which the mobile device can
transmit/receive information through a mobile communi-
cation network and a notification transmission section for
transmitting a result of the detection to a mail server that
transmits mail information to the mobile device.
[0006] The invention is set out in the claims.
[0007] One illustrative method for use by a host server
in pushing messages to a mobile communication device
involves the steps of causing a message to be sent to a
relay network for delivery to the mobile communication
device through one of a plurality of wireless communica-
tion networks which are communicatively coupled to the
relay network; receiving, from the relay network, a result

message when the mobile communication device is un-
available to receive the message through the wireless
communication network, the result message comprising
a message identifier which uniquely corresponds to the
message; maintaining storage of the message in memory
accessible by the host server after the result message is
received; receiving, from the relay network, a status mes-
sage which indicates that the mobile communication de-
vice is available to receive the message when the mobile
communication device is available; and causing the mes-
sage to be sent again to the relay network for delivery to
the mobile communication device in response to receiv-
ing the status message. During the unavailability of the
mobile device, the relay network refrains from maintain-
ing storage of the message in memory of the relay net-
work.
[0008] Another illustrative method for use by a relay
network in pushing messages to a mobile communication
device involves the steps of receiving, at the relay net-
work, a message from a host server for delivery to the
mobile communication device through one of a plurality
of wireless communication networks which are commu-
nicatively coupled to the relay network; causing a result
message to be sent to the host server based on identi-
fying that the mobile communication device is unavaila-
ble to receive the message through the wireless commu-
nication network, where the result message comprises
a message identifier which uniquely corresponds to the
message; refraining from maintaining storage and man-
agement of the message in memory of the relay network
after the result message is sent to the host server; caus-
ing a status message which indicates that the mobile
communication device is available to receive the mes-
sage to be sent to the host server based on identifying
that the mobile communication device is available to re-
ceive the message through the wireless communication
device, where the status message comprises the mes-
sage identifier which uniquely corresponds to the mes-
sage; and receiving again, at the relay network, the mes-
sage corresponding to the message identifier from the
host server for delivery to the mobile communication de-
vice in response to the status message being sent to the
host server.
[0009] Advantageously, messages are reliably deliv-
ered to mobile communication devices despite their tem-
porary unavailability, without unduly burdening a relay
network in terms of memory and processing power. In-
stead, responsibility of message delivery is "pushed
back" to host servers once mobile device unavailability
is identified; memory and processing power are spread
across the numerous host servers which may be served
by the relay network.

BRIEF DESCRIPTION OF THE DRAWINGS

[0010] Embodiments of present invention will now be
described by way of example with reference to attached
figures, wherein:
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FIG. 1 is a block diagram of a communication system
which includes a mobile station for communicating
in a wireless communication network which may be
its home communication network;
FIG. 2 is a more detailed example of a mobile station
for use in the wireless communication network;
FIG. 3 shows a particular system structure for com-
municating with the mobile station;
FIGs. 4A-4B depict a larger communication system
within which the mobile station in FIGs. 1-3 may op-
erate for receiving e-mail messages which are
pushed to it by the system;
FIG. 5 is a simplified relevant portion of the commu-
nication system of FIGs. 4A-4B; and
FIG. 6 is a process flow diagram which help describe
the techniques of the present application.

DETAILED DESCRIPTION OF THE PREFERRED EM-
BODIMENTS

[0011] One illustrative method for use by a host server
in pushing messages to a mobile communication device
involves the steps of causing a message to be sent to a
relay network for delivery to the mobile communication
device through one of a plurality of wireless communica-
tion networks which are communicatively coupled to the
relay network; receiving, from the relay network, a result
message when the mobile communication device is un-
available to receive the message through the wireless
communication network, the result message comprising
a message identifier which uniquely corresponds to the
message; maintaining storage of the message in memory
accessible by the host server after the result message is
received; receiving, from the relay network, a status mes-
sage which indicates that the mobile communication de-
vice is available to receive the message when the mobile
communication device is available to receive the mes-
sage through the wireless communication device; and
causing the message to be sent again to the relay net-
work for delivery to the mobile communication device in
response to receiving the status message. During the
unavailability of the mobile device, the relay network re-
frains from maintaining storage of the message in mem-
ory of the relay network.
[0012] Another illustrative method for use by a relay
network in pushing messages to a mobile communication
device involves the steps of receiving, at the relay net-
work, a message from a host server for delivery to the
mobile communication device through one of a plurality
of wireless communication networks which are commu-
nicatively coupled to the relay network; causing a result
message to be sent to the host server based on identi-
fying that the mobile communication device is unavaila-
ble to receive the message through the wireless commu-
nication network, where the result message comprises
a message identifier which uniquely corresponds to the
message; refraining from maintaining storage and man-
agement of the message in memory of the relay network

after the result message is sent to the host server; caus-
ing a status message which indicates that the mobile
communication device is available to receive the mes-
sage to be sent to the host server based on identifying
that the mobile communication device is available to re-
ceive the message through the wireless communication
device, where the status message comprises the mes-
sage identifier which uniquely corresponds to the mes-
sage; and receiving again, at the relay network, the mes-
sage corresponding to the message identifier from the
host server for delivery to the mobile communication de-
vice in response to the status message being sent to the
host server.
[0013] Advantageously, messages are reliably deliv-
ered to mobile communication devices despite their tem-
porary unavailability, without unduly burdening a relay
network in terms of memory and processing power. In-
stead, responsibility of message delivery is "pushed
back" to host servers once mobile device unavailability
is identified; memory and processing power are spread
across the numerous host servers which may be served
by the relay network.
[0014] FIG. 1 is a block diagram of a communication
system 100 which includes a mobile communication de-
vice 102 which communicates through a wireless com-
munication network 104. In the preferred embodiment,
mobile communication device 102 is a mobile station and
therefore this term is used throughout this text. Mobile
station 102 preferably includes a visual display 112, a
keyboard 114, and perhaps one or more auxiliary user
interfaces (UI) 116, each of which are coupled to a con-
troller 106. Controller 106 is also coupled to radio fre-
quency (RF) transceiver circuitry 108 and an antenna
110.
[0015] In most modem communication devices, con-
troller 106 is embodied as a central processing unit (CPU)
which runs operating system software in a memory com-
ponent (not shown). Controller 106 will normally control
overall operation of mobile station 102, whereas signal
processing operations associated with communication
functions are typically performed in RF transceiver cir-
cuitry 108. Controller 106 interfaces with device display
112 to display received information, stored information,
user inputs, and the like. Keyboard 114, which may be a
telephone type keypad or full alphanumeric keyboard, is
normally provided for entering data for storage in mobile
station 102, information for transmission to network 104,
a telephone number to place a telephone call, commands
to be executed on mobile station 102, and possibly other
or different user inputs.
[0016] Mobile station 102 sends communication sig-
nals to and receives communication signals from network
104 over a wireless link via antenna 110. RF transceiver
circuitry 108 performs functions similar to those of base
station 120, including for example modulation/demodu-
lation and possibly encoding/decoding and encryption/
decryption. It is also contemplated that RF transceiver
circuitry 108 may perform certain functions in addition to
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those performed by base station 120. It will be apparent
to those skilled in art that RF transceiver circuitry 108 will
be adapted to particular wireless network or networks in
which mobile station 102 is intended to operate.
[0017] Mobile station 102 includes a battery interface
134 for receiving one or more rechargeable batteries 132.
Battery 132 provides electrical power to (most if not all)
electrical circuitry in mobile station 102, and battery in-
terface 134 provides for a mechanical and electrical con-
nection for battery 132. Battery interface 134 is coupled
to a regulator 136 which regulates power for the device.
When mobile station 102 is fully operational, an RF trans-
mitter of RF transceiver circuitry 108 is typically keyed or
turned on only when it is sending to network, and is oth-
erwise turned off to conserve resources. Such intermit-
tent operation of transmitter has a dramatic effect on pow-
er consumption of mobile station 102. Similarly, an RF
receiver of RF transceiver circuitry 108 is typically peri-
odically turned off to conserve power until it is needed to
receive signals or information (if at all) during designated
time periods.
[0018] Mobile station 102 may consist of a single unit,
such as a data communication device, a cellular tele-
phone, a multiple-function communication device with
data and voice communication capabilities, a personal
digital assistant (PDA) enabled for wireless communica-
tion, or a computer incorporating an internal modem. Al-
ternatively, mobile station 102 may be a multiple-module
unit comprising a plurality of separate components, in-
cluding but in no way limited to a computer or other device
connected to a wireless modem. In particular, for exam-
ple, in the mobile station block diagram of FIG. 1, RF
transceiver circuitry 108 and antenna 110 may be imple-
mented as a radio modem unit that may be inserted into
a port on a laptop computer. In this case, the laptop com-
puter would include display 112, keyboard 114, one or
more auxiliary UIs 116, and controller 106 embodied as
the computer’s CPU. It is also contemplated that a com-
puter or other equipment not normally capable of wireless
communication may be adapted to connect to and effec-
tively assume control of RF transceiver circuitry 108 and
antenna 110 of a single-unit device such as one of those
described above.
[0019] Mobile station 102 may operate using a Sub-
scriber Identity Module (SIM) 140 or similar device which
is connected to or inserted in mobile station 102 at a SIM
interface 142. SIM 140 is one type of a conventional
"smart card" used to identify an end user (or subscriber)
of mobile station 102 and to personalize the device,
among other things. Without SIM 140, the wireless ter-
minal is not fully operational for communication through
wireless network 104. By inserting SIM 140 into the wire-
less terminal, an end user can have access to any and
all of his/her subscribed services. In order to identify the
subscriber, SIM 140 contains some user parameters
such as an International Mobile Subscriber Identity (IM-
SI).
[0020] In FIG. 1, mobile station 102 communicates

through wireless communication network 104. In the em-
bodiment of FIG. 1, wireless network 104 is a Global Sys-
tems for Mobile (GSM) and General Packet Radio Serv-
ice (GPRS) network, which is one type of wireless net-
work in which a mobile station may operate. Wireless
network 104 includes a base station 120 with an associ-
ated antenna tower 118, a Mobile Switching Center
(MSC) 122, a Home Location Register (HLR) 132, a Serv-
ing General Packet Radio Service (GPRS) Support Node
(SGSN) 126, and a Gateway GPRS Support Node
(GGSN) 128. MSC 122 is coupled to base station 120
and to a landline network, such as a Public Switched
Telephone Network (PSTN) 124. SGSN 126 is coupled
to base station 120 and to GGSN 128, which is in turn
coupled to a public or private data network 130 (such as
the Internet). HLR 132 is coupled to MSC 122, SGSN
126, and GGSN 128.
[0021] Base station 120, including its associated con-
troller and antenna tower 118, provides wireless network
coverage for a particular coverage area commonly re-
ferred to as a "cell". Base station 120 transmits commu-
nication signals to and receives communication signals
from mobile stations within its cell via antenna tower 118.
Base station 120 normally performs such functions as
modulation and possibly encoding and/or encryption of
signals to be transmitted to the mobile station in accord-
ance with particular, usually predetermined, communi-
cation protocols and parameters, under control of its con-
troller. Base station 120 similarly demodulates and pos-
sibly decodes and decrypts, if necessary, any communi-
cation signals received from mobile station 102 within its
cell. Communication protocols and parameters may vary
between different networks. For example, one network
may employ a different modulation scheme and operate
at different frequencies than other networks.
[0022] The wireless link shown in communication sys-
tem 100 of FIG. 1 represents one or more different chan-
nels, typically different radio frequency (RF) channels,
and associated protocols used between wireless network
104 and mobile station 102. An RF channel is a limited
resource that must be conserved, typically due to limits
in overall bandwidth and a limited battery power of mobile
station 102. Those skilled in art will appreciate that a wire-
less network in actual practice may include hundreds of
cells, each served by a distinct base station 120 and
transceiver, depending upon desired overall expanse of
network coverage. All base station controllers and base
stations may be connected by multiple switches and rout-
ers (not shown), controlled by multiple network control-
lers.
[0023] For all mobile station’s 102 registered with a
network operator, permanent data (such as mobile sta-
tion 102 user’s profile) as well as temporary data (such
as mobile station’s 102 current location) are stored in
HLR 132. In case of a voice call to mobile station 102,
HLR 132 is queried to determine the current location of
mobile station 102. A Visitor Location Register (VLR) of
MSC 122 is responsible for a group of location areas and
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stores the data of those mobile stations that are currently
in its area of responsibility. This includes parts of the per-
manent mobile station data that have been transmitted
from HLR 132 to the VLR for faster access. However,
the VLR of MSC 122 may also assign and store local
data, such as temporary identifications. Optionally, the
VLR of MSC 122 can be enhanced for more efficient co-
ordination of GPRS and non-GPRS services and func-
tionality (e.g. paging for circuit-switched calls which can
be performed more efficiently via SGSN 126, and com-
bined GPRS and non-GPRS location updates).
[0024] Being part of the GPRS network, Serving GPRS
Support Node (SGSN) 126 is at the same hierarchical
level as MSC 122 and keeps track of the individual loca-
tions of mobile stations. SGSN 126 also performs secu-
rity functions and access control. Gateway GPRS Sup-
port Node (GGSN) 128 provides interworking with exter-
nal packet-switched networks and is connected with SG-
SNs (such as SGSN 126) via an IP-based GPRS back-
bone network. SGSN 126 performs authentication and
cipher setting procedures based on the same algorithms,
keys, and criteria as in existing GSM. In conventional
operation, cell selection may be performed autonomous-
ly by mobile station 102 or by base station 120 instructing
mobile station 102 to select a particular cell. Mobile sta-
tion 102 informs wireless network 104 when it reselects
another cell or group of cells, known as a routing area.
[0025] In order to access GPRS services, mobile sta-
tion 102 first makes its presence known to wireless net-
work 104 by performing what is known as a GPRS "at-
tach". This operation establishes a logical link between
mobile station 102 and SGSN 126 and makes mobile
station 102 available to receive, for example, pages via
SGSN, notifications of incoming GPRS data, or SMS
messages over GPRS. In order to send and receive
GPRS data, mobile station 102 assists in activating the
packet data address that it wants to use. This operation
makes mobile station 102 known to GGSN 128; inter-
working with external data networks can thereafter com-
mence. User data may be transferred transparently be-
tween mobile station 102 and the external data networks
using, for example, encapsulation and tunneling. Data
packets are equipped with GPRS-specific protocol infor-
mation and transferred between mobile station 102 and
GGSN 128.
[0026] As apparent from the above, the wireless net-
work includes fixed network components including RF
transceivers, amplifiers, base station controllers, network
servers, and servers connected to network. Those skilled
in art will appreciate that a wireless network may be con-
nected to other systems, possibly including other net-
works, not explicitly shown in FIG. 1. A network will nor-
mally be transmitting at very least some sort of paging
and system information on an ongoing basis, even if there
is no actual packet data exchanged. Although the net-
work consists of many parts, these parts all work together
to result in certain behaviours at the wireless link.
[0027] FIG. 2 is a detailed block diagram of a preferred

mobile station 202 which may be utilized in system 100
of FIG. 1. Mobile station 202 is a two-way communication
device having at least voice and data communication ca-
pabilities, including the capability to communicate with
other computer systems. Depending on the functionality
provided by mobile station 202, it may be referred to as
a data messaging device, a two-way pager, a cellular
telephone with data messaging capabilities, a wireless
Internet appliance, or a data communication device (with
or without telephony capabilities). Mobile station 202 in-
cludes a battery interface 254 for receiving one or more
rechargeable batteries 256. Such a battery 256 provides
electrical power to most if not all electrical circuitry in
mobile station 202, and battery interface 254 provides
for a mechanical and electrical connection for it. Battery
interface 254 is coupled to a regulator (not shown in FIG.
2) which regulates power to all of the circuitry.
[0028] Mobile station 202 will normally incorporate a
communication subsystem 211, which includes a receiv-
er 212, a transmitter 214, and associated components,
such as one or more (preferably embedded or internal)
antenna elements 216 and 218, local oscillators (LOs)
213, and a processing module such as a digital signal
processor (DSP) 220. Communication subsystem 211 is
analogous to RF transceiver circuitry 108 and antenna
110 shown in FIG. 1. As will be apparent to those skilled
in field of communications, particular design of commu-
nication subsystem 211 depends on the communication
network in which mobile station 202 is intended to oper-
ate.
[0029] Network access requirements will also vary de-
pending upon type of network utilized. In GPRS net-
works, for example, network access is associated with a
subscriber or user of mobile station 202. A GPRS device
therefore requires a Subscriber Identity Module, com-
monly referred to as a SIM card (i.e. SIM 262 connected
via a SIM interface 264 of FIG. 2), in order to operate on
the GPRS network. Without such a SIM 262, a GPRS
device will not be fully functional. Local or non-network
communication functions (if any) may be operable, but
mobile station 202 will be unable to carry out any func-
tions involving communications over the network.
[0030] Mobile station 202 may send and receive com-
munication signals over the network after required net-
work registration or activation procedures have been
completed. Signals received by antenna 216 through the
network are input to receiver 212, which may perform
such common receiver functions as signal amplification,
frequency down conversion, filtering, channel selection,
and like, and in example shown in FIG. 2, analog-to-dig-
ital (A/D) conversion. A/D conversion of a received signal
allows more complex communication functions such as
demodulation and decoding to be performed in DSP 220.
In a similar manner, signals to be transmitted are proc-
essed, including modulation and encoding, for example,
by DSP 220. These DSP-processed signals are input to
transmitter 214 for digital-to-analog (D/A) conversion,
frequency up conversion, filtering, amplification and
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transmission over communication network via antenna
218. DSP 220 not only processes communication sig-
nals, but also provides for receiver and transmitter con-
trol. For example, the gains applied to communication
signals in receiver 212 and transmitter 214 may be adap-
tively controlled through automatic gain control algo-
rithms implemented in DSP 220.
[0031] Mobile station 202 includes a microprocessor
238 (which is one implementation of controller 106 of
FIG. 1) which controls overall operation of mobile station
202. Communication functions, including at least data
and voice communications, are performed through com-
munication subsystem 211. Microprocessor 238 also in-
teracts with additional device subsystems such as a dis-
play 222, a flash memory 224, a random access memory
(RAM) 226, auxiliary input/output (I/O) subsystems 228,
a serial port 230, a keyboard 232, a speaker 234, a mi-
crophone 236, a short-range communications subsys-
tem 240, and any other device subsystems generally
designated at 242. Data and control lines extend between
a SIM interface 264 and microprocessor 238 for commu-
nicating data therebetween and for control. Some of the
subsystems shown in FIG. 2 perform communication-
related functions, whereas other subsystems may pro-
vide "resident" or on-device functions. Notably, some
subsystems, such as keyboard 232 and display 222, for
example, may be used for both communication-related
functions, such as entering a text message for transmis-
sion over a communication network, and device-resident
functions such as a calculator or task list. Operating sys-
tem software used by microprocessor 238 is preferably
stored in a persistent store such as flash memory 224,
which may alternatively be a read-only memory (ROM)
or similar storage element (not shown). Those skilled in
the art will appreciate that the operating system, specific
device applications, or parts thereof, may be temporarily
loaded into a volatile store such as RAM 226.
[0032] Microprocessor 238, in addition to its operating
system functions, preferably enables execution of soft-
ware applications on mobile station 202. A predeter-
mined set of applications which control basic device op-
erations, including at least data and voice communication
applications, will normally be installed on mobile station
202 during its manufacture. A preferred application that
may be loaded onto mobile station 202 may be a personal
information manager (PIM) application having the ability
to organize and manage data items relating to user such
as, but not limited to, e-mail, calendar events, voice mails,
appointments, and task items. Naturally, one or more
memory stores are available on mobile station 202 and
SIM 256 to facilitate storage of PIM data items and other
information.
[0033] The PIM application preferably has the ability
to send and receive data items via the wireless network.
In a preferred embodiment, PIM data items are seam-
lessly integrated, synchronized, and updated via the
wireless network, with the mobile station user’s corre-
sponding data items stored and/or associated with a host

computer system thereby creating a mirrored host com-
puter on mobile station 202 with respect to such items.
This is especially advantageous where the host computer
system is the mobile station user’s office computer sys-
tem. Additional applications may also be loaded onto mo-
bile station 202 through network, an auxiliary I/O subsys-
tem 228, serial port 230, short-range communications
subsystem 240, or any other suitable subsystem 242,
and installed by a user in RAM 226 or preferably a non-
volatile store (not shown) for execution by microproces-
sor 238. Such flexibility in application installation increas-
es the functionality of mobile station 202 and may provide
enhanced on-device functions, communication-related
functions, or both. For example, secure communication
applications may enable electronic commerce functions
and other such financial transactions to be performed
using mobile station 202.
[0034] In a data communication mode, a received sig-
nal having an e-mail message or web page download,
for example, will be processed by communication sub-
system 211 and input to microprocessor 238. Microproc-
essor 238 will preferably further process the signal for
output to display 222 or alternatively to auxiliary I/O de-
vice 228. A user of mobile station 202 may also compose
data items, such as e-mail messages or short message
service (SMS) messages, for example, using keyboard
232 in conjunction with display 222 and possibly auxiliary
I/O device 228. Keyboard 232 is preferably a complete
alphanumeric keyboard and/or telephone-type keypad.
These composed items may be transmitted over a com-
munication network through communication subsystem
211. For voice communications, the overall operation of
mobile station 202 is substantially similar, except that the
received signals would be output to speaker 234 and
signals for transmission would be generated by micro-
phone 236. Alternative voice or audio I/O subsystems,
such as a voice message recording subsystem, may also
be implemented on mobile station 202. Although voice
or audio signal output is preferably accomplished prima-
rily through speaker 234, display 222 may also be used
to provide an indication of the identity of a calling party,
duration of a voice call, or other voice call related infor-
mation, as some examples.
[0035] Serial port 230 in FIG. 2 is normally implement-
ed in a personal digital assistant (PDA)-type communi-
cation device for which synchronization with a user’s
desktop computer is a desirable, albeit optional, compo-
nent. Serial port 230 enables a user to set preferences
through an external device or software application and
extends the capabilities of mobile station 202 by provid-
ing for information or software downloads to mobile sta-
tion 202 other than through a wireless communication
network. The alternate download path may, for example,
be used to load an encryption key onto mobile station
202 through a direct and thus reliable and trusted con-
nection to thereby provide secure device communication.
[0036] Short-range communications subsystem 240 of
FIG. 2 is an additional optional component which pro-
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vides for communication between mobile station 202 and
different systems or devices, which need not necessarily
be similar devices. For example, subsystem 240 may
include an infrared device and associated circuits and
components, or a Bluetooth™ communication module to
provide for communication with similarly-enabled sys-
tems and devices. Bluetooth™ is a registered trademark
of Bluetooth SIG, Inc.
[0037] FIG. 3 shows a particular system structure for
communicating with mobile station 202. In particular,
FIG. 3 shows the basic components of an IP-based wire-
less data network, such as for the GPRS network de-
scribed earlier above. Mobile station 202 of FIG. 3 com-
municates with a wireless packet data network 145 (e.g.
the GPRS network) and may also be capable of commu-
nicating with a wireless voice network (not shown). The
voice network may be associated with IP-based wireless
network 145 similar to, for example, GSM and GPRS
networks, or alternatively may be a completely separate
network. The GPRS IP-based data network is unique in
that it is effectively an overlay on the GSM voice network.
As such, GPRS components will either extend existing
GSM components, such as base stations 320, or require
additional components to be added, such as an ad-
vanced Gateway GPRS Service Node (GGSN) as a net-
work entry point 305.
[0038] As shown in FIG. 3, a gateway 340 may be cou-
pled to an internal or external address resolution com-
ponent 335 and one or more network entry points 305.
Data packets are transmitted from gateway 340, which
is source of information to be transmitted to mobile station
202, through network 145 by setting up a wireless net-
work tunnel 325 from gateway 340 to mobile station 202.
In order to create this wireless tunnel 325, a unique net-
work address is associated with mobile station 202. In
an IP-based wireless network, however, network ad-
dresses are typically not permanently assigned to a par-
ticular mobile station 202 but instead are dynamically al-
located on an as-needed basis. It is thus preferable for
mobile station 202 to acquire a network address and for
gateway 340 to determine this address so as to establish
wireless tunnel 325.
[0039] Network entry point 305 is generally used to
multiplex and demultiplex amongst many gateways, cor-
porate servers, and bulk connections such as the Inter-
net, for example. There are normally very few of these
network entry points 305, since they are also intended
to centralize externally available wireless network serv-
ices. Network entry points 305 often use some form of
an address resolution component 335 that assists in ad-
dress assignment and lookup between gateways and
mobile stations. In this example, address resolution com-
ponent 335 is shown as a dynamic host configuration
protocol (DHCP) as one method for providing an address
resolution mechanism.
[0040] A central internal component of wireless data
network 145 is a network router 315. Normally, network
routers 315 are proprietary to the particular network, but

they could alternatively be constructed from standard
commercially-available hardware. The purpose of net-
work routers 315 is to centralize thousands of base sta-
tions 320 normally implemented in a relatively large net-
work into a central location for a long-haul connection
back to network entry point 305. In some networks, there
may be multiple tiers of network routers 315 and cases
where there are master and slave network routers 315,
but in all such cases the functions are similar. Often net-
work router 315 will access a name server 307, in this
case shown as a dynamic name server (DNS) 307 as
used in the Internet, to look up destinations for routing
data messages. Base stations 320, as described above,
provide wireless links to mobile stations such as mobile
station 202.
[0041] Wireless network tunnels such as a wireless
tunnel 325 are opened across wireless network 145 in
order to allocate necessary memory, routing, and ad-
dress resources to deliver IP packets. In GPRS, such
tunnels 325 are established as part of what are referred
to as "PDP contexts" (i.e. data sessions). To open wire-
less tunnel 325, mobile station 202 must use a specific
technique associated with wireless network 145. The
step of opening such a wireless tunnel 325 may require
mobile station 202 to indicate the domain, or network
entry point 305 with which it wishes to open wireless tun-
nel 325. In this example, the tunnel first reaches network
router 315 which uses name server 307 to determine
which network entry point 305 matches the domain pro-
vided. Multiple wireless tunnels can be opened from one
mobile station 202 for redundancy, or to access different
gateways and services on the network. Once the domain
name is found, the tunnel is then extended to network
entry point 305 and necessary resources are allocated
at each of the nodes along the way. Network entry point
305 then uses the address resolution (or DHCP 335)
component to allocate an IP address for mobile station
202. When an IP address has been allocated to mobile
station 202 and communicated to gateway 340, informa-
tion can then be forwarded from gateway 340 to mobile
station 202.
[0042] Wireless tunnel 325 typically has a limited life,
depending on mobile station’s 202 coverage profile and
activity. Wireless network 145 will tear down wireless tun-
nel 325 after a certain period of inactivity or out-of-cov-
erage period, in order to recapture resources held by this
wireless tunnel 325 for other users. The main reason for
this is to reclaim the IP address temporarily reserved for
mobile station 202 when wireless tunnel 325 was first
opened. Once the IP address is lost and wireless tunnel
325 is torn down, gateway 340 loses all ability to initiate
IP data packets to mobile station 202, whether over
Transmission Control Protocol (TCP) or over User Dat-
agram Protocol (UDP).
[0043] In this application, an "IP-based wireless net-
work" (one specific type of wireless communication net-
work) may include but is not limited to: (1) a Code Division
Multiple Access (CDMA) network that has been devel-
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oped and operated by Qualcomm; (2) a General Packet
Radio Service (GPRS) network for use in conjunction
with Global System for Mobile Communications (GSM)
network both developed by standards committee of Eu-
ropean Conference of Postal and Telecommunications
Administrations (CEPT); and (3) future third-generation
(3G) networks like Enhanced Data rates for GSM Evo-
lution (EDGE) and Universal Mobile Telecommunica-
tions System (UMTS). It is to be understood that although
particular IP-based wireless networks have been de-
scribed, the network selection schemes of the present
application could be utilized in any similar type of wireless
network. The infrastructure shown and described in re-
lation to FIG. 3 may be representative of each one of a
number of different networks which are provided and
available in the same geographic region. One of these
communication networks will be selected by the mobile
station for communications at any given time.
[0044] FIGs. 4A-4B depict a communication system
400 in which messages containing e-mail information are
pushed from a plurality of e-mail servers 402 (FIG. 4A)
to a plurality of mobile communication devices 404 (FIG.
4B). Communication system 400 may be the larger sys-
tem within which a mobile communication device, such
as the mobile station described in relation to FIGs. 1, 2,
and 3, may operate. Although messages containing e-
mail information are described as being pushed to mobile
communication devices in the present embodiment,
messages containing various other types of information,
such as calendar information, Internet access, telephone
communication information, or other various types of da-
ta, may be additionally or alternatively pushed to the de-
vices.
[0045] The e-mail servers 402 that are shown in FIG.
4A include an e-mail server 412 which serves a plurality
of terminals 408 of a public network 406 (e.g. the Internet)
and an e-mail server 452 which serves a plurality of ter-
minals 444 of a private network 442. Terminals 408
shown in public network 406 include terminals 418, 420,
and 422, whereas terminals 444 shown in private network
442 include terminals 446, 448, and 450. In this embod-
iment, the terminals are computers such as desktop or
laptop PCs which may be connected to e-mail server 412
via the Internet using any conventional means (e.g. tel-
ephone dial-up, cable, or DSL modem). End-users of the
PCs are able to access their appropriate personal e-mail
accounts for sending and receiving new e-mail, as well
as reviewing, sorting, organizing, and otherwise manag-
ing previously received e-mail stored at the e-mail server.
[0046] An end-user of each terminal 408 connected in
public network 406 has an e-mail account on e-mail serv-
er 412 which stores and manages e-mail messages in a
local database 413 of memory for the respective terminal.
Each terminal 408 and/or its corresponding e-mail ac-
count is associated with a respective one of mobile com-
munication devices 404 (FIG. 4B) to which e-mail infor-
mation is pushed. Similarly, an end-user of each terminal
444 connected in private network 442 has an e-mail ac-

count on e-mail server 452 which stores and manages
e-mail messages in a local database 453 of memory for
the respective terminal. Each terminal 444 and/or its cor-
responding e-mail account is associated with a respec-
tive one of mobile communication devices 404 to which
e-mail information is pushed.
[0047] Terminals 444 connected in private network
442 and their respectively e-mail accounts are generally
affiliated with each other; that is, they may be associated
with the same group or business. For example, terminals
446, 448, and 450 may be utilized by the same company
or business and use the same network domain name for
e-mail purposes. In private network 442, e-mail server
452 and host server 454 privately serve each end user
in the network. On the other hand, terminals 408 con-
nected to public network 406 and their respective e-mail
accounts are generally unaffiliated with each other; that
is, they are not necessarily associated together with the
same business or private network. For example, termi-
nals 418 and 420 are not utilized by the same company
nor are they part of the same private network. When an
end user of one of terminals 408 accesses e-mail, for
example, the end user’s terminal is used to connect to
e-mail server 412 via the Internet through an Internet
Service Provider (ISP) using an appropriate Uniform Re-
source Locator (URL) (e.g. for a webmail-based service).
Using the terminal, the end user sends his/her individual
user name and password to log on to this e-mail server.
If this user name and password information matches that
stored at the e-mail server, the login is successful and
an e-mail session is created so that the end-user can
perform e-mail tasks.
[0048] Each mobile communication device 404 (FIG.
4B) is portable and includes, for example, a hand-held
housing with a display and a keyboard/keypad (e.g. min-
iature QWERTY-type keyboard), as well as a wireless
transceiver, an antenna, and one or more processors
which control the operation of the device. For example,
see FIGs. 1 and 2. Each wireless communication network
410 is coupled to a plurality of base stations for providing
wireless coverage for a mobile station. For example,
wireless communication network 430 is shown to have
a plurality of base stations 480 including a base station
436 and a base station 438. Each base station (e.g. base
station 438) helps establish a wireless coverage area or
cell (e.g. a cell 440) within which a mobile communication
device (e.g. mobile communication device 424) is able
to communicate. Wireless communication networks 410
may include, as examples, cellular telecommunication
networks and wireless local area networks (WLANs) (e.g.
802.11 based networks). At least some of wireless com-
munication networks 410 are different from other wireless
communication networks within communication system
400.
[0049] Each mobile communication device 404 has the
ability to send and receive e-mail information associated
with its e-mail account managed by one of e-mail servers
412 and 452. The e-mail information is received by each
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mobile communication device 404 via a (substantially)
real-time automatic "push" methodology, in contrast to
any method requiring devices 404 to invoke a manual
connection for the receipt of e-mail information. The
pushing of e-mail information from e-mail servers 412
and 452 to mobile communication devices 404 is facili-
tated with use of host servers 415 and 454, respectively,
which are coupled to a relay network 462 (FIG. 4B). In
private network 442, host server 454 communicates with
relay network 462 through a firewall 456 which performs
at least the conventional function of preventing unauthor-
ized access into such network 442. A trigger mechanism
is provided so that, when new e-mail messages are re-
ceived or updated e-mail information is identified, host
server 454 (or host server 415) receives a copy of such
information from e-mail server 452 (or e-mail server 412)
for delivery to a mobile communication device. Host serv-
er 454 has a local database 484 in memory for storing
(at least temporarily) such e-mail information received
from e-mail server 452, and host server 415 has a local
database 417 in memory for storing (at least temporarily)
such e-mail information received from e-mail server 412.
[0050] Relay network 462 includes a message server
468 and relay equipment 460. Message server 468 is
part of a front end of relay network 462 that handles all
incoming messages from all host servers into the relay
network 462. Relay equipment 460, which is communi-
catively coupled to message server 468, is part of a back
end of relay network 462 that is communicatively coupled
to wireless communication networks 410 for relaying all
messages to mobile communication devices 404. In gen-
eral, when a new e-mail message is received at an e-
mail server (e.g. e-mail server 452), its corresponding
host server (e.g. host server 454) is adapted to receive
a copy of e-mail information of the e-mail message for
delivery in a message to the associated mobile commu-
nication device. Host server 454 causes this message to
be delivered to relay network 462, which relays the mes-
sage to the mobile communication device through the
appropriate wireless communication network. Note that
relay network 462 may serve a very large number of such
host servers and networks (which include host servers
415 and 454 in networks 406 and 442, respectively) for
communicating messages generally in this fashion.
[0051] Referring now to FIG. 5, an illustration of a sim-
plified relevant portion of the system of FIGs. 4A-4B is
shown. FIG. 5 shows host servers 415 and 454, message
server 468 and relay equipment 460 of relay network
462, wireless communication network 430, and various
terminals and mobile communication devices operating
within their associated networks. In relay network 462,
messages containing e-mail information from host serv-
ers 415 and 454 are received by message server 468
which, under normal circumstances, will communicate
them to relay equipment 460 for delivery to the mobile
communication devices. However, a mobile communica-
tion device may be temporarily unavailable to receive
messages in the wireless communication network. For

example, mobile communication device 424 may be out-
side of coverage area 440 of base station 438 and any
other base station of wireless communication network
430 (e.g. see a travel path 510 of mobile device 424 in
FIG. 5). In this situation, relay network 462 may be over-
burdened with the storage and management require-
ments of all of the e-mail messages. This becomes in-
creasingly problematic when the number of host servers
and mobile devices which are served by the relay network
increase substantially over time. For cases where a mo-
bile communication device is unavailable, techniques of
the present application may be employed by a host server
and a relay network as described in relation to FIG. 6
below.
[0052] FIG. 6 is a process flow diagram for describing
"pushback" techniques for use in connection with a host
server and a relay network, such as host servers 415 and
454 and relay network 462 described earlier in relation
to FIGs. 4A-4B and 5. Message server 468 includes most
if not all of the relay network functionality for these "push-
back" techniques, embodied as computer instructions
stored in a storage medium and executable by a compu-
ter processor of the server.
[0053] Process steps 602-610 of FIG. 6 depict steps
of the present technique when mobile communication
device 424 is available to receive messages in wireless
communication network 430. The description now makes
reference to FIGs. 5 and 6 in combination. An end user
of terminal 418 (e.g. a PC) sends an e-mail message to
an end user of terminal 446, for example. This e-mail
message is received and stored in association with an
e-mail account of terminal 446 in local database 453
which is accessible by e-mail server 452. The recipient
end user is able to receive and read the e-mail message
with use of terminal 446 through a connection with e-mail
server 452. When a new e-mail message is received at
e-mail server 452, e-mail server 452 causes a copy of e-
mail information of the e-mail message to be sent to host
server 454, either automatically or by request from host
server 454 (process step 602 of FIG. 6). Host server 454
produces an information message addressed to mobile
communication device 424 and containing this e-mail in-
formation or data.
[0054] Host server 454 then wraps up this information
message within a relay message which is addressed to
relay network 462. For each relay message, host server
454 is adapted to include a message identifier which
uniquely corresponds to the relay message, which is one
of a large number of relay messages that are communi-
cated within the system on a regular basis. Host server
454 causes the relay message to be sent to relay network
462 (process step 604 of FIG. 6). In FIG. 6, "MSG" cor-
responds to the relay message, "<DATA>" corresponds
to the e-mail information, and "<MSG TAG>" corre-
sponds to the message identifier.
[0055] When mobile communication device 424 is
available in wireless communication network 430, relay
network 462 unwraps the relay message to remove relay-
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specific information and causes the information message
which is addressed to mobile communication device 424
to be sent to wireless communication network 430 (proc-
ess step 606 of FIG. 6) for delivery to mobile communi-
cation device 424 (process step 608 of FIG. 6). In re-
sponse to a successful delivery of the information mes-
sage to mobile communication device 424, relay network
462 produces a result message having the message
identifier (e.g. "RESULT MESSAGE" having "<MSG
TAG>") and causes it to be sent to host server 454 (proc-
ess step 610 of FIG. 6). In this situation, the result mes-
sage indicates that the information message has been
successfully received by mobile communication device
424. In response to mobile communication device 424
receiving the message, or other confirmation of the same,
relay network 462 clears its memory of the e-mail mes-
sage information (e.g. relay network 462 no longer stores
and manages the e-mail message information within da-
tabase 486 or 488).
[0056] Process steps 610-636 of FIG. 6 depict steps
of the present technique when mobile communication
device 424 is unavailable to receive messages in wire-
less communication network 430 for at least some period
of time. When a new e-mail message is received at e-
mail server 452, e-mail server 452 causes a copy of e-
mail information of the e-mail message to be sent to host
server 454, either automatically or by request from host
server 454 (process step 610 of FIG. 6). Host server 454
produces an information message addressed to mobile
communication device 424 and containing this e-mail in-
formation or data. Host server 454 then wraps up this
information message within a relay message which is
addressed to relay network 462. For each relay message,
host server 454 is adapted to include a message identifier
which uniquely corresponds to the relay message, which
is one of a large number of relay messages that are com-
municated within the system on a regular basis. Host
server 454 causes the relay message to be sent to relay
network 462 (process step 612 of FIG. 6). Again in FIG.
6, "MSG" corresponds to the relay message, "<DATA>"
corresponds to the e-mail information, and "<MSG
TAG>" corresponds to the message identifier.
[0057] In this scenario, mobile communication device
424 is at least temporarily unavailable to receive mes-
sages in wireless communication network 430 for some
unknown period of time (e.g. it is out-of-coverage). If one
or more attempts to send the information message were
to be performed by relay network 462 or wireless com-
munication network 430, mobile communication device
424 would fail to receive the information message (proc-
ess step 616 of FIG. 6). Relay network 462 identifies that
mobile communication device 424 is at least temporarily
unavailable to receive messages in wireless communi-
cation network 430 through at least some indication from
wireless communication network 430 (process step 618
of FIG. 6). In response to the mobile communication de-
vice 424 being unavailable to receive messages, relay
network 462 produces a result message having the mes-

sage identifier (e.g. "RESULT MESSAGE" having
"<MSG TAG>") and causes it to be sent to host server
454 (process step 620 of FIG. 6). In this scenario, the
result message indicates to host server 454 that the in-
formation message has not been successfully received
by mobile communication device 424. Preferably, the re-
sult message produced by relay network 462 does not
include the e-mail information or data of the information
message.
[0058] In one embodiment, in some situations and for
some wireless networks, the wireless network itself de-
termines the mobile device’s state of availability inde-
pendently from relay network 462 and sends an indica-
tion of the mobile device’s state to relay network 462
(process step 626) in response to the mobile device’s
state change. In another embodiment, in other situations
and for other wireless networks, the wireless network is
not operative to determine the mobile device’s state of
availability but relay network 462 itself determines the
state. For example, in process steps 616 and 618, relay
network 462 attempts to send the relay message to mo-
bile communication device 424 a plurality of times (or at
least one time) through wireless communication network
430. If the relay message comes back to relay network
462 as "undeliverable" on each attempt, or there are fail-
ures to receive any acknowledgement messages for
each attempt, then relay network 462 identifies the indi-
cation of mobile device unavailability (process step 626)
and sends the result message to host server 454 (proc-
ess step 628).
[0059] Host server 454 receives the result message in
process step 620 and, in response, produces and sends
a confirmation message having the message identifier
to relay network 462 (e.g. "CONFIRM MSG" having
"<MSG TAG>"). Relay network 462 then receives the
confirmation message. In response to sending the result
message to host server 454 (process step 620) or re-
ceiving the confirmation message from host server 454
(process step 622), relay network 462 clears its memory
of the e-mail message information associated with mes-
sage identifier. For example, relay network 462 refrains
from further storing and managing of the e-mail message
information within database 486 and/or 488 (e.g. the e-
mail message information may be deleted from databas-
es 486 and 488 of memory).
[0060] As mobile communication device 424 failed to
receive the information message due to its unavailability,
however, relay network 462 creates a subscription record
for mobile communication device 424. The subscription
record includes the address associated with mobile com-
munication device, and may or may not include the mes-
sage identifiers associated with the undelivered messag-
es. The address may be, as examples, an IP address, a
telephone number, or a personal identification number
(PIN) uniquely associated with mobile communication
device 424. This address information is obtained by relay
network 462 since the information message includes and
is destined to such address of mobile communication de-
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vice 424. In any case, however, the subscription record
does not include the e-mail information of any pending
undelivered messages to mobile communication device
424.
[0061] Thus, host server 454 is held responsible for
the storage and management of the e-mail information
being delivered. Host server 454 may maintain storage
of the e-mail information within its database 484 or, al-
ternatively, transfer responsibility for storage and man-
agement to its associated e-mail server. Where host
server 454 is maintaining responsibility, host server 454
may store an indication of each undelivered e-mail mes-
sage (e.g. by message identifier) in association with the
address of each mobile communication device. Thus,
host server 454 may later identify and/or retrieve such e-
mail information for resending to mobile communication
devices based on the address and/or message identifier
(s).
[0062] After some period of time elapses (a passage
of time 624 in FIG. 6), mobile communication device 424
will once again become available to receive messages
in wireless communication network 430. An indication of
this availability will be identified by relay network 462
(process step 626 of FIG. 6). In response, relay network
462 produces a status message which indicates the mo-
bile device’s availability and sends it to host server 454
(step 628 of FIG. 6) (e.g. "STATUS MSG" having "<MSG
TAG>"). The status message includes the stored address
which uniquely corresponds to mobile communication
device 424. Preferably, relay network 462 produces and
sends the status message to host server 454 automati-
cally in response to identifying the mobile device’s avail-
ability. In this case, the initial message sent from host
sever 454 to relay network 462 (process step 612) may
have an instruction indication which indicates whether or
not host server 454 desires that relay network 462 auto-
matically send a status message in response to the mo-
bile device’s renewed availability. Alternatively, the sta-
tus message is produced and sent to host server 454 in
response to a state request message which host server
454 sends to relay network 462. Host server 454 may
produce and send such a state request message to relay
network 462 a number of times over the passage of time
624, in response to expirations of fixed time periods
and/or other suitable trigger mechanisms.
[0063] In response to the status message which indi-
cates the mobile device’s renewed availability, host serv-
er 454 causes the relay message having the message
identifier to be resent to relay network 462 (process step
630 of FIG. 6). This relay message was described pre-
viously in relation to process step 612 of FIG. 6. In FIG.
6, "MSG" corresponds to the relay message, "<DATA>"
corresponds to the e-mail information, and "<MSG
TAG>" corresponds to the message identifer. When mo-
bile communication device 424 is available in wireless
communication network 430, relay network 462 unwraps
the relay message to remove relay-specific information
and causes the information message which is addressed

to mobile communication device 424 to be sent to wire-
less communication network 430 (process step 632 of
FIG. 6) for delivery to mobile communication device 424
(process step 634 of FIG. 6). In response to a successful
delivery of the information message to mobile communi-
cation device 424, relay network 462 produces a result
message having the message identifier (e.g. "RESULT
MESSAGE" having "<MSG TAG>") and causes it to be
sent to host server 454 (process step 634 of FIG. 6).
[0064] Advantageously, messages are reliably deliv-
ered to mobile communication devices despite their tem-
porary unavailability, without unduly burdening a relay
network in terms of memory and processing power. In-
stead, responsibility of message delivery is "pushed
back" to host servers once mobile device unavailability
is identified; memory and processing power are spread
across the numerous host servers which are served by
the relay network.
[0065] As described herein, one illustrative method for
use by a host server in pushing messages to a mobile
communication device involves the steps of causing a
message to be sent to a relay network for delivery to the
mobile communication device through one of a plurality
of wireless communication networks which are commu-
nicatively coupled to the relay network; receiving, from
the relay network, a result message when the mobile
communication device is unavailable to receive the mes-
sage through the wireless communication network, the
result message comprising a message identifier which
uniquely corresponds to the message; maintaining stor-
age of the message in memory accessible by the host
server after the result message is received; receiving,
from the relay network, a status message which indicates
that the mobile communication device is available to re-
ceive the message when the mobile communication de-
vice is available to receive the message through the wire-
less communication device; and causing the message
to be sent again to the relay network for delivery to the
mobile communication device in response to receiving
the status message. During the unavailability of the mo-
bile device, the relay network refrains from maintaining
storage of the message in memory of the relay network.
[0066] Another illustrative method for use by a relay
network in pushing messages to a mobile communication
device involves the steps of receiving, at the relay net-
work, a message from a host server for delivery to the
mobile communication device through one of a plurality
of wireless communication networks which are commu-
nicatively coupled to the relay network; causing a result
message to be sent to the host server based on identi-
fying that the mobile communication device is unavaila-
ble to receive the message through the wireless commu-
nication network, where the result message comprises
a message identifier which uniquely corresponds to the
message; refraining from maintaining storage and man-
agement of the message in memory of the relay network
after the result message is sent to the host server; caus-
ing a status message which indicates that the mobile
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communication device is available to receive the mes-
sage to be sent to the host server based on identifying
that the mobile communication device is available to re-
ceive the message through the wireless communication
device, where the status message comprises the mes-
sage identifier which uniquely corresponds to the mes-
sage; and receiving again, at the relay network, the mes-
sage corresponding to the message identifier from the
host server for delivery to the mobile communication de-
vice in response to the status message being sent to the
host server.
[0067] The above-described embodiments of inven-
tion are intended to be examples only. Alterations, mod-
ifications, and variations may be effected to particular
embodiments by those of skill in art without departing
from scope of invention, which is defined solely by claims
appended hereto.
[0068] There is disclosed a method for use by a relay
network in pushing messages to a mobile communication
device, the method comprising the acts of:

receiving, at the relay network, a message from a
host server for delivery to the mobile communication
device through one of a plurality of wireless commu-
nication networks which are communicatively cou-
pled to the relay network;
causing a result message to be sent to the host serv-
er based on identifying that the mobile communica-
tion device is unavailable to receive the message
through the wireless communication network, the re-
sult message comprising a message identifier which
uniquely corresponds to the message;
refraining from maintaining storage and manage-
ment of the message in memory of the relay network
after the result message is sent to the host server;
causing a status message which indicates that the
mobile communication device is available to be sent
to the host server based on identifying that the mobile
communication device is available to receive the
message through the wireless communication de-
vice; and
receiving again, at the relay network, the message
corresponding to the message identifier from the
host server for delivery to the mobile communication
device in response to the status message being sent
to the host server.

[0069] The method may further comprise: receiving,
at the relay network, a confirmation message from the
host server which indicates that the result message was
received by the host server; and refraining from storing
and managing the message at the relay network based
on receiving the confirmation message. Alternatively, the
act of causing the result message to be sent may com-
prise the further act of refraining to include the message
within the result message. Alternatively, the act of receiv-
ing the message at the relay network may comprise re-
ceiving the message along with the message identifier

which uniquely corresponds to the message.
[0070] Alternatively, the method may further comprise:
prior to identifying that the mobile communication device
is unavailable, attempting to send the message to the
mobile communication device at least one time through
the wireless communication network; failing to receive
any acknowledgement message from attempting to send
the message to the mobile communication device; and
identifying that the mobile communication device is un-
available to receive the message through the wireless
communication network based on failing to receive any
acknowledgement message. Alternatively, the method
may further comprise: receiving, at the relay network, a
state request message from the host server; and causing
the status message which indicates that the mobile com-
munication device is available to be sent to the host serv-
er in response to receiving the state request message
from the host server, the status message comprising an
address associated with the mobile communication de-
vice. Alternatively, the act of receiving the message com-
prises the further act of receiving, within the message,
an instruction indication to receive the status message
from the relay network in response to the relay network’s
identifying that the mobile communication device is avail-
able. Alternatively, the message may comprise an elec-
tronic mail (e-mail) message or other application data
message.
[0071] There is disclosed a message server of a relay
network which is adapted to receive a message from a
host server for delivery to the mobile communication de-
vice through one of a plurality of wireless communication
networks which are communicatively coupled to the relay
network; cause a result message to be sent to the host
server based on identifying that the mobile communica-
tion device is unavailable to receive the message through
the wireless communication network, the result message
comprising a message identifier which uniquely corre-
sponds to the message; refrain from maintaining storage
and management of the message in memory of the relay
network after the result message is sent to the host serv-
er; cause a status message which indicates that the mo-
bile communication device is available to be sent to the
host server based on identifying that the mobile commu-
nication device is available to receive the message
through the wireless communication device; and receive
again, at the message server, the message correspond-
ing to the message identifier from the host server for de-
livery to the mobile communication device in response
to the status message being sent to the host server.
[0072] The message server may be further adapted to
receive a confirmation message from the host server
which indicates that the result message was received by
the host server, and refrain from storing and managing
the message in the relay network based on receiving the
confirmation message. Alternatively, the message server
of may be further adapted to refrain from including the
message within the result message. server, and refrain
from storing and managing the message in the relay net-
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work based on receiving the confirmation message. Al-
ternatively, the message server of may be further adapt-
ed to refrain from including the message within the result
message. Alternatively, the message server may be fur-
ther adapted to receive the message along with the mes-
sage identifier which uniquely corresponds to the mes-
sage. Alternatively, the message server may be further
adapted to attempt to send the message to the mobile
communication device at least one time through the wire-
less communication network prior to identifying that the
mobile communication device is unavailable; fail to re-
ceive any acknowledgement message from attempting
to send the message to the mobile communication de-
vice; and identify that the mobile communication device
is unavailable to receive the message through the wire-
less communication network based on failing to receive
any acknowledgement message. Alternatively, the mes-
sage server may be further adapted to receive a state
request message from the host server and cause the
status message which indicates that the mobile commu-
nication device is available to be sent to the host server
in response to receiving the state request message from
the host server. Alternatively, the act of receiving the
message comprises the further act of receiving an in-
struction indication from the host server to receive the
status message from the message server in response to
identifying that the mobile communication device is avail-
able.
[0073] There is disclosed a method for use by a host
server in pushing messages to a mobile communication
device, the method comprising the acts of:

causing a message to be sent to a relay network for
delivery to the mobile communication device through
one of a plurality of wireless communication net-
works which are communicatively coupled to the re-
lay network;
receiving, from the relay network, a result message
when the mobile communication device is unavaila-
ble to receive the message through the wireless
communication network, the result message com-
prising a message identifier which uniquely corre-
sponds to the message;
maintaining storage of the message corresponding
to the message identifier in memory accessible by
the host server after the result message is received;
receiving, from the relay network, a status message
which indicates that the mobile communication de-
vice is available when the mobile communication de-
vice is available to receive the message through the
wireless communication device; and
causing the message corresponding to the message
identifier to be sent again to the relay network for
delivery to the mobile communication device in re-
sponse to receiving the status message.

[0074] The method may further comprise: causing a
confirmation message which indicates that the result

message was received by the host server to be sent to
the relay network, thereby causing the relay network to
refrain from storing and managing the message. Alter-
natively, the act of receiving the result message compris-
es the further act of failing to receive the message within
the result message. Alternatively, the act of causing the
message to be sent to the relay network comprises in-
cluding the message identifier which uniquely corre-
sponds to the message to be included in the message.
Alternatively, the method may further comprise: identify-
ing the message from the memory with use of the mes-
sage identifier. Alternatively, the method may further
comprise: causing a state request message to be sent
to the relay network; and receiving, from the relay net-
work, the status message which indicates that the mobile
communication device is available in response to causing
the state request message to be sent, the status message
comprising an address of the mobile communication de-
vice. Alternatively, the act of causing the message to be
sent comprises the further act of including an instruction
indication in the message to receive the status message
from the relay network in response to identifying that the
mobile communication device is available. Alternatively,
the message comprises an electronic mail (e-mail) mes-
sage or other application data message.
[0075] There is disclosed a host server which is adapt-
ed to cause a message to be sent to a relay network for
delivery to the mobile communication device through one
of a plurality of wireless communication networks which
are communicatively coupled to the relay network; re-
ceive, from the relay network, a result message when
the mobile communication device is unavailable to re-
ceive the message through the wireless communication
network, the result message comprising a message iden-
tifier which uniquely corresponds to the message; main-
tain storage of the message in memory accessible by the
host server after the result message is received; receive,
from the relay network, a status message which indicates
that the mobile communication device is available when
the mobile communication device is available to receive
the message through the wireless communication de-
vice; and cause the message to be sent again to the relay
network for delivery to the mobile communication device
in response to receiving the status message.
[0076] The host server may be further adapted to
cause a confirmation message which indicates that the
result message was received by the host server to be
sent to the relay network, causing the relay network to
refrain from storing and managing the message. Alter-
natively, the host server may be further adapted to re-
ceive the result message which fails to include the mes-
sage. Alternatively, the host server may be further adapt-
ed to cause the message to be sent to the relay network
along with the message identifier which uniquely corre-
sponds to the message. Alternatively, the host server
may be further adapted to identify the message from the
memory with use of the message identifier. Alternatively,
the host server may be adapted to cause a state request
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message to be sent to the relay network; and receive,
from the relay network, the status message which indi-
cates that the mobile communication device is available
in response to causing the state request message to be
sent. Alternatively, the host server may be adapted to
cause the message to be sent along with an instruction
indication in the message to receive the status message
from the relay network in response to identifying that the
mobile communication device is available.

Claims

1. A method for use by a relay network (462) which
serves a plurality of host servers (415, 454) in push-
ing messages to a mobile communication device,
the method comprising the acts of:

receiving, at the relay network (462) via a public
or private network (406, 442), a message from
a host server (454) for delivery to a mobile com-
munication device (424) through a wireless
communication network (430);
causing, by the relay network (462), a result
message to be sent to the host server (454) via
the public or private network (406, 442) in re-
sponse to the mobile communication device
(424) being unavailable to receive the message
through the wireless communication network
(430), the result message comprising a mes-
sage identifier which uniquely corresponds to
the message;
receiving, at the relay network (462) via the pub-
lic or private network (406, 442), a confirmation
message from the host server (454) which indi-
cates that the result message was received by
the host server (454); and
clearing the message from memory of the relay
network (462) in response to receiving the con-
firmation message, so as to refrain from main-
taining storage of the message in the relay net-
work (462).

2. The method of claim 1, further comprising:

causing, by the relay network (462), a status
message which indicates that the mobile com-
munication device (424) is available to be sent
to the host server (454) via the public or private
network (406, 442) in response to the mobile
communication device (424) being available to
receive the message through the wireless com-
munication network (430).

3. The method of claim 2, further comprising:

receiving again, at the relay network (462) via
the public or private network (406, 442), the

message corresponding to the message identi-
fier from the host server (454) for delivery to the
mobile communication device (424) in response
to the status message being sent to the host
server (454).

4. The method of claim 1, further comprising:

receiving, at the relay network (462) via the pub-
lic or private network (406, 442), a state request
message from the host server (454); and
causing to be sent to the host server (454) in
response to receiving the state request mes-
sage from the host server (454), a status mes-
sage which indicates that the mobile communi-
cation device (424) is available, the status mes-
sage comprising an address associated with the
mobile communication device (424).

5. A message server (468) of a relay network (462)
adapted to serve a plurality of host servers (415, 454)
for delivering messages to mobile communication
devices, the message server (468) of the relay net-
work (462) being further adapted to:

receive, via a public or private network (406,
442), a message from a host server (454) for
delivery to a mobile communication device (424)
through a wireless communication network
(430);
cause a result message to be sent to the host
server (454) via the public or private network
(406, 442) in response to the mobile communi-
cation device (424) being unavailable to receive
the message through the wireless communica-
tion network (430), the result message compris-
ing a message identifier which uniquely corre-
sponds to the message;
receive, via the public or private network (406,
442), a confirmation message from the host
server (454) which indicates that the result mes-
sage was received by the host server (454); and
clear the message from memory of the relay net-
work (462) in response to receiving the confir-
mation message, so as to refrain from maintain-
ing storage of the message in the relay network
(462).

6. The message server (468) of claim 5, which is further
adapted to cause a status message which indicates
that the mobile communication device (424) is avail-
able to be sent to the host server (454) via the public
or private network (406, 442) in response to the mo-
bile communication device (424) being available to
receive the message through the wireless commu-
nication network (430).

7. The message server (468) of claim 6, which is further
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adapted to receive again, via the public or private
network (406, 442), the message corresponding to
the message identifier from the host server (454) for
delivery to the mobile communication device (424)
in response to the status message being sent to the
host server (454).

8. The message server (468) of claim 5, which is further
adapted to receive, via the public or private network
(406, 442), a state request message from the host
server (454); and to cause to be sent to the host
server (454) in response to receiving the state re-
quest message from the host server (454), a status
message which indicates that the mobile communi-
cation device (424) is available, the status message
comprising an address associated with the mobile
communication device (424).

9. A method for use by a host server (454) of a com-
munication network in pushing messages to a mobile
communication device (424) through a relay network
(462) which serves a plurality of host servers (415,
454), the method comprising the acts of:

causing a message to be sent from the host serv-
er (454) to the relay network (462) via a public
or private network (406, 442) for delivery to the
mobile communication device (424) through a
wireless communication network (430);
receiving, at the host server (454) from the relay
network (462) via the public or private network
(406, 442), a result message when the mobile
communication device (424) is unavailable to re-
ceive the message through the wireless com-
munication network (430), the result message
comprising a message identifier which uniquely
corresponds to the message;
maintaining storage of the message corre-
sponding to the message identifier in memory
of the host server (454) after the result message
is received; and
causing a confirmation message which indi-
cates that the result message was received by
the host server (454) to be sent to the relay net-
work (462) via the public or private network (406,
442), thereby causing the relay network (462)
to clear the message from memory in the relay
network (462).

10. The method of claim 9, further comprising:

receiving, at the host server (454) from the relay
network (462) via the public or private network
(406, 442), a status message which indicates
that the mobile communication device (424) is
available when the mobile communication de-
vice (424) is available to receive the message
through the wireless communication network

(430).

11. The method of claim 10, further comprising:

causing the message corresponding to the mes-
sage identifier to be sent again from the host
server (454) to the relay network (462) via the
public or private network (406, 442) for delivery
to the mobile communication device (424) in re-
sponse to receiving the status message.

12. A host server (454) for a communication network
which is adapted to communicate with a relay net-
work (462), the host server (454) being further adapt-
ed to cause a message to be sent from the host serv-
er (454) to the relay network (462) via a public or
private network (406, 442) for delivery to a mobile
communication device (424) through a wireless
communication network (430); receive, from the re-
lay network (462) via the public or private network
(406, 442), a result message when the mobile com-
munication device (424) is unavailable to receive the
message through the wireless communication net-
work (430), the result message comprising a mes-
sage identifier which uniquely corresponds to the
message; maintain storage of the message corre-
sponding to the message identifier in memory of the
host server (454) after the result message is re-
ceived; and cause a confirmation message which
indicates that the result message was received by
the host server (454) to be sent to the relay network
(462) via the public or private network (406, 442),
thereby causing the relay network (462) to clear the
message from memory in the relay network (462).

13. The host server (454) of claim 12, which is further
adapted to receive, from the relay network (462) via
the public or private network (406, 442), a status
message which indicates that the mobile communi-
cation device (424) is available when the mobile
communication device (424) is available to receive
the message through the wireless communication
network (430).

14. The host server (454) of claim 13, further comprising:

causing the message corresponding to the mes-
sage identifier to be sent again from the host
server (454) to the relay network (462) via the
public or private network (406, 442) for delivery
to the mobile communication device (424) in re-
sponse to receiving the status message.

15. The host server (454) of claim 12, which is part of a
communication network comprising a private com-
munication network having a firewall (456) between
the host server (454) and the relay network (462).
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Patentansprüche

1. Verfahren zur Verwendung durch ein Relay-Netz-
werk (462), das einer Vielzahl von Host-Servern
(415, 454) dient beim Verschieben von Nachrichten
an eine mobile Kommunikationsvorrichtung, wobei
das Verfahren die Vorgänge aufweist:

Empfangen, an dem Relay-Netzwerk (462) über
ein öffentliches oder privates Netzwerk (406,
442), einer Nachricht von einem Host-Server
(454) für eine Lieferung an eine mobile Kommu-
nikationsvorrichtung (424) über ein drahtloses
Kommunikationsnetzwerk (430);
Veranlassen, durch das Relay-Netzwerk (462),
dass eine Ergebnisnachricht an den Host-Ser-
ver (454) über das öffentliche oder private Netz-
werk (406, 442) gesendet wird in Reaktion dar-
auf, dass die mobile Kommunikationsvorrich-
tung (424) nicht verfügbar ist, die Nachricht über
das drahtlose Kommunikationsnetzwerk (430)
zu empfangen, wobei die Ergebnisnachricht ei-
nen Nachrichtenidentifizierer aufweist, der ein-
deutig mit der Nachricht korrespondiert;
Empfangen, an dem Relay-Netzwerk (462) über
das öffentliche oder private Netzwerk (406,
442), einer Bestätigungsnachricht von dem
Host-Server (454), die anzeigt, dass die Ergeb-
nisnachricht von dem Host-Server (454) emp-
fangen wurde; und
Löschen der Nachricht aus dem Speicher des
Relay-Netzwerks (462) in Reaktion auf einen
Empfang der Bestätigungsnachricht, um von ei-
ner weiteren Speicherung der Nachricht in dem
Relay-Netzwerk (462) abzusehen.

2. Verfahren gemäß Anspruch 1, das weiter aufweist:

Veranlassen, durch das Relay-Netzwerk (462),
dass eine Statusnachricht, die anzeigt, dass die
mobile Kommunikationsvorrichtung (424) ver-
fügbar ist, an den Host-Server (454) über das
öffentliche oder private Netzwerk (406, 442) ge-
sendet wird, in Reaktion darauf, dass die mobile
Kommunikationsvorrichtung (424) verfügbar ist,
um die Nachricht über das drahtlose Kommuni-
kationsnetzwerk (430) zu empfangen.

3. Verfahren gemäß Anspruch 2, das weiter aufweist:

wiederum Empfangen, an dem Relay-Netzwerk
(462) über das öffentliche oder private Netzwerk
(406, 442), der Nachricht, die mit dem Nachrich-
tenidentifizierer korrespondiert, von dem Host-
Server (454) zur Lieferung an die mobile Kom-
munikationsvorrichtung (424) in Reaktion dar-
auf, dass die Statusnachricht an den Host-Ser-
ver (454) gesendet wird.

4. Verfahren gemäß Anspruch 1, das weiter aufweist:

Empfangen, an dem Relay-Netzwerk (462) über
das öffentliche oder private Netzwerk (406,
442), einer Zustandsanforderungsnachricht von
dem Host-Server (454); und
Veranlassen, dass in Reaktion auf den Empfang
der Zustandsanforderungsnachricht von dem
Host-Server (454), eine Statusnachricht an den
Host-Server (454) gesendet wird, die anzeigt,
dass die mobile Kommunikationsvorrichtung
(424) verfügbar ist, wobei die Statusnachricht
eine Adresse aufweist, die zu der mobilen Kom-
munikationsvorrichtung (424) gehört.

5. Nachrichten-Server (468) eines Relay-Netzwerks
(462), der ausgebildet ist, einer Vielzahl von Host-
Servern (415, 454) zum Liefern von Nachrichten an
mobile Kommunikationsvorrichtungen zu dienen,
wobei der Nachrichten-Server (468) des Relay-
Netzwerk (462) weiter ausgebildet ist zum:

Empfangen, über ein öffentliches oder privates
Netzwerk (406, 442), einer Nachricht von einem
Host-Server (454) für eine Lieferung an eine mo-
bile Kommunikationsvorrichtung (424) über ein
drahtloses Kommunikationsnetzwerk (430);
Veranlassen, dass eine Ergebnisnachricht an
den Host-Server (454) über das öffentliche oder
private Netzwerk (406, 442) gesendet wird in
Reaktion darauf, dass die mobile Kommunika-
tionsvorrichtung (424) nicht verfügbar ist, die
Nachricht über das drahtlose Kommunikations-
netzwerk (430) zu empfangen, wobei die Ergeb-
nisnachricht einen Nachrichtenidentifizierer auf-
weist, der eindeutig der Nachricht entspricht;
Empfangen, über das öffentliche oder private
Netzwerk (406, 442), einer Bestätigungsnach-
richt von dem Host-Server (454), die anzeigt,
dass die Ergebnisnachricht von dem Host-Ser-
ver (454) empfangen wurde; und
Löschen der Nachricht aus dem Speicher des
Relay-Netzwerks (462) in Reaktion auf einen
Empfang der Bestätigungsnachricht, um von ei-
ner weiteren Speicherung der Nachricht in dem
Relay-Netzwerk (462) abzusehen.

6. Nachrichten-Server (468) gemäß Anspruch 5, der
weiter ausgebildet ist zum Veranlassen, dass eine
Statusnachricht, die anzeigt, dass die mobile Kom-
munikationsvorrichtung (424) verfügbar ist, an den
Host-Server (454) über das öffentliche oder private
Netzwerk (406, 442) gesendet wird, in Reaktion dar-
auf, dass die mobile Kommunikationsvorrichtung
verfügbar ist, um die Nachricht über das drahtlose
Kommunikationsnetzwerk (430) zu empfangen.

7. Nachrichten-Server (468) gemäß Anspruch 6, der
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weiter ausgebildet ist zum erneuten Empfangen,
über das öffentliche oder private Netzwerk (406,
442), der Nachricht, die dem Nachrichtenidentifizie-
rer entspricht, von dem Host-Server (454) zur Liefe-
rung an die mobile Kommunikationsvorrichtung
(424) in Reaktion darauf, dass die Statusnachricht
an den Host-Server (454) gesendet wird.

8. Nachrichten-Server (468) gemäß Anspruch 5, der
weiter ausgebildet ist zum Empfangen, über das öf-
fentliche oder private Netzwerk (406, 442), einer Zu-
standsanforderungsnachricht von dem Host-Server
(454); und Veranlassen, dass in Reaktion auf den
Empfang der Zustandsanforderungsnachricht von
dem Host-Server (454), eine Statusnachricht an den
Host-Server (454) gesendet wird, die anzeigt, dass
die mobile Kommunikationsvorrichtung (424) ver-
fügbar ist, wobei die Statusnachricht eine Adresse
aufweist, die zu der mobilen Kommunikationsvor-
richtung (424) gehört.

9. Verfahren zur Verwendung durch einen Host-Server
(454) eines Kommunikationsnetzwerks beim Ver-
schieben von Nachrichten an eine mobile Kommu-
nikationsvorrichtung (424) über ein Relay-Netzwerk,
das einer Vielzahl von Host-Servern (415, 454) dient,
wobei das Verfahren die Vorgänge aufweist:

Veranlassen, dass eine Nachricht von dem
Host-Server (454) an das Relay-Netzwerk (462)
gesendet wird über ein öffentliches oder priva-
tes Netzwerk (406, 442) zur Lieferung an die
mobile Kommunikationsvorrichtung (424) über
ein drahtloses Kommunikationsnetzwerk (430);
Empfangen, an dem Host-Server (454) von dem
Relay-Netzwerk (462) über das öffentliche oder
private Netzwerk (406, 442), einer Ergebnis-
nachricht, wenn die mobile Kommunikations-
vorrichtung (424) nicht verfügbar ist, um die
Nachricht über das drahtlose Kommunikations-
netzwerk (430) zu empfangen, wobei die Ergeb-
nisnachricht einen Nachrichtenidentifizierer auf-
weist, der eindeutig der Nachricht entspricht;
Beibehalten einer Speicherung der Nachricht,
die dem Nachrichtenidentifizierer entspricht, in
einem Speicher des Host-Servers (454), nach-
dem die Ergebnisnachricht empfangen wird;
und Veranlassen, dass eine Bestätigungsnach-
richt, die anzeigt, dass die Ergebnisnachricht
von dem Host-Server (454) empfangen wurde,
an das Relay-Netzwerk (462) gesendet wird
über das öffentliche oder private Netzwerk (406,
442), wodurch veranlasst wird, dass das Relay-
Netzwerk (462) die Nachricht aus dem Speicher
in dem Relay-Netzwerk (462) entfernt.

10. Verfahren gemäß Anspruch 9, das weiter aufweist:

Empfangen, an dem Host-Server (454) von dem
Relay-Netzwerk (462) über das öffentliche oder
private Netzwerk (406, 442), einer Statusnach-
richt,
die anzeigt, dass die mobile Kommunikations-
vorrichtung (424) verfügbar ist, wenn die mobile
Kommunikationsvorrichtung (424) verfügbar ist,
um die Nachricht über das drahtlose Kommuni-
kationsnetzwerk (430) zu empfangen.

11. Verfahren gemäß Anspruch 10, das weiter aufweist:

Veranlassen, dass die Nachricht, die dem Nach-
richtenidentifizierer entspricht, wiederum von
dem Host-Server (454) an das Relay-Netzwerk
(462) gesendet wird über das öffentliche oder
private Netzwerk (406, 442) zur Lieferung an die
mobile Kommunikationsvorrichtung (424) in Re-
aktion auf einen Empfang der Statusnachricht.

12. Host-Server (454) für ein Kommunikationsnetzwerk,
der ausgebildet ist, mit einem Relay-Netzwerk (462)
zu kommunizieren, wobei der Host-Server (454) wei-
ter ausgebildet ist, zu veranlassen, dass eine Nach-
richt von dem Host-Server (454) an das Relay-Netz-
werk (462) gesendet wird über ein öffentliches oder
privates Netzwerk (406, 442) zur Lieferung an eine
mobile Kommunikationsvorrichtung (424) über ein
drahtloses Kommunikationsnetzwerk (430); eine Er-
gebnisnachricht zu empfangen, von dem Relay-
Netzwerk (462) über das öffentliche oder private
Netzwerk (406, 442), wenn die mobile Kommunika-
tionsvorrichtung (424) nicht verfügbar ist, um die
Nachricht über das drahtlose Kommunikationsnetz-
werk (430) zu empfangen, wobei die Ergebnisnach-
richt einen Nachrichtenidentifizierer aufweist, der
eindeutig der Nachricht entspricht; eine Speicherung
der Nachricht, die dem Nachrichtenidentifizierer ent-
spricht, in einem Speicher des Host-Servers (454)
beizubehalten, nachdem die Ergebnisnachricht
empfangen ist; und zu veranlassen, dass eine Be-
stätigungsnachricht, die anzeigt, dass die Ergebnis-
nachricht von dem Host-Server (454) empfangen
wurde, an das Relay-Netzwerk (462) gesendet wird
über das öffentliche oder private Netzwerk (406,
442), wodurch veranlasst wird, dass das Relay-
Netzwerk (462) die Nachricht aus dem Speicher in
dem Relay-Netzwerk (462) entfernt.

13. Host-Server (454) gemäß Anspruch 12, der weiter
ausgebildet ist, von dem Relay-Netzwerk (462) über
das öffentliche oder private Netzwerk (406, 442) eine
Statusnachricht zu empfangen, die anzeigt, dass die
mobile Kommunikationsvorrichtung (424) verfügbar
ist, wenn die mobile Kommunikationsvorrichtung
(424) verfügbar ist, um die Nachricht über das draht-
lose Kommunikationsnetzwerk (430) zu empfangen.
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14. Host-Server (454) gemäß Anspruch 13, der weiter
aufweist:

Veranlassen, dass die Nachricht, die dem Nach-
richtenidentifizierer entspricht, wiederum von
dem Host-Server (454) an das Relay-Netzwerk
(462) gesendet wird über das öffentliche oder
private Netzwerk (406, 442) zur Lieferung an die
mobile Kommunikationsvorrichtung (424) in Re-
aktion auf einen Empfang der Statusnachricht.

15. Host-Server (454) gemäß Anspruch 12, der ein Teil
eines Kommunikationsnetzwerks ist, das ein priva-
tes Kommunikationsnetzwerk mit einem Firewall
(456) zwischen dem Host-Server (454) und dem Re-
lay-Netzwerk (462) aufweist.

Revendications

1. Procédé destiné à être utilisé par un réseau relais
(462) qui dessert une pluralité de serveurs hôtes
(415, 454) en poussant des messages vers un dis-
positif de communication mobile, le procédé com-
prenant les étapes consistant à :

recevoir, au niveau du réseau relais (462), par
l’intermédiaire d’un réseau public ou privé (406,
442), un message en provenance d’un serveur
hôte (454) pour sa fourniture à un dispositif de
communication mobile (424) par l’intermédiaire
d’un réseau de communication sans fil (430) ;
provoquer l’envoi, par le réseau relais (462),
d’un message de résultat au serveur hôte (454)
par l’intermédiaire du réseau public ou privé
(406, 442) en réponse au fait que le dispositif
de communication mobile (424) est indisponible
pour la réception du message par l’intermédiaire
du réseau de communication sans fil (430), le
message de résultat comprenant un identifiant
de message qui correspond de manière unique
au message ;
recevoir, au niveau du réseau relais (462), par
l’intermédiaire du réseau public ou privé (406,
442), un message de confirmation en provenan-
ce du serveur hôte (454), qui indique que le mes-
sage de résultat a été reçu par le serveur hôte
(454) ; et
effacer le message de la mémoire du réseau
relais (462) en réponse à la réception du mes-
sage de confirmation afin d’éviter la poursuite
du stockage du message dans le réseau relais
(462).

2. Procédé selon la revendication 1, consistant en outre
à :

provoquer l’envoi, par le réseau relais (462),

d’un message d’état qui indique que le dispositif
de communication mobile (424) est disponible
pour son envoi au serveur hôte (454) par l’inter-
médiaire du réseau public ou privé (406, 442)
en réponse au fait que le dispositif de commu-
nication mobile (424) est disponible pour la ré-
ception du message par l’intermédiaire du ré-
seau de communication sans fil (430).

3. Procédé selon la revendication 2, consistant en outre
à :

recevoir à nouveau, au niveau du réseau relais
(462), par l’intermédiaire du réseau public ou
privé (406, 442), le message correspondant à
l’identifiant de message, en provenance du ser-
veur hôte (454) pour sa fourniture au dispositif
de communication mobile (424) en réponse au
fait que le message d’état est envoyé au serveur
hôte (454).

4. Procédé selon la revendication 1, consistant en outre
à :

recevoir, au niveau du réseau relais (462), par
l’intermédiaire du réseau public ou privé (406,
442), un message de demande d’état en prove-
nance du serveur hôte (454) ; et
provoquer l’envoi au serveur hôte (454), en ré-
ponse à la réception du message d’état en pro-
venance du serveur hôte (454), d’un message
d’état qui indique que le dispositif de communi-
cation mobile (424) est disponible, le message
d’état comprenant une adresse associée au dis-
positif de communication mobile (424).

5. Serveur de message (468) d’un réseau relais (462)
conçu pour desservir une pluralité de serveurs hôtes
(415, 454) destinés à fournir des messages à des
dispositifs de communication mobiles, le serveur de
messages (468) du réseau relais (462) étant en outre
conçu pour :

recevoir, par l’intermédiaire d’un réseau public
ou privé (406, 442), un message en provenance
du serveur hôte (454) pour sa fourniture à un
dispositif de communication mobile (424) par
l’intermédiaire d’un réseau de communication
sans fil (430) ;
provoquer l’envoi d’un message de résultat au
serveur hôte (454) par l’intermédiaire du réseau
public ou privé (406, 442) en réponse au fait que
le dispositif de communication mobile (424) est
indisponible pour la réception du message par
l’intermédiaire d’un réseau de communication
sans fil (430), le message de résultat compre-
nant un identifiant de message qui correspond
de manière unique au message ;
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recevoir, par l’intermédiaire du réseau public ou
privé (406, 442), un message de confirmation
en provenance du serveur hôte (454), qui indi-
que que le message de résultat a été reçu par
le serveur hôte (454) ; et
effacer le message de la mémoire du réseau
relais (462) en réponse à la réception du mes-
sage de confirmation, afin d’éviter la poursuite
du stockage du message dans le réseau relais
(462).

6. Serveur de messages (468) selon la revendication
5, qui est en outre conçu pour provoquer l’envoi d’un
message d’état qui indique que le dispositif de com-
munication mobile (424) est disponible, au serveur
hôte (454) par l’intermédiaire du réseau public ou
privé (406, 442) en réponse au fait que le dispositif
de communication mobile (424) est disponible pour
la réception du message par l’intermédiaire du ré-
seau de communication sans fil (430).

7. Serveur de messages (468) selon la revendication
6, qui est en outre conçu pour recevoir à nouveau,
par l’intermédiaire du réseau public ou privé (406,
442), le message correspondant à l’identifiant de
message en provenance du serveur hôte (454) pour
sa fourniture au dispositif de communication mobile
(424) en réponse au fait que le message d’état est
envoyé au serveur hôte (454).

8. Serveur de messages (468) selon la revendication
5, qui est en outre conçu pour recevoir, par l’inter-
médiaire du réseau public ou privé (406, 442), un
message de demande d’état en provenance du ser-
veur hôte (454) ; et pour provoquer l’envoi au serveur
hôte (454), en réponse à la réception du message
de demande d’état en provenance du serveur hôte
(454), d’un message d’état qui indique que le dispo-
sitif de communication mobile (424) est disponible,
le message d’état comprenant une adresse asso-
ciée au dispositif de communication mobile (424).

9. Procédé destiné à être utilisé par un serveur hôte
(454) d’un réseau de communication pour pousser
des messages vers un dispositif de communication
mobile (424) par l’intermédiaire d’un réseau relais
(462) qui dessert une pluralité de serveurs hôtes
(415, 454), le procédé comprenant les étapes con-
sistant à :

provoquer l’envoi d’un message du serveur hôte
(454) au réseau relais (462) par l’intermédiaire
d’un réseau public ou privé (406, 442) pour sa
fourniture au dispositif de communication mobi-
le (424) par l’intermédiaire d’un réseau de com-
munication sans fil (430) ;
recevoir, au niveau du serveur hôte (454), en
provenance du réseau relais (462), par l’inter-

médiaire du réseau public ou privé (406, 442),
un message de résultat lorsque le dispositif de
communication mobile (424) est indisponible
pour la réception du message par l’intermédiaire
du réseau de communication sans fil (430), le
message de résultat comprenant un identifiant
de message qui correspond de manière unique
au message ;
poursuivre le stockage du message correspon-
dant à l’identifiant du message dans la mémoire
du serveur hôte (454) après réception du mes-
sage de résultat ; et
provoquer l’envoi d’un message de confirmation
qui indique que le message de résultat a été
reçu par le serveur hôte (454) au réseau relais
(462) par l’intermédiaire du réseau public ou pri-
vé (406, 442), pour ainsi provoquer l’effacement
par le réseau relais (462) du message de la mé-
moire du réseau relais (462).

10. Procédé selon la revendication 9, consistant en outre
à :

recevoir, au niveau du serveur hôte (454), en
provenance du réseau relais (462), par l’inter-
médiaire du réseau public ou privé (406, 442),
un message d’état qui indique que le dispositif
de communication mobile (424) est disponible
lorsque le dispositif de communication mobile
(424) est disponible pour la réception du mes-
sage par l’intermédiaire du réseau de commu-
nication sans fil (430).

11. Procédé selon la revendication 10, consistant en
outre à :

provoquer l’envoi à nouveau du message cor-
respondant à l’identifiant de message du ser-
veur hôte (454) au réseau relais (462) par l’in-
termédiaire du réseau public ou privé (406, 442)
pour sa fourniture au dispositif de communica-
tion mobile (424) en réponse à la réception du
message d’état.

12. Serveur hôte (454) destiné à un réseau de commu-
nication qui est conçu pour communiquer avec un
réseau relais (462), le serveur hôte (454) étant en
outre conçu pour provoquer l’envoi d’un message
du serveur hôte (454) au réseau relais (462) par l’in-
termédiaire d’un réseau public ou privé (406, 442)
pour sa fourniture à un dispositif de communication
mobile (424) par l’intermédiaire d’un réseau de com-
munication sans fil (430) ; pour recevoir, en prove-
nance du réseau relais (462), par l’intermédiaire du
réseau public ou privé (406, 442), un message de
résultat lorsque le dispositif de communication mo-
bile (424) est indisponible pour la réception du mes-
sage par l’intermédiaire du réseau de communica-
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tion sans fil (430), le message de résultat compre-
nant un identifiant de message qui correspond de
manière unique au message ; pour poursuivre le
stockage du message correspondant à l’identifiant
de message dans la mémoire du serveur hôte (454)
après réception du message de résultat ; et pour pro-
voquer l’envoi d’un message de confirmation qui in-
dique que le message de résultat a été reçu par le
serveur hôte (454), au réseau relais (462), par l’in-
termédiaire du réseau public ou privé (406, 442),
pour provoquer l’effacement par le réseau relais
(462) du message de la mémoire du réseau relais
(462).

13. Serveur hôte (454) selon la revendication 12, qui est
en outre conçu pour recevoir, en provenance du ré-
seau relais (462), par l’intermédiaire du réseau pu-
blic ou privé (406, 442), un message d’état qui indi-
que que le dispositif de communication mobile (424)
est disponible lorsque le dispositif de communication
mobile (424) est disponible pour la réception du mes-
sage par l’intermédiaire du réseau de communica-
tion sans fil (430).

14. Serveur hôte (454) selon la revendication 13, com-
prenant en outre :

le fait de provoquer l’envoi à nouveau du mes-
sage correspondant à l’identifiant de message
du serveur hôte (454) au réseau relais (462) par
l’intermédiaire du réseau public ou privé (406,
442) pour sa fourniture au dispositif de commu-
nication mobile (424) en réponse à la réception
du message d’état.

15. Serveur hôte (454) selon la revendication 12, qui fait
partie d’un réseau de communication comprenant
un réseau de communication privé comportant un
pare-feu (456) entre le serveur hôte (454) et le ré-
seau relais (462).
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