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TARGETED MARKETING TO ON-HOLD CUSTOMER

BACKGROUND

[0001] This application claims priority to U.S. Provisional Application Serial No.
61/332,937, filed on May 10, 2010. This application is also a continuation-in-part
application of U.S. Patent Application No. 12/403,656, filed March 13, 2009 (METHOD
AND SYSTEM FOR TARGETED CONTENT PLACEMENT), which in turmn is a
continuation-in-part of U.S. Patent Application No. 12/266,199, filed November 6, 2008
(METHOD AND SYSTEM FOR TARGETED CONTENT PLACEMENT), which claims
priority to U.S. Patent Application 61/037,020 filed March 17, 2008 (METHOD AND
SYSTEM FOR TARGETED INTERNET ADVERTISEMENT PLACEMENT) which are
incorporated herein by reference in their entireties. U.S. Patent Application Serial No.
11/865,466 filed October 1, 2007 (PERSONALIZED CONSUMER ADVERTISING
PLACEMENT) is also incorporated by reference herein.

Field

[0002] The following description relates generally to the targeting of media content to
consumers. More particularly, the embodiments relate to data architecture and
processing, and a database solution that will ultimately deliver personalized content,
including advertisements, video, audio, audio/visual, text-based content, or any
personalized media to a device, where the device can store a delivered identification
and is operated by a consumer who is classified in a classification derived from financial

information for that consumer.

Description of Related Art
[0003] Increasing Internet usage where nearly one billion global users access the

Internet on at least a monthly basis is reflected by greater corporate spending on
Internet advertising and more compelling and effective marketing technologies and
practices. For example, Standard and Poor states that keyword search revenues
contributed notably to these gains, with 182% growth in 2003, 51% growth in 2004, and
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34% growth in 2005, largely reflecting the successes of Google and Yahoo. These
companies garner revenues from specific user on-line queries that generate sponsored
Internet links and associated click-throughs. This pattern of growth in Internet
advertising is anticipated to continue well into the future.

[0004] To make their advertising dollars more effective, advertisers attempt to target
their advertising to individuals who are more likely to have an interest in the advertised
product, thereby producing a higher click-through rate and increased revenues. Of
course, in order to target individuals with any degree of accuracy, something must be
known about the individual. For this reason, technologies have been developed for
what is known in the art as behavioral targeting based on tracking a user's habits
through monitoring of the websites that the user visits, and offering targeted advertising
based on the content of the visited websites. It is assumed, for example, that if a user is
visiting automobile oriented websites, then an automobile oriented advertisement is
more likely to generate a user response than one for breakfast cereal. A problem with
this type of website tracking is that if an automobile advertisement for a very expensive
car is delivered to a user and he cannot afford to purchase the automobile, then this
advertisement is not very effective.

[0005] While the above-described behavioral profiling has been somewhat effective
in improving the effectiveness of Internet advertising, such behavioral profiling is unable
to accumulate data related to an individual's particular spending habits. For this reason,
some marketers have developed methods to retain customers who have initiated
purchases from them by tracking their purchasing habits and trends. However, this
tracking of purchases is limited to knowledge of purchases placed on the marketer's
own websites. While a marketer such as, e.g., Amazon might track a consumer's
shopping habits so that when the consumer logs into an Amazon website at a future
time, advertisements can be automatically placed showing suggested items for the
consumer to consider based on their previous purchasing habits. Of course, Amazon
would have no knowledge of the customer's purchasing habits at retailers not affiliated
with Amazon. Therefore, the tracking methodologies used by individual on-line retailers

are limited in the benefit that they can provide to the retailer.
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[0006] Furthermore, when a customer calls in to a business (e.g., a bank or the like)
and is placed on hold, advertisements may be presented to the customer during the on-
hold period. However, such advertisements are not targeted to the specific customer,
and therefore are inefficient.

[0007] Accordingly, there is an unmet need for systems and/or methods that
facilitate presenting targeted advertisements to a customer over the phone while the

customer is on hold, and the like, while overcoming the aforementioned deficiencies.

SUMMARY

[0008] A method for presenting targeted content to a customer of a financial
institution through a voice response unit (VRU) comprises receiving a call from a
customer at a VRU, identifying the customer, and retrieving an anonymized customer
profile for the customer. The method further comprises matching one or more targeted
offers to the customer as a function of key lifestyle indicators (KLIs) in the anonymized
customer profile. The VRU verbally informs the customer that the one or more targeted
offers is available to the customer. The offers can be delivered to the customer while
the customer is on hold or via a medium of the customer’s choosing (e.g., email, text
message, social media, voicemail, etc.

[0009] A system for presenting targeted content to a customer of a financial
institution through a voice response unit (VRU) comprises a voice response system
(VRU) that receives a call from the customer, and receives customer identification
information by which the customer is identified. The system further includes a third-
party server comprising a processor and a memory. The processor executes computer-
executable instructions for retrieving an anonymized customer profile for the customer,
and for executing a matching algorithm that identifies one or more targeted offers for the
customer as a function of key lifestyle indicators (KLIs) in the anonymized customer
profile. The VRU informs the customer that the one or more identified targeted offers is
available to the customer.

[0010] The foregoing summary is provided only by way of introduction. All features,

benefits, and advantages of the personalized consumer content architecture/solution
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may be realized and obtained by instrumentalities and combinations particularly pointed
out in the claims. Nothing in this section should be taken as a limitation on the claims,
which define the scope of the invention.

[0011] The subject development is also applicable to the other entities or financial
institutions who maintain personalized web sites in association with customers’ financial

data, such as insurers, investment counselors, brokers or the like.

BRIEF DESCRIPTION OF THE FIGURES
[0012] FIGURE 1 is a block diagram depicting processes for generating lifestyle

indicators for consumers.

[0013] FIGURE 2 is a block diagram depicting processes for matching receipt-level
retail transactions to account-level bank transactions.

[0014] FIGURE 3 is a block diagram depicting processes for creating and updating
an advertising campaign based on the classifications.

[0015] FIGURE 4 is a flow diagram depicting a method for generating lifestyle
indicators for consumers.

[0016] FIGURE 5 is a flow diagram depicting a method for matching receipt-level
retail transactions to account-level bank transactions.

[0017] FIGURE 6 is a flow diagram depicting a method for creating and updating an
advertising campaign based on the classifications.

[0018] FIGURE 7 is a block diagram depicting a system for generating classifications
for consumers, and for creating and updating an advertising campaign based on the
classifications.

[0019] FIGURE 8 is a block diagram depicting a method for generating a
personalized advertisement.

[0020] FIGURE 9 is a flow diagram depicting a method for delivering targeted
content to a networked device.

[0021] FIGURE 10 is a flow diagram depicting a method for recording a hashed IP

address.
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[0022] FIGURE 11 is a flow diagram depicting another method for delivering targeted
content to a networked device.

[0023] FIGURE 12 is a flow diagram depicting a method for processing a list of
customers to receive targeted content.

[0024] FIGURE 13 illustrates a system that facilitates notifying a customer of a
targeted offer or reward to a customer when the customer calls in to the business and
is placed on hold and/or navigates an automated menu presented by a voice response
unit (VRU).

[0025] FIGURE 14 illustrates a system that facilitates presenting targeted content
directly to a customer when the customer calls in to the business and is placed on hold
and/or navigates a menu presented by a VRU, wherein the targeted content (e.g., offer
details) is provided to the VRU for direct, audible presentation to the customer.

[0026] FIGURE 15 illustrates a method for notifying a customer, while the customer
is interacting with a VRU, that targeted content is available for the customer.

[0027] FIGURE 16 illustrates a method for notifying a customer, while the customer

is interacting with a VRU, that targeted content is available for the customer.

DESCRIPTION OF THE EMBODIMENTS
[0028] The following is a description of a system and method of delivering

personalized content, e.g. advertisements, video, audio, audio/visual and text-based
content, for an anonymous network user on a network such as, e.g., the Internet. An
example of such a system is described so that one may construct the system, however,
the embodiments which are defined by the appended claims are not limited to the
system described herein.

[0029] With reference to Figure 1, a diagram is provided in block form for showing
the flow of information in a system for determining classifications for individuals who will
be receiving targeted content over a network, e.g., the Internet. The diagram is
provided for the purpose of explaining interrelationships between various data in the
system, and the embodiments of the present application are not limited to the

arrangement shown. Although each of the blocks in the diagram is described
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sequentially in a logical order, it is not to be assumed that the system processes the
described information in any particular order or arrangement.

[0030] Before describing each of the processes shown in the figure in detail, a brief
explanation of terms and object of the processing is provided. Four types of information
are described in Figure 1. Bank consumer information 14 is anonymous demographic
data about a consumer as an individual such as, e.g. birth date, gender, zip code, etc.
The bank consumer information utilized in preferred embodiments is data that does not
reveal the identity of the consumer. Accordingly, the bank consumer information used
in the embodiment described herein does not include name, street address, social
security number (or any other government issued identification number), e-mail address
or telephone number. Bank account type information 13, on the other hand, while also
being associated with the consumer, provides information related to an account or
accounts held by the consumer at the bank or financial institution. The account type
information includes data describing the type of account(s), e.g., savings, checking,
mortgage, IRA, credit card account, asset loan etc. It also includes information related
to each account, as applicable, such as inception date, terms for mortgages or
certificates of deposit, payment amounts for mortgages or other loans, and so forth.
Similar to the bank consumer information, in the embodiment described herein the bank
account type information does not include the account number of the consumer. This
further protects the privacy of the consumer by anonymously identifying the consumer in
a manner that will be described in more detail herein. Bank transaction data 10
describes individual transactions transacted by the consumer such as, e.g. a credit/debit
card purchase at a retailer location. The bank transaction data includes information
such as a merchant/retailer identifier, the total transaction dollar amount of the
transaction, the type of transaction, the location of the merchant, etc. Bank transaction
data also includes automated clearing house (ACH) transactions and automatic
withdrawals. The bank transaction data 10 typically does not, however, provide detailed
line item information for each item that was part of a multiple-item purchase. In
preferred embodiments, however, retailers or service providers opt to provide receipt-
level retail transaction information 32. This information is more detailed and includes

line item detail identifying each item and quantity purchased from the retailer/service
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provider, along with the price of the individual items. Although not essential to
determining classifications, described more fully below, the system and processes
described herein can protect the identity of the consumer by anonymously identifying
the consumer based on the data described above. This can protect the consumer from
security breaches, where the consumer’s identity can be used to his detriment, e.g.
using a consumer’s identity for fraudulent transactions.

[0031] The use of each of the above-described types of information is described in
more detail below. However, an object of embodiments of the present application is to
classify consumers into lifestyles or classifications based on the above-described
information. These classified lifestyles are provided so that targeted content can be
delivered to the consumers based on the lifestyle of the particular consumer. The
classifications can also protect a consumer’s identity by referring to a consumer as a
member of a class as opposed to as a specific individual. The classifications can be
deduced based on the status of the consumer, e.g., whether the consumer is a
grandparent, a college student, a single mother, etc. The classification can be based on
the activities in which the consumer participates such as golfing or attending theatres.
The classification can also be based on what the consumer owns, e.g., a home owner
or a boat owner, or on the income of the consumer. The classification can include
multiple classifications, e.g. a grandparent who golfs. The classification is meant to
classify consumers into categories helpful to merchandisers seeking to deliver targeted
advertisements. The classifications can also help publishers to provide more meaningful
content to viewers of the content. Examples of such classifications include, but are not
limited to grandparent, college student, self employed, theatre/movie attendee, investor,
parent, traveler, region of residence or travel, etc. The classifications described herein
are hierarchical in nature. For example, if a consumer is identified and classified with a
classification as a "mother”, the classification for mother falls under a higher-level
classification for "female”. This hierarchical relationship is discussed in further detail
herein.

[0032] First described, are incoming bank transactions. Although the term “bank
transaction” is used throughout this application, it is to be appreciated that the

transaction may be related to any form of financial institution with which a user of the
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system conducts business or has a relationship. Typically, the financial institution will
provide on-line services for the user enabling the user by means of a unique user ID
and password, or other security data, to either log in or sign in with a website or other
networked portal or application affiliated the financial institution for conducting business.
When the user logs on to the financial institution’s website or other networked
application, the user is identified by a unique customer identification code (UCIC)
assigned by the financial institution. The UCIC does not include the financial
institution’s customer password or unique user ID used to log onto the financial
institution’s website, nor does it include the customer's account number, name, street
address, social security number, e-mail address or telephone number. The UCIC is
matched to an anonymous identifier, hereinafter referred to as an advertisement
delivery identification code (ADIC), which anonymously but uniquely identifies the user.
Even though the term ADIC is used to refer to the identification, this identification can be
useful when delivering other targeted content, e.g. video, text-based content that does
not market a product. The ADIC is assigned by the entity that will deliver the targeted
content or will associate with another publisher to deliver more relevant content. Both
the ADIC and the UCIC are described in more detail in the above-referenced application
Serial no. 11/865,466. The ADIC can also be specific to the device the financial
institution’s customer uses to access the financial institution’s website or other
networked application. For example, if the one customer use a lap top computer and a
mobile phone to access the financial institution’s website or other networked application,
this same customer can be associated with two different ADICs, one for each device.

[0033] Three types of information received from financial institutions are discussed
herein, i.e., bank consumer information, account type information, and account-level
bank transaction information. As previously described, each received bank transaction
includes information relating to a particular bank transaction, and the bank consumer
information includes account-level detail information pertaining to the particular
consumer. For example, the system receives consumer level information 14 that may
include birthday and zip code which are useful so that, e.g., age and location can be
determined for the consumer. Account type information 13 provides additional

information related to the consumer such as the types of accounts held at the financial
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institution. The account-level bank transaction 10, on the other hand, provides
information related to a purchase of goods or services from a merchant. It is to be
understood, however, in preferred embodiments, the received information does not
reveal the identity of the consumer, e.g., name, street address, social security number,
telephone number, account number, credit card number, e-mail address, etc.

[0034] The account-level bank transaction data 16 includes, e.g., merchant SIC
code, merchant description, price, asset information if the transaction relates to a loan,
location of the merchant, preferably a zip code for the merchant, and the type of
transaction. The standard industrial classification (SIC) is a code developed to classify
establishments by the type of activity in which they are primarily engaged. For example,
the SIC code 2043 represents cereal breakfast foods, and SIC code 4521 represents
department stores. |t is to be appreciated that the account-level bank transaction data
16 described herein is exemplary only. The data contained in the account-level bank
transaction record can vary according to both embodiment and according to the
financial institution providing the bank transaction 10. For example, the SIC code is
being replaced with the North Atlantic Industry Classification System (NAICS). The
NAICS code serves substantially the same purpose as the SIC code, however, the
NAICS code has been extended to six digits in contrast to the four digit SIC code in
order to accommodate a larger number of sectors and allow more flexibility in
designating subsectors. The merchant description is usually a string of characters,
which can be utilized in on-line banking, describing the particular merchant. The asset
code, utilized with loans, can be useful for providing additional information. For
example, each time a car payment is made, the system can determine what kind of car
the consumer drives based on the information provided, e.g., the asset for which the
loan was made.

[0035] The information provided in the account-level bank transaction data 16 and
the bank consumer information data 14 can be useful in classifying customers and in
developing the classifications 26. For example, the bank consumer information 14
provides a zip code related to the consumer, and the account-level bank transaction
data 16 can provide a zip code related to the merchant. Based on these two zip codes,

on analyzing purchases made for gasoline, the system is able to deduce what the
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consumer’s approximate daily commute is, and how much the consumer is spending on
gasoline. With this information, the consumer can be classified into a classification
“commuter between 15-25 miles.” Similarly, other classifications can be deduced from
the transaction data. Another example of a classification is the user's debt/equity ratio,
which represents the amount of debt for the user versus the amount of cash savings at
the bank, or in the case of assets, some assets have an appraised value such as a car,
home, etc. The debt/equity ratio can be deduced based on bank transaction data 16
and can be useful in targeting advertising to a firm or advertiser seeking investors.
[0036] As the bank consumer information 14 and the account-level bank transaction
data 16 are being received, the information data is funneled through a taxonomy
classification system 18. The taxonomy classification system 18 is where the system
starts developing classification data. For example, based on analysis of the consumer
information and account-level transaction information, the system can determine if the
consumer is an SUV driver (based on the asset for which a loan has been secured), a
homeowner (based on mortgage information), etc. The taxonomy system classifies
consumers according to a classification system similar to the previously described SIC
codes and NAICS codes or any industry supported classification. The SIC and NAICS
codes however, are typically inadequate for purposes of embodiments of the present
application and, therefore, a taxonomy classification coding that can go much deeper
and provide more detailed classifications is utilized. Some suitable taxonomy
classifications are known in the art, and it is to be appreciated that any arbitrary
taxonomy classification coding or system can be utilized by the taxonomy classification
system 18. Developing a taxonomy classification system, however, is an intensive and
time-consuming process. Therefore, embodiments of the present application may
utilize existing taxonomy classifications when possible.

[0037] An example here is useful in describing how the taxonomy classification
system is able to deduce classifications based on the incoming bank consumer
information and account-level bank transaction data. For example, an account-level
bank transaction is received including an SIC code for a debit card purchase. As an
example, the consumer made a purchase (or more likely repeated purchases) at

Starbucks, and based on the SIC code representing coffee retailer, the consumer may

10
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be classified as a coffee drinker. As another example, a consumer may be associated
with an asset code via the account type information 13 with an SUV (the consumer has
a car loan for an SUV). Based on this, the consumer may be classified as an SUV
driver. A taxonomy classification code is thereby assigned accordingly. It is to be
appreciated also that no single taxonomy classification system can cover every possible
classification and, therefore, taxonomy classification systems are subject to growth and
evolution over time. The taxonomy classification system 18 analyzes incoming bank
consumer information and account-level bank transaction data to deduce classification
codes that are not provided in the incoming data. For example, the incoming consumer
and account-level data does not typically include whether a consumer is a grandparent
or an SUV driver. These classification codes can however be deduced by analysis and
correlation of the incoming transactions and consumer information 14 for a given
consumer.

[0038] Itis to be appreciated that, although the merchant SIC code identifies only the
merchant rather than the specific merchandise being purchased, arrangements can be
made with specific merchants to obtain receipt-level data. In this case, the account-
level transaction record information 10 can be combined with receipt-level retail
transaction data 32 in a matching process 34 to identify specific products purchased at
the merchant location. Combining this information can advantageously enable
predicting future purchases based on the prior history of purchases. For example, when
the account-level transaction record identifies that the user has shopped at a hardware
store, and the receipt-level data indicates that the user has recently purchased drywall,
drywall screws, and drywall compound, the system can automatically deduce that one
of the consumer’s next likely purchases will include sandpaper and/or paint. Those are
referred to herein as collateral purchases and are of particular interest to advertisers
because of the high likelihood of interest from the consumer in advertisements that are
correctly targeted toward their next likely purchases.

[0039] The account-level bank transactions 10, the bank consumer information 14,
the bank account type information 13 and the retail transaction data 32 can be further
processed in an aggregate assumption phase 20. In the aggregate assumption phase,

multiple account-level bank transactions for a particular consumer can be aggregated to
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make reasonable assumptions about the consumer's spending habits. Further,
assumptions can be derived regarding annual income, when a raise is received, and
when annual bonuses might be received. Assumptions regarding annual income can
be derived based on recurring bank deposits and so forth. Automobile loan or lease
transactions can be aggregated to determine the length of an auto loan or lease for the
consumer. This sort of information can be particularly useful for targeting
advertisements to the consumer as they approach the end of a loan or lease period.
Contract data, such as, e.g., wireless contracts, insurance contracts, and utility
contracts can be determined based on aggregation of the account-level bank
transactions and retailer receipt-level data. Additional useful information which can be
aggregated includes, but is not limited to, annual travel habits based on change of
merchant zip codes, what cities are traveled, what time periods such travel is likely to
occur, and so forth.

[0040] Assumptions deduced by the aggregate assumption phase 20 can be useful
in generating classifications 26 and classifying consumers into classifications. For
example, suppose that an advertiser wants to target individuals who travel at least
100,000 miles per year. Aggregate assumptions about annual travel from the
aggregate assumption phase 20 can, based on trigger criteria, be utilized in a "Bubble-
Up" process 22 to classify particular consumers’ as travelers of at least 100,000 miles
per year. Similarly, persons belonging to a grandparent taxonomy classification can be
identified based on birth dates and data from the aggregate assumption phase 20 by
examining purchases, over time, from toy stores. A person buying toys within the
approximate same range of money each time every year at toy stores, particularly if the
person is past age 60 for example, can be a good indication that the consumer is a
grandparent.  Further, this aggregate information can be useful in estimating
grandchildren birthdays. And even further, based on the toys being purchased and the
purchasing patterns, an estimation of the grandchildren’s age can be determined. This
information Bubbling Up to the classifications 26 can be very useful to advertisers for
targeting advertisements to these consumers at appropriate times during the year.
[0041] It is to be appreciated that the Bubble-Up process 22 is not necessarily a

continuous process that occurs with each received account-level bank transaction, but
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rather, triggers can be established in the aggregate assumption phase 20 such that
when enough information has been aggregated to make the assumption useful as a
classification, the information can then be Bubbled Up to the classifications 26.
Referring again to the hierarchical nature of the classifications, information Bubbling Up
as a classification can continue from the lowest level touched by the information to
higher levels in the classification, touching elements on the way up. For example, a
consumer identified as a mother can affects higher levels, i.e., female at the top level.
However, the classification structure can be further described as being poly-hierarchical,
i.e., a fork occurs when traversing the classifications in an upward direction. As an
example, a consumer identified as a mother with a teenager, with aggregated
transactions including six transactions in the last 12 months over $100, and having a
daughter can affect multiple higher levels.

[0042] The taxonomy classification codes developed in the taxonomy classification
phase 18 and/or transaction information are further processed in a complement
identification phase 24. The complement identification phase 24 applies analytics for
determining classifications 26 related to collateral transactions. For example, food
purchases may be indicative of someone likely to view movies. A new car purchase
could be an indication that car washes will be purchased more frequently. A
grandparent, would likely purchase toys on a grandchild's birthday. Similarly a trend
identification phase 23 applies analytics for determining classifications 26 related to
identified purchasing trends. These identified trends are not necessarily obvious and are
not determined based on obviousness, but instead are determined based on observed
trends. For example, the system may determine over time that purchasers of iPhone
mobile phones are likely to purchase jeans. These identified trends also contribute to
the development of classifications. As with the aggregate assumption process 20, the
complement identification phase 24 and the trend identification phase 23 also utilize the
Bubble-Up process 22 to Bubble-Up information into the classifications 26.

[0043] The classifications represent information about a consumer related to their
lifestyle which is useful to advertisers for targeting advertisements. The classifications
also represent information about a consumer that is useful to website publishers.

Examples of classifications include identification as a grandparent, college student, self-
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employed person, theater/movie attendee/watcher, investor, parent, and traveler.
These examples, however, represent just a sampling of possible classifications used in
embodiments of the present application. It is to be appreciated that, similar to the
evolution of taxonomy classification codes, new classifications can be added over time
and evolve as the need arises. Some classifications may expire or be removed over
time, e.g., "married” becomes "divorced", which can also be “single,” reinforcing the
poly-hierarchal nature of the classifications.

[0044] The classification of a consumer can also be weighted for trueness. For
example, for the classification “grandparent,” a consumer is either a grandparent or not
a grandparent — it is a true or false condition. Since the system does not know the
identity of the consumer, and it is desirable that the system does not know the identity of
the consumer, the system cannot be 100% sure that the consumer is a grandparent.
For example, even though a consumer’'s age is known to be over 60 years, this
consumer may or may not be a grandparent. Using other information known about the
consumer, e.g. transactions at toy stores near holidays, deposits into college savings
investment vehicles, transactions at retailers selling young children’s clothing, a weight,
e.g. on a scale of 1 to 10 or a percentage of trueness, can be assigned as to whether
the consumer is to be classified in the “grandparent” classification. Even though the
consumer is classified by the system as a grandparent, the consumer may not be a
grandparent. That the consumer is not actually a grandparent may not be that
important to a marketer seeking to market its goods and products to a grandparent.
What can be important to a marketer is the fact that the consumer has the attributes of a
grandparent.

[0045] Returning now to the trend identification phase 24, as previously discussed,
trend transactions can be useful in determining classifications such as grandparents
and grandchildren’s birthdays. Also determined in the trend identification phase 24 are
collateral transactions which are useful for targeting advertisements. For example, a
new car purchase may be an indicator useful for targeting advertisements related to car
care and car accessory equipment. It may be useful to identify restaurant goers as
potential movie attendees, particularly if they have a history of attending movies.

Moreover, triggers can be set up to classify consumers based on life changing events.
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For example, a moviegoer who has recently had kids can now be classified in a DVD
renter/purchaser classification.

[0046] With reference now to Figure 2, a block diagram is shown for matching the
receipt-level retail transactions 32 to the bank transactions 10. As previously discussed,
the account-level bank transaction 10 includes information related to the transaction,
however, it is a summary including the total transaction amount and does not include
individual line item detail, e.g., exactly what goods or services were purchased from the
retailer or service provider. For example, the bank transaction shown includes a
merchant identification 40, an authorization code 42, a total dollar amount 44, an
industry specific code 46, a zip code 48 of where the transaction transpired, and a
date/time stamp 50. It is to be understood that the bank transaction 10 shown in the
figure is exemplary only for purposes of describing the present application. Data
provided in the account-level bank transaction 10 can vary based on what individual
financial institutions furnish to the campaign generation system. For example, the bank
transaction shown in the figure includes an authorization code 42, however, some
financial institutions may not provide the authorization code. The receipt-level retail
transaction data 32 can also be stripped of personal information belonging to the
consumer, e.g. the credit card or account number of the consumer making the
purchase. This is desirable to protect the anonymity of the consumer.

[0047] Like with the account-level bank transaction 10, the receipt-level retail
transaction 32 is not limited to the receipt-level data 33 as shown in the figure. The
receipt-level data 33, as shown, includes a merchant identification 52, an authorization
code 54, a total dollar amount 56, a zip code of where the transaction transpired 58, a
date/time stamp 60, and line item data 62. The line item data 62 includes one or more
line item entries 63 wherein each of the line item entries 63 corresponds to a product or
service purchased. In the exemplary line item data entry 63 shown in the figure, there is
included a product identifier 64, a quantity 66, and a line item price 68. The problem
now is how to match the receipt-level retail transactions 32 to the corresponding
account-level bank transactions 10 in the identification/matching step 34.

[0048] With regard to matching the receipt-level retail transactions 32 to the account-

level bank transactions 10, there are basically two scenarios described herein. In the
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first scenario, the bank transaction 10 can include a merchant identifier 40 and an
authorization code 42, and the receipt-level retail transaction 32 similarly can include a
merchant identification 52 and a merchant authorization code 54. Because each
merchant can uniquely generate an authorization code for each retail transaction, the
merchant identification 52 and the authorization code 54 can be used to readily match
the receipt-level retail transaction to the account-level bank transaction simply by
matching the respective merchant identifications 40, 52 and the respective authorization
codes 42, 54,

[0049] In the second scenario, unlike in the first scenario, the authorization code is
unavailable in either or both of the account-level bank transaction 10 and the receipt-
level retail transaction 32. In this second scenario, matching analytics are used in the
identification step 34 to match the receipt-level retail transactions 32 to the account-
level bank transactions 10. Various analytical comparisons can be utilized by the
identification step 34. For example, if the account-level bank transactions 10 and the
receipt-level retail transactions 32 each include total dollar amount 44, 56, zip code of
the transaction 48, 58, and a date/time stamp 50, 60, the respective transactions can be
matched with a sufficient degree of certainty based on matching these three pieces of
information. It is to be understood, however, that exact matches of individual fields are
not required to successfully identify matching transactions. For example, it is to be
expected that the date/time stamp provided with the receipt-level retail transaction 32
will not exactly match the date/time stamp of the account-level bank transaction 10.
One reason for this is that some time may transpire between the time the retail
establishment generated a date/time stamp for the receipt-level retail transaction and
the time when the financial institution applies a date/time stamp to the received account-
level bank transaction for the corresponding retail purchase. Although the date/time
stamp may not exactly match, it is only necessary that it be close enough or within a
given range so that, when combined with the other data, such as the dollar amount and
zip code, there is a reasonable degree of certainty that the transactions can be
successfully matched.

[0050] It is also anticipated that range comparisons may be appropriate for other

data fields used by the identification step 34. For example, although the total dollar
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amount 44, 56 is typically provided as an exact amount, e.g., $3.17, some financial
institutions offer programs to their customers which may cause the total dollar amount to
vary. For example, at least one financial institution is known to offer a service where the
total dollar amount is rounded up to the nearest whole dollar when the retail transaction
information is received by the financial institution, e.g., $3.17 is rounded up to $4.00.
The difference between the two amounts is then deposited into a savings account for
the consumer. In this particular case, the total dollar amount of the receipt-level retail
transaction 32 and the account-level bank transaction 10 can be expected to match only
to the nearest dollar. However, if the particular financial institution offering this program
also provides account-level transaction data for the savings account to which the
difference is deposited, the identification step 34 can utilize additional analytics to
identify the savings account deposit of the difference and thereby improve the accuracy
of the identification process. Again, it is to be appreciated that the identity of the
consumer is neither available nor needed in performing these identification analytics.
Therefore, the consumer remains anonymous to the system, thereby assuring privacy
regarding the consumer’s identification.

[0051] Various other issues with respect to matching the account-level bank
transaction 10 to the associated receipt-level retail transactions 32 are envisioned and
fall within the scope of the present disclosure. For example, although the respective
merchant identifications 40, 52, each include a specific merchant identification code,
thereby enabling an exact match of the merchant identifiers, it is to be understood that
the system can also match the merchants based on character descriptions of the
merchants. As long as a merchant text description is provided for the merchant
identification 40, 52, the account-level bank transactions and the receipt-level retail
transactions can be matched at the merchant identification level.

[0052] Tuming now to the line item entries 63, once the receipt-level retail
transaction 32 has been matched to the account-level bank transaction 10, the line item
entries can be further analyzed and utilized by the system. While the account-level
bank transaction 10 is useful in determining classifications for the consumer, it is not
possible to determine the particular products or services purchased based on the

information provided, except in the rare instances when the merchant only provides one
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particular product or one particular service. The line item entry 63 is advantageously
used for this purpose. For example, the line item entry 63 includes at least a product
identifier 64, a purchase quantity 66, and a line item price 68. These data items provide
the information which enables the system to determine and track products and services
purchased by the consumer. This product information can be useful in determining
purchasing trends of the consumer and can also be useful in anticipating future
purchases based on the products purchased. For example, as previously described, a
consumer purchasing drywall might be expected to purchase paint in the near future.
[0053] A problem arises, however, from the fact that various retail establishments
utilize their own internal product identification codes. Therefore, additional processing
of the product identifier 64 is necessary to recode the product identifier to a common
coding system utilized by the campaign generation system. Identifying and converting
the product identifier code to a common code can be accomplished in a variety of ways.
One method, is to utilize a retailer database 70 provided by the retailer. The retailer
database 70 enables the system to look up a product based on the product identifier 64
and obtain additional information regarding the product from the database table. As
shown in the figure, the product database may include, associated with the product
identifier 72, an SKU number 74, and various descriptive data for the product, such as,
e.g., available colors 76. The database information, such as the SKU number 74, can
be used to determine a taxonomy code for the product. For example, the retailer may
utilize an internal taxonomy 78 for code defining their products.

[0054] It is to be appreciated, however, that the internal taxonomy 78 may be a
proprietary taxonomy or an internal taxonomy utilized only by the particular retailer and
may, therefore, not be directly useable by the advertisement campaign generation
system for identification purposes. It is to be understood that, while the internal
taxonomy 78 is shown as a separate entity in the figure, wherein the taxonomy code
can be determined from information in the product database 70, it is also anticipated
that the retailer database 70 may directly incorporate a taxonomy code for the particular
product identifier 72. It is also anticipated that the internal taxonomy 78 may also be the
same taxonomy utilized by the advertising system and, therefore, can be used directly

for product identification. In the event that an internal taxonomy 78 is utilized, taxonomy
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codes from the internal taxonomy can be readily mapped to a common taxonomy 80
utilized by the campaign generation system.

[0055] It is to be understood that while the figure shows only one retailer, a number
of retailers can be associated with the campaign generation system and operate in a
similar fashion. For example, a second retailer internal taxonomy 82 is shown in the
figure and can be similarly mapped to the common taxonomy 80. It is also to be
appreciated that some retailers may utilize a separate third party taxonomy. This,
however, only makes it necessary to map the third party taxonomy codes to the
common taxonomy 80. It is to be further appreciated that there will not always exist an
exact match between the internal taxonomy 78 and the common taxonomy 80. For
example, some in-house or internal taxonomies can be sparse in cases where, e.g., the
retailer utilizes broad-based taxonomy codes which cover a broad range of products.
The hierarchical nature of the common taxonomy 80 can be advantageously utilized in
this case. For example, the lowest levels in the common taxonomy 80 describe
products to a high degree of detail. These lower level taxonomy codes, like the limbs of
a tree, branch off of a higher level taxonomy code which represents a broader range.
This enables the sparse internal taxonomy to be mapped to the common taxonomy 80,
however, the mapping simply occurs at a higher level, i.e., broader level in the common
taxonomy 80.

[0056] It is again to be appreciated that the identification process 34 described with
reference to Figure 2 is an anonymous matching process protecting the identity of the
consumer. Even so, some financial institutions may desire to reduce the risk of
personal identification even further. For example, a financial institution may only be
willing to provide total transaction amounts 44 rounded to the nearest $.10. This poses
little problem to the matching process 34 because the analytics described provide for
comparisons based on ranges as previously described. To further enhance security, it
is envisioned that the advertising system can provide for the installation of export
systems installed in-house in a site owned or operated by the financial institution
desiring the service. Providing an in-house export system enables the financial
institution to implement filters which ensure that no personal identification information is

exported from the financial institution. The in-house export system may, e.g., be
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configured to export only known, non-sensitive data columns. The in-house export
system can be further configured to perform an analytical security scanning of the data
being exported as an additional level of security. For example, the system may be
configured to monitor the outgoing data to ensure that no data, such as personal
names, account numbers, or social security numbers are being inadvertently exported.
An in-house export system gives the financial institution an added degree of confidence
that the identity of their customers is protected.

[0057] With reference now to Figure 3, a process is shown in summary form for
advertising campaign creation. This process could also be employed for delivering
other targeted media to viewers, not only advertisements. A targeting phase 84 utilizes,
but is not limited to, three processing components to develop a targeted list 86. The
targeting components of targeting phase 84 include transactional metrics as previously
discussed based on account-level bank transactions, e.g., how much a consumer
spends on their car which can be categorized within selected ranges. The previously
described classifications 26 are useful for targeting advertisements as also previously
described. However, the targeting phase 84 also performs analytics on classifications
which are conditional, i.e., conditional classifications. Conditional classifications are
those classifications which may be added to the targeted list or removed from the
targeted list based on performance as described further below.

[0058] The targeted list 86 includes consumers targeted for a particular advertising
campaign based on analytics performed by the campaign creation phase 84.
Advertisements 88 are delivered to consumer on the targeted list 86 on web pages 90
as the advertising campaign progresses. Advertisements can be delivered over other
platforms, e.g. file communication systems, that may not be conducted with the Internet.
The advertisements 88 can also be delivered to consumers who are not found on the
targeted list. As the advertising campaign continues feedback from the advertising
phase 88 is analyzed, e.g., based on click-through rates, and utilized to generate a
performance classification chart 92. The performance classification chart 92 is used to
identify the top performing click-through advertisements. Based on these click-through
metrics, a redistribution phase 94 can redistribute the campaign targets in order to yield

better results, i.e., higher click-through rates. To this end, embodiments of the present
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application are able to monitor the delivered targeted advertisements and determine
when a click-through has occurred. The campaign redistribution feature can be an
optional part of the advertisement campaign process. Advertisers can choose to have
an advertisement campaign automatically analyzed and redistributed based on
performance or to have the advertisement campaign remain fixed, but receive reports
indicating not only the performance of the campaign, but potential performance based
on a redistribution of the campaign.

[0059] It is to be appreciated, therefore, that embodiments of the present application
not only effectively target consumers for advertising campaigns based on
classifications, but also dynamically redistribute the campaign targets for improved
results during the lifetime of the advertising campaign. For example, one of the
classifications 26 might be related to zip codes in the north east section of the United
States. Therefore, based on zip code a classification can be created for the north east.
During the advertising campaign, the performance classification 92 may indicate a much
higher click-through rate for the north east classification as opposed to the remainder of
the country. So, based on this, the advertising campaign can be redistributed or
retargeted to show increasing advertisements to those people in the north east and
fewer advertisements in other areas of the country. It may be possible, therefore, to
target additional consumers in the north east based on the north east classification
which would have otherwise been missed in the original advertising campaign.
Furthermore, if the advertisements are being delivered to consumers not found on the
targeted list for the campaign, but the many consumers belonging to a particular
classification not part of the targeted list click on the advertisement, then the
advertisement can be redistributed to consumers who fall within the classification that
are clicking on the advertisement.

[0060] It is to be appreciated that any data collected or mined in embodiments of the
present application, regardless of the source, can be used to generate classifications.
Retailer receipt data, or additional data from the retailer, browsing history, search
history, and advertisement click history, to name a few, can be used to generate
classifications. Preferred embodiments are able to collate this information in order to

provide a more complete picture of the consumer. It is desirable, although not required,
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that the additional data still protect the anonymity of the consumer. The ADIC and the
UCIC, being a unique but anonymous identification of the consumer, facilitates the
collation of this consumer information.

[0061] With reference now to Figure 4, a flow chart of an embodiment of the present
application is shown. It is to be understood that each of the steps in the flow chart
corresponds to processing as described previously with reference to Figure 1.
Therefore, the flow chart is discussed in a block summary form, without unnecessarily
repeating detail previously described. It is also to be appreciated that the flow chart is
provided for understanding embodiments of the present application, however, the
present application is not limited to the arrangement of steps shown in the figure. At
step 100, an advertising campaign and delivery system receives bank consumer
information from financial institutions, the consumer information including consumer
identification and consumer related data. The consumer is identified anonymously by
association with a unique customer identification code, UCIC, associated with the
consumer. The received consumer information is further utilized by a classification
maintenance and storage process 102 which maintains classifications for use by an
advertising campaign creation procedure step 104.

[0062] The received consumer information is also used by a taxonomy classification
procedure 116 which determines taxonomy classification codes based on the received
consumer information. The taxonomy classification, however, is additionally based on
account-level bank transaction data received in step 110 from financial institutions, the
account-level bank transaction data including the anonymous consumer identifier and
merchant identifiers and transaction data related to the transaction the consumer
conducted with the merchant.

[0063] The received account-level bank transactions are further utilized by an
aggregated transaction procedure 112 which identifies transactions associated with a
particular consumer and aggregates them in order to generate the previously described
aggregate assumptions. At step 114, based on aggregation triggers, the aggregate
assumptions are provided, i.e., bubbled up, in the form of classifications to the
classification maintenance and storage process step 102. The taxonomy classifications

are further utilized by collateral and trend identification procedures at step 122 to
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identify classifications based on collateral transactions, timed transactions, and
identified trends. Further, based on triggers, key lifestyle information identified by the
collateral and trend identification procedure 122 are bubbled up at step 124 to the
classification maintenance and storage system step 102. As needed, the classifications
maintained and stored by the classification maintenance and storage procedure 102 are
provided to an advertising campaign creation process step 104.

[0064] With reference now to Figure 5, a flow chart is shown describing a method of
matching bank-level transactions to receipt-level transactions and identifying line item
products and services in the receipt-level transaction. Account-level bank transactions
are received in step 130. The account-level bank transactions are received in a manner
previously described with reference to Figures 1 and 2. It is to be understood that the
system is configured to receive the account-level bank transactions through a variety of
processes and in a variety of formats. For example, some financial institutions, as
previously described, may have in-house export systems installed to ensure that only
non-sensitive data is provided to the campaign generation. These in-house export
systems can format the data into a format suitable for the campaign generation. On the
other hand, some financial institutions may desire, for the sake of reduced processing
overhead, to simply provide raw data to the campaign generation. In this event, the
campaign generation is programmed to map the desired non-sensitive information to
the requirements of the campaign generation and protect the anonymity of the financial
institution customers by not accepting any personally identifiable information. It is
anticipated that a variety of filter and transformation algorithms can be provided by the
campaign generation in order to accommodate a variety of financial institutions, each
having different requirements.

[0065] Receipt-level retail transactions are received in step 132. The receipt-level
transactions, similar to the account-level bank transactions, may be processed through
various filters and transformations to reformat the transactions from various formats
used by the various retailers into a common format utilized by the campaign generation
system. It is also envisioned that retailer export systems may be installed in-house with
the retailer for the purpose of formatting and/or ensuring the anonymity of the retail

customers. If a merchant identification code and authorization code, as determined at
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step 134, are available in each of the received account-level bank transactions and the
receipt-level retailer transactions, the transactions can be matched based on the
provided merchant identification code and the authorization code at step 136.
Otherwise, as previously described with reference to Figure 2, analytic processing at
step 138 can be utilized to match the transactions based on, e.g., transaction dollar
amount, zip code of the transaction, and a date/time stamp.

[0066] When the receipt-level retail transaction has been successfully matched to an
account-level bank transaction, the individual line item details of the receipt-level
transaction can now be further processed at step 140. In step 142, the individual line
item product can be identified by matching the product ID provided in the line item entry
to a retailer database utilizing the product ID as a search key. From data provided in
the retailer database, at step 144, the product ID can be translated into either one of a
common taxonomy, an in-house retailer taxonomy, or a third party taxonomy. In the
event that the product ID is matched either to an in-house retailer taxonomy or a third
party taxonomy, the resulting taxonomy code can be further mapped at step 146 to the
common taxonomy code utilized by the advertising system.

[0067] With reference now to Figure 6, a flow chart is provided describing the
advertising campaign creation procedure 104 as shown in Figure 4. A consumer
targeting step 150 targets consumers based on transactional metrics computed based
on the received account-level transaction data and, in some embodiments, also based
on received receipt-level data received from participating merchants. Consumers are
also targeted based on the stored classifications and are further targeted based on
conditional classifications as previously described. At step 152, a targeted consumer
list is generated based on the consumers determined in the consumer targeting step
150. These targeted consumers are identified anonymously by their associated ADIC
or UCIC as previously described. At step 154, targeted advertisements are provided to
the advertisement delivery system for consumers in the targeted list. At step 156,
advertisements provided by the advertisement delivery system are displayed as website
content viewed by the targeted consumers. Content other than advertisements can be
displayed on devices that are connected to a network other than the Internet. Also at

step 156, advertisements can be delivered to consumers, e.g. a random set of
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consumers, who are not on the targeted list. At step 158, the advertisement delivery
system collects data related to the number of advertisements displayed and associated
click-through data for performance evaluation. This performance evaluation is fed back
to the targeted list generation step 152 which further provides this information to a
classification performance ranking step 160. In this step, the click-through performance
related to the stored classifications is analyzed and, at step 162, the targeted list is
redistributed based on deletion of underperforming classifications and addition of newly
identified classifications that show a high likelihood of a beneficial click-through rate.
For example these new classifications can be identified from the consumers who were
not on the targeted list, but received the target advertisement meant for the targeted list
and clicked through the advertisement. If the ADIC is known for the random customers
who clicked on the targeted advertisement, then the ADIC can be matched to the
classifications in which the consumer is categorized to find new consumers in
classifications that were not originally targeted by the advertisement.

[0068] Additionally, the system and method can allow an advertiser/marketer to
create a broad advertising campaign and the system and method can evaluate the
performance of the campaign in a similar manner to the classification performance
ranking step 160, above. The system will identify the best performing classifications
based on the click through rate and then redistribute targeted advertisements to
consumers in the better performing classifications.

[0069] The advertising campaign creation system can also be employed, with slight
modifications, to restructure a web site, or other content displayed on a networked
device, based on classifications in which the viewer of the content falls into. For
example, if the viewer is in a classification indicating that he resides in Florida, then the
weather for his region can be automatically delivered for display on the device. If recent
transactions have taken place in another region of the country, then a website can
deliver content, e.g. news and weather, based on that region.

[0070] The system is useful in delivering targeted content other than advertisements.
Additional examples include delivering news articles, audio/visual and other content
based on classifications and transactional metrics that would interest the consumer

when he visits the website. For example, if the viewer of espn.com falls into the
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classification “golfer,” then espn.com could open with a golf article as opposed to its
more generic article that opens for others who visit the site. The system checks for the
ADIC, which can be in the form of a persistent cookie, stored on the device that is
loading and/or viewing a website, e.g. espn.com. In sum, the classifications and
transactional metrics can be used to deliver content, other than advertisements, to a
device. Such a system and method for delivering advertisements and content can
enhance a viewer's session, e.g. on the website, which can result in the viewer wishing
to return more often to view the content. The advertisements can be further
personalized based on the classifications and other information that is known about the
consumer. This will be described in more detail below.

[0071] With reference now to FIGURE 7, the interrelationship between those who
wish to deliver targeted content and those who will receive the targeted content will be
described. The system allows for communication among the following individuals or
entities: marketers 202, financial institutions 204 and consumers 210. The financial
institutions 204 can include banks, savings and loans, credit unions, and the like. As
previously described, each of the financial institutions may include an in-house export
system 206 for exporting and/or filtering information and a secure database 218 (or a
plurality of secure databases) that is/are operated by the financial institutions 204 that
stores, or warehouses, the consumer information and financial transactions (and other
financial information) of the customers of the financial institution along with other non-
financial information. These financial transactions can include the debits and credits of
the customers of the bank, the loans that are held by the bank for that customer,
credit/debit card transactions and the like. The other information about the consumer
that is stored in the financial information secure database 218 includes the consumer
information such as the identity of the consumer, the age and sex of the consumer and
the home zip code of the consumer. This consumer information is associated with a
unique consumer identification code (UCIC) that associates the consumer to the
information while still maintaining the anonymity of the consumer. By anonymity is
meant that the information communicated to the advertising delivery provider precludes
the provider from knowing who the consumer really is so that the “cookie”, which can be

later presented to the consumer, is anonymous. Accordingly, the UCIC can be referred
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to as an anonymous coding. For example, the UCIC is not based on the name,
address, e-mail address, phone number, a government issued identification such as a
social security number or the account number of the consumer at the financial
institution, which could lead to the identity of the consumer becoming known.

[0072] The UCIC is tied to the financial transactions of the consumer, the age and
sex of the consumer, and the zip code of the consumer; however, more personal
information, such as the social security number, phone number, credit card numbers
and the name of the consumer, is not associated with the UCIC, thus protecting the
identity of the consumer. The UCIC codes are communicated with the consumer
information through an interface or portal, referred to as a non-consumer portal 220, to
the processor 216. The advertisement delivery provider database 214 associates the
UCIC with the information that is similar to that stored in the financial institutions
databases. The advertisement delivery provider database 214 stores, or warehouses,
the financial information and other non-personal information that it receives from a
number of different financial institutions. The advertisement delivery provider database
214 also associates an advertisement delivery identification code (ADIC) and a financial
institution identification code (FIIDC) for each individual consumer stored in its database
and associates these codes with the UCIC that is provided by the financial institution
database. The ADIC is unique to each consumer stored in the database. The ADIC
can also be associated with the device that is used to access content over the network,
which can allow a single ADIC to be associated with more than one UCIC and FIIDC.
Moreover, more than one ADIC can be associated with one UCIC. The FIIDC is
associated with the financial institution that has the provided the consumer information
for the unique consumer. Since the UCIC maintains the anonymity of the consumer to
which it is matched, the ADIC and the FIIDC also maintain that anonymity of the
consumer because no personal information is matched to these codes. Accordingly,
the UCIC and the ACIC can also be referred to as anonymous codings. The ADIC is
assigned by the operator of the advertisement delivery provider database 214 to the
consumer 210 or to a specific device operated by the consumer and utilized thereafter
in communications between the consumer 210 and the advertisement delivery provider

for anonymous unique identification of the consumer. The ADIC is further
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communicated to the campaign generation system 216 so the system can correlate and
combine data for the consumer from multiple of the financial institutions 204.

[0073] The system can also allow companies or entities that are not financial
institutions to allow for the delivery of advertisements on their web sites or other
communication platform — these entities will be referred to as third party advertisement
presenters 212. The marketers 202 are companies or individuals who wish to deliver
targeted advertisements to targeted consumers 210. The consumers 210 are also
customers of at least one of the financial institutions 204 that share information within
the system. The consumer information, e.g., birth date, zip code, etc., and consumer
account-level transaction data, which is provided by the financial institutions, is used to
determine classifications stored in an advertisement delivery provider database 214
maintained by a campaign generation system 216 operated by the advertisement
delivery provider. The third party advertisement presenters 212 operate web sites or
other publication outlets that are not affiliated with the any of the financial institutions (or
are unsecure web sites that are operated by the financial institutions) that allow for the
delivery of advertisements. The system is designed to maintain the anonymity of the
consumers while allowing the marketers to have their advertisements delivered to
consumers who fall within their defined market segment. Additionally, the system
allows for communication to the third party advertisement presenters 212 (or other third
party publishers of content) to receive messages that instructs the presenter 212 to
publish content based on at least one of the classifications associated with the
consumer viewing the webpage.

[0074] Generally the system incorporates an embodiment of the methods described
with reference to FIGURES 4-6. The targeted advertisements based on the
classifications of the consumers 210 are delivered to the consumer when the consumer
visits websites 222 (or other publication displays or applications) having an association
with the financial institutions 204 or third party advertisement presenters 212. The
targeted content, one example being advertisements, can be delivered either directly to
the consumer 210 or via the visited websites or other applications 222. It is intended
that the advertisement be able to be delivered to any device, e.g. computer, mobile

phone, television set, that is able to store a persistent cookie, or other persistent unique
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identifier. However, if an advertisement is being displayed on a secure application
operated by a financial institution, targeted content can be delivered without having to
set a persistent cookie.

[0075] With reference to FIGURE 9, at 230 the content viewer, who is also a
customer of one of the financial institutions, logs onto the financial institution’s website
or securely enters an application that is operated by or associated with the financial
institution. The consumer logs onto a protected portion of the financial institution’s
website or application where the consumer must identify himself appropriately so that,
for example, the financial institution allows the user to perform banking transactions
over the Internet or other network. At 232, the financial institution passes the UCIC
associated with the content viewer from the financial institution to the processor 216
(FIGURE 7) operated by the advertisement delivery provider, which has also been
referred to as the targeted content provider. At 234, the targeted content provider
associates and ADIC with the received UCIC. The advertisement delivery provider can
check the advertisement delivery provider database 214 (FIGURE 7) for an ADIC
associated with the received UCIC. If no ADIC is associated with the received UCIC,
then at 236 the advertisement delivery provider can assign an ADIC to this device and
set a cookie on the device that includes the ADIC or other similar identification. Since
an ADIC has not been associated with this device, or this device has erased previous
cookies including the ADIC, not enough information is known about this device to send
targeted content, e.g. an advertisement for display on the device. Accordingly, at 238 a
non-targeted advertisement can be delivered at this time to the device.

[0076] With reference back to step 234, if an ADIC is associated with the received
UCIC and the ADIC cookie is present on the device, then at 240 the advertisement
delivery provider checks to see if the ADIC cookie that is present on the device matches
the UCIC that is associated with this ADIC. If the ADIC matches the UCIC, then enough
information is known about this device to send targeted content, because the financial
information associated with the UCIC can be used to determine the classifications into
which the consumer using the device falls into. Accordingly, at 242 a targeted ad, or

other targeted content, can be delivered to the device.
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[0077] With reference back to step 240, if the ADIC cookie stored on the device does
not match the UCIC associated with that ADIC, then at 246 the advertisement delivery
provider can record the association of the ADIC stored on the device (via the persistent
cookie that has been previously set) with another UCIC. This can happen for example,
where the device is used to log onto two different financial institution applications.
When logging into the first financial institution application, the advertisement delivery
provider can assign an ADIC associated with the UCIC from the first financial institution.
If this device is then used to log onto another secure application of another financial
institution, then an ADIC will have already been stored on the device, but the UCIC from
the new financial institution will not match the previously received ADIC. After recording
the association of the ADIC with the another (different) UCIC stored at 246, then at 248
the advertisement delivery provider can query whether the another (different) UCIC and
the ADIC have been identified together enough to meet a threshold. If this another
(different) UCIC and the stored ADIC have been identified together enough to meet a
threshold, then enough information is known about the device to associate this another
UCIC with the ADIC, therefore a single ADIC can now be associated with two UCICs
and the financial information from two different financial institutions can be associated
with one content viewer or device operated by a content viewer. Accordingly, enough
information is known about the content viewer using this device that a targeted
advertisement can be delivered. If the UCIC and the ADIC have not been identified
together enough to meet a threshold, then a non-targeted advertisement can be
delivered.

[0078] Analytics can be used to determine whether the device that is being used is a
public computer. For example, if many different UCICs are associated with the same
ADIC, then an assumption can be made that this device is being used by members of
the general public and therefore general advertisements can be delivered to this device.
However, if the same UCICs and the ADIC have been associated together many times,
it is likely that this device is used by the same person who is a customer of different
financial institutions. Accordingly, the financial information available from these different
institutions can be associated with the same ADIC. The analytics used to determine

whether the UCIC and the ADIC have been identified together enough to meet a
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threshold will depend on the account type. For example, a consumer will likely not
check the financial institution’s application where the financial institution holds a car loan
for the consumer as often as the consumer will check his or her checking account.
Accordingly, the UCIC associated with the car loan account, may not have to be
associated with the same ADIC as much as a checking account would in order to meet
the threshold described at step 248.

[0079] FIGURE 9 depicts one method for delivering targeted content to a device over
a network. FIGURE 9 describes how the method includes identifying a consumer who
is viewing content based on a unique identifier stored on the device used by the
consumer to view the content. For the method described in FIGURE 9, the unique
identifier is a persistent cookie that can be set on the device used by the consumer to
access the content. FIGURE 11 depicts another method for delivering targeted content
to a device over a network and also employs an unique identifier associated with the
device used by the consumer to view the content. FIGURE 10 describes a method for
associating the unique identifier with the financial information of the consumer who uses
the device.

[0080] With reference to FIGURE 10, at 330 the content viewer, who is also a
customer of one of the financial institutions, logs onto a website or other application that
is operated by the financial institution. The consumer logs onto a protected portion of
the application where the consumer must identify himself appropriately so that, for
example, the financial institution allows the consumer to perform banking transactions
over the network. At 332, the financial institution passes the UCIC associated with the
content viewer who has just logged into the secured financial institution application to
the targeted content provider. Another way of stating this is that the targeted content
provided receives the UCIC. In this example, the UCIC is passed to the processor 216
(FIGURE 7) operated by the advertisement delivery provider. At 334, the advertisement
delivery provider captures the IP address for the device used to log onto the secure
financial institution application. To protect the identity of the consumer who is using the
device to view the secure portion of the financial institution application, the IP address is
hashed using a cryptographic hash function, e.g. MD5 and SHA-1. The IP address can

only remain temporarily in the server memory of the advertisement delivery provider,
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and then be let go from the memory of the advertisement delivery provider's server. To
further protect the identity of the user of the device, the IP address may not be written to
a disk or stored in a database operated by the advertisement delivery provider. The
hash value for the IP address, also referred to herein as the hashed IP address, can be
the only identification associated with the device that is stored by the advertisement
delivery provider. Since it can be extremely difficult or nearly impossible to calculate a
text, e.g. the IP address, that has a given hash the IP address for the device used to
access the secure application of the financial institution is not known to the
advertisement delivery provider. At 336, the hashed IP address is stored in a database
operated by the advertisement delivery provider and at 338, the association of the
hashed IP address with the UCIC received from the financial institution is recorded.
Accordingly, the device that is used by the operator can be matched with the financial
information of the operator, but the IP address of the device used by the operator
remains anonymous or unknown to the targeted content delivery provider due to the
hashing of the IP address. In addition to cryptographic hashing, other encryption
functions and algorithms can be applied to an IP address so that the IP addresses used
to access financial institution applications are not stored on the server of the
advertisement delivery provider.

[0081] FIGURE 11 depicts a method for delivering targeted content to a device over
a network using the hashed IP address of the device used to access the network. At
350, the consumer views a networked application, e.g. a website (the website need not
be associated with a financial institution). At 352, the advertisement delivery provider
captures the IP address for the device used to view the networked application. At 354,
the IP address is hashed, e.g. subjected to a cryptographic hash function, and let go
from a server operated by the advertisement delivery provider. Similar to what has
been described above, in this example the IP address is not written to any database or
disk under the control of the advertisement delivery provider.

[0082] At 356, the advertisement delivery provider determines whether the hashed
IP address is associated with a UCIC stored in its database. If the hashed IP address is
not associated with a UCIC in the database of the advertisement delivery provider, then

at 358 not enough information is known about the operator of the device to deliver
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targeted content and therefore non-targeted content is delivered to the device. |If
however, the hashed IP address is associated with a UCIC at step 356 then at 362, the
advertisement delivery provider determines whether the hashed IP address has been
associated with multiple UCICs. For example, for the device that is being used to
access the networked application may be a public computer and many different UCICs
can be associated with the same hashed IP address. Analytics can be used to
determine whether the device that is being used to access the networked application is
a public computer. For example if many different UCICs are associated with the same
hashed IP address, then an assumption can be made that this device is used by
members of the general public.

[0083] At 362 if the hashed IP address has not been associated with multiple UCICs,
then enough information is known about the operator of the device, since a single
hashed IP address has been matched to a single UCIC, and therefore the financial
information associated with the consumer that matches the UCIC can be associated
with the hashed IP address. This allows for targeted content to be delivered to the
device at 356. If, however, the hashed IP address has been associated with multiple
UCICs at 362, then at 366 the advertisement delivery provider determines whether the
associations between this hashed IP address and the multiple UCICs is typical. For
example, if the same device is being used to check a mortgage, a car loan, a checking
account, and a savings account, then all of these accounts may be owned by the same
individual and it can be assumed that the individual who is operating the device that is
checking these accounts is the owner of each of these accounts. Accordingly, the
financial information associated with each of these accounts can be tied back to a
unique identifier for the consumer, e.g. the hashed IP address of the device, and
targeted content can then be delivered to that device at step 364. However, if the
associations between this IP address and the multiple UCICs are not typical, for
example hundreds of different checking accounts have been associated with the same
IP address, then this device associated with this IP address may be used by the general
public and therefore the delivery of targeted content based on financial information of
one of the consumers who operates the device would be difficult. Accordingly, non-

targeted content can be delivered at step 358.
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[0084] With reference to FIGURE 8 an advertisement can be personalized to the
consumer by augmenting a base advertisement 300, which is based on the product or
service that is being offered by the marketer or advertiser, with an augmentation 302
that is based on the classifications, the bank consumer information, the account type
information or the bank transaction information to deliver a blended advertisement 304.
An augmentation of a base advertisement for a car will be provided as an example. For
example, if the consumer falls into the “golfer” classification and the advertisement that
is to be delivered is for a car, then an image of the car that is being advertised can be
superimposed onto an image of a golf course. The blended advertisement 304, which
is this example is the car superimposed on a golf course, is then delivered to the
consumer’s device, e.g. computer, mobile phone, or other device that is able to store a
persistent cookie. Another manner of stating the personalization of an advertisement is
that a portion of the content of an advertisement is based on the classification or other
information that is known about the customer. The superimposition of one image, e.g.
the car, over another image, e.g. a golf course, would result in separate images
appearing to the viewer of the advertisement as a single image, which is made up of the
two images blended together.

[0085] The selection of the image that is based on a classification, i.e. the
augmentation 302, need not directly correlate to the classification in which the
consumer is categorized. For example, the background color, which would be the
augmentation, of the blended advertisement may be determined by a classification of
the viewer of the advertisement. For example, a green background can be chosen for
an advertisement of a product to persons who are in a classification “environmentalist”
even though the product may not be associated with the environment, e.g. a computer.
[0086] Moreover, the multiple classifications that the consumer viewing the
advertisement falls into can be weighted to determine the content of the advertisement.
For example, where the consumer is classified in both the “golfer’ classification and the
“grandparent” classification, the content of the augmentation, e.g. the background
image of the advertisement, can be a function of values given to different classifications.
Values can be assigned to certain classifications so that if the consumer falls into

different classifications, then the classification having the higher value is matched to the
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content for the advertisement. In the example of a car advertisement, the “golfer’
classification can be assigned a higher value than the “grandparent” classification so
that an image associated with a golfer is displayed along with the advertisement as
opposed to an image associated with a grandparent.

[0087] The content of the advertisement can also include audio or video content that
is based on the classification of the consumer viewing or listening to the advertisement.
For example, with reference back to a car advertisement, audio content can be tailored
so that consumers falling into the classification “college student” hear music popular on
college radio stations and consumers falling into the classification “orchestra attendee”
hear classical music, but the same car would be viewed for each advertisement.

[0088] The content of the advertisement can also be a function of the retail
transaction data 33 (FIGURE 2) for a specific consumer. For example, if it is known that
a consumer recently purchased brand X coffee, then an advertisement for brand Y
coffee can be delivered to the consumer. Similarly, the retail transaction data can be
helpful in delivering timely and geographically relevant advertisements. For example, if
it is known that a consumer recently paid for a dinner at a restaurant, then
advertisements can be delivered to the consumer’s mobile device for desserts and other
complementary products, e.g. coffee or movie tickets, for locations near the restaurant
where the consumer dined. This technology allows for these timely delivery of
advertisements without the need for global positioning devices to know the location of
the consumer — instead the receipt level data, which shows the location of the
restaurant can provide the geographic information needed to provide the geographically
relevant advertisement.

[0089] The content of the advertisements delivered can also be more specifically
based on the account type information 13 (FIGURE 1) for the individual receiving the
advertisement. For example, if it is known that the viewer of the advertisement has a
car loan that is about to be paid off, e.g. there are less than about three or four car
payments remaining on an installment loan, then the advertisement that is delivered to
the viewer can include information about the current loan and an offer for a new car.

For example, the advertisement could read: “You have three payments remaining for
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$356.75 per month for your 2004 Honda Accord, we can get you into a 2009 Acura TL
for $415 per month.”

[0090] The content of the advertisements can also include offers for products and
services from different marketers within the same advertisement. For example, the
advertisement, “You have three payments remaining for $356.75 per month for your
2004 Honda Accord, we can get you into a 2009 Acura TL for $415 per month,” could
involve a car dealership and a bank partnering together to offer the car and an
instaliment loan.

[0091] The content of the advertisements delivered can also be based on bank
transaction data 10 (FIGURE 1). For example, if the bank transaction data indicates
that a consumer is paying $100 per month to natural gas provider X, then an
advertisement that can be delivered to the consumer that includes information about
this data. For example, an advertisement delivered to the viewer could read: “You pay
$100 per month for natural gas to company X, switch to company Y and pay $80 per
month.”

[0092] With reference to FIGURE 12, an example of a method for processing a list of
customers to receive targeted content is shown. At 400 financial records for customers
of at least one financial institution are received. The financial records will typically be
received as batch data files delivered over a computer network. This is explained
above with reference to FIGURES 1 and 2 where the financial records can include bank
customer information (also referred to as bank consumer information above), which can
be anonymous demographic data about a customer as an individual such as, e.g. birth
date, gender, zip code, etc. The received financial records can also include bank
account type information, which can include a type of account held by the consumer,
e.g., savings, checking, mortgage, IRA, credit card account, asset loan, etc. This bank
account type information can also include information related to each account, as
applicable, such as inception date, terms for mortgages or certificates of deposit,
payment amounts for mortgages or other loans, and so forth. This bank account type
information need not include the account number for the customer, which can further

protect the privacy of the customer. The financial records can also include bank
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transaction data, which can describe individual transactions conducted by the customer
such as, e.g., a credit/debit card purchase at a retail location. '

[0093] At 400, unique identifications (“IDs”), which can be assigned by the financial
institution that is providing the financial records, can also be received. These unique
IDs can be similar to the UCIC described above. These unique IDs received at 400 can
be anonymous in that the financial institution customer who is associated with the
unique ID may not be identified by the received unique ID, e.g. the unique ID is not
associated with a name, a bank account number, a street address, an e-mail address, a
social security number or a phone number for the respective customer. Alternatively,
the unique ID may be non-anonymous.

[0094] At 402, a determination is made as to whether each unique ID that has been
received is anonymous. As mentioned above, the financial institution may deliver the
financial records for its customers where the financial information is associated with a
unique ID that is not anonymous. If the received unique IDs are not anonymous, then at
404 these non-unique IDs can be encrypted. Known encryption software can be used
to encrypt the non-unique IDs. [f the unique IDs are anonymous, then at 406 the
received financial records of each consumer can be associated with an anonymous
identification code, where each anonymous identification code is representative of a
respective consumer. The anonymous identification codes, which can be similar to the
ADICs (described above), can be assigned by the system, and more particularly by
software running on the processor 216 in FIGURE 7.

[0095] With reference back to step 404 where the unique IDs are encrypted, the
processor 216 depicted in FIGURE 7 can also include software to encrypt the non-
anonymous unique |Ds that have been received by the processor. At 408, the non-
anonymous received unique ID can be released where the non-anonymous unique ID is
not written to any database or memory under the control of the operator of a database
that stores the financial records and the anonymous identifiers that are representative of
the customers. The encrypted unique ID, since it is now anonymous, can be associated
with the consumer’s financial records and operate similar to an ADIC, which has been
described above. In other words, at step 406 an ADIC can be associated with each

anonymous UCIC provided by a financial institution, or the encrypted UCIC, which is
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now anonymous, can be associated with the financial records of the consumer that was
once represented by a non-anonymous UCIC.

[0096] The system in FIGURE 7 (or another similar system) can also match a
customer who has different accounts at different financial institutions to the same
anonymous identification code. For example a consumer, who will be referred to as a
multi-financial institution customer, can have accounts at different financial institutions.
The database can receive financial records for a multi-financial institution customer
where the multi-financial institution customer is a customer of at least two different
financial institutions. Software and/or hardware on the processor 216 (FIGURE 7) can
associate the received financial records from a first financial institution with a first
anonymous identification code, e.g. a first ADIC. Software and/or hardware on the
processor 216 (FIGURE 7) can also associate the received financial records from a
second financial institution with a second anonymous identification code, e.g. a second
ADIC. The system can be configured to track financial transactions where the multi-
financial institution customer transfers money between the first financial institution and
the second financial institution. Based on having tracked a predetermined number of
financial transactions where the multi-financial institution customer transfers money
between the first financial institution and the second financial institution, the system can
identify the multi-financial institution customer represented by the first anonymous
identification code and the multi-financial institution customer represented by the
second anonymous identification code to be the same customer. Accordingly, this
multi-financial institution customer can be represented by the same ADIC, e.g. either the
first ADIC or the second ADIC, or a newly generated ADIC.

[0097] At 410, the anonymous unique IDs, the anonymous identification codes and
the financial records are stored in a database, such as the database 216 depicted in
FIGURE 7. With reference to the embodiments described above, the ADICs and the
UCICs could be stored along with the financial records of the consumer. These can be
stored in a database, such as the database 214 depicted in FIGURE 7.

[0098] At 412, a request can be received to generate a targeted list of consumers
who meet selected criteria. This has been described with much detail above. For

example, a financial institution may be interested in directing targeted content, e.g.
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advertisements, to consumers who are in the market for a home equity loan. This
request can be received from entities including the following: marketers/advertisers 202
(FIGURE 7), financial institutions 204 (FIGURE 7) or even third party ad presenters 212
(FIGURE 7).

[0099] At 414, the database is queried to identify consumers based on the selected
criteria and the associated financial records associated with each consumer. This has
been described in much detail above. For example, the consumers based on the
financial records can be classified into classifications, e.g. “student,” “grandparent,” or
even ‘“individual likely to require a home equity loan.” These classifications can be
generated using the methods and systems described above; therefore, further
explanation as to how to identify consumers who meet selected criteria is not provided.
[00100] At 416, the numerous amount of data stored in the database is transformed
into a targeted list of customers based on the consumers identified when querying the
database and each consumer’s corresponding financial records. The possibly millions
of stored anonymous identification codes and the accompanying financial records
stored in the database can provide the basis upon which a targeted list of customers
can be generated where customers meet the selected criteria. The targeted list of
customers identify each customer using an anonymous identifier that is representative
of a consumer of the at least one financial institution but does not personally identify the
consumer. The generated targeted lists can be stored in the database, or the
generated targeted lists can be displayed, e.g. printed on paper or displayed on a
computer screen. This transformation of numerous financial records for numerous
consumers into a list of consumers who are an appropriate audience for highly targeted
content is very useful to publishers of such content. For example, publishers of content
other than advertisements can tailor content, e.g. news articles, instructional manuals,
to individuals based on the lifestyle of the individual, which can be deduced from the
financial records for that individual.

[00101] At 418 it is determined whether the targeted list that was generated at 416
includes any encrypted unique IDs. If the targeted list includes encrypted unique IDs,
then at 420 a key is provided to the entity receiving the targeted list. This key allows the

entity receiving the targeted list to match the encrypted unique ID to a non-anonymous
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unique ID by which the consumer can be identified by the entity receiving the targeted
list. The targeted list of customers is then delivered at 422. This targeted list of
customers can be used as an audience to provide targeted content. The targeted
content is not limited to only delivery via the internet or over another network. For
example, if the entity that receives the targeted list knows the residential address of the
consumer, postal mail can be delivered to the consumer that includes the highly
targeted content. Moreover, if the entity that receives the targeted list knows the phone
number of the consumer, a telephone call can be made to the consumer on the list.
The entity that generates the targeted list at 416, however, never knows the identity of
the consumer.

[00102] A system for processing a list of customers to receive targeted content can
include the system that was described above and is more clearly depicted in FIGURE 7.
The system can include a database, such as database 214 shown in FIGURE 7, that
stores anonymous unique identifications for a plurality of customers of at least one
financial institution. The database can also store financial records for the customers.
As described above, each anonymous unique identification can be representative of a
customer of the at least one financial institution and be associated with the financial
records for the respective customer. The system can also include a processor, similar
to the processor 216 shown in FIGURE 7. The processor can include software
configured to classify the customers into selected classifications based on the financial
records associated with each anonymous unique identification. The processor can also
be configured to create a list of targeted content viewers based on at least one selected
classification. The list can include at least one anonymous unique identification
associated with the at least one selected classification. Since the system has been
described above in more detail, further description of the system for processing a list of
financial institution customers for receiving targeted content is not provided.

[00103] With reference to FIGURE 13, a system 510 is illustrated that facilitates
notifying a customer of a targeted offer, reward, or other message when the
customer calls in to the business (e.g., a financial institution) and is placed on hold
and/or navigates an automated menu presented by a voice response unit (VRU). In

one example the message relates to account information for the customer’'s account,
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such as a message regarding opting in to an overdraft protection plan, or message
about online mobile banking (if the customer has not yet used mobile banking). The
system 510 includes a customer interface 512 (e.g., a computing device such as a
personal computer, a laptop, a cellular phone, a smart phone, a PDA, etc.) via which a
customer logs into a web page 514 of, for example, a financial institution 516 (e.g., a
bank or the like). The customer interface 512 may optionally include a phone 517 by
which the user calls in to the financial institution. In another example, the phone 517 is
separate from the customer interface 512. The financial institution 514 maintains a
customer database 518, which may include customer information such as identity, age,
bank accounts, transaction history, and other related information.

[00104] The system 510 further includes a third party server 520, a processor 522,
and a memory 524. Although the processor 522 and memory 524 are shown as being
separate from the server 520, it will be appreciated that the processor 522 and memory
524 may be integral thereto. The memory 524 stores anonymized customer profiles
526, which include one or more key lifestyle indicators (KLIs) 528 (e.g., customer
classifications as described above with regard to the preceding figures) and related
information as described herein. For instance, one KLI for a given customer may be
“golfer,” where the anonymized customer profile 526 includes the “golfer” KLI to indicate
that the customer is a golfer, and wherein the “golfer” KLI is assigned to the customer’s
anonymized profile because the customer's transaction data (e.g., stored in the
customer database 518) indicates that the customer has made or regularly makes
purchases from vendors of golf paraphernalia (e.g., golf clubs, golf magazines, greens
fees, country club membership renewals, etc.) from golf equipment retailers, golf
clubhouses, etc.

[00105] The memory 524 stores current offer information for advertisements that may
be targeted to a given customer based on the customer's KLIs. A customer-offer
matching algorithm 532 (e.g., the processing algorithm described with regard to Figure
12) stored in the memory 524 is executed by the processor 522 to identify one or more
offers 530 that may be targeted to the customer.

[00106] Another KLI may be “automobile buyer/leasor” based on a transaction history

that shows regular lease payments to a car dealership. In this case, a target
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advertisement from the financial institution 516 may be an offer for a pre-approved auto
loan or lease. For example, if the customer’s transaction history shows 33 consecutive
lease payments, then it may be assumed that the customer's lease will expire in
approximately 3 months and the customer may be in the market for an automobile loan.
In this case, the matching algorithm 532 identifies an offer for a pre-approved auto loan
or the like, and the processor 522 sends, via the server 520, a message to the financial
institution 516 to notify the customer of the offer.

[00107] According to an example, when a user calls into the financial institution 516,
the user accesses the VRU 534 (e.g., to navigate an automated menu or the like). The
user is prompted to identify himself or herself (e.g., by account number, social security
number, or the like). The financial institution identifies the customer in the customer
database by a unique customer identification code (UCIC) 536 assigned by the financial
institution. The UCIC does not include the financial institution's customer password or
unique user ID used to log onto the financial institution's website, nor does it include the
customer's account number, name, street address, social security number, e-mail
address or telephone number, etc. The UCIC is matched by the server 520 and/or
processor 522 to an anonymous identifier, described herein as an advertisement
delivery identification code (ADIC) 538, which anonymously but uniquely identifies the
user. Matching the UDIC 536 to an ADIC 538 may be performed by identifying an
anonymous customer profile associated with the UCIC, and reading an ADIC from the
anonymous customer profile, where the ADIC is indicative of KLIs in the profile. The
processor then reads or analyzes a lookup table (LUT) 540 that corresponds ADICs to
current offers. Both the ADIC and the UCIC are described in more detail in U.S. Patent
Application No. 11/865,466, which is hereby incorporated by reference in its entirety
herein. In this manner, the matching algorithm 532 identifies current offers that match
the customer's KLIs 528 and/or ADIC. Both the ADIC and the UCIC are described in
more detail in U.S. Patent Application No. 11/865,466, which is hereby incorporated by
reference in its entirety herein. Once the processor retrieves the ADIC for the customer,
the customer's anonymized customer profile 526 is retrieved and the matching
algorithm 532 identifies current offers that match the customers KLIs 528. The

identified offers 530 are then provided to the financial institution 16 and a notification
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thereof is audibly presented to the customer through the VRU 534 while the customer is
on hold. For instance, the processor delivers a message to the financial institution to
instruct the VRU to alert the customer that the targeted offer is available, and that the
customer should log in to the financial institution’s web page 514 to view the offer.
[00108] According to another aspect, the notification of the offer is presented to the
customer via the VRU 534, and the customer is asked whether the customer would like
to receive the offer via a particular medium (e.g., mail, email, upon login to the financial
institution’s web page, voicemail, social media, text message, etc.). In order to maintain
customer anonymity, the email, mail, voicemail, text message, social media message,
etc., may be delivered by the financial institution. If the customer selects one or more
alternate modes of receiving the offer, the offer is transmitted to the customer using the
selected mode. In one example, the user is permitted to select an offer (e.g., by
pushing a button or verbally affirming selection, when prompted) and is connected to
the provider of the offer at the end of the call. This allows the user to finish the business
they need to conduct with the bank, and after which the call is transferred to the end
offer provider, who provides further offer details.

[00109] The processor 522 executes, and the memory 524 stores, computer
executable instructions for carrying out any and all functions, methods, techniques, etc.,
described herein. The memory 524 may be a computer-readable medium on which a
control program is stored, such as a disk, hard drive, or the like. Common forms of
computer-readable media include, for example, floppy disks, flexible disks, hard disks,
magnetic tape, or any other magnetic storage medium, CD-ROM, DVD, or any other
optical medium, RAM, ROM, PROM, EPROM, FLASH-EPROM, variants thereof, other
memory chip or cartridge, or any other tangible medium from which the processor 516
can read and execute. In this context, the system 510 may be implemented on or as
one or more general purpose computers, special purpose computer(s), a programmed
microprocessor or microcontroller and peripheral integrated circuit elements, an ASIC or
other integrated circuit, a digital signal processor, a hardwired electronic or logic circuit
such as a discrete element circuit, a programmable logic device such as a PLD, PLA,
FPGA, Graphical card CPU (GPU), or PAL, or the like.
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[00110] FIGURE 14 illustrates a system that facilitates presenting targeted content
directly to a customer when the customer calls in to a business (e.g., a financial
institution) and is placed on hold and/or navigates a menu presented by a VRU, wherein
the targeted content (e.g., offer details) is provided to the VRU 534 for direct, audible
presentation to the customer. As described with regard to Figure 13, the system 510
includes a customer interface 512 (e.g., a computing device such as a personal
computer, a laptop, a cellular phone, a smart phone, a PDA, etc.) via which a customer
logs into a web page 514 of, for example, a financial institution 516 (e.g., a bank or the
like). The system further includes a phone 517 by which the user calls in to the financial
institution. The financial institution 514 maintains a customer database 518, which
includes customer information such as identity, age, bank accounts, transaction history,
and other related information.

[00111] The system 510 further includes a third party server 520, a processor 522,
and a memory 524. The memory 524 stores anonymized customer profiles 526, which
include one or more key lifestyle indicators (KLIs) 528 and related information such as is
described herein. The KLIs of a given customer trigger a specific ADIC to be
associated with the anonymized customer profile and it's UCIC. The memory 524
additionally stores current offer information for advertisements that may be targeted to a
given customer based on the customer's KLIs. A customer-offer matching algorithm
532 stored in the memory 524 is executed by the processor 522 to identify one or more
offers 530 that may be targeted to the customer. The financial institution and/or the
server presents the offer audibly through the voice response unit (VRU) 534.

[00112] For example, when a user calls into the financial institution 516, the user
accesses the VRU 534 (e.g., to navigate an automated menu or the like). The user is
prompted to identify himself or herself (e.g., by account number, social security number,
or the like). The financial institution identifies the customer in the customer database by
a unique customer identification code (UCIC) 536 assigned by the financial institution.
The UCIC is matched by the server 520 and/or processor 522 to an ADIC 538, which
anonymously but uniquely identifies the user. Matching the UDIC 536 to an ADIC 538
may be performed by identifying an anonymous customer profile associated with the

UCIC, reading an ADIC from the anonymous customer profile, where the ADIC is
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indicative of KLIs in the profile. The processor then reads or analyzes a lookup table
(LUT) 540 that corresponds ADICs to current offers. Both the ADIC and the UCIC are
described in more detail in U.S. Patent Application No. 11/865,466, which is hereby
incorporated by reference in its entirety herein. In this manner, the matching algorithm
532 identifies current offers that match the customer's KLIs 528 and/or ADIC. The
identified offers 530 are then transmitted to the VRU and audibly presented to the
customer through the VRU 534 while the customer is on hold.

[00113] According to another aspect, the offer is presented to the user via the VRU
534, and the customer is then asked whether the customer would like to receive the
offer via another medium (e.g., mail, email, upon login to the financial institution’s web
page, etc.). If the customer selects one or more alternate modes of receiving the offer,
the offer is transmitted to the customer using the selected mode.

[00114] FIGURE 15 illustrates a method for notifying a customer, while the customer
is interacting with a VRU, that targeted content is available for the customer. At 600, a
call is received from the customer by a VRU at, or associated with, a financial institution
or other business. At 602, the customer is identified. Identification of the customer may
be performed, for instance, using caller ID, customer-specific information (e.g., social
security number, customer ID number, etc.), or some other suitable identification
information. At 604, the customer's anonymized profiled is retrieved. Retrieval of the
anonymized customer profile may be performed using a UCIC associated with the
customer, which is used to identify a corresponding ADIC that is associated with the
anonymized customer profile. The anonymized customer profile includes KLls
describing the customer, and the KLIs are represented by the ADIC assigned thereto,
which in turn is used to identify offers or other targeted content relevant to the customer,
at 606. At 608, the customer is informed of the offer(s) and/or other content through the
VRU. Optionally, at 610, the customer is asked whether the customer desires to
receive details of the offer through one or more different media (e.g., mail, email, text
message, presentation of the offer details on the website of the financial institution upon
a next login by the customer, etc). If the customer indicates a desired mode of receiving

the offer details, the details are provided to the customer in the selected manner. The
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method of Figure 15 may be executed on a computing device or system 612, described
in greater detail below.

[00115] FIGURE 16 illustrates a method for notifying a customer, while the customer
is interacting with a VRU, that targeted content is available for the customer. At 620, a
call is received from the customer by a VRU at, or associated with, a financial institution
or other business. At 622, the customer is identified, for instance using caller ID,
customer-specific information (e.g., social security number, customer ID number, etc.),
or some other suitable identification information. At 624, the customer's anonymized
profiled is retrieved. Retrieval of the anonymized customer profile may be performed
using a UCIC associated with the customer, which is used to identify a corresponding
ADIC that is associated with the anonymized customer profile. The anonymized
customer profile includes KLIs describing the customer, and the KLIs are represented
by the ADIC assigned thereto, which in turn is used to identify offers or other targeted
content relevant to the customer, at 626. At 628, details of the offer are verbally
presented to the customer through the VRU. Optionally, at 630, the customer is asked
whether the customer desires also to receive details of the offer through one or more
different media (e.g., mail, email, text message, voicemail message, social media
message, presentation of the offer details on the website of the financial institution upon
a next login by the customer, etc). If the customer indicates a desired mode of receiving
the offer details, the details are provided to the customer in the selected manner.
[00116] Additionally, the user’s profile can be augmented with information relating to
the fact that the user called the call center, the reason(s) for the call, and the frequency
of the calls. For instance, if a user calls in and selects options in an automated menu to
navigate to a customer service representative for an auto loan, then the user’s profile
and/or KLIs can be updated to reflect that the user is interested in purchasing or leasing
a vehicle. This feature improves the ability of the system to position targeted items and
services online or via a mobile interface.

[00117] The methods illustrated in FIGURES 15 and 16 may be implemented in a
computer program product that may be executed on a computer 612 or computing
components (e.g., server 520, processor 522, memory 524, etc.) in the systems of
Figures 13 and 14. Further, it is to be appreciated that any suitable computing
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environment can be employed in accordance with the present embodiments. For
example, computing architectures including, but not limited to, stand alone,
multiprocessor, distributed, client/server, minicomputer, mainframe, supercomputer,
digital and analog can be employed in accordance with the present embodiments.
[00118] The computer can include a processing unit such as the processor 522 of
Figures 13 and 14, a system memory such as the memory 524 of Figures 13 and 14,
and a system bus that couples various system components including the system
memory to the processing unit. The processing unit can be any of various commercially
available processors (e.g., a central processing unit, a graphical processing unit, etc.).
Dual microprocessors and other multi-processor architectures also can be used as the
processing unit.

[00119] The system bus can be any of several types of bus structure including a
memory bus or memory controller, a peripheral bus, and a local bus using any of a
variety of commercially available bus architectures. The computer memory includes
read only memory (ROM) and random access memory (RAM). A basic input/output
system (BIOS), containing the basic routines that help to transfer information between
elements within the computer, such as during start-up, is stored in ROM.

[00120] The computer can further include a hard disk drive, a magnetic disk drive,
e.g., to read from or write to a removable disk, and an optical disk drive, e.g., for reading
a CD-ROM disk or to read from or write to other optical media. The computer typically
includes at least some form of computer readable media. Computer readable media
can be any available media that can be accessed by the computer. By way of exampile,
and not limitation, computer readable media may comprise computer storage media and
communication media. Computer storage media includes volatile and nonvolatile,
removable and non-removable media implemented in any method or technology for
storage of information such as computer readable instructions, data structures, program
modules or other data. Computer storage media includes, but is not limited to, RAM,
ROM, EEPROM, flash memory or other memory technology, CD-ROM, digital versatile
disks (DVD) or other magnetic storage devices, or any other medium which can be used

to store the desired information and which can be accessed by the computer.
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[00121] Communication media typically embodies computer readable instructions,
data structures, program modules or other data in a modulated data signal such as a
carrier wave or other transport mechanism and includes any information delivery
media. The term "modulated data signal” means a signal that has one or more of its
characteristics set or changed in such a manner as to encode information in the signal.
By way of example, and not limitation, communication media includes wired media such
as a wired network or direct-wired connection, and wireless media such as acoustic,
RF, infrared and other wireless media. Combinations of any of the above can also be
included within the scope of computer readable media.

[00122] A number of program modules may be stored in the drives and RAM,
including an operating system, one or more application programs, other program
modules, and program non-interrupt data. The operating system in the computer can
be any of a number of commercially available operating systems.

[00123] A user may enter commands and information into the computer through a
keyboard (not shown) and a pointing device or stylus (not shown), such as a mouse.
Other input devices (not shown) may include a microphone, an IR remote control, a
joystick, a game pad, a satellite dish, a scanner, or the like. These and other input
devices are often connected to the processing unit through a serial port interface (not
shown) that is coupled to the system bus, but may be connected by other interfaces,
such as a parallel port, a game port, a universal serial bus (USB), an IR interface, etc.
[00124] A monitor (not shown), or other type of display device, may also be connected
to the system bus via an interface, such as a video adapter (not shown). In addition to
the monitor, a computer typically includes other peripheral output devices (not shown),
such as speakers, printers etc. The monitor can be employed with the computer to
present data that is electronically received from one or more disparate sources. For
example, the monitor can be an LCD, plasma, CRT, etc. type that presents data
electronically. Alternatively or in addition, the monitor can display received data in a
hard copy format such as a printer, facsimile, plotter etc. The monitor can present data
in any color and can receive data from the computer via any wireless or hard wire

protocol and/or standard.
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[00125] The computer can operate in a networked environment using logical and/or
physical connections to one or more remote computers, such as a remote computer(s).

The remote computer(s) can be a workstation, a server computer, a router, a personal
computer, microprocessor based entertainment appliance, a peer device or other
common network node, and typically includes many or all of the elements described
relative to the computer. The logical connections depicted include a local area network
(LAN) and a wide area network (WAN). Such networking environments are
commonplace in offices, enterprise-wide computer networks, intranets and the Internet.

[00126] When used in a LAN networking environment, the computer is connected to
the local network through a network interface or adapter. When used in a WAN
networking environment, the computer typically includes a modem, or is connected to a
communications server on the LAN, or has other means for establishing
communications over the WAN, such as the Internet. In a networked environment,
program modules depicted relative to the computer, or portions thereof, may be stored
in the remote memory storage device. It will be appreciated that network connections
described herein are exemplary and other means of establishing a communications link
between the computers may be used.

[00127] Methods and systems for providing targeted content to an on-hold customer
based on classifications have been described with reference to specific embodiments.
Modifications and alterations will occur to those upon reading and understanding the
preceding detailed description. For example, the methods and systems described
above can also be used to deliver targeted content — content that is not an
advertisement - to consumers based on the above described classification and
transactional metrics. The invention is not limited to only those embodiments described
above. Instead, the invention is intended to cover all modifications and alterations that

come within the scope of the appended claims and the equivalents thereof.
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CLAIMS:

1. A method for presenting targeted content to a customer of a financial
institution through a voice response unit (VRU), the method comprising:

receiving a call from a customer at a VRU;

identifying the customer;

retrieving an anonymized customer profile for the customer;

matching one or more targeted offers to the customer as a function of key
lifestyle indicators (KLIs) in the anonymized customer profile; and

verbally informing the customer through the VRU that the one or more targeted
offers is available to the customer;

wherein method is performed by a processor that executes a set of computer-

executable instructions stored on a computer-readable medium.

2. The method of claim 1, further comprising:

presenting offer details verbally to the customer via the VRU; and

receiving customer input relate to at least one other selected mode of delivery of
the offer details;

wherein the at least one other selected mode of delivery is one or more of mail,
email, text message and presentation on a webpage of the financial institution upon the

customer logging on to the web page.

3. The method according to either one of claims 1 or 2, further comprising:
receiving customer input related to at least one selected mode of delivery of

details of the one or more targeted offers.
4. The method of claim 3, wherein the at least one selected mode of delivery

is one or more of mail, email, text message and presentation on a webpage of the

financial institution upon the customer logging on to the web page.
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5. The method according to any one of the preceding claims, wherein
retrieving the anonymized customer profile comprises:

identifying a unique customer identification code (UCIC) associated with the
customer and assigned by the financial institution; and

identifying the anonymized customer profile associated with the identified UCIC.

6. The method of claim 5, wherein identifying the one or more targeted offers
comprises:

identifying an advertisement identification code (ADIC) associated with the
anonymized customer profile and representing the KLIs therein; and

identifying one or more targeted offers associated with the ADIC.

7. The method according to any one of the preceding claims, wherein the
KLIls describe customer attributes that are determined from the customer’s financial

transaction history.

8. A system for presenting targeted content to a customer of a financial
institution through a voice response unit (VRU), the system comprising:
a voice response system (VRU) that receives a call from the customer, and
receives customer identification information by which the customer is identified;
a third-party server comprising a processor and a memory;,
wherein the processor executes computer-executable instructions for:
retrieving an anonymized customer profile for the customer; and
identifying one or more targeted offers for the customer as a
function of key lifestyle indicators (KLIs) in the anonymized customer
profile;
wherein the VRU informs the customer that the one or more identified

targeted offers is available to the customer.
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9. The system of claim 8, the instructions further comprising:
presenting offer details verbally to the customer via the VRU; and
receiving customer input relate to at least one other selected mode of delivery of

the offer details.

10. The system of claim 9, wherein the at least one other selected mode of
delivery is one or more of mail, email, text message and presentation on a webpage of

the financial institution upon the customer logging on to the web page.

11.  The system according to any one of claims 8-10, the instructions further
comprising:
receiving customer input related to at least one selected mode of delivery of

details of the one or more targeted offers.

12.  The system according to any one of claims 8-11, wherein the at least one
selected mode of delivery is one or more of mail, email, text message and presentation

on a webpage of the financial institution upon the customer logging on to the web page

13.  The system according to any one of claims 8-12, wherein the instructions
for retrieving the anonymized customer profile comprise instructions for:

identifying a unique customer identification code (UCIC) associated with the
customer and assigned by the financial institution; and

identifying the anonymized customer profile associated with the identified UCIC.

14. The system of claim 13, wherein the instructions for identifying the one or
more targeted offers include instructions for:

identifying an advertisement identification code (ADIC) associated with the
anonymized customer profile and representing the KLIs therein; and

identifying one or more targeted offers associated with the ADIC.
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15. The system according to any one of claims 8-14, wherein the KLlIs
describe customer attributes that are determined from the customer's financial

transaction history stored at the financial institution.
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