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(57) ABSTRACT 

A communication device may execute a wireless communi 
cation of object data with a mobile device via a first target 
network using a second type of interface after executing a 
sending process of sending a wireless setting, for causing the 
mobile device to belong to the first target network, to the 
mobile device using a first type of interface inacase where the 
communication device is determined as currently belonging 
to the first target network. The communication device may 
execute the wireless communication of the object data with 
the mobile device via a second target network using the sec 
ond type of interface after executing a specific process of 
causing both the communication device and the mobile 
device to belong to the second target network in a case where 
the communication device is determined as currently not 
belonging to the target network. 
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COMMUNICATION DEVICE 

CROSS-REFERENCE TO RELATED 
APPLICATION 

This application claims priority to Japanese Patent Appli 
cation No. 2012-082815, filed on Mar. 30, 2012, the contents 
of which are hereby incorporated by reference into the present 
application. 

TECHNICAL FIELD 

A technique disclosed in the present specification relates to 
a communication device for executing communication of 
object data with a mobile device. 

DESCRIPTION OF RELATED ART 

A technique for two communication devices to execute 
wireless communication is known. The two communication 
devices execute communication of a wireless setting accord 
ing to a short-range wireless communication system (i.e., a 
wireless communication according to NFC (abbreviation of: 
Near Field Communication)). The wireless setting is a setting 
for executing wireless communication according to a com 
munication system different from the NFC system (e.g., IEEE 
802.11a, 802.11b). Thereby, the two communication devices 
become capable of executing wireless communication 
according to the wireless setting. 

SUMMARY 

The present specification discloses a technique for a com 
munication device to appropriately execute communication 
with a mobile device. 
A technique disclosed herein is a communication device. 

The communication device may comprise a first type of inter 
face for executing a wireless communication with a mobile 
device and a second type of interface for executing a wireless 
communication with the mobile device. The communication 
device may comprise one or more processors and a memory 
that stores computer-readable instructions therein. The com 
puter-readable instructions, when executed by the one or 
more processors, causing the communication device to 
execute (A) determining whether or not the communication 
device currently belongs to a target network for executing a 
wireless communication using the second type of interface, 
(B) executing a wireless communication of object data with 
the mobile device via a first target network using the second 
type of interface after executing a sending process of sending 
a wireless setting, for causing the mobile device to belong the 
first target network, to the mobile device using the first type of 
interface in a first case where the communication device is 
determined as currently belonging to the first target network 
and (C) executing the wireless communication of the object 
data with the mobile device via a second target network using 
the second type of interface after executing a specific process 
of causing both the communication device and the mobile 
device to belong to the second target network in a second case 
where the communication device is determined as currently 
not belonging to the target network. 

Moreover, a control method, a computer program, and a 
non-transitory computer-readable storage medium computer 
readable instructions for the communication device, are also 
novel and useful. Further, a communication system including 
the communication device and the mobile device are also 
novel and useful. 
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2 
BRIEF DESCRIPTION OF DRAWINGS 

FIG. 1 shows the configuration of a communication sys 
tem. 

FIG. 2 shows a flowchart of a communication process 
executed by a multi-function peripheral of a first embodi 
ment. 

FIG. 3 shows a sequence view for explaining processes 
executed by devices in a first situation. 

FIG. 4 shows a sequence view for explaining processes 
executed by devices in a second situation. 

FIG. 5 shows a sequence view for explaining processes 
executed by devices in a third situation. 

FIG. 6 shows a sequence view for explaining processes 
executed by devices in a fourth situation. 

FIG. 7 shows a sequence view for explaining processes 
executed by devices in a fifth situation. 

FIG. 8 shows a flowchart of a communication process 
executed by a multi-function peripheral of a second embodi 
ment. 

FIG. 9 shows a sequence view for explaining processes 
executed by devices in a sixth situation. 

FIG. 10 shows a flowchart of a communication process 
executed by a multi-function peripheral of a third embodi 
ment. 

FIG. 11 shows a sequence view for explaining processes 
executed by devices in a seventh situation. 

EMBODIMENT 

(First Embodiment) 
(Configuration of Communication System) 
As shown in FIG. 1, a communication system 2 comprises 

a multi-function peripheral (called “MFP (abbreviation of: 
Multi-Function Peripheral) below) 10, a mobile device 50, an 
access point (called “AP” below) 6, and PC 8. The MFP 10 
and the mobile device 50 are capable of executing short-range 
wireless communication. The short-range wireless commu 
nication is according to the wireless communication NFC 
system. In the present embodiment, the wireless communi 
cation is executed according to the NFC system based on 
international Standards ISO/IEC 21481 or 18092. 

Further, the MFP is capable of executing wireless commu 
nication according to the Wi-Fi Direct system (to be 
described). Below, Wi-Fi Direct is called “WFD. In WFD, 
wireless communication is executed based on IEEE (abbre 
viation of: The Institute of Electrical and Electronics Engi 
neers, Inc.) 802.11 standard and standards based on thereon 
(e.g., 802.11a, 11b, 11g, 11n, etc.). The NFC system and the 
system of WFD (called “WFD system’ below) have different 
wireless communication systems (i.e., wireless communica 
tion standards). Further, the communication speed of wireless 
communication according to the WFD system is faster than 
the communication speed of wireless communication accord 
ing to the NFC system. 

For example, the MFP 10 can construct a WFD network by 
establishing a connection with the mobile device 50 accord 
ing to the WFD system (called “WFD connection” below). 
Similarly, the MFP 10 can construct a WFD network by 
establishing a WFD connection with the PC 8. 
The PC 8, the MFP10 and the mobile device 50 are further 

capable of executing wireless communication according to a 
normal Wi-Fi system (e.g., IEEE 802.11) different from the 
WFD System. In general terms, wireless communication 
according to normal Wi-Fi is wireless communication using 
the AP 6, and wireless communication according to the WFD 
system is wireless communication not using the AP 6. For 
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example, the MFP 10 can belong to a normal. Wi-Fi network 
by establishing a connection with the AP 6 (called “normal 
Wi-Fi connection' below) according to normal Wi-Fi. Via the 
AP 6, the MFP 10 can execute wireless communication with 
another device belonging to the normal Wi-Fi network (e.g., 
the PC 8, the mobile device 50). Moreover, the NFC system 
and the system of normal Wi-Fi (called “the normal Wi-Fi 
system’ below) have different wireless communication sys 
tems (i.e., wireless communication standards). Further, the 
communication speed of normal Wi-Fi is faster than the com 
munication speed of NFC. 
(WFD) 
WFD is a standard formulated by Wi-Fi Alliance. WFD is 

described in “Wi-Fi Peer-to-Peer (P2P) Technical Specifica 
tion Version 1.1, created by Wi-Fi Alliance. 
As described above, the PC 8, the MFP 10, and the mobile 

device 50 are each capable of executing wireless communi 
cation according to the WFD system. Below, an apparatus 
capable of executing wireless communication according to 
the WFD system is called a “WFD-compatible apparatus”. 
According to the WFD standard, three states are defined as the 
states of the WFD-compatible apparatus: Group Owner state 
(called “G/O state' below), client state, and device state. The 
WFD-compatible apparatus is capable of selectively operat 
ing in one state among the three states. 
One WFD network includes an apparatus in the G/O state 

and an apparatus in the client state. Only one G/O state 
apparatus can be present in the WFD network, but one or more 
client state apparatuses can be present. The G/O State appa 
ratus manages the one or more client state apparatuses. Spe 
cifically, the G/O state apparatus creates an administration list 
in which identification information (i.e. MAC address) of 
each of the one or more client state apparatuses is written. 
When a client state apparatus newly belongs to the WFD 
network, the G/O state apparatus adds the identification infor 
mation of that apparatus to the administration list, and when 
the client state apparatus leaves the WFD network, the G/O 
state apparatus deletes the identification information of that 
apparatus from the administration list. 
The G/O state apparatus is capable of wirelessly commu 

nicating object data (e.g., data that includes network layer 
information of the OSI reference model (print data, scan data, 
etc.)) with an apparatus registered in the administration list, 
i.e., with a client state apparatus (i.e., an apparatus belonging 
to the WFD network). However, with an unregistered appa 
ratus which is not registered in the administration list, the G/O 
state apparatus is capable of wirelessly communicating data 
for the unregistered apparatus to belong to the WFD network 
(e.g., data that does not include network layer information 
(physical layer data such as a Probe Request signal, Probe 
Response signal, etc.)), but is not capable of wirelessly com 
municating the object data. For example, the MFP 10 that is in 
the G/O state is capable of wirelessly receiving print data 
from the mobile device 50 that is registered in the adminis 
tration list (i.e., the mobile device 50 that is in the client state), 
but is not capable of wirelessly receiving print data from an 
apparatus that is not registered in the administration list. 

Further, the G/O state apparatus is capable of relaying the 
wireless communication of object data (print data, Scan data, 
etc.) between a plurality of client state apparatuses. For 
example, in a case where the mobile device 50 that is in the 
client state is to wirelessly send print data to another printer 
that is in the client state, the mobile device 50 first wirelessly 
sends the print data to the MFP 10 that is in the G/O state. In 
this case, the MFP 10 wirelessly receives the print data from 
the mobile device 50, and wirelessly sends the print data to the 
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4 
other printer. That is, the G/O state apparatus is capable of 
executing the function of an AP of the normal wireless net 
work. 

Moreover, a WFD-compatible apparatus that does not 
belong to the WFD network (i.e., an apparatus not registered 
in the administration list) is a device state apparatus. The 
device state apparatus is capable of wirelessly communicat 
ing data for belonging to the WFD network (physical layer 
data Such as a Probe Request signal, Probe Response signal, 
etc.), but is not capable of wirelessly communicating object 
data (print data, scan data, etc.) via the WFD network. 

Moreover, below, an apparatus that is not capable of 
executing wireless communication according to the WFD 
system, but is capable of executing wireless communication 
according to normal Wi-Fi is called a “WFD-incompatible 
apparatus”. The “WFD-incompatible apparatus' may also be 
called a “legacy apparatus”. AWFD-incompatible apparatus 
cannot operate in the G/O state. A G/O state apparatus can 
register identification information of the WFD-incompatible 
apparatus in the administration list. 

(Configuration of MFP 10) 
The MFP 10 comprises an operating unit 12, a displaying 

unit 14, a print executing unit 16, a scan executing unit 18, a 
wireless LAN interface (an “interface” is called “I/F'below) 
20, an NFC I/F 22, and a control unit 30. The operating unit 12 
includes a plurality of keys. A user can input various instruc 
tions to the MFP 10 by operating the operating unit 12. The 
displaying unit 14 is a display for displaying various types of 
information. The print executing unit 16 is an inkjet system, 
laser system, etc. printing mechanism. The scan executing 
unit 18 is a CCD, CIS, etc. scanning mechanism. 
The wireless LAN IVF 20 is an interface for the control unit 

30 to execute wireless communication according to the WFD 
system and wireless communication according to normal Wi 
Fi. The wireless LAN IN 20 is physically one interface. 
However, a MAC address used in wireless communication 
according to the WFD system (called “MAC address for 
WFD below) and a MAC address used in wireless commu 
nication according to normal Wi-Fi (called “MAC address for 
normal Wi-Fi' below) are both assigned to the wireless LAN 
IN 20. More specifically, the MAC address for the normal is 
pre-assigned to the wireless LAN I/F 20. Using the MAC 
address for the normal Wi-Fi, the control unit 30 creates the 
MAC address for WFD, and assigns the MAC address for 
WFD to the wireless LAN IAF 20. The MAC address for WFD 
differs from the MAC address for the normal Wi-Fi. Conse 
quently, via the wireless LAN I/F 20, the control unit 30 can 
simultaneously execute both wireless communication 
according to the WFD system and wireless communication 
according to the normal Wi-Fi. Consequently, a situation can 
be established in which the MFP 10 belongs to the WFD 
network and belongs to the normal Wi-Fi network. 

Moreover, the G/O state apparatus can write, in the admin 
istration list, not only the identification information of the 
WFD-compatible apparatus that is in the client state, but also 
the identification information of a WFD-incompatible appa 
ratus. That is, the G/O state apparatus can also establish the 
WFD connection with the WFD-incompatible apparatus. In 
general terms, the WFD connection is a wireless connection 
in which the MAC address for the WFD of the MFP 10 is 
used. Further, the WFD network is a wireless network in 
which the MAC address for the WFD of the MFP 10 is used. 
Similarly, the normal Wi-Fi connection is a wireless connec 
tion in which the MAC address for the normal Wi-Fi of the 
MFP 10 is used. Further, the normal Wi-Fi network is a 
wireless network in which the MAC address for the normal 
Wi-Fi of the MFP 10 is used. 
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By operating the operating unit 12, the user can change a 
setting of the wireless LAN I/F 20, thereby being able to 
change to either mode of a mode in which wireless commu 
nication according to the WFD system using the wireless 
LAN I/F 20 can be executed (called “WFD=ON mode” 
below), and a mode in which wireless communication 
according to the WFD system using the wireless LAN I/F 20 
cannot be executed (called “WFD=OFF mode” below). A 
mode setting unit 46 sets the mode to either WFD=ON mode 
or WFD=OFF mode in accordance with the operation of the 
user. Specifically, the mode setting unit 46 stores, in the 
memory 34, a mode value representing the mode set by the 
USC. 

Moreover, in the WFD I/F=OFF mode state, the control 
unit 30 cannot execute processes according to the WFD sys 
tem (e.g., a process of setting the MFP 10 to spontaneous G/O 
mode (to be described), G/O negotiation, etc.). In the WFD 
I/F=ON state, the memory 34 stores values representing the 
current state of the MFP 10 relating to WFD (the state from 
among G/O State, client state, and device state). 
The NFC I/F 22 is an interface for the control unit 30 to 

execute wireless communication according to the NFC sys 
tem. The NFC I/F 22 is formed of a chip differing physically 
from the wireless LAN IFF 20. 

Moreover, the communication speed of wireless commu 
nication via the wireless LAN I/F 20 (e.g., maximum com 
munication speed is 11 to 454 Mbps) is faster than the com 
munication speed of wireless communication via the NFC I/F 
22 (e.g., maximum communication speed is 100 to 424 
Kbps). Further, the frequency of the carrier wave in wireless 
communication via the wireless LAN I/F 20 (e.g., 2.4 GHz 
band, 5.0 GHz band) differs from the frequency of the carrier 
wave in the wireless communication via the NFC I/F22 (e.g., 
13.56 MHz band). Further, in the case where the distance 
between the MFP 10 and the mobile device 50 is less than or 
equal to approximately 10 cm, the control unit 30 can wire 
lessly communicate with the mobile device 50 according to 
the NFC system via the NFC I/F 22. In the case where the 
distance between the MFP 10 and the mobile device 50 is 
either less than or equal to 10 cm, or is greater than or equal to 
10 cm (e.g., a maximum is approximately 100 m), the control 
unit 30 can wirelessly communicate, via the wireless LAN I/F 
20, with the mobile device 50 according to the WFD system 
and according to the normal Wi-Fi. That is, the maximum 
distance across which the MFP 10 can execute wireless com 
munication with a communication destination apparatus 
(e.g., the mobile device 50) via the wireless LAN I/F 20 is 
greater than the maximum distance across which the MFP10 
can execute the wireless communication with the communi 
cation destination apparatus via the NFC I/F 22. 
The control unit 30 comprises a CPU 32 and the memory 

34. The CPU 32 executes various processes according to 
programs stored in the memory 34. The CPU 32 realizes the 
functions of the units 40 to 46 by executing processes accord 
ing to the programs. 
The memory 34 is formed of a ROM, RAM, hard disk, etc. 

The memory 34 stores the programs executed by the CPU 32. 
The memory 34 comprises a work area 38. In the case where 
the MFP 10 currently belongs to a WFD network, the work 
area 38 stores information indicating that the MFP 10 cur 
rently belongs to the WFD network, and a wireless setting 
(including authentication method, encryption method, pass 
word, SSID (Service Set Identifier) and BSSID (Basic Ser 
vice Set Identifier) of the wireless network) for communicat 
ing object data (e.g., print data) via the WFD network. 
Further, in the case where the MFP 10 currently belongs to a 
normal Wi-Fi network, the work area 38 stores information 
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6 
indicating that the MFP 10 currently belongs to the normal 
Wi-Fi network, and a wireless setting for communicating 
object data via the normal Wi-Fi network. The SSID of the 
WFD network is a network identifier for identifying the WFD 
network, and the SSID of the normal Wi-Fi network is a 
network identifier for identifying the normal Wi-Fi network. 
The BSSID of the WFD network is an identifier unique to the 
G/O state apparatus (e.g., the MAC address of the G/O state 
apparatus), and the BSSID of the normal Wi-Fi network is an 
identifierunique to the AP (e.g., a unique identifier of the AP). 

In the ease where the MFP 10 is operating according to the 
WFD system, the work area 38 further stores a value indicat 
ing the current state of WFD (one state from among G/O state, 
client state, or device state). The work area 38 further stores a 
mode value representing the WFD=ON mode, or a mode 
value representing the WFD=OFF mode. 

Moreover, by operating the operating unit 12, the user can 
set the MFP 10 to spontaneous G/O mode. Spontaneous G/O 
mode is a mode for maintaining the operation of the MFP 10 
in the G/O state. The work area 38 within the memory 34 
further stores a value indicating whether the MFP 10 has been 
set to spontaneous G/O mode. When the WFD-compatible 
apparatus that is in the device state is to establish a WFD 
connection with another WFD-compatible apparatus that is in 
the device state, the WFD-compatible apparatus usually 
executes G/O negotiation to selectively determine which 
state, of G/O state and client state, it is to operate in. In the 
case where the MFP 10 has been set to the spontaneous G/O 
mode, the MFP 10 maintains operation in the G/O state with 
out executing G/O negotiation. 

(Configuration of Mobile Device 50) 
The mobile device 50 is, for example, a mobile phone (e.g., 

a Smart Phone), PDA, notebook PC, tablet PC, portable 
music player, portable video player, etc. The mobile device 50 
comprises two wireless interfaces, a wireless LANI/F (i.e., an 
interface for WFD and normal Wi-Fi) and an NFC I/F. Con 
sequently, the mobile device 50 is capable of executing wire 
less communication with the MFP10 using the wireless LAN 
I/F, and is capable of executing wireless communication with 
the MFP 10 using the NFC I/F. The mobile device 50 com 
prises an application program for causing the MFP 10 to 
execute functions (e.g., print function, scan function, etc.). 
Moreover, the application program may, for example, be 
installed on the mobile device 50 from a server provided by a 
vendor of the MFP 10, or may be installed on the mobile 
device 50 from a media shipped together with the MFP 10. 

Like the MFP 10, the mobile device 50 comprises a work 
area 58 within a memory 54. In the case where the mobile 
device 50 currently belongs to the WFD network or the nor 
mal Wi-Fi network, the work area 58 stores a wireless setting 
(including authentication method, encryption method, pass 
word, SSID and BSSID of the wireless network) for execut 
ing communication via the relevant network. Further, in the 
case where the mobile device 50 is operating according to the 
WFD system, the work area 58 stores a state value represent 
ing the state of the mobile device 50 (i.e., one state from 
among G/O State, client state and device state). 

(Configuration of PC 8) 
The PC 8 comprises a wireless LAN I/F (i.e., an interface 

for WFD and normal Wi-Fi), but does not comprise an NFC 
I/F. Consequently, the PC 8 is capable of executing commu 
nication with the MFP 10 by using the wireless LAN I/F, but 
is not capable of executing wireless communication accord 
ing to the NFC system. The PC 8 comprises a driver program 
for causing the MFP 10 to execute a process (e.g., print 
process, Scan process, etc.). Moreover, the driver program is 
usually installed on the PC 8 from a media shipped together 
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with the MFP 10. However, in a modification, the driver 
program may be installed on the PC 8 from a server provided 
by the vendor of the MFP10. 

(Configuration of AP 6) 
The AP 6 is not a WFD G/O state apparatus, but is a 

standard access point called a wireless access point or wire 
less LAN router. The AP 6 can establish a normal Wi-Fi 
connection with a plurality of apparatuses. Thereby, a normal 
Wi-Fi network including the AP 6 and the plurality of appa 
ratuses is constructed. The AP 6 receives data from one appa 
ratus from among the plurality of apparatuses belonging to 
the normal Wi-Fi network, and sends the data to another one 
apparatus from among the plurality of apparatuses. That is, 
the AP 6 relays communication between a pair of apparatuses 
belonging to the normal Wi-Fi network. 

Moreover, differences between the WFD G/O state appa 
ratus and the normal AP are as follows. In the case where the 
WFD G/O state apparatus disconnects from the WFD net 
work to which it currently belongs, and newly belongs to 
another WFD network, the WFD G/O state apparatus can 
operate in a state other than the G/O state (i.e., the client 
state). By contrast, a normal AP (i.e., the AP 6) executes the 
function of relaying communication between the pair of 
apparatuses regardless of which normal Wi-Fi network the 
normal AP belongs to, and the normal AP cannot operate in 
the client state. 

(Communication Process Executed by MFP 10) 
A communication process executed by the MFP 10 will be 

described with reference to FIG. 2. When a power source of 
the MFP 10 is turned ON, the control unit 30 executes a 
communication process. In S2, a receiving unit 40 monitors 
whether NFC information has been received by executing 
wireless communication according to the NFC system. More 
over, the receiving unit 40 receives the NFC information via 
the NFC I/F 22. Specifically, the receiving unit 40 monitors 
whetheran NFC communication session has been established 
between the MFP 10 and the mobile device 50. While the 
power source of the MFP 10 is ON, the receiving unit 40 
causes the NFC I/F 22 to transmit radio waves for detecting a 
device capable of executing wireless communication accord 
ing to the NFC system. 
The user of the mobile device 50 activates the application 

program. By operating the mobile device 50, the user causes 
the mobile device 50 to create NFC information that includes 
a process execution instruction (e.g., print instruction, Scan 
instruction) indicating a process that the MFP10 is to execute. 
In the case where the mobile device 50 currently belongs to a 
wireless network, the NFC information further includes the 
SSID and BSSID of the wireless network to which the mobile 
device 50 currently belongs. Moreover, the case where the 
mobile device 50 currently belongs to the wireless network is 
a case in which a wireless connection, this being the WFD 
connection or the normal Wi-Fi connection, or both, has been 
established between the mobile device 50 and another device 
(e.g., the AP 6, the MFP 10). 
The user can bring the mobile device 50 closer to the MFP 

10. Thereby, when the distance between the mobile device 50 
and the MFP 10 becomes less than the distance (e.g., 10 cm) 
where the radio waves reach each other, the mobile device 50 
receives a radio wave from the MFP 10, and sends a response 
wave to the MFP 10. Consequently, the control unit 30 
receives the response wave from the mobile device 50, and an 
NFC, communication session is established. When the NFC 
communication session has been established, the mobile 
device 50 sends the created NFC information to the MFP10. 
Upon receiving the NFC information (YES in S2), in S4 a 

determining unit 42 determines whether the MFP 10 cur 
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8 
rently belongs to a network. Specifically, in the ease where the 
work area 38 stores information indicating that the MFP 10 
currently belongs to the WFD network or information indi 
cating that the MFP 10 currently belongs to the normal Wi-Fi 
network, or both, the determining unit 42 determines that the 
MFP 10 currently belongs to a wireless network (YES in S4), 
and the process proceeds to S6. On the other hand, in the case 
where neither the information indicating that the MFP 10 
currently belongs to the WFD network or the information 
indicating that the MFP 10 currently belongs to the normal 
Wi-Fi network is stored in the work area 38, the determining 
unit 42 determines that the MFP10 does not currently belong 
to a wireless network (NO in S4), and the process proceeds to 
S8. 

In S6, the determining unit 42 confirms whether the mobile 
device 50 currently belongs to the network to which the MFP 
10 currently belongs. Specifically, the determining unit 42 
first determines whether the SSID and BSSID of the network 
to which the mobile device 50 currently belongs are included 
in the NFC information. In the case where the SSID and 
BSSID are not included in the NFC information, the deter 
mining unit 42 determines that the mobile device 50 does not 
currently belong to the network to which the MFP 10 cur 
rently belongs (NO in S6). According to this configuration, 
the MFP 10 can appropriately determine that the mobile 
device 50 does not currently belong to the network to which 
the MFP10 currently belongs. In the case where the SSID and 
BSSID of the network to which the mobile device 50 cur 
rently belongs are included in the NFC information, the deter 
mining unit 42 determines whether the SSID and BSSID 
included in the wireless setting stored in the work area 38 are 
identical to the SSID and BSSID included in the NFC infor 
mation. 

In the case where the SSIDs and BSSIDs are both identical, 
it is determined that the mobile device 50 currently belongs to 
the network to which the MFP 10 currently belongs (YES in 
S6), and the process proceeds to S7. On the other hand, in the 
case where the SSIDs or the BSSIDs, or both are not identical, 
it is determined that the mobile device 50 does not currently 
belong to the network to which the MFP 10 currently belongs 
(NO in S6), and the process proceeds to S8. According to this 
configuration, the MFP 10 can appropriately determine 
whether the mobile device 50 currently belongs to the net 
work to which the MFP 10 currently belongs. Moreover, in S6 
the determining unit 42 determines whether the SSIDs are 
identical, and whether the BSSIDs are identical. Thereby, the 
determining unit 42 can determine whether the MFP 10 and 
the mobile device 50 belong to the same wireless network 
constructed by the same AP More specifically, one AP may 
construct a plurality of wireless networks by using a plurality 
of SSIDs. Consequently, in the case where the BSSIDs are 
identical and the SSIDs are not identical, the MFP 10 and the 
mobile device 50 could belong to different wireless networks 
constructed by the same AP. In the present embodiment, it is 
possible to determine more reliably whether the MFP 10 and 
the mobile device 50 belong to the same wireless network by 
determining whether both the SSIDs and BSSIDs are identi 
cal. Moreover, in a modification, it is determined in S6 
whether the SSIDs are identical, but it need not be determined 
whether the BSSIDs are identical. Thereby, if the SSIDs are 
identical, it can be determined that the MFP10 and the mobile 
device 50 belong to the same wireless network even in the 
case where the MFP10 and the mobile device 50 each belong 
to a wireless network constructed by a different access point. 

In the case where the mobile device 50 currently belongs to 
the network to which the MFP 10 currently belongs, the MFP 
10 and the mobile device 50 can execute communication via 
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the network to which they currently belong. That is, the 
mobile device 50 can execute wireless communication with 
the MFP 10 by using the wireless setting currently stored in 
the work area 58. In S7 the control unit 30 sends, without 
changing the wireless setting of the mobile device 50, infor 
mation indicating setting change is unnecessary via the NFC 
I/F 22, this information indicating setting change is unneces 
sary indicating that the communication of data can be 
executed, and the process proceeds to S20. Moreover, the 
information indicating setting change is unnecessary 
includes the IP address of the MFP10. 

In S8 the determining unit 42 determines whether 
WFD=ON mode has been set. In the case where the mode 
value Stored in the memory 34 is a value representing 
WFD=ON mode, the determining unit 42 determines YES in 
S8, and proceeds to S10. On the other hand, in the case where 
the mode value stored in the memory 34 is a value represent 
ing WFD=OFF mode, the determining unit 42 determines NO 
in S8, and the process proceeds to S9. 

In S9 a communication executing unit 44 changes the mode 
from WFD=OFF mode to WFD=ON mode by changing the 
mode value stored in the memory 34, and the process pro 
ceeds to S15. The communication executing unit 44 further 
stores, in the memory 34, setting change information indicat 
ing that the mode value has been changed. 

In S10 the determining unit 42 determines whether the 
MFP 10 is operating in the client state in the wireless network 
to which it currently belongs. Specifically, in the case where 
the state value stored in the work area 38 is a value represent 
ing the client state, the determining unit 42 determines that 
the MFP 10 is operating in the client state (YES in S10). On 
the other hand, in the case where the state value stored in the 
work area 38 is not a value representing the client state, the 
determining unit 42 determines that the MFP 10 is not oper 
ating in the client state (NO in S10). In the case ofYES in S10, 
the process proceeds to S14. 
On the other hand, in the case of NO in S10, in S12 the 

determining unit 42 determines whether the MFP 10 is oper 
ating in the G/O state in the wireless network to which it 
currently belongs. Specifically, in the case where the state 
value stored in the work area 38 is a value representing the 
G/O state, the determining unit 42 determines that the MFP 
10 is operating in the G/O state (YES in S12). On the other 
hand, in the case where the state value stored in the work area 
38 is not a value representing the G/O state, the determining 
unit 42 determines that the MFP 10 is not operating in the G/O 
state (i.e., the MFP 10 is in the device state) (NO in S12). In 
the case of YES in S12, the process proceeds to S13, and in the 
case of NO in S12, the process proceeds to S15. 

In S13 the determining unit 42 determines whether or not 
the number of apparatuses other than the MFP 10 included in 
the WFD network in which the MFP 10 is operating in the 
G/O state (i.e., apparatuses which have established a connec 
tion with the MFP10) is less than a predetermined maximum 
client number. The determining unit 42 determines YES in 
S13 in the case where the number of identification informa 
tion of apparatuses stored in the administration list is less than 
the maximum client number, and determines NO in S13 in the 
case where the number is the same. In the case of YES in S13, 
the process proceeds to S16, and in the case of NO in S13, the 
process proceeds to S14. 

In S14 the communication executing unit 44 sends com 
munication NG information to the mobile device 50 by using 
the NFC I/F 22, the process returns to S2. This communica 
tion NG information indicates that the MIT 10 and the mobile 
device 50 currently cannot execute communication. 
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10 
In S15 the communication executing unit 44 sets the MFP 

10 to spontaneous G/O mode. The spontaneous G/O mode is 
a mode which keeps the MFP 10 operating in the G/O state. 
Consequently, the MFP 10 is set to the G/O state although a 
WFD network has not been constructed at the stage of S15. In 
the case where the MFP 10 is set to the G/O state, the com 
munication executing unit 44 prepares a wireless setting 
(SSID, BSSID, authentication method, encryption method, 
password, etc.) for the WFD-compatible apparatus and/or the 
WFD-incompatible apparatus to execute wireless communi 
cation, via the WFD network, with the MFP 10 that is oper 
ating in the G/O State. According to this configuration, the 
MFP 10 can execute wireless communication with the appa 
ratus that receives the wireless setting from the MFP 10 
regardless of whether the apparatus that receives the wireless 
setting (the mobile device 50 in the present embodiment) is a 
WFD-compatible apparatus or a WFD-incompatible appara 
tus. In general terms, in the case where the MFP 10 currently 
belongs to a network according to a first wireless communi 
cation system (or wireless communication standard, or wire 
less communication protocol), the communication executing 
unit 44 sends a wireless setting, this being a wireless setting 
for belonging to that network, to the communication execut 
ing unit 44 for the mobile device 50 to operate according to a 
second wireless communication system (or wireless commu 
nication standard, or wireless communication protocol) 
which is different from the first wireless communication sys 
tem (or wireless communication standard, or wireless com 
munication protocol). 

Moreover, the authentication method and encryption 
method are predetermined. Further, the communication 
executing unit 44 creates a password. Moreover, the SSID 
may be created by the communication executing unit 44 at the 
time the password is created, or may be predetermined. The 
BSSID is the MAC address of the MFP10. Moreover, at this 
stage, identification information of the apparatus connected 
with the G/O state apparatus is not described in the adminis 
tration list managed by the MFP 10. 

In S16, the communication executing unit 44 sends the 
prepared wireless setting to the mobile device 50 using the 
NFC I/F 22. In the case where process S16 is executed after 
process S15, the communication executing unit 44 sends, to 
the mobile device 50, the wireless setting which was prepared 
at the stage of setting the spontaneous G/O mode (S15). In the 
case where process S16 is executed after process S13, the 
communication executing unit 44 uses the NFC I/F 22 to 
send, to the mobile device 50, the wireless setting which was 
prepared at the stage of constructing the WFD network in 
which the MFP 10 is operating in the G/O state. 

Next, in S18 the communication executing unit 44 estab 
lishes a WFD connection between the MFP10 and the mobile 
device 50 by using the wireless LAN I/F 20. Upon receiving, 
from the MFP 10, the wireless setting of the MFP 10 that is 
operating in the G/O state, the mobile device 50 stores the 
received wireless setting in the work area 58. Consequently, 
the mobile device 50 executes wireless communication 
according to normal Wi-Fi. Next, the communication execut 
ing unit 44 executes the wireless communication of an 
Authentication Request, Authentication Response, Associa 
tion Request, Association Response, and 4-way handshake 
with the mobile device 50. Various authentication processes 
such as authentication of SSID, authentication of authentica 
tion method and encryption method, authentication of pass 
word, etc. are executed during the course of the wireless 
communication. In a case where all the authentications suc 
ceed, a wireless connection is established between the MFP 
10 and the mobile device 50. 
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(i.e., wireless communication according to the WFD System 
or normal Wi-Fi) is represented by arrows. The arrows rep 
resenting the wireless communication using the wireless 
LAN IN 20 are fatter than the arrows representing the wire 
less communication using the NFC IN 22. 

According to this configuration, in the case where the MFP 
10 determines that the mobile device 50 currently belongs to 
the network to which the MFP 10 currently belongs, the MFP 
10 can appropriately execute the communication of print data 
via the network to which the MFP10 and the mobile device 50 
currently belong without changing the wireless setting to 
which the MFP 10 and the mobile device 50 are currently set. 

(Second Situation) 
In the second situation shown in FIG. 4, the MFP 10 cur 

rently belongs to the WFD network. The MFP 10 is operating 
in the G/O State in the WFD network. The PC 8 that is in the 
client state currently belongs to the WFD network. The 
mobile device 50 does not currently belong to the wireless 
network to which the MFP 10 currently belongs. The mobile 
device 50 may currently belong, or may not belong, to a 
wireless network other than the wireless network to which the 
MFP 10 currently belongs. 

In this situation, upon receiving the NFC information from 
the mobile device 50 by using the NFC IN 22, in S4 the MFP 
10 determines that the MFP 10 currently belongs to a network 
(YES in S4). Moreover, in the case where the mobile device 
50 currently belongs to a wireless network, the NFC infor 
mation includes the SSID and BSSID of the wireless network 
and, in the case where the mobile device 50 does not currently 
belong to a wireless network, the NFC information does not 
include the SSID and BSSID of the wireless network. Next, 
the MFP 10 determines in S6 that the mobile device 50 does 
not currently belong to the WFD network to which the MFP 
10 currently belongs (NO in S6). In S12, the MFP 10 deter 
mines that the MFP 10 is in the (I/O state (YES in S12). In this 
case, in S16, the MFP 10 sends the wireless setting of the 
MFP 10 Stored in the work area 38 and the IP address of the 
MFP 10 to the mobile device 50 by using the NFC IN 22. 
Upon receiving the wireless setting, the mobile device 50 
stores the received wireless setting in the work area 58. Next, 
the MFP 10 and the mobile device 50 establish a WFD con 
nection (S18). Thereby, the mobile device 50 can belong to 
the WFD network to which the MFP 10 currently belongs. 
Moreover, by using the NFC IN 22, the MFP 10 sends a 
wireless setting including the authentication method and the 
encryption method of the MFP 10 to the mobile device 50. 
According to this configuration, the mobile device 50 can 
execute an authentication process according to the authenti 
cation method and encryption method received from the MFP 
10, and need not execute any process to verify whether an 
authentication method and encryption method is to be used. 
Consequently, the MIT 10 and the mobile device 50 can 
establish a connection comparatively promptly. 

Next, the mobile device 50 sends print data to the MFP 10 
by using the wireless setting stored in the work area 58 and the 
IP address received in S16. The MFP 10 receives the print 
data by using the wireless LAN IN 20 (S20). Upon receiving 
the print data, the MFP 10 causes the print executing unit 16 
to execute a print process. According to this configuration, in 
the case where the MFP 10 is operating in the G/O state in the 
WFD network, the MFP 10 can appropriately execute the 
communication of print data with the mobile device 50 via the 
WFD network to which the MFP 10 currently belongs. 

(Third Situation) 
In the third situation shown in FIG. 5, the MIT 10 currently 

belongs to a WFD network. The MFP 10 is operating in the 
client State in the WFD network. The PC 8 that is in the G/O 
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14 
state currently belongs to the WFD network, whereas the 
mobile device 50 does not currently belong. The mobile 
device 50 is in the same state as in the second situation. 

In this situation, upon receiving NFC information from the 
mobile device 50 by using the NFC I/F 22, in S4 the MFP10 
determines that the MFP 10 currently belongs to a network 
(YES in S4). Next, the MFP 10 determines in S6 that the 
mobile device 50 does not currently belong to the WFD 
network to which the MFP 10 currently belongs (NO in S6). 
In S10 the MFP10 determines that the MFP 10 is in the client 
state (YES in S10). In this ease, in S14 the MFP 10 sends the 
communication NG information to the mobile device 50 by 
using the NFC I/F 22. 

In this case, the MFP 10 does not send the wireless setting 
stored in the work area 38 to the mobile device 50. According 
to this configuration, the wireless setting of the PC 8 that is 
operating in the G/O state in the WFD network does not need 
to be provided to the mobile device 50. Thereby, it is possible 
to prevent the mobile device 50 from entering the WFD net 
work. Further, by receiving the communication NG informa 
tion from the MFP 10, the mobile device 50 can notify the 
user of the mobile device 50 that the MFP 10 is not executing 
the communication of object data with the mobile device 50. 

(Fourth Situation) 
In a fourth situation shown in FIG. 6, the setting of the 

wireless LAN IN 20 in the MFP 10 is Set to the WFD=ON 
mode, but the MFP 10 does not currently belong to a WFD 
network. That is, the MFP 10 is operating in the device state. 
Moreover, the state of the MFP 10 is either a state of currently 
belonging or not currently belonging to a normal Wi-Fi net 
work. The mobile device 50 is in the same state as in the 
second situation. 

In this situation, upon receiving NFC information from the 
mobile device 50 by using the NFC I/F 22, the MFP 10 
determines in S4 that the MFP10 does not currently belong to 
a network (NO in S4). Further, in S10 and S12, the MFP 10 
determines that the MFP 10 is not in either the G/O State or the 
client state (NO in both S10, S12). In this case, in S15 the 
MFP 10 sets the MFP 10 to spontaneous G/O mode without 
executing the G/O negotiation. 

Next, in S16, the MFP 10 sends the wireless setting of the 
MFP 10 stored in the work area 38 (i.e., the wireless setting 
prepared at the stage of setting spontaneous G/O mode in 
S15) and the IP address of the MFP 10 to the mobile device 50 
by using the NFC I/F 22. Upon receiving the wireless setting, 
the mobile device 50 stores the received wireless setting in the 
work area 58. Next, the MIT 10 and the mobile device 50 
establish a WFD connection (S18). Thereby, the mobile 
device 50 can belong to the WFD network in which the MFP 
10 is operating in the G/O state. 

Next, the mobile device 50 sends print data to the MFP 10 
by using the wireless setting stored in the work area 58 and the 
IP address received in S16. The MFP 10 receives the print 
data by using the wireless LAN I/F 20 (S20). Upon receiving 
the print data, the MFP 10 causes the print executing unit 16 
to execute the print process. According to this configuration, 
the MFP 10 can newly construct a WFD network in which the 
MFP 10 is operating in the G/O state in the WFD network. 
Thereby, the MFP 10 can appropriately execute the commu 
nication of print data with the mobile device 50 via the newly 
constructed WFD network. Further, since the MFP 10 is 
necessarily operating in the G/O state in the newly con 
structed WFD network, the MFP10 can determine an authen 
tication method, etc. to be used in the WFD network. 

(Fifth Situation) 
In the fifth situation shown in FIG. 7, the setting of the 

wireless LAN IN 20 is set to the WFD=OFF mode in the MFP 



US 9,088,863 B2 
15 

10. The MFP 10 is in the state of not currently belonging to a 
network. The mobile device 50 is in the same state as in the 
second situation. 

In this situation, upon receiving the NFC information from 
the mobile device 50 by using the NFC I/F 22, NO is deter 
mined in S4 in the same manner as in the fourth situation. The 
MFP 10 determines in S8 that the MFP 10 is set to the 
WFD=OFF mode. In this case, in S9 the MFP 10 changes the 
mode from the WFD=OFF mode to the WFD=ON mode. 
Next, in S15 the MFP 10 sets the MFP 10 to the spontaneous 
G/O mode. 

Below, the processes until the print process are the same as 
in the fourth situation. In this configuration, also, the same 
advantages as in the fourth situation can be achieved. When 
the print process ends, the MFP10 determines that an external 
device does not currently belong to the newly constructed 
WFD network (NO in S23), and changes the mode from the 
WFD=ON mode to the WFD=OFF mode. According to this 
configuration, in the case where the external device does not 
belong to the WFD network after the communication of print 
data, the mode can appropriately be changed from the 
WFD=ON mode to the WFD=OFF mode. 

In the present embodiment, the MFP 10 can, by using the 
wireless LAN I/F 20, appropriately execute the wireless com 
munication of object data with the mobile device 50 at a 
comparatively fast communication speed by executing pro 
cesses in accordance with whether the MFP 10 currently 
belongs to the same network as the mobile device 50, i.e., in 
accordance with whether the MFP 10 is capable of commu 
nicating with the mobile device 50. Further, the MFP 10 can 
execute the communication of object data with the mobile 
device 50 via the WFD network without the MFP 10 and the 
mobile device 50 communicating via different access points. 

Further, in the case where the MFP 10 is not capable of 
communicating with the mobile device 50 and the MFP 10 
currently belongs to the WFD network, the MFP 10 can 
appropriately execute the communication of the object data 
with the mobile device 50 via the WFD network to which the 
MFP 10 currently belongs. Further, in the case where the 
MFP 10 does not currently belong to the WFD network, the 
MFP 10 can appropriately execute the communication of the 
object data with the mobile device 50 via the newly con 
Structed WFD network. 

(Corresponding Relationships) 
The MFP 10 is an example of the “communication device'. 

the NFC I/F 22 is an example of the “first type of interface', 
and the wireless LANI/F 20 is an example of the “second type 
of interface'. Moreover, from the above description, since the 
NFC I/F 22 (i.e., the “first type of interface') executes com 
munication using the wireless LAN I/F 20 (i.e., the “second 
type of interface'), the NFC I/F 22 can be called an interface 
used for communication executed between the MFP 10 (i.e., 
the “communication device') and the mobile device 50. 

The AP 6 is an example of the “access point. That is, the 
“access point' is a device that, within a network to which the 
access point belongs, i.e., a normal Wi-Fi network, relays 
communication between a pair of apparatuses belonging to 
the normal Wi-Fi network. 

The NFC information is an example of the “specific infor 
mation'. The G/O state is an example of the “parent station 
state', and the client state is an example of the “child station 
state'. In the case where YES is determined in S4, the WFD 
network to which the MFP 10 belongs is an example of the 
“first wireless network', and the WFD network constructed 
by the processes S15 to S18 is an example of the “second 
wireless network”. 
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The case ofYES in S4 of FIG. 2 is an example of the “first 

case', and the case of NO in S4 of FIG. 2 is an example of the 
“second case'. 

(Second Embodiment) 
Points differing from the first embodiment will be 

described. In the present embodiment, in the case where the 
mobile device 50 currently belongs to a network, the mobile 
device 50 sends, to the MFP 10, NFC information further 
including the password, authentication method and encryp 
tion method as the wireless setting stored in the work area 58. 

Further, in the present embodiment, a communication pro 
cess of FIG. 8 is executed instead of the communication 
process of FIG. 2. S2 to S24 of FIG. 8 are the same as the 
processes S2 to S24 of FIG. 2. In the case of NO in S4 in the 
case where the MFP 10 does not currently belong to a net 
work), in S82 the determining unit 42 determines whether the 
wireless setting is included in the NFC information received 
from the mobile device 50 by using the NFC I/F 22. In the case 
where it is determined that the wireless setting is included 
(YES in S82), in S83 the information indicating setting 
change is unnecessary is sent to the mobile device 50 by using 
the NFC I/F 22. Moreover, hithe case of NO in S4 (i.e., in the 
case where the MFP 10 does not currently belong to a net 
work), in S83 the information indicating setting change is 
unnecessary that includes the MAC address of the MFP 10 is 
sent to the mobile device 50. On the other hand, in the case of 
YES in S4 and NO in S6 (that is, although the MFP 10 
currently belongs to a network, the MFP 10 and the mobile 
device 50 do not currently belong to the same network), in 
S83 the information indicating setting change is unnecessary 
that includes the IP address of the MFP 10 is sent to the mobile 
device50. Next, in S84, the communication executing unit 44 
proceeds to S20 by belonging to the network to which the 
mobile device 50 belongs by using the wireless setting 
included in the NFC information. 
On the other hand, in the case where it is determined that 

the wireless setting is not included in the NFC information 
(NO in S82), the process proceeds to S8. 

(Advantages of Present Embodiment) 
The MFP 10 of the second embodiment can achieve the 

same advantages as the MFP 10 of the first embodiment in the 
first to fifth situations. The advantages of the present embodi 
ment in a sixth situation will be described with reference to 
FIG. 9. Moreover, processes corresponding to the communi 
cation process of FIG. 8 are shown in FIG. 9. 

(Sixth Situation) 
In the sixth situation shown in FIG.9, the MFP 10 does not 

currently belong to a network. On the other hand, the mobile 
device 50 currently belongs to a normal Wi-Fi network to 
which the AP 6 belongs. 

In this situation, upon receiving NFC information from the 
mobile device 50 via the NFC I/F 22, the MFP 10 determines 
that the MFP 10 does not currently belong to a network (NO 
in S4). Next, in S82 the MFP 10 determines that the wireless 
setting for belonging to the network to which the mobile 
device 50 currently belongs is included in the NFC informa 
tion (YES in S82). 

Next, in S83 the MFP 10 sends the information indicating 
setting Chang unnecessary to the mobile device 50 by using 
the NFC I/F 22. Moreover, in the case of NO in S4 (i.e., the 
case where the MFP 10 does not currently belong to a net 
work), the MFP 10 sends information indicating setting 
change is unnecessary including the MAC address of the 
MFP 10 to the mobile device 50. Further, in the case of NO in 
S6 (i.e., the case where the MFP 10 currently belongs to a 
network, but the MFP 10 and the mobile device 50 do not 
belong to the same network), the MFP 10 sends information 
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indicating setting change is unnecessary including the IP 
address of the MFP 10 to the mobile device 50. 
The MFP 10 establishes a normal Wi-Fi connection with 

the AP 6 by using the wireless setting included in the NFC 
information (S84). In the case where the IP address of the 
MFP 10 is included in the information indicating setting 
change is unnecessary, the mobile device 50 specifies that IP 
address in the destination, and sends print data to the MFP10 
via the AP 6 (S20). Further, in the case where the MAC 
address of the MFP 10 is included in the information indicat 
ing setting change is unnecessary, the mobile device 50 iden 
tifies the IP address of the MFP 10 in accordance with RARP 
(abbreviation of Reverse Address Resolution Protocol), 
specifies the identified IP address in the destination, and sends 
print data to the MFP 10 via the AP 6 (S20). 

According to this configuration, in the case where the MIT 
10 and the mobile device 50 do not belong to the same 
network, the MFP 10 can appropriately execute the commu 
nication of print data with the mobile device 50 via the net 
work to which the mobile device 50 currently belongs. 

(Corresponding Relationships) 
The network to which the mobile device 50 belongs is an 

example of the “second target network”. The case of YES in 
S4 of FIG. 8 is an example of the “first case”, the ease of NO 
in S4 of FIG. 8 is an example of the “second case', and the 
case of NO in S4 of FIG. 8 and YES in S82 is an example of 
the “specific case'. 

(Third Embodiment) 
Points differing from the first embodiment will be 

described. In the present embodiment, a communication pro 
cess of FIG. 10 is executed instead of the communication 
process of FIG. 2. S2 to S12, S15 to S24 of FIG. 10 are the 
same as the processes S2 to S12, S15 to S24 of FIG. 2. In the 
case of NO in S8, i.e., in the case where the MFP 10 is not set 
to the WFD=ON mode, in S76 the determining unit 42 deter 
mines whether the MFP 10 currently belongs to the normal 
Wi-Fi network. In the case where information indicating that 
the MFP 10 currently belongs to the normal Wi-Fi network is 
being stored in the work area 38, the determining unit 42 
determines that the MFP 10 currently belongs to the normal 
Wi-Fi network (YES in S76), and the process proceeds to 
S80. On the other hand, in the case where information indi 
cating that the MFP 10 currently belongs to the normal Wi-Fi 
network is not being stored in the work area 38, the determin 
ing unit 42 determines that the MFP 10 does not currently 
belong to the normal Wi-Fi network (NO in S76), and the 
process proceeds to S9. 

In the ease of YES in S12, i.e., in the case where the MFP 
10 currently belongs to a WFD network and is operating in the 
G/O state in the WFD network, the process proceeds to S13. 
In S16 the communication executing unit 44 sends the wire 
less setting of the MFP 10 stored in the work area 38 to the 
mobile device 50 via the NFC I/F 22, and the process pro 
ceeds to S18. The wireless setting of the MFP 10 sent in S16 
includes the password. 

Further, in the case where NO is determined in S12, i.e., in 
the case where the MFP 10 is operating in the device state, the 
determining unit 42 executes the process S78. The process 
S78 is the same as the process S76. In the case of NO in S78, 
the process proceeds to S15, and in the case of YES in S78, the 
process proceeds to S80. 

In S80, the communication executing unit 44 sends the 
wireless setting not including the password, for belonging to 
the normal Wi-Fi network that is being stored in the work area 
38, i.e., the wireless setting of the AP (e.g., the AP 6) to the 
mobile device 50 via the NFC 22, and the process proceeds to 
S20. Upon receiving the AP wireless setting, the mobile 
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device 50 causes the user to specify the password. When the 
password is specified, the mobile device 50 establishes a 
connection with the AP by using the wireless setting received 
from the MFP 10 and the password specified by the user. 
Thereby, the mobile device 50 becomes capable of wireless 
communication with the MFP 10 via the AP. Moreover, in the 
ease where a connection cannot be established between the 
mobile device 50 and the AP, the MFP 10 cannot execute 
wireless communication with the mobile device 50. In this 
case, the control unit 30 returns to S2 without executing the 
processes S20 to S24. 

(Advantages of Present Embodiment) 
The MFP 10 of the third embodiment can achieve the same 

advantages as the MFP 10 of the first embodiment in the first 
to fifth situations. The advantages of the present embodiment 
in a seventh situation will be described with reference to FIG. 
11. Moreover, processes corresponding to the communica 
tion process of FIG. 10 are shown in each of FIG. 11. 

(Seventh Situation) 
In the seventh situation shown in FIG. 11, the MFP 10 

currently belongs to a normal Wi-Fi network. The MFP 10 is 
connected with the AP 6 in the normal Wi-Fi network. The 
mobile device 50 is in the same state as in the second situa 
tion. 

In this situation, upon receiving NFC information from the 
mobile device 50 by using the NFC I/F 22, in S4 the MFP10 
determines that the MFP 10 currently belongs to a network 
(that is, the normal Wi-Fi network) (YES in S4). Next, the 
MFP 10 determines that the mobile device 50 does not cur 
rently belong to the normal Wi-Fi network to which the MFP 
10 currently belongs (NO in S6). In S76 the MFP 10 deter 
mines that it currently belongs to the normal Wi-Fi network 
(YES in S76). In this case, in S80 the MFP 10 sends, to the 
mobile device 50, the IP address of the MFP 10 and the 
wireless setting of the AP 6 not including the password, which 
is stored in the work area 38. According to this configuration, 
the password does not need to be provided to the mobile 
device 50 and the user. Consequently, in the case where the 
mobile device 50 and the user do not know the password for 
belonging to the normal Wi-Fi network in which the AP 6 is 
used, it is possible to prevent the mobile device 50 from 
entering the normal Wi-Fi network. 
When the wireless setting is received, the mobile device 50 

receives the wireless setting and causes the user to specify the 
password. Next, when the password is specified by the user, 
the mobile device 50 establishes a normal Wi-Fi connection 
with the AP6. Thereby, the mobile device50 can belong to the 
normal Wi-Fi network to which the MFP 10 currently 
belongs. The mobile device 50 can send the print data to the 
MFP 10 via the AP 6. Upon belonging to the normal Wi-Fi 
network, the mobile device 50 executes the wireless commu 
nication via the AP6 by using the wireless setting stored in the 
work area 58 and the IP address of the MFP 10 received in 
S80, thereby sending the print data to the MFP 10. 

Moreover, although not shown, in the case where the MFP 
10 is currently operating in the device state (YES in S8, NO in 
S10 and S12) and the MFP 10 belongs to the normal Wi-Fi 
network (YES in S78), as well, the MFP 10 sends, to the 
mobile device 50, the AP wireless setting not including the 
password, that is being stored in the work area 38. 

According to this configuration, in the case where the MFP 
10 does not belong to the same network as the mobile device 
50, the MFP 10 can appropriately execute the communication 
of the print data with the mobile device 50 via the normal 
Wi-Fi network to which the MFP 10 currently belongs. 
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(Corresponding Relationships) 
The network to which the MFP 10 belongs upon the deter 

mination of YES in S4 of FIG. 10 is an example of the “first 
target network”. The case of YES in S4 of FIG. 10 is an 
example of the “first case”, the case of NO in S4 of FIG. 10 is 
an example of the “second case'. 

(Modifications) 
(1) In the first to third embodiments, upon receiving NFC 

information (YES in S2), the MFP 10 determines whether it 
currently belongs to a network (S4) and, in the case of deter 
mining that it belongs to a network (YES in S4), determines 
whether the MFP 10 and the mobile device 50 currently 
belong to the same network (S6). However, process S6 may 
be omitted. That is, in the first and third embodiments, upon 
receiving NFC information (YES in S2), the MFP 10 deter 
mines whether it currently belongs to a network (S4) and, in 
the case of determining that it belongs to a network (YES in 
S4), may proceed to the processes from S8 onwards. Further, 
in the second embodiment, in the case where the MFP 10 
determines that it currently belongs to a network (YES in S4), 
it may proceed to the processes from S82 onwards. 

(2) The “communication device' is not restricted to the 
multi-function peripheral, but may be anotherapparatus com 
prising the first type of interface and the second type of 
interface (e.g., printer, FAX device, copier, Scanner, etc.). 

(3) The MFP 10 may store an AP program for functioning 
as an access point. Upon activation of the AP program, the 
control unit 30 may store a predetermined wireless setting in 
the work area 38. In the case where the AP program is acti 
vated, in S4 of FIG. 2 the determining unit 42 may determine 
that the MFP 10 is currently participating in a network (a 
non-WFD network). In the present modification, the normal 
Wi-Fi network that is constructed in the state where the MFP 
10 is functioning as an access point is an example of the “first 
target network”. 

(4) Further, for example, in S15 of FIG. 2 the communica 
tion executing unit 44 may activate the AP program instead of 
setting the MFP 10 to spontaneous G/O mode. Next, the 
communication executing unit 44 may send the wireless set 
ting that is being stored in the work area 38 to the mobile 
device 50. Thereupon, the communication executing unit 44 
and the mobile device 50 may establish a connection by using 
the wireless setting pre-stored in the work area 38. In this 
case, the MFP 10 may establish a normal Wi-Fi connection 
with the mobile device 50 and, further, the MFP 10 may 
construct a normal Wi-Fi network. In the present modifica 
tion, the normal Wi-Fi network that is constructed in the state 
where the MFP 10 is functioning as an access point is an 
example of the “second target network”. 

(5) The combination of the “first type of interface' and the 
“second type of interface' is not restricted to the combination 
of the NFC IN and the wireless LAN I/F. For example, in the 
case where the wireless LAN I/F is adopted as the “second 
type of interface', the “first type of interface may be an 
interface for executing infrared communication, an interface 
for executing Bluetooth (registered trademark), or an inter 
face for executing Transfer Jet. Further, in the case where the 
NFC I/F is adopted as the “first type of interface', the “second 
type of interface' may be an interface for executing wired 
communication, or an interface for executing Bluetooth (reg 
istered trademark). In general terms, the combination of the 
interfaces may be any combination whereby the communica 
tion speed of communication via the second type of interface 
is faster than the communication speed of communication via 
the first type of interface. 

(6) The “first type of interface' and the “second type of 
interface' may physically be two interfaces (i.e., two separate 
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IC chips), as in the above embodiments, or may physically be 
one interface (i.e., two types of communication are realized 
with one IC chip). 

(7) In the above embodiments, the interface for executing 
wireless communication according to the WFD system and 
the interface for executing wireless communication accord 
ing to normal Wi-Fi was physically one interface (the wireless 
LAN IN 20). However, it may physically be a plurality of 
interfaces (i.e., two separate IC chips). In the present modi 
fication, the plurality of interfaces is an example of the “sec 
ond type of interface'. 

(8) In the above embodiments, in S15 the communication 
executing unit 44 sets the MFP 10 to spontaneous G/O mode. 
However, in the case where the mobile device 50 is capable of 
executing wireless communication according to WFD, the 
communication executing unit 44 may send the WFD con 
nection start information indicating the start of the WFD 
connection to the mobile device 50 via the NFC interface 22. 
A WPS (abbreviation of Wi-Fi Protected Setup) wireless 
connection system may be adopted as the system for execut 
ing WFD wireless connection. WPS wireless connection sys 
tems include a PBC (abbreviation of Push Button Configu 
ration) system and a PIN (abbreviation of Personal 
Identification Number) code system. In the present modifica 
tion, the PBC code system will be described. However, the 
technique of the present modification can also be applied to 
the PIN code system. The WFD connection start information 
may include information indicating that the PBC code system 
is used as the system for executing the WFD system wireless 
connection. The WFD connection start information may fur 
ther include the device ID of the MFP 10 (e.g., MAC address, 
serial number, etc.). 
Upon receiving the WFD connection start information, the 

mobile device 50 may determine whether the setting of the 
wireless LAN I/F of the mobile device 50 is a setting capable 
of executing wireless communication according to the WFD 
system. In the case where the setting of the wireless LAN I/F 
is a setting capable of executing wireless communication 
according to the WFD system, the mobile device 50 maintains 
the wireless LAN IN setting, and in the case where the setting 
of the wireless LAN I/F is not a setting capable of executing 
wireless communication according to the WFD system, the 
mobile device 50 may change the setting of the wireless LAN 
I/F to a setting capable of executing wireless communication 
according to the WFD system. 

Next, the communication executing unit 44 may search for 
the mobile device 50. Specifically, the communication 
executing unit 44 may sequentially execute Scan process, a 
Listen process, and a Search process. The Scan process is a 
process for searching for a G/O state apparatus present in the 
surroundings of the MFP10. Specifically, in the Scan process, 
the communication executing unit 44 wirelessly sends a 
Probe Request signal, sequentially, by using 13 channels 1 ch 
to 13ch sequentially. Moreover, this Probe Request signal 
may include P2P (Peer 2 Peer) information indicating that the 
MFP 10 is capable of executing the WFD function. 

For example, in the case where a G/O state WFD-compat 
ible apparatus (called “specific G/O apparatus' below) is 
present in the surroundings of the MFP 10, it may be prede 
termined that the specific G/O apparatus uses one channel 
from among 1ch to 13ch. Consequently, the specific G/O 
apparatus may wirelessly receive a Probe Request signal from 
the MFP 10. In this case, the specific G/O apparatus may 
wirelessly send a Probe Response signal to the MFP10. This 
Probe Response signal may include P2P information indicat 
ing that the specific G/O apparatus is capable of executing the 
WFD function, and information indicating that the specific 
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G/O apparatus is in the G/O state. Consequently, the commu 
nication executing unit 44 can find the specific G/O appara 
tus. Moreover, the Probe Response signal may further include 
information indicating a device name of the specific G/O 
apparatus and a category (e.g., mobile device, PC, etc.) of the 
specific G/O apparatus, and a MAC address of the specific 
G/O apparatus. Consequently, the communication executing 
unit 44 can acquire information relating to the specific G/O 
apparatus. 

In the case where the device ID (e.g., MAC address, serial 
number, etc.) of the specific G/O apparatus included in the 
Probe Response signal and the device ID of the mobile device 
50 included in the NFC information are identical, the com 
munication executing unit 44 can identify that the specific 
G/O apparatus is the mobile device 50. That is, in the case 
where the mobile device 50 currently belongs to a WFD 
network and the mobile device 50 is operating in the G/O state 
in the WFD network, the communication executing unit 44 
can find the mobile device 50 by means of the Scan process. 

Moreover, for example, in the case where a device state 
WFD-compatible apparatus (called “specific device appara 
tus' below) is present in the surroundings of the MFP 10, it 
may be predetermined that the specific device apparatus uses 
one channel from among 1ch, 6ch, 11ch. Consequently, the 
specific device apparatus may also wirelessly receive a Probe 
Request signal from the MFP 10. In this case, the specific 
device apparatus may wirelessly send a Probe Response sig 
nal to the MFP10. However, this Probe Response signal may 
include information indicating that the specific device appa 
ratus is in the device state, and may not include information 
indicating that the specific device apparatus is in the G/O 
state. Further, even if an apparatus that is in the client state 
wirelessly receives a Probe Request signal from the MFP10. 
the client state apparatus need not wirelessly send a Probe 
Response signal to the MFP 10. Consequently, in the Scan 
process, the communication executing unit 44 can find the 
mobile device 50 in the case the mobile device 50 is in the 
G/O state or in the case the mobile device 50 is in the device 
State. 
The Listen process is a process for responding to the Probe 

Request signal. The specific device apparatus can wirelessly 
send a Probe Request signal during the Search process (to be 
described). That is, in the case where the current state of the 
mobile device 50 is the device state, the mobile device 50 may 
periodically send a Probe Request signal wirelessly. This 
Probe Request signal may include the device ID of the mobile 
device 50 (e.g., MAC address, serial number, etc.). 

In the case where the device ID of the specific device 
apparatus included in the Probe Request signal and the device 
ID of the mobile device 50 included in the NFC information 
are identical, the communication executing unit 44 can iden 
tify that the specific device apparatus is the mobile device 50. 
That is, in the case where the mobile device 50 is operating in 
the device state, the communication executing unit 44 can 
find the mobile device 50 by means of the Listen process. 
Upon receiving the Probe Request signal from the mobile 
device 50, the communication executing unit 44 may wire 
lessly send a Probe Response signal. 

In the Search process, the communication executing unit 
44 may sequentially use the three channels lich, 6ch, 11ch to 
sequentially send a Probe Request signal wirelessly. Thereby, 
the communication executing unit 44 may wirelessly receive 
a Probe Response signal from the specific device apparatus. 
This Probe Response signal may include the P2P information 
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ID of the specific device apparatus (e.g., MAC address, serial 
number, etc.). In the case where the current state of the mobile 
device 50 is the device state, the mobile device 50 may wire 
lessly send a Probe Response signal in response to the Probe 
Request signal sent from the MFP 10. 

In the case where the device H) of the specific device 
apparatus included in the Probe Response signal and the 
device ID of the mobile device 50 included in the NFC infor 
mation are identical, the communication executing unit 44 
can identify that the specific device apparatus is the mobile 
device 50. That is, in the case where the mobile device 50 
currently belongs to a WFD network and is operating in the 
device state in the WFD network, the communication execut 
ing unit 44 can find the mobile device 50 by means of the 
Search process. 

In the case where the mobile device 50 is found, the MFP 
10 executes G/O negotiation with the mobile device 50 by 
using the wireless LAN I/F 20, and may determine that one 
apparatus, from among the MFP10 and the mobile device 50. 
is to operate in the G/O state and the other apparatus is to 
operate in the client state. 

Next, the communication executing unit 44 may establish 
a connection according to WPS between the MFP10 and the 
mobile device 50. Specifically, in the case where the current 
State of the MFP 10 is the G/O State and the current State of the 
mobile device 50 is the client state (the case ofYES in S22), 
the communication executing unit 44 may create a wireless 
setting (SSID, authentication method, encryption method, 
password, etc.) needed to establish the wireless connection, 
and wirelessly send it to the mobile device 50. Moreover, the 
authentication method and encryption method may be prede 
termined. Further, the communication executing unit 44 may 
create a password at the time of creating the wireless setting. 
Moreover, the SSID may be created by the communication 
executing unit 44, or may be predetermined. Sending the 
wireless setting to the mobile device 50 allows the MFP 10 
and the mobile device 50 to use the same wireless setting. 
That is, by using the wireless setting, the MFP 10 and the 
mobile device 50 may execute the wireless communication of 
an Authentication Request, Authentication Response, Asso 
ciation Request, Association Response, and 4-way handshake. 
The MFP 10 and the mobile device 50 may execute various 
authentication processes such as authentication of SSID, 
authentication of authentication method and encryption 
method, authentication of password, etc. during this process. 
In case all the authentications succeeded, wireless connection 
may be established between the MFP 10 and the mobile 
device 50. Thereby, a state may be achieved where the MFP 
10 and the mobile device 50 belong to the same WFD net 
work. 
On the other hand, in the case where the current state of the 

MFP 10 is the client state and the current state of the target 
apparatus is the G/O state, the communication executing unit 
44 may execute WPS negotiation for the client state. Specifi 
cally, the mobile device 50 may create a wireless setting 
(SSID, authentication method, encryption method, password, 
etc.) needed to establish the wireless connection, and wire 
lessly send it to the MFP10. Consequently, the communica 
tion executing unit 44 may wirelessly receive the wireless 
setting from the mobile device 50. The subsequent processes 
(the communication processes of the Authentication Request, 
etc.) are the same as in the WPS negotiation for the G/O state. 
Thereby, a state may be achieved where the MFP 10 and the 
mobile device 50 belong to the same WFD network. Conse 
quently, it becomes possible to execute the wireless commu 
nication of object data (print data, etc.) between the MFP 10 
that is in the client state and the mobile device 50 that is in the 
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G/O state. In the present modification, the G/O negotiation 
and the WPS negotiation are an example of the “specific 
process'. 

(8) In the above embodiments, the units 40 to 46 are real 
ized by software. However, one or more of the units 40 to 46 5 
may be realized by hardware such as a logic circuit, etc. 
The invention claimed is: 
1. A communication device comprising: 
a first type of interface for executing a wireless communi 

cation with a mobile device; 
a second type of interface for executing a wireless commu 

nication with the mobile device; 
one or more processors; and 
a memory that stores computer-readable instructions 

therein, the computer-readable instructions, when 
executed by the one or more processors, causing the 
communication device to: 
(A) determine whether or not the communication device 

currently belongs to a target network for executing a 
wireless communication using the second type of 
interface; 

(B) execute a wireless communication of object data 
with the mobile device via a first target network using 
the second type of interface after executing a sending 
process of sending a wireless setting, for causing the 
mobile device to belong to the first target network, to 
the mobile device using the first type of interface in a 
first case where the communication device is deter 
mined as currently belonging to the first target net 
work; and 

(C) execute the wireless communication of the object 
data with the mobile device via a second target net 
work using the second type of interface after execut 
ing a specific process of causing both the communi 
cation device and the mobile device to belong to the 
second target network in a second case where the 
communication device is determined as currently not 
belonging to the target network. 

2. The communication device as in claim 1, wherein 
the second type of interface is an interface for the commu 

nication device to execute a specific wireless communi 
cation, 

the specific wireless communication is a wireless commu 
nication that the communication device and the mobile 
device execute without using an access point different 
from the communication device and the mobile device, 
and 

the specific process is a process for the communication 
device and the mobile device to execute the specific 
wireless communication using the second type of inter 
face. 

3. The communication device as in claim 2, wherein 
the communication device is capable of selectively oper 

ating in one of a plurality of States including a parent 
station state in which the communication device func 
tions as a parent station of a target wireless network, a 
child station state in which the communication device 
functions as a child station of the target wireless net 
work, and a device state different from the parent station 
state and the child station state, 

the communication device is capable of executing the spe 
cific wireless communication via the target wireless net 
work by operating in either the parent station state or the 
child station state in the target wireless network, and 

in the second case, the computer-readable instructions, 
when executed by the one or more processors, cause the 
communication device to: 
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(D) execute the specific process of newly constructing 

the second target network for executing the specific 
wireless communication, the second target network 
being a network to which the communication device 
and the mobile device are to belong. 

4. The communication device as in claim3, wherein in the 
second case, the above (D) includes executing the specific 
process including a process of determining that the commu 
nication device is to operate in the parent station state in the 
second target network without executing a selectively deter 
mining process of determining in which of the parent station 
state or the child station state the communication device is to 
operate in the second target network. 

5. The communication device as in claim 1, wherein the 
computer-readable instructions, when executed by the one or 
more processors, further cause the communication device to: 

receive specific information from the mobile device using 
the first type of interface; and 

in a specific case where the mobile device currently 
belongs to the second target network in the second case, 
(E) execute the specific process for causing the commu 
nication device to belong to the second target network 
using a specific wireless setting, included in the specific 
information, for causing the communication device to 
belong to the second target network. 

6. The communication device as in claim 5, wherein 
the communication device is capable of executing, using 

the second type of interface, a specific wireless commu 
nication that the communication device and the mobile 
device execute without using an access point different 
from the communication device and the mobile device, 
and 

the above (E) includes: 
executing the specific process for causing the commu 

nication device to belong to the second target network 
using the specific wireless setting in a case where the 
specific wireless setting includes the specific infor 
mation in the specific case; and 

executing the specific process for newly constructing the 
second target network for the communication device 
to execute the specific wireless communication in a 
case where the specific wireless setting does not 
include the specific information in the specific case, 
the second target network being a network to which 
the communication device and the mobile device are 
to belong. 

7. The communication device as in claim 1, wherein 
the communication device is capable of selectively oper 

ating in one of a plurality of States including a parent 
station state in which the communication device func 
tions as a parent station of a target wireless network, a 
child station state in which the communication device 
functions as a child station of the target wireless net 
work, and a device state different from the parent station 
state and the child station state, 

the communication device is capable of executing a spe 
cific wireless communication via the target wireless net 
work using the second type of interface by operating in 
either the parent station state or the child station state in 
the target wireless network, 

the communication device is further capable of executing 
another wireless communication in which the commu 
nication device and the mobile device communicate via 
an access point using the second type of interface, 

the computer-readable instructions, when executed by the 
one or more processors, cause the communication 
device to: 
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execute the sending process of sending the wireless set 
ting, for causing the mobile device to belong to the 
first target network, to the mobile device using the first 
type of interface in the first case where the communi 
cation device currently belongs to the first target net 
work for executing the other wireless communica 
tion; 

execute the sending process of sending the wireless set 
ting, for causing the mobile device to belong to the 
first target network, to the mobile device using the first 
type of interface in the first case where the communi 
cation device currently belongs to the first target net 
work for executing the specific wireless communica 
tion and the communication device operates in the 
parent station state in the first target network; and 

not to execute the sending process in the first case where 
the communication device currently belongs to the 
first target network for executing the specific wireless 
communication and the communication device oper 
ates in the child station state in the first target network. 

8. The communication device as in claim 1, wherein the 
computer-readable instructions, when executed by the one or 
more processors, cause the communication device to 

execute the sending process in a case where the mobile 
device currently does not belong to the first target net 
work in the first case, and 

not execute the sending process in a case where the mobile 
device currently belongs to the first target network in the 
first case. 

9. The communication device as in claim 8, wherein the 
computer-readable instructions, when executed by the one or 
more processors, cause the communication device to: 

receive specific information from the mobile device using 
the first type of interface; 

determine whether or not the mobile device currently 
belongs to the first target network using the specific 
information; and 

execute the sending process in a case where it is determined 
that the mobile device does not currently belong to the 
first target network in the first case; and 

not execute the sending process in a case where it is deter 
mined that the mobile device currently belongs to the 
first target network in the first case. 

10. The communication device as in claim 1, wherein a 
communication speed of the communication using the second 
type of interface is faster than a communication speed of the 
communication using the first type of interface. 

11. The communication device as in claim 1, wherein a 
maximum distance across which the communication device 
executes the wireless communication with the mobile device 
using the second type of interface is greater than a maximum 
distance across which the communication device executes the 
wireless communication with the mobile device using the first 
type of interface. 
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12. A communication device comprising: 
a first type of interface for executing a wireless communi 

cation with a mobile device: 
a second type of interface for executing a wireless commu 

nication with the mobile device; and 
a control unit, wherein the control unit comprises: 

a determining unit configured to determine whether or 
not the communication device currently belongs to a 
target network for executing a wireless communica 
tion using the second type of interface; and 

a communication executing unit configured to: 
execute a wireless communication of object data with 

the mobile device via a first target network using 
the second type of interface after executing a send 
ing process of sending a wireless setting, for caus 
ing the mobile device to belong to the first target 
network, to the mobile device using the first type of 
interface in a first case where the communication 
device is determined as currently belonging to the 
first target network; and 

execute the wireless communication of the object data 
with the mobile device via a second target network 
using the second type of interface after executing a 
specific process of causing both the communica 
tion device and the mobile device to belong to the 
second target network in a second case where the 
communication device is determined as currently 
not belonging to the target network. 

13. A non-transitory computer-readable storage medium 
storing computer-readable instructions for a communication 
device comprising a first type of interface for executing a 
wireless communication with a mobile device and a second 
type of interface for executing a wireless communication with 
the mobile device, the computer-readable instructions, when 
executed by one or more processors mounted on the commu 
nication device, causing the communication device to: 

determine whether or not the communication device cur 
rently belongs to a target network for executing a wire 
less communication using the second type of interface: 
and 

execute a wireless communication of object data with the 
mobile device via a first target network using the second 
type of interface after executing a sending process of 
sending a wireless setting, for causing the mobile device 
to belong to the first target network, to the mobile device 
using the first type of interface in a first case where the 
communication device is determined as currently 
belonging to the first target network; and 

execute the wireless communication of the object data with 
the mobile device via a second target network using the 
second type of interface after executing a specific pro 
cess of causing both the communication device and the 
mobile device to belong to the second target network in 
a second case where the communication device is deter 
mined as currently not belonging to the target network. 


