Office de la Propriete Canadian CA 2791937 A1 2011/09/09

Intellectuelle Intellectual Property
du Canada Office (21) 2 791 937
g,lnngL%?rri‘fgaena " mfgtfy”%ya‘r’]‘; " 12 DEMANDE DE BREVET CANADIEN
CANADIAN PATENT APPLICATION
13) A1
(86) Date de depot PCT/PCT Filing Date: 2011/03/03 (51) CLInt./Int.Cl. GOEB 1/7/00(2006.01)

(87) Date publication PCT/PCT Publication Date: 2011/09/09 | (71) Demandeur/Applicant:
(85) Entree phase nationale/National Entry: 2012/08/31 HONEYWELL INTERNATIONAL INC., US
(86) N° demande PCT/PCT Application No.: US 2011/027033 | (/2) Inventeurs/Inventors:

KARIM, ZIA, US:
(87) N° publication PCT/PCT Publication No.: 2011/109622 DOLL, DAVID, US:
(30) Priorité/Priority: 2010/03/03 (US12/716,439) MICHAELS, JONATHAN, US

(74) Agent: GOWLING LAFLEUR HENDERSON LLP

(54) Titre : CAPTEUR DE VARIABLES D'ENVIRONNEMENT A ASPIRATION AVEC SERVEUR INTERNET ET
NOTIFICATION PAR COURRIER ELECTRONIQUE
(54) Title: ASPIRATING ENVIRONMENTAL SENSOR WITH WEBSERVER AND EMAIL NOTIFICATION

iwﬁf»"r EC | [CP | | Ws]

55 g2 (L4 587 70
50 74
64 -
GATEWAY ~ SERVER
_?_4 20
INTERNET )42 pohise
| 14 46
USERT  USER?
36"'"" Ul UIP | oeo

(57) Abréegée/Abstract:

A detector Is described. The detector includes one or more environmental sensors that measures a predetermined environmental
parameter, a processor that compares the measured parameter with a plurality of threshold values and detects that the measured
parameter exceeds one of the plurality of threshold values and constructs a message to a person associlated with the exceeded
threshold value and an Internet protocol network interface that forwards the constructed message to the person.

"‘:‘g.‘:\:. 'E\. @' "".
":‘;\‘\-"';"'. -, !L L\'
M "-q-;- 7
> ‘1.'.
[N

I*I ) . Pen, B N o
C an ad a http:/opic.ge.ca + Ottawa-Hull K1A 0C9 - atip.://eipo.ge.ca OPIC 48 & 7%% 110

e
- SRR RO S 2 A\-‘
OPIC - CIPO 191 s




2011/109622 A3 I 0ADY ) 00 0 AR T

W

CA 02791937 2012-08-31

(12) INTERNATIONAL APPLICATION PUBLISHED UNDER THE PATENT COOPERATION TREATY (PCT)

(19) World Intellectual Property Organization

International Bureau

(43) International Publication Date
9 September 2011 (09.09.2011)

(10) International Publication Number

WO 2011/109622 A3

(51)

(21)

(22)

(25)

(26)
(30)

(71)

(72)
(75)

(74)

International Patent Classification:
GOSB 17/00 (2006.01)

International Application Number:
PCT/US2011/027033

International Filing Date:
3 March 2011 (03.03.2011)

Filing Language: English
Publication Language: English
Priority Data:

12/716,439 3 March 2010 (03.03.2010) US

Applicant (for all designated States except US). HON-
EYWELL INTERNATIONAL INC. [US/US]; Patent

Services M/S AB/2B, 101 Columbia Road, P. O. Box
2245, Morristown, New Jersey 07962-2245 (US).

Inventors; and

Inventors/Applicants (for US only): KARIM, Zia
[US/UST; 36 W830 Woodland Ct., St. Charles, Illinois
60175 (US). DOLL, David [US/US]; 1230 Hall Street,
Sugar Grove, Illinois 60554 (US). MICHAELS,
Jonathan [US/US]; 808 Elm Street, Park Ridge, Illinois
60068 (US).

Agent: BEATUS, Carrie; Honeywell International Inc.,
Law Department AB/2B, 101 Columbia Road, P. O. Box
2245, Morristown, New Jersey 07962-2245 (US).

(81)

(84)

Designated States (unless otherwise indicated, for every
kind of national protection available): AE, AG, AL, AM,
AO, AT, AU, AZ, BA, BB, BG, BH, BR, BW, BY, BZ,
CA, CH, CL, CN, CO, CR, CU, CZ, DE, DK, DM, DO,
DZ, EC, EE, EG, ES, FI, GB, GD, GE, GH, GM, GT,
HN, HR, HU, ID, IL, IN, IS, JP, KE, KG, KM, KN, KP,
KR, KZ, LA, LC, LK, LR, LS, LT, LU, LY, MA, MD,
ME, MG, MK, MN, MW, MX, MY, MZ, NA, NG, NI,
NO, NZ, OM, PE, PG, PH, PL, PT, RO, RS, RU, SC, SD,
SE, SG, SK, SL, SM, ST, SV, SY, TH, TJ, TM, TN, TR,
TT, TZ, UA, UG, US, UZ, VC, VN, ZA, ZM, ZW.

Designated States (unless otherwise indicated, for every
kind of regional protection available). ARIPO (BW, GH,
GM, KE, LR, LS, MW, MZ, NA, SD, SL, SZ, TZ, UG,
/M, ZW), Eurasian (AM, AZ, BY, KG, KZ, MD, RU, TJ,
TM), European (AL, AT, BE, BG, CH, CY, CZ, DE, DK,
EE, ES, FI, FR, GB, GR, HR, HU, IE, IS, IT, LT, LU,
LV, MC, MK, MT, NL, NO, PL, PT, RO, RS, SE, SI, SK,
SM, TR), OAPI (BF, BJ, CF, CG, CI, CM, GA, GN, GQ,
GW, ML, MR, NE, SN, TD, TG).

Published:

(83)

with international search report (Art. 21(3))

before the expiration of the time limit for amending the

claims and to be republished in the event of receipt of
amendments (Rule 48.2(h))

Date of publication of the international search report:
1 December 2011

(54) Title: ASPIRATING ENVIRONMENTAL SENSOR WITH WEBSERVER AND EMAIL NOTIFICATION

19— ¢ 14 Y 6]
27 | |
RS 36 38 9 ] ~26
" ] A f (vl Re | |,
USER - 56 |
e & * e 22
Uit H-68[ sp H-29 :
634] . I
60 s ot s .
BS 6 54 58 — .
50 74 40 ~18 1]
64 74 ALARM
INTERNET 42 CS;"EFE%%
,r'44 C46
USER] USER2
66—+ Ul | UIP T

FIG. 1

(57) Abstract: A detector 1s described. The detector includes one or more environmental sensors that measures a predetermined
environmental parameter, a processor that compares the measured parameter with a plurality of threshold values and detects that

the measured parameter exceeds one of the plurality of threshold values and constructs a message to a person associated with the
o exceeded threshold value and an Internet protocol network interface that forwards the constructed message to the person.
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ASPIRATING ENVIRONMENTAL SENSOR WITH WEBSERVER AND EMAIL
NOTIFICATION

Field of the Invention

The field of the invention relates to environmental sensors and more particular

to alarm sensors for buildings.

Background of the Invention

Environmental sensors, such as fire alarms, are generally known. Such
devices are typically constructed to detect heat or products of combustion and are
often used to provide an early warning of fire in buildings or homes.

While such sensors can be used as stand-alone devices, fire alarms sensors are
often connected to a local control panel that monitors the status of the individual
sensors. Upon detecting a fire through one of the sensors, the control panel may
activate a local audible alarm to alert human occupants of the detected fire.

In addition to activating a local audible alarm, the control panel may send an
alarm signal to a central monitoring station. Upon receiving the alarm signal from the
local control panel, the central monitoring station may alert the police or local fire
department.

Because of the risks associated with fire, central monitoring stations often seek
to mitigate the effects of fire alarm reports. When an indicator of fire is received, the
central monitoring station will often attempt to contact an occupant within the
protected facility in order to confirm the presence of a fire. If a local occupant cannot
be contacted, the central station may dispatch security personnel to investigate the
status of a facility. However, even this strategy may not work for small fires or for
fires deep within a structure. Accordingly, a need exists for more flexible means for

detecting and reporting the status of fire detectors.

Brief Description of the Drawings

FIG. 1 depicts a fire alarm detection system in accordance with an illustrated

embodiment of the invention;
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FIG. 2 depicts a sign-in and menu screen that may be used by the system of
F1G. 1;

FIG. 3 depicts a network summary control screen that may be used by the
system of FIG. 1;

FIG. 4 depicts a message addressing control screen that may be used by the
system of FIG. 3;

FIG. 5 depicts a threshold summary screen that may be used by the system of
FIG. 1;

FIG. 6 depicts a threshold change control screen that may be used by the
system of FIG. 1;

FIG. 7 depicts an event screen that may be used by the system of FIG. 1;

FIG. 8 depicts a live event screen that may be used by the system of FIG. 1;

and

FIG. 9 depicts an Internet message delivered by the system of FIG. 1.

Detailed Description of an Illustrated Embodiment of the Invention

FIG. 1 depicts a fire alarm system 10 shown generally in accordance with an
1llustrated embodiment of the invention. The alarm system 10 may include a number
of environmental condition detectors (e.g., fire, heat, smoke, carbon monoxide,
ionization, particulate etc.) 14, 16 located within and otherwise used to protect an area
12 against fires. While only two detectors 14, 16 are shown in FIG. 1, any number of
detectors 14, 16 and/or sensors may be used and distributed throughout the area 12
depending upon the size of the area 12.

Also located within the protected area 12 may be a local alarm panel 18. The
local alarm panel 18 and sensors 16, 18 may be interconnected via a wired or wireless
network 22. The local alarm panel 18 in turn may be connected to a central
monitoring panel 20 via a wired or wireless network 24.

The local alarm panel 18 and central monitoring station 20 may operate
conventionally. During normal operation, the local alarm panel 18 may monitor the
sensors 14, 16 for indication of fire. Upon detecting a signal indicating a fire from
one of the sensors 14, 16, the local alarm panel 18 may activate a local audible alarm
to alert any person located within the area 12 to the fire. The local alarm panel 18

may also send an alarm message to the central monitoring station 20.
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Each of the alarm detectors 14, 16 includes a sensor element 26 and alarm
reporting processor 28. The sensor element 26 and reporting processor 28 are
conventional. The processor 28 monitors an output of the sensor element 26 and
reports an alarm to the local alarm panel 18 upon detection of a fire.

At least some or all of the alarm sensors 14, 16 may also include an auxiliary
reporting system 27 that reports the status of the alarm detectors 14, 16 independent
of any process associated with the alarm panel 18 and central monitoring station 20.
Included within the reporting system 27 of each of the sensors 14, 16 1s a plurality of
report message files 30, 32. Each of the report message files 30, 32 include a text
message 34, an address (e.g., an Internet address) 36 and a threshold value 38. The
threshold value 38 controls the sending of the text message to the Internet address 36
associated with each of the files 30, 32.

Each of the report message files 30, 32 is associated with a predetermined
human user through a terminal (e.g., a cellular telephone, a personal digital assistant
(PDA), a table PC, a personal computer, etc.) 44, 46. A reporting processor 48 within
the detector 14, 16 continuously compares each threshold 38 with a sensed parameter
(value) from the sensor element 26. When the sensor element value exceeds a
threshold 38, the reporting processor 48 sends the reporting message to the
corresponding user 44, 46.

The sensors 14, 16 may be coupled to the Internet 42 using any of a number of
different mechanisms. For example, the sensors 14, 16 may be connected to the
Internet 42 through a local area network (LAN) that may include a server 40. The
sensors 14, 16 may be connected to the server 40 via one or more Ethernet
connections 50, 52. In this case, the sensors 14, 16 may each be provided with a RJ45
receptacle for connection to the Ethernet via cables 50, 52. Alternatively, the

connections 50, 52 may be wireless.

During operation, the reporting processor 48 may continuously monitor the

sensor element 26. In each case, the reporting processor 48 may retrieve values of the
sensing element 26 in real time and compare the retrieved values with each of the
threshold values 38. Upon determining or otherwise detecting that the retrieved value
“exceeds a threshold 38, the reporting processor 48 may retrieve the associated Internet
address 36 and text message 34 in preparation for forwarding the message to a user
44, 46. The reporting processor 48 operating in conjunction with an Ethernet

controller 54 may incorporate the Internet address 36 and text message 34 into an e-
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mail message 56 and send the message 56 to a user 44, 46 through the Internet 42.
Under other embodiments, the message 56 may be sent and displayed as an Internet
blog posting or other status update.

Alternatively, the sensors 14, 16 may each be provided with a cellular
transceiver 58. In this case, the reporting processor 28 may incorporate the text
message 34 into a chat or e-mail message and forward the message 56 to the cellular
transceiver 58. Inresponse, the cellular transceiver 58 may transmit the message to a
local base station 60 of the cellular system. The base station 60 may receive the
message 56 through a granted channel 62 and forward the message to the user 44, 46
through the Internet 42 and gateway 64,

Moreover, the base station 60 may deliver the message 56 to a local user
through a cellphone 45. In this case, the base station 60 may forward the message to
the cellphone 45 through a control channel using an appropriate signaling format
(e.g., SS7, SMS, etc.).

Set up of the sensors 14, 16 may be accomplished under any of a number of
different scenarios. Under one scenario, a user interface (e.g., an Internet Protocol
network interface) between terminals 44, 46 and sensors 14, 16 may be provided for
set up and control of the sensors 14, 16. In this regard, a first portion 66 of the user
interface is provided within the user terminals 44, 46 and a corresponding, second
portion 68 may be provided within the sensor 14, 16. A user of the user terminal 44,
46 may activate the first portion 66 of the user interface to monitor a status of each of
the sensors 14, 16. Once activated, the first portion 66 functions to automatically set
up a secure sockets layer (SSL) connection with the second portion 68.

FIG. 2 1s a sign-in and menu screen 100 that may be displayed through the
user interface 66 on a display of a terminal 44, 46 upon completion of the connection.
Shown at a top of the screen 100 may be an IP address 102 of the sensor 14, 16.

Also shown on the screen 100 is a menu 108 of operation and control tools
available through the screen 100. Included within the menu 108 may be a
“GENERAL” configuration tool 110, a “RELAYS AND THRESHOLDS” tool 112, a
“NETWORK” tool 114, a “LLIVE VIEW” tool 116 and an “EVENTS” tool 118.

If the user should activate the NETWORK tool 114, then the user is presented
with the network summary screen 200 of FIG. 3. Shown within the network screen
200 may be an [P address 202 of the sensor 14, 16 as well as the device serial number

204. Also shown on the screen 200 is a summary list of report messages (six shown
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in the list 206 of FIG. 3). The Internet addresses 36 of the six messages are shown
adjacent the respective Email IDs 1-6.

Similarly, the text messages 34 of the report message files 30, 32 are depicted,
in part, by the respective column headers in the list 206. As shown, the text messages
34 are divided into five types. The five types of: 1) Alert, 2) Action 1, 3) Action 2, 4)
Fire 1 and 5) Fire 2. An urgent notification or indication of a minor event can also be
added to the text message 34 by checking the appropriate box. The threshold levels
38 that triggers the sending of each reporting message is indicated by a check mark
under the eight column headers. The Isolate column may be assumed to have a
threshold indicative of a trouble condition or that the sensor 14, 16 has been
deactivated.

[T the user should wish to alter the destination of one or more of the messages
30, 32, then the user may activate the NETWORK tool softkey 114 of FIG. 3. In
response, the user is presented with the network modification window 300 of FIG. 4.
Within the network modification window 300, the user can modify the IP address of
the sensor 14, 16 and/or the destination IP address 36 of the reporting messages. The
user 1S also able to select among a number of different thresholds 38 that trigger
sending of the messages 30, 32.

For example, if the user should wish to add a new message, then the user may
simply enter an IP address 36 into one of the windows 302, 304. The user may select
a threshold level 38 for sending a message by adding a check mark to one or more of

the interactive boxes.

In the example of FIG. 4, the user has defined five different messages that will

be sent to the e-mail address entered into box 302. In each case, a message will be
sent to the address in box 302 when the measured value of the element 26 exceeds the
threshold associated with each of the boxes 306, 308, 310, 312, 314.

Similarly, the user can alter an IP address of the sensor 14, 16 via the
addressing box 316. For example, the user can select automatic addressing of the
sensor 14, 16 via dynamic host configuration protocol (DHCP) by checking a first box
318. Alternatively, the user can enter a static IP address for the sensor 14, 16 by
activating a second box 320 and entering an IP address via the box 322.

T'he user can accept the changes entered through the window 300 by activating
the APPLY softkey 324 or the use may cancel by activating the CANCEL softkey
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326. If the user activates the APPLY softkey 324, the changes are sent through the
SSL channel and entered into the appropriate memory locations of the sensor 14, 16.

Once finished making network changes, the user may activate the OK softkey
328 one or more times and be taken back to the menu 108. From the menu 108, the
user may activate the RELAYS & THRESHOLDS tool 112 and be taken to the
threshold summary screen 400 of FIG. 5.

The threshold summary screen 400 contains a first window 402 that shows
threshold values 38 associated with each text message 34. The examples of FIG. 5
may be used for a particulate detection system 10 that detects products of combustion
and where the threshold values are depicted in units of percent obscuration per foot
(Yo0bs/ft). The summary screen 400 shows that the threshold values may be
designated according to time of day (e.g., day, night weekend, etc.).

The threshold summary screen 400 may also contain a window 404 that
indicates which conditions are also used to send an alarm signal to the alarm panel 18.

If the user should desire to change one or more of the threshold values, then
the user may activate the RELAYS & THRESHOLDS softkey and be taken to the
screen 500 of FIG. 6. Once obtaining access to the screen 500, the user can enter new
threshold values 38 or alter existing thresholds by entering the appropriate value into
the appropriate interactive text box. The user can also enter a time delay for which
the reading must remain above the entered threshold before action would be taken.
The user can also add or alter minimum or maximum values associated with each text
message to define trouble conditions that would trigger an Isolate notification.

Similarly, the screen 500 allows the user to define the thresholds that are to be
sent to the alarm panel 18. In this case, each level of Alert, Action 1, Action 2, Fire 1,

Fire 2 and Minor have been checked.

Once the user has made whatever changes are necessary to the threshold
values 38, the user may activate the APPLY softkey 502 or CANCEL softkey 504. In
response, the interface 66 sends the changes to the corresponding interface 68 where
the changes are implemented within the sensor 14, 16. To exit the RELAYS &
THRESHOLDS tool, the user may again activate the OK softkey 506 and return to
the operations menu 108.

Within the operations menu 108, the user may select the EVENTS tool 118
and be presented with the screen 800 of FIG. 7. Screen 890 shows a list of events



CA 02791937 2012-08-31

WO 2011/109622 PCT/US2011/027033

reported a sensor 14, 16 over some time period. The user may scroll through the
events using a set of scrolling control keys at the bottom of the screen 800.

The user may also select the LIVE VIEW tool 116. The LIVE VIEW tool 116
operates in conjunction with a website 70 within the sensor 14, 16 to provide the
screen 900 of FIG. 8. In this case, the website 70 continuously monitors the
measuring element 26 and provides real time indications of the measured value
provided by the element 26 and as indicated by activated portions of the bar graph
902 labeled 1-10 in FIG. 8. In this case, if the element 26 is providing a value of zero
then none of the boxes 1-10 would be activated, except for an OFF segment. If the
element 26 is reading 100% then all ten boxes would be activated.

Similarly, the screen 900 provides an indication of the operation of the sensor
14, 16 relative to the threshold values. For example, if the read value from the
sensing element 26 were above the ALERT threshold, then the ALERT segment of
screen 900 would be activated. Similarly, if the sensing element 26 where above the
respective threshold values for Action 1, Action 2, Fire 1, Fire 2, then those segments

would be activated.

The live view of the screen 900 also allows the user to enter control
commands such as RESET, DISABLE and TEST. RESET in this case allows the user
to reset any alarm conditions detected by the sensor 14, 16. TEST allows the user to
test features of the sensor 14, 16 by simulating conditions such as exceeding identified
thresholds and verifying the sending of reporting messages 30, 32. DISABLE allows

the user to take the sensor 14, 16 off line from some remote location in the event of

failure.

A CONFIG softkey 1s also shown 1n the screen 900 that allows a user to
calculate a set of parameters for use with each of the sensors 14, 16 having an
assoclated aspiration fan 72 and piping configuration. The user may also set threshold
values to activate the High Flow and Low Flow indicators of the screen 900.
Similarly, the user may define conditions for a Fault indicator and for Sensor, Filter
and Aspirator indicators.

FIG. 9 depicts a reporting message 1006 delivered in accordance with
1llustrated embodiments of the invention. Shown in the message is the text message

34 (labeled 1002 in FIG. 9) and also the destination Internet address 36 (labeled 1004
n FIG. 9).



CA 02791937 2012-08-31

WO 2011/109622 PCT/US2011/027033

In another illustrated embodiment, the detector 14, 16 may also include a
statistical and fault (SP) processor 29 that collects statistical and fault information
from the detector 14, 16. As above, the SP processor 29 may compare fault and
statistical parameters with a set of threshold values and forward a report when such
values exceed the correspoﬁding threshold values. For example, the statistical
processor 29 may collect an average deviation associated with the sensor 26 from a
norm. Similarly, the SP processor 29 may compare an output of the sensor 26 with a
set of allowable outputs and generate a fault message when that value exceeds a
corresponding threshold.

The system 10 allows for a much greater degree of flexibility than has
otherwise been available in tracking operation of sensors 14, 16. For example, a user
may defme an Alert threshold level at a very low level to alert maintenance workers
to low levels of contaminants in an atmosphere of the protected area 12. Similarly,
the Action 1-and Action 2 levels may be defined to take other appropriate actions such
as routing a notifying e-mail to an automatic controller that closes doors or evacuates
areas based upon a set of thresholds selected by a user. Different Fire 1 and Fire 2
levels may be used to direct first responders to hot spots and to provide data for
developing a strategy for addressing developing emergencies.

A speciiic embodiment of method and apparatus for alerting in the event of
developing environmental conditions has been described for the purpose of
1llustrating the manner in which the invention is made and used. It should be
understood that the implementation of other variations and modifications of the
mvention and 1ts various aspects will be apparent to one skilled in the art, and that the
invention 1s not limited by the specific embodiments described. Therefore, it is
contemplated to cover the present invention and any and all modifications, variations,
or equivalents that fall within the true spirit and scope of the basic underlying

principles disclosed and claimed herein.



CA 02791937 2012-08-31

WO 2011/109622 PCT/US2011/027033

Claims

1. A detector comprising:

one or more environmental sensors that measure a predetermined

environmental parameter:

a processor that compares the measured parameter with a plurality of threshold
values and detects that the measured parameter exceeds one of the plurality of
threshold values and constructs a message to a person associated with the exceeded

threshold value; and

an Internet protocol network interface that forwards the constructed message

to the person.

2. A detector as in claim 1 wherein the environmental sensor further comprises
one of a fire sensor, a carbon monoxide sensor, an ionization sensor, a particulate

sensor, a gas leak detector and an aspirating sensor.

3. A detector as in claim 1 wherein the message further comprises one of an e-

mail, an 1nstant chat message and an Internet blog post or status update.

4, A detector as in claim 1 wherein the processor determines detector operational
integrity has been compromised, constructs a message associated with the error and

sends the message to the destination Internet address.

5. A detector as in claim 1 wherein the processor calculates detector operating

statistics, constructs a message consisting of operating statistics, and sends the

message to the destination Internet address.

6. A detector as in claim 1 wherein the Internet protocol network interface

further comprises a serial or parallel interface between said detector and said Internet

protocol network interface.

7. A detector as in claim 1 wherein the Internet protocol network interface

further comprises a wireless network interface.
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8. A detector as in claim 1 further comprising an electronic data server.

9. A detector as in claim 8 wherein the electronic data server controls data access

according to client provided credentials.

10. A detector as in claim 8 wherein the electronic data server further comprises a

webpage that displays operating parameters and that updates the displayed values

dynamically 1n real-time.

11. A detector as in claim 8 wherein the electronic data server further COmprises a

webpage that provides a method of modifying detector parameters.

12. A detector in claim 1 further comprising a network interface that receives

detector configuration parameters from a user terminal via the Internet protocol

network interface.

13. A detector as in claim 1 further comprising a notification interface that
transmits real-time status information on demand or periodically to a user terminal via

the Internet protocol network interface.

14. A detector comprising:

an environmental sensor that measures a predetermined environmental
parameter; and

a processor that compares the measured parameter with a threshold value,
determines that the measured environmental parameter exceeds the threshold value,

constructs a text message and destination Internet address associated with the

threshold and sends the text message to the predetermined destination Internet
address.

15.  The detector as in claim 14 wherein the threshold value further comprises a

- plurality of threshold values with each of the threshold values having an associated

text message and destination Internet address.

10
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16.  The detector as in claim 14 wherein the text message further comprises one of

an e-mail and a chat message.

17.  The detector as in claim 15 wherein the plurality of threshold values further

comprises an alert threshold level having a lowest relative threshold value of the

plurality of threshold values.

18.  The detector of claim 15 wherein the plurality of threshold values further

comprises an action threshold value have a greater relative value than the alert
threshold.

19.  The detector of claim 15 wherein the plurality of threshold values further

comprises an alarm threshold value have a greater relative value than the alert and
action thresholds.

20. A detector comprising:

an environmental sensor that measures a predetermined environmental

parameter;

a plurality of threshold values with a text message and destination Internet

address associated with each of the plurality of threshold values;

a respective text message and destination Internet address associated with each
of the plurality of thresholds and

a processor that compares the measured parameter with the plurality of

threshold values, matches the measured environmental parameter with one of the
threshold values, constructs the text message and destination Internet address

associated with the matched threshold and sends the text message to the

predetermined destination Internet address.

11
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FILTER[ || GO 711 | FILTER COVER OPEN 06:11:2009 09:34:51
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