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(57) ABSTRACT 
A method for maintaining a prepaid payment system com 
prises a user account that can be utilized to complete a pur 
chase transaction with a merchant. Adelayed processing win 
dow is introduced between a time when the merchant receives 
a payment approval notification from the payment system and 
a time when the payment system transmits a payment request 
to an issuer of a funding account associated with the user's 
payment system account. The payment system utilizes a 
user's stored value account maintained by the payment sys 
tem to satisfy the requirements of a prepaid program, and 
therefore processes the payment request received from the 
merchant and transmits the payment approval notification 
without obtaining prior authorization from the issuer of the 
funding account. The payment system Submits one or more 
payment requests for the funding transaction at a time after 
the completion of the purchase transaction between the user 
and the merchant. 
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AUTO-REDEEMABLE BASKET LEVEL 
OFFERS IN A PREPAD ARCHITECTURE 

RELATED APPLICATION 

0001. This patent application claims priority under 35 
U.S.C. S 119 to U.S. Patent Application No. 61/826,475, filed 
May 22, 2013 and entitled “Delayed Processing Window in a 
Prepaid Architecture.” The entire contents of the above-iden 
tified application are hereby fully incorporated herein by 
reference. 

TECHNICAL FIELD 

0002 The present disclosure relates generally to a pay 
ment system, and more particularly to methods and systems 
that allow a delayed processing window between a point-of 
sale transaction authorization and a payment authorization 
request. 

BACKGROUND 

0003. In a conventional merchant-consumer financial 
transaction, the user provides actual debit or credit card 
account information to the merchant by way of Swiping the 
actual card, entering the actual card account number, Scan 
ning a code comprising the actual card account number, or 
otherwise transmitting the actual card account number to the 
merchant system. The merchant system's point of sale termi 
nal or online payment process engine Submits a payment 
request to the issuer of the account through the corresponding 
card network. If funds are available, the issuer sends an autho 
rization code to the merchant system to signal approval of the 
payment transaction. The payment process involves a single 
payment request generated and Submitted by the merchant 
system and comprising the user's actual account number. The 
issuer receives the payment request from the merchant’s sys 
tem and communicates the authorization to the merchants 
system in real-time. 

SUMMARY 

0004. In certain example aspects described herein, a 
method for maintaining a prepaid payment system comprises 
a payment management system that maintains an account for 
a user, wherein the user can utilize the account to complete a 
purchase transaction with a merchant system. In an example 
embodiment, the user can conduct a transaction using one or 
more financial accounts associated with a digital wallet 
account maintained by the payment management system in a 
manner that is compliant with prepaid operating regulations 
of the financial accounts. In this embodiment, a delayed pro 
cessing window is introduced between (1) a time when the 
user completes the transaction with the merchant by present 
ing a payment management system account identifier (for 
example, a proxy card, a wireless “tap' of a user device, a bar 
code, token, or other form of account identifier) and the 
merchant system receives a payment approval notification 
from the payment management system, and (2) a time when 
the payment management system transmits a payment 
request to an issuer of the financial account associated with 
the payment management system account and receives a pay 
ment approval notification from the issuer. 
0005. In an example embodiment, the payment manage 
ment system redeems offers selected by the user and stored in 
the user's payment management system account. In an 
example embodiment, the payment management system uti 
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lizes a user's stored value account maintained by the payment 
management system to satisfy the requirements of a prepaid 
program pursuant to any applicable operations, such as the 
Prepaid Operating Regulations, and therefore processes the 
payment request received from the merchant system and 
transmits the payment approval notification without obtain 
ing prior authorization from another issuer of a funding 
account. In this embodiment, the user may not have a prepaid 
balance in the user's stored value account maintained by the 
payment management system when the payment request 
transmitted by the merchant system is approved. The pay 
ment management system Submits one or more payment 
requests for a funding transaction via the user's one or more 
registered payment accounts at a time after the completion of 
the purchase transaction between the user and the merchant 
system. The payment management system maintains a 
dynamic electronic receipt that is updated with each action 
taken by the payment management system in connection with 
the purchase transaction and the funding transaction. In an 
example embodiment, the payment management system can 
process a return transaction by identifying the original pur 
chase transaction and funding the refund to the financial 
account that corresponds to the funding transaction. 
0006. These and other aspects, objects, features, and 
advantages of the example embodiments will become appar 
ent to those having ordinary skill in the art upon consideration 
of the following detailed description of illustrated example 
embodiments. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0007 FIG. 1 is a block diagram depicting a payment sys 
tem, in accordance with certain example embodiments. 
0008 FIG. 2 is a block diagram depicting a payment flow, 
in accordance with certain example embodiments. 
0009 FIG. 3 is a block flow diagram depicting a method 
for processing a purchase transaction utilizing a delayed pro 
cessing window between a point-of-sale transaction authori 
Zation and a payment authorization request, in accordance 
with certain example embodiments. 
0010 FIG. 4 is a block flow diagram depicting a method 
for transmitting the payment authorization request to the pay 
ment management system for a fronting transaction, in accor 
dance with certain example embodiments. 
0011 FIG. 5 is a block flow diagram depicting a method 
for applying offers, in accordance with certain example 
embodiments. 

0012 FIG. 6 is a block flow diagram depicting a method 
for identifying a merchant system from the payment authori 
Zation request for the fronting transaction, in accordance with 
certain example embodiments. 
0013 FIG. 7 is a block flow diagram depicting a method 
for transmitting a payment authorization to the merchant 
system for the fronting transaction, inaccordance with certain 
example embodiments. 
0014 FIG. 8 is a block flow diagram depicting a method 
for determining a funding account for a funding transaction, 
in accordance with certain example embodiments. 
0015 FIG. 9 is a block flow diagram depicting a method 
for transmitting a payment authorization request for the fund 
ing transaction, in accordance with certain example embodi 
mentS. 
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0016 FIG. 10 is a block flow diagram depicting a method 
for transmitting a payment declination notification for the 
funding transaction, in accordance with certain example 
embodiments. 
0017 FIG. 11 is a block flow diagram depicting a method 
for transmitting a payment authorization notification for the 
funding transaction, in accordance with certain example 
embodiments. 
0018 FIG. 12 is a block flow diagram depicting a method 
for processing a return transaction in the payment system, in 
accordance with certain example embodiments. 
0019 FIG. 13 is a block flow diagram depicting a method 
for transmitting a refund notification to the payment manage 
ment system, in accordance with certain example embodi 
mentS. 

0020 FIG. 14 is a block flow diagram depicting a method 
for identifying a payment account for the funding transaction 
that corresponds to the return transaction, in accordance with 
certain example embodiments. 
0021 FIG. 15 is a block flow diagram depicting a method 
for transmitting a refund notification to an issuer of the pay 
ment account for the funding transaction that corresponds to 
the return transaction, in accordance with certain example 
embodiments. 
0022 FIG. 16 is a block diagram depicting a computer 
machine and module, in accordance with certain example 
embodiments. 
0023 FIG. 17a is a block diagram depicting a dynamic 
electronic receipt comprising information received from a 
payment request, in accordance with certain example 
embodiments. 
0024 FIG. 17b is a block diagram depicting an updated 
dynamic electronic receipt comprising information on an 
offer redeemed, in accordance with certain example embodi 
mentS. 

0025 FIG. 18 is a block diagram depicting an updated 
dynamic electronic receipt comprising information on an 
updated purchase request amount, in accordance with certain 
example embodiments. 
0026 FIG. 19 is a block diagram depicting an updated 
dynamic electronic receipt comprising information on a pay 
ment from a stored value account and an adjusted transaction 
amount, in accordance with certain example embodiments. 
0027 FIG. 20 is a block diagram depicting an updated 
dynamic electronic receipt comprising information on pay 
ment requests Submitted, in accordance with certain example 
embodiments. 
0028 FIG. 21 is a block diagram depicting an updated 
dynamic electronic receipt comprising information on a dec 
lination notice received, in accordance with certain example 
embodiments. 
0029 FIG. 22 is a block diagram depicting an updated 
dynamic electronic receipt comprising information on pay 
ment authorizations, in accordance with certain example 
embodiments. 
0030 FIG. 23 is a block diagram depicting an updated 
dynamic electronic receipt comprising information on refund 
requests, in accordance with certain example embodiments. 

DETAILED DESCRIPTION OF THE EXAMPLE 
EMBODIMENTS 

0031 Proxy account payment systems enable users to uti 
lize a single financial account to associate and access multiple 
financial accounts maintained by multiple issuers. The user 
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receives a proxy account from a payment management sys 
tem and either creates a new payment system account or 
associates the proxy account with the user's digital wallet 
account already maintained by the payment management sys 
tem. The user then associates one or more financial card 
accounts with the proxy account. For example, the user can 
associate with the user's proxy card account multiple debit/ 
credit cards maintained by multiple issuers (including the 
payment system operating as an issuer), Stored value cards 
(for example, gift accounts, prepaid accounts, re-loadable 
transaction accounts, exchange accounts, and other forms of 
non-credit based value accounts), loyalty accounts or store 
rewards accounts, value added service accounts (for example, 
coupons, Vouchers for prepaid offers, redemption offers, and 
other forms of offers), and/or other forms of financial card 
acCOunts. 

0032. The user applies the proxy account to a transaction 
with the merchant in a manner similar to the application of 
any other financial account to a transaction. The merchant 
forwards the payment request to an acquirer, which forwards 
the payment request to the payment management system 
(which functions as the issuer for the payment request) via a 
card network. The payment management system can read 
proxy account information from the payment request and can 
access the user's account associated with the proxy account. 
If the payment management system is the issuer of a financial 
account selected as the funding account, the payment system 
will approve or decline the transaction. If another issuer 
maintains the funding account, the payment management 
system will generate and send a new payment request to the 
issuer via the card network. The payment management sys 
tem will receive the authorization message from the issuer via 
the card network if the transaction is approved. The payment 
management system forwards an authorization to the acquirer 
through the card network, which forwards the authorization 
to the merchant. The merchant then approves the transaction. 
0033. In the proxy account payment system, the transac 
tion between the merchant and the user is approved after the 
payment management system receives approval from the 
issuer of the funding account indicating that the funding 
account has a Sufficient available balance to process the trans 
action. The payment management system sends the payment 
request to the issuer in real-time with the transaction to obtain 
approval and to transmit the authorization to the merchant. 

Example System Architectures 
0034 Turning now to the drawings, in which like numer 
als indicate like (but not necessarily identical) elements 
throughout the figures, example embodiments are described 
in detail. 
0035 FIG. 1 is a block diagram depicting a payment sys 
tem, in accordance with certain example embodiments. As 
depicted in FIG. 1, the exemplary operating environment 100 
comprises a user account device 105, a merchant system 110. 
a user device 120, a payment management system 130, an 
acquirer system 150, and an issuer system 160 that are con 
figured to communicate with one another via one or more 
networks 140. In an alternative example embodiment, two or 
more of these systems (including systems 110, 120, 130, 150, 
and 160) are integrated into the same system. 
0036) Each network 140 includes a wired or wireless tele 
communication means by which network systems (including 
systems 110, 120, 130, 150, and 160) can communicate and 
exchange data. For example, each network 140 can be imple 
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mented as, or may be a part of a storage area network (SAN), 
personal area network (PAN), a metropolitan area network 
(MAN), a local area network (LAN), a wide area network 
(WAN), a wireless local area network (WLAN), a virtual 
private network (VPN), an intranet, an Internet, a mobile 
telephone network, a card network, Bluetooth, near field 
communication network (NFC), any form of standardized 
radio frequency, or any combination thereof, or any other 
appropriate architecture or system that facilitates the commu 
nication of signals, data, and/or messages (generally referred 
to as data). Throughout this specification, it should be under 
stood that the terms “data and “information' are used inter 
changeably herein to refer to text, images, audio, video, or 
any other form of information that can exist in a computer 
based environment. 
0037. In an example embodiment, each network system 
(including systems 110, 120, 130, 150, and 160) includes a 
device having a communication module capable of transmit 
ting and receiving data over the network 140. For example, 
each network system (including systems 110, 120, 130, 150, 
and 160) may comprise a server, personal computer, mobile 
device (for example, notebook computer, tablet computer, 
netbook computer, personal digital assistant (PDA), video 
game device, GPS locator device, cellular telephone, Smart 
phone, or other mobile device), a television with one or more 
processors embedded therein and/or coupled thereto, point of 
sale device, or other appropriate technology that includes or is 
coupled to a web browser or other application for communi 
cating via the network 140. In the example embodiment 
depicted in FIG. 1, the network systems (including systems 
110, 120,130, 150, and 160) are operated by merchants, users 
101, a payment management system operator, acquirer sys 
tem operator, and issuer system operator, respectively. 
0038. The merchant system 110 comprises at least one 
point of sale (POS) terminal 115 that is capable of processing 
a purchase transaction initiated by a user 101. In an example 
embodiment, the merchant operates an online store and the 
user 101 indicates a desire to make a purchase by clicking a 
link or “checkout” button on a website. In another example 
embodiment, the user device 120 is configured to perform the 
functions of the POS terminal 115. In this example, the user 
101 scans and/or pays for the transaction via the user device 
120 without interacting with the POS terminal 115. 
0039. In an example embodiment, the merchant system 
110 is capable of communicating with the user device 120 via 
an application (not shown). The application (not shown) may 
be an integrated part of the POS terminal 115 or a standalone 
hardware device (not shown), in accordance with another 
example embodiment. 
0040. In an example embodiment, the user device 120 may 
be a personal computer, mobile device (for example, note 
book, computer, tablet computer, netbook computer, personal 
digital assistant (PDA), video game device, GPS locator 
device, cellular telephone, Smartphone or other mobile 
device), television, or other appropriate technology that 
includes or is coupled to a web server, or other suitable 
application for interacting with web page files. The user 101 
can use the user device 120 to access a payment management 
system 130 user account via a user interface 121 and an 
application 123. The application 123 is a program, function, 
routine, applet or similar entity that exists on and performs its 
operations on the user device 120. For example, the applica 
tion 132 may be one or more of a shopping application, 
merchant system 110 application, an Internet browser, a digi 
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tal wallet application, a loyalty card application, another 
value-added application, a user interface 121 application, or 
other suitable application operating on the user device 120. In 
Some embodiments, the user 101 must install an application 
123 and/or make a feature selection on the user device 120, as 
part of a user account, etc., to obtain the benefits of the 
techniques described herein. 
0041 An example user device 120 comprises a secure 
element 127 or secure memory, which can exist within a 
removable Smart chip or a secure digital (SD) card or which 
can be embedded within a fixed chip on the device 120. In 
certain example embodiments, Subscriber Identity Module 
(SIM) cards may be capable of hosting a secure element 127, 
for example, an NFC SIM Card. The secure element 127 
allows an application 123 resident on the device 120 and 
accessible by the device user 101 to interact securely with 
certain functions within the secure element 127, while pro 
tecting information stored within the secure element 127. The 
secure element 127 comprises applications running thereon 
that perform the functionality described herein. In an example 
embodiment, the secure element 127 comprises components 
typical of a Smart card. Such as crypto processors and random 
generators. In an example embodiment, the secure element 
127 comprises a Smart MX type NFC controller in a highly 
secure system on a chip controlled by a Smart card operating 
system, such as a JavaCard Open Platform (JCOP) operating 
system. In another example embodiment, the secure element 
127 is configured to include a non-EMV type contactless 
Smart card, as an optional implementation. The secure ele 
ment 127 communicates with the application 123 in the user 
device 120. In an example embodiment, the secure element 
127 is capable of storing encrypted user information and only 
allowing trusted applications to access the stored informa 
tion. In an example embodiment, a controller 125 interacts 
with a secure key encrypted application 123 for decryption 
and installation in the secure element 127. 

0042 Additionally, the secure element 127 also may com 
prise secure software applications, such as payment applica 
tions, secure forms of the applications, authentication appli 
cations, payment provisioning applications, or other Suitable 
application using the secure functionality of the secure ele 
ment 127. 

0043. In an example embodiment, the data storage unit 
129 and application 123 may be implemented in the secure 
element 127, as described previously, on the user device 120. 
In another example embodiment, the data storage unit 129, 
may be a separate memory unit resident on the user device 
120. An example data storage unit 129 enables storage of user 
contact details for retrieval of a payment management system 
130 account. In an example embodiment, the data storage unit 
129 can include any local or remote data storage structure 
accessible to the user device 120 suitable for storing informa 
tion. In an example embodiment, the data storage unit 129 
stores encrypted information, such as HTML5 local storage. 
0044) The user device 120 also comprises a controller 125. 
In an example embodiment, the controller 125 is an NFC 
controller. In some example embodiments, the controller 125 
is a Bluetooth link controller. The Bluetooth link controller 
may be capable of sending and receiving data, performing 
authentication and ciphering functions, and directing how the 
user device 120 will listen for transmissions from the POS 
terminal 115 or configure the user device 120 into various 
power-save modes according to the Bluetooth-specified pro 
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cedures. In another example embodiment, the controller 125 
is a Wi-Fi controller oran NFC controller capable of perform 
ing similar functions. 
0045. In an example embodiment, the POS terminal 115 is 
capable of communicating with the user device 120 using an 
NFC communication method. In another example embodi 
ment, the POS terminal 115 is capable of communicating 
with the user device 120 using a Bluetooth communication 
method. In yet another example embodiment, the POS termi 
nal 115 is capable of communicating with the user device 120 
using a Wi-Fi communication method. In some example 
embodiments, the user 101 scans a QR code or bar code or 
clicks a URL link on the user device 120, which temporarily 
associates the user device 120 to an online merchant system 
110. The POS terminal 115 queries the online merchant sys 
tem 110 to link to the user device 120. 

0046. The user device 120 communicates with the POS 
terminal 115 via an antenna 126. In an example embodiment, 
once a user device application 123 has been activated and 
prioritized, the controller 125 is notified of the state of readi 
ness of the user device 120 for a transaction. The controller 
125 outputs through the antenna 126 a radio signal, or listens 
for radio signals from the POS terminal 115. On establishing 
a communication channel between the user device 120 and 
the POS terminal 115, the POS terminal 115 requests a pay 
ment processing response from the user device 120. 
0047. An example controller 125 receives a radio wave 
communication signal from the POS terminal 115 transmitted 
through the antenna 126. The controller 125 converts the 
signal to readable bytes. In an example embodiment, the bytes 
comprise digital information, Such as a request for a payment 
processing response or a request for payment card informa 
tion. The controller 125 transmits the request to the secure 
element 127. 
0048. In another example embodiment, the user 101 com 
municates with POS terminal 115 via the user account device 
105. In an example embodiment, the user account device 105 
looks and/or functions in the same manner as a standard credit 
or debit card. For example, the user account device 105 may 
have the user's name and/or account number listed on the 
front of the card. An exemplary user account device 105 can 
include a magnetic stripe encoding the user's payment man 
agement system 130 account information. In an example 
embodiment, the account information encoded in the mag 
netic stripe routes payment requests to the payment manage 
ment system 130 for processing. 
0049. In yet another example embodiment, the user 
account device 105 is an account identification number, a bar 
code or QR code, a token, or other form of account identifi 
cation or access, which may be entered manually into the POS 
terminal 115 or which may be captured by the POS terminal 
115. The user account device 105 as discussed throughout the 
specification refers to a physical card as well as the other 
forms of account identification or access. 
0050. An example user device 120 communicates with the 
payment management system 130. The payment manage 
ment system 130 comprises a user account module 131, offers 
module 133, risk analysis module 135, a data storage unit 
137, a payment module 138, and a returns module 139. In an 
example embodiment, the user 101 creates an account with 
the payment management system 130. The user account mod 
ule 131 manages the registration of the user 101. Regarding 
user account registration, the user account module 131 may 
generate web-based user interfaces providing forms for the 
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user 101 to register for a payment management system 130 
account. For example, the user account module 131 can col 
lect basic user identifying information, registration informa 
tion on one or more user devices 120, and payment informa 
tion. In an example embodiment, the user 101 registers one or 
more financial accounts, including bank account debit cards, 
credit cards, stored value accounts, gift cards, a link to a proxy 
for one or more financial accounts (for example, a digital 
wallet link where the digital wallet is connected to other 
payment accounts), or other type of financial account that can 
be used to make a purchase, with the payment management 
system 130 using the user account module 131. In an example 
embodiment, the registered financial payment information 
may be used to complete a purchase by the user 101 with the 
merchant system 110. In an example embodiment, the user 
account information is stored in a user account or is otherwise 
associated in the data storage unit 137 with the user 101. The 
user may access the digital wallet account at any time to add, 
change or remove payment accounts. In an example embodi 
ment, the payment management system 130 transmits lim 
ited-use proxy account information to the user device 120 
enabling use of the payment accounts during a payment trans 
action routed to the payment management system 130 during 
the payment processing. For example, the proxy account 
number route the payment authorization request to the pay 
ment management system 130, acting as the issuer system 
170 for the proxy account. In another example embodiment, 
the application 123 on the user device 120 may generate 
limited use proxy account numbers that enable the payment 
transaction to be routed to the payment management system 
130. 

0051. An example offers module 133 receives offers from 
the merchant system 110 and distributes the offers to users 
101 for review and selection. In another example embodi 
ment, the offer module 133 may generate web-based user 
interfaces providing forms for the merchant system 110 to 
create offers. The offers may be prepaid offers, wherein the 
user 101 pays a specified amount for the offer prior to redeem 
ing the offer with the merchant system 110. The user 101 
selects the offer distributed by the offer module 133. In an 
example embodiment, the user 101 selects an offer by click 
ing on it and saving it in the user's digital wallet application 
123, which may then be uploaded to the payment manage 
ment system 130 and associated with the user's 101 account. 
0052. In an example embodiment, the data storage unit 
137 can include any local or remote data storage structure 
accessible to the payment management system 130 suitable 
for storing information. In an example embodiment, the data 
storage unit 137 stores encrypted information, such as 
HTML5 local storage. 
0053. In an example embodiment, the user device 120 
and/or user account device 105 communicate payment infor 
mation to the merchant system 110 in the form of a proxy or 
virtual account identifier, without transmitting the user's 
actual account information. The user's actual account infor 
mation is maintained by the payment management system 
130. The merchant system 110 receives the user's 101 pay 
ment information and interacts with the acquirer system 150 
(for example third party payment processing companies) to 
process a payment request. The user's 101 payment informa 
tion routes the merchant system's 110 payment request to the 
payment management system 130. The payment manage 
ment system 130 receives the payment request and the offers 
module 133 determines whether the user 101 has an offer 
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applicable to the transaction. In an example embodiment, any 
offers applicable to the transaction are applied thereby reduc 
ing the transaction amount. 
0054. In an example embodiment, the risk analysis mod 
ule 135 determines whether to authorize the transaction. In an 
example embodiment, the risk analysis module 135 performs 
the risk analysis and, if there is appropriately-low risk, autho 
rizes the merchant system 110 payment request without seek 
ing prior authorization for a payment account saved in the 
user's 101 payment management system 130 account. For 
example, the payment request is authorized based on infor 
mation contained in the user's 101 payment management 
system 130 account and not based on receiving a payment 
authorization received by the issuer system 160 correspond 
ing to the payment account. 
0055. The payment management system 130 transmits a 
payment authorization notification to the merchant system 
110 through the acquirer system 150. The payment manage 
ment system 130 then transmits the issuer system 170 (for 
example Bank X and other financial institutions to authorize 
payment) to process the payment. 
0056. In an example embodiment, the payment module 
138 then determines which financial account to charge or 
deduct the transaction balance to. In an example embodiment, 
the user 101 has defined rules for determining which payment 
account the payment management system 130 will Submit the 
payment request to. In an example embodiment, the user 101 
has a prepaid balance in a digital wallet account maintained 
by the payment management system 130. In this embodi 
ment, the payment management system 130 will deduct a 
portion of or the entire amount of the transaction from the 
prepaid balance. In an example embodiment, maintaining a 
sufficient prepaid balance to cover part of or all of the pur 
chase transaction may be evaluated by the risk analysis mod 
ule 135 when determining whether to authorize the purchase 
transaction. 
0057. In another example embodiment, the payment mod 
ule 138 submits a payment request to the issuer system 160 
that corresponds to the user's 101 payment account informa 
tion selected to charge the transaction balance to. In yet 
another example embodiment, the payment module 138 may 
charge the transaction balance to multiple different payment 
accounts. In an example embodiment, the payment module 
138 will receive notification of an approved payment trans 
action from the issuer system 160. In another example 
embodiment, the payment module 138 will receive notifica 
tion of a declined payment transaction from the issuer system 
160. In this embodiment, the payment management system 
130 will log the declined transaction and the payment module 
138 will submit a new payment request to the issuer system 
160 for a different payment account. 
0058. In an example embodiment, the payment manage 
ment system 130 logs each payment request, payment decli 
nation, and payment authorization in a dynamic transaction 
receipt. In an example embodiment, a receipt comprises a 
written record for the transaction that is presented electroni 
cally. In an example embodiment, the receipt is available for 
review by the user 101 in the user's payment management 
system 130 account. 
0059. In an example embodiment, the user 101 processes 
a return with the merchant system 110. In this embodiment, 
the return if transmitted to the payment management system 
130 in a manner consistent with that of a payment request. 
The returns module 139 reviews the information contained in 
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the refund request and authorizes a credit to the user's 101 
corresponding payment account. In an example embodiment, 
the returns module 139 uses logic to determine the corre 
sponding payment transaction and the corresponding pay 
ment account to credit the return transaction amount to. In an 
example embodiment, the dynamic transaction receipt is 
updated to include the return transaction. 
0060 FIG. 2 is a block diagram depicting an example 
payment flow, in accordance with certain example embodi 
ments. As depicted in FIG. 2, the example operating environ 
ment 200 comprises a fronting transaction and a funding 
transaction. In an example fronting transaction, once the user 
101 initiates the purchase transaction (X) with the merchant 
system 110, the merchant system Submits the payment 
request (A) and the payment management system 130 
responds with the payment authorization (B). In an example 
embodiment, the fronting transaction is completed before the 
funding transaction is initiated. In an example funding trans 
action, the payment management system 130 initiates the 
payment request (C) and the issuer system 160 responds with 
the payment authorization (D). As depicted in FIG.2, the user 
101 settles any amount owed to the issuer system 160 in a 
separate payment transaction (Z) and the merchant system 
110 receives the payment remittance (E) from the funding 
transaction. 

0061 The components of the example operating environ 
ments 100 and 200 are described hereinafter with reference to 
the example methods illustrated in FIGS. 3-15. The example 
methods of FIGS. 3-15 may also be performed with other 
systems and in other environments. 

Example System Processes 

0062 FIG. 3 is a block flow diagram depicting a method 
for processing a purchase transaction utilizing a delayed pro 
cessing window between a point-of-sale transaction authori 
Zation and a payment authorization request, in accordance 
with certain example embodiments. The method 300 is 
described with reference to the components illustrated in 
FIGS. 1 and 2. 

0063. In an example embodiment, a payment management 
system 130 maintains an electronic account, such as a digital 
wallet account for a user 101. In an example embodiment, the 
user 101 accesses the payment management system 130 via a 
website and a network 140. In an example embodiment, the 
user 101 submits registration information to the payment 
management system 130, including, but not limited to, name, 
address, phone number, e-mail address, and information for 
one or more registered financial accounts, including bank 
account, debit cards, credit cards, a loyalty rewards account 
card, or other type of account that can be used to make a 
purchase (for example, card type, card number, expiration 
date, security code, and billing address). In an example 
embodiment, the user's 101 payment management system 
130 account information is saved in the data storage unit 137 
and is accessible to the user account module 131. In an 
example embodiment, the payment management system 130 
account is a digital wallet account maintained by the payment 
management system 130 or a third party system. In another 
example embodiment, the user 101 may use a Smart phone 
application 123 to register with the payment management 
system 130. In yet another example embodiment, the user 101 
accesses the payment management system 130 via a user 
device application 123. 
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0064. In an example embodiment, the user 101 is provided 
with an account identifier (for example, an account number, 
proxy account number, or other form of account identifier) 
and/or a user account device 105 (for example, a magnetic 
stripe card, a bar code, a QR code, or other device that may be 
used to complete a payment transaction with a merchant 
system 110) that corresponds to the user's 101 payment man 
agement system 130 account. 
0065. In block 310, the user 101 initiates a transaction with 
a merchant. In an example embodiment, the user 101 browses 
the merchant system 110 online marketplace. In this embodi 
ment, the merchant system 110 online marketplace is an 
online shopping website wherein the user 101 can select and 
purchase items from the merchant system 110. The user 101 
indicates a desire to place the item in an electronic shopping 
basket. In an alternative example embodiment, the user 101 
has previously selected one or more items to be placed in the 
electronic shopping basket and has selected an additional 
item to be placed in the electronic shopping basket. In another 
alternative example embodiment, the user 101 has previously 
selected one or more items to be placed in the electronic 
shopping basket and has indicated a desire to complete the 
purchase by clicking a “checkout” button in the electronic 
shopping basket. In an example embodiment, the user 101 
enters the account identifier upon checkout. In this embodi 
ment, the user 101 enters the payment management system 
130 account information in the credit card fields on the check 
out page. 
0066. In another example embodiment, the merchant sys 
tem online marketplace provides a link, button, or other con 
trol that allows the user 101 to automatically transmit the 
user's payment management system 130 account information 
to the merchant system 110 (for example, a “pay with digital 
wallet account” button). In this embodiment, the user 101 is 
prompted to log into, has previously logged, or is otherwise 
automatically logged into the payment management system 
130. In another example embodiment, the user's 101 login 
credentials are shared across other accounts (for example, 
Social networking websites and user device 120 accounts) and 
the user 101 is automatically logged into the payment man 
agement system 140 account using the shared login creden 
tials. 
0067. In another example embodiment, the digital wallet 
application 123 can interact with the merchant system 110. 
The merchants website can detect whether the user device 
120 includes a digital wallet application 123 and attach to 
user's digital wallet. Once attached, the merchant system 110 
can send a purchase request message to the digital wallet 
application 123 requesting payment information. In response 
to receiving a purchase request message from the merchant 
system 110, the digital wallet application 123 can present the 
user 101 with a user interface 121 for the user 101 to confirm 
the purchase the digital wallet application 123. 
0068. In another example embodiment, the user 101 enters 
a store of the merchant, selects an item for purchase, and takes 
the item to a point of sale device (for example, a POS terminal 
115) of the merchant system 110 to purchase the item. In this 
embodiment, the user 101 may use the user account device 
105 in a manner consistent with a magnetic stripe credit card. 
In another embodiment, a payment code is displayed on the 
user interface 121 of the user device 120 in a manner that the 
merchant system 110 and/or user 101 can read the code. In an 
example embodiment, the payment code is a bar code, QR 
code, or other machine-readable code that is capable of being 
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scanned by a code scanner or otherwise readable by the mer 
chant system 110. In another example embodiment, the pay 
ment code is displayed on the user interface 121 so that a 
merchant operating the merchant system 110 can read and 
physically enter the payment code into the POS terminal 115. 
In an alternative example embodiment, the payment code is 
read by the user 101 and entered into the POS terminal 115. 
0069. In another example embodiment, the user 101 using 
the user device 120 to initiate a contactless “tap' with the POS 
terminal 115. In operation of an NFC, Bluetooth, Wi-Fi, or 
other wireless transaction, the user 101 “taps” the user device 
120, such as an NFC-enabled user device 120, to POS termi 
nal 115 of a point of sale system. The POS terminal 115 
recognizes the NFC-enabled device 120 when the device is 
moved within range of the POS terminal 115, establishes a 
secure communication channel with the device 120, and ini 
tiates a payment transaction between the POS terminal 115 
and the device 120. 
0070. In block 320, the merchant system 110 transmits a 
payment request for the purchase transaction to the account 
management system 130. In an example embodiment, the 
Submission of the payment request by the merchant system 
for the purchase transaction signifies the beginning of the 
fronting transaction as illustrated on FIG. 2. The payment 
request functions to seek approval for the purchase transac 
tion via the account information provided by the user 101. In 
an example embodiment, the merchant system 110 processes 
the purchase transaction in a manner consistent with a typical 
debit card or credit card transaction. The method for trans 
mitting the payment authorization request to the payment 
management system 130 for the fronting transaction is 
described in more detail hereinafter with reference to the 
methods described in FIG. 4. 
0071 FIG. 4 is a block flow diagram depicting a method 
320 for transmitting the payment authorization request to the 
payment management system 130 for the fronting transac 
tion, in accordance with certain example embodiments, as 
referenced in block 320. The method 320 is described with 
reference to the components illustrated in FIGS. 1 and 2. 
0072. In block 410, the merchant system 110 generates a 
payment request message to request payment using the 
account information provided by the user 101 in block 310 
and transmits the payment request to an acquirer system 150. 
In an example embodiment, the account information 
resembles actual debit/credit card information and the POS 
terminal 115 processes the transaction in a manner consistent 
with a typical payment request. 
(0073. In block 420, the acquirer system 150 receives the 
payment request. In an example embodiment, the acquirer 
system 150 receives the payment request in a manner consis 
tent with a typical debit card or credit card transaction. 
0074. In block 430, the acquirer system 150 transmits the 
payment request to a card network 140. In an example 
embodiment, the acquirer system 150 transmits the payment 
request in a manner consistent with a typical debit card or 
credit card transaction. In an example embodiment, the 
account information provided by the user 101 in block 310 
can be read and understood by the acquirer system 150, which 
allows the acquirer system 150 to transmit the request to the 
appropriate card network 140. 
0075. In block 440, the card network receives the payment 
request. In an example embodiment, the card network 
receives the payment request in a manner consistent with a 
typical debit card or credit card transaction. 
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0076. In block 450, the card network 140 transmits the 
payment request to the payment management system 130. In 
an example embodiment, the account information provided 
by the user 101 in block 310 can be read and understood by the 
card network 140, which allows the card network 140 to 
transmit the request to the payment management system 130. 
In this embodiment, the card network 140 reads an account 
number from the account information and determines, based 
on a series of numbers or routing information contained in the 
account number, that the payment request should be transmit 
ted to the payment management system 130. 
0077. In block 460, the payment management system 130 
receives the payment request. 
0078. The method 320 then proceeds to block 330 in FIG. 
3. 
0079 Returning to FIG. 3, in block 330, the payment 
management system 130 identifies the user 101 account asso 
ciated with the payment request received from the merchant 
system 110. In an example embodiment, the payment man 
agement system 130 uses the information contained in the 
payment request to identify the user's 101 account. In an 
example embodiment, the payment management system 130 
reads the user's 101 account identification information from 
the payment request. In an example embodiment, the user's 
101 identification information is contained in or encoded by 
the account information. In another example embodiment, 
the payment management system 130 cross-references a list 
of generated account numbers to determine the correspond 
ing user 101 account. 
0080. In another example embodiment, the user 101 is 
conducting an online transaction with the merchant system 
110 or a transaction via a merchant shopping application 123 
resident on the user device 120 and the user 101 is logged into 
the user's payment management system 130 account. 
0081. In block 340, the payment management system 130 
applies any offers available for the purchase transaction. The 
method for applying offers is described in more detail here 
inafter with reference to the methods described in FIG. 5. 
0082 FIG. 5 is a block flow diagram depicting a method 
340 for applying offers, in accordance with certain example 
embodiments, as referenced in block 340. The method 340 is 
described with reference to the components illustrated in 
FIGS. 1 and 2. 
0083. In an example embodiment, the payment manage 
ment system 130 distributes offers online. In an example 
embodiment, the merchant system 110 registers with the pay 
ment management system 130 and transmits an offer to the 
payment management system 130 for online distribution. In 
an example embodiment, the offers may include, but are not 
limited to, coupons, loyalty points, prepaid offers, rebates, 
and other forms of value added services. In another example 
embodiment, the offers are provided by a manufacturer sys 
tem (not shown) or another third party system. 
0084. In an example embodiment, the offers are for a 
specific product or group of products. For example, the offer 
may be for $1.00 off Brand A laundry detergent or S1.00 off 
a Brand B product. These offers may be redeemed at any 
merchant that accepts manufacturer coupons. In another 
example embodiment, the offers are for a particular merchant. 
For example, the offer may be for S10 off a $50 purchase at 
Merchant X. In an alternative example embodiment, the 
offers comprise loyalty reward point redemptions. For 
example, the offer may be for 10 loyalty points for every 
purchase of a Manufacturer B product. 
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I0085. In an example embodiment, the offers comprise 
details on how the offer can be redeemed and redemption 
rules. For example, the offer may comprise the identification 
of the item to be purchased, such as product title, brand 
information, universal product code (UPC), a stock keeping 
unit (SKU), a Japanese article number (JAN), a world product 
code (WPC), International Standard Book Number (ISBN), 
European Article Number (EAN), color, size, and other rel 
evant sale information. 

I0086. In an example embodiment, the merchant system 
110 creates the offer outside of the payment management 
system 130. In an alternative example embodiment, the pay 
ment management system 130 may generate web-based user 
interfaces providing forms for the merchant system 110 to 
create offers. 

I0087. In an example embodiment, the user device 120 
displays the offer for the user 101 to review. In an example 
embodiment, the offer is displayed in an offer application 123 
resident on the user device 120. In another example embodi 
ment, the offer is displayed in response to an Internet search, 
in an electronic message or text message, or as a banner in an 
Internet browser. In an example embodiment, the user 101 
selects the offer and saves it to the user's payment manage 
ment system 130 account. 
I0088. In block 510, the payment management system 130 
creates a dynamic electronic receipt comprising the informa 
tion received from the payment request. In an example 
embodiment, the dynamic electronic receipt is a written 
record for the transaction that is presented electronically. In 
an example embodiment, the dynamic electronic receipt com 
prises a listing of each action taken by the payment manage 
ment system 130 with respect to the purchase transaction 
(including the fronting transaction and the funding transac 
tion). In an example embodiment, the dynamic electronic 
receipt is saved in the data storage unit 137 and is available for 
review by the user 101 in the user's payment management 
system 130 account. FIG. 17a illustrates an example dynamic 
electronic receipt 3010. In this example, Merchant A trans 
mitted a payment request for S100 to the payment manage 
ment system 130 for a purchase transaction between Mer 
chant A and User X. 

I0089. Returning to FIG. 5, in block 520, the payment 
management system 130 identifies the merchant system 110 
based on the information contained in the payment request. In 
an example embodiment, the payment management system 
130 maintains a database of known merchant systems 110 and 
the corresponding merchant identification (ID) codes or mer 
chant description information (for example, merchant name, 
address, phone number, franchise name or location, franchi 
Seefowner name, franchisee/branch number, and other iden 
tifying information). The method for identifying the mer 
chant system 110 from the payment authorization request for 
the fronting transaction is described in more detail hereinafter 
with reference to the methods described in FIG. 6a. 

0090 FIG. 6a is a block flow diagram depicting a method 
520 for identifying the merchant system 110 from the pay 
ment authorization request for the fronting transaction, in 
accordance with certain example embodiments, as referenced 
in block 520. The method 520 is described with reference to 
the components illustrated in FIGS. 1 and 2. 
0091. In block 610, the payment management system 130 
reads the payment request. In an example embodiment, the 
information required to identify the merchant system 110 can 
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be obtained from the payment request and cross-referenced to 
the database of known merchant systems 110. 
0092. In block 620, the payment management system 130 
determines whether the merchant ID code is available on the 
payment request. In an example embodiment, the payment 
management system 130 reads the merchant ID code from the 
payment request and cross-references the code to the mer 
chant ID codes of known merchant systems to identify the 
merchant system 110. 
0093. In an example embodiment, the merchant system 
110 has previously provided the payment management sys 
tem 130 with a merchants identification (ID) (for example, 
when registering with the payment management system 130, 
when providing the payment management system 130 offers 
for distribution, or when otherwise conducting business with 
the payment management system 130). 
0094. If the merchant ID code is available, the method 520 
proceeds to block 630. In block 630, the payment manage 
ment system 130 compares the merchant ID code provided in 
the payment request to the merchant ID code provided in the 
offers saved in the user's 101 payment management system 
130 account. In an example embodiment, the merchant sys 
tem 110 created the offers for distribution by the payment 
management system 130 and provided the merchant ID codes 
for inclusion on the offers when they were created. 
0095. From block 630 in FIG. 6, the method 520 proceeds 
to block 530 in FIG. 5. 
0096 Returning to block 620, if the payment request does 
not contain the merchant ID, the method 520 proceeds to 
block 640. 
0097. In block 640, the payment management system 130 
reads a merchant descriptor from the payment request. In an 
example embodiment, the payment request comprises a 
descriptor that identifies the merchant system 110, for 
example, a name, address, location, phone number, franchi 
see name/location, owner name, or other descriptor that iden 
tifies the merchant system 110. In an example embodiment, 
the descriptor can comprise an identification of a branch, 
franchise, or division of a merchant system (for example, a 
fast food restaurant franchise located on street X in town Z). 
0098. In block 650, the payment management system 130 
identifies the merchant system 110 based on the merchant 
descriptor read from the payment request in block 640. In an 
example embodiment, the payment management system 130 
compares the merchant descriptor (for example, an address, 
name, phone number, franchise name, franchise location, 
franchisee name or owner name, and franchisee or branch 
number) to a known merchant system. In an example embodi 
ment, the payment management system 130 matches the mer 
chant descriptor to a known merchant identifier. In another 
example embodiment, the payment management system 130 
uses a merchant type identifier (for example, a merchant 
category code or MCC) to aid in the identification of the 
merchant system 110. For example, the payment manage 
ment system 130 can distinguish between different merchant 
systems 110 with similar names using the MCC. In yet 
another example, the payment management system 130 uses 
the acquirer system 150 name to aid in the identification of the 
merchant system 110. For example, the all Merchant X stores 
use Acquirer B as the acquirer system 150. 
0099. In block 660, the payment management system 130 
compares the merchant descriptor and/or merchant system 
110 identified in block 650 to the merchant ID code and/or 
merchant descriptor provided in the offers. In an example 

Nov. 27, 2014 

embodiment, payment management system 130 cross-refer 
ences the merchant system 110 information and the offers 
saved in the user's 101 payment management system 130 
acCOunt. 

01.00 
5. 
0101 Returning FIG. 5, in block 530, the payment man 
agement system 130 determines whether the user 101 has 
offers available to the purchase transaction. In an example 
embodiment, one or more of the offers are applicable to a 
transaction with a specific merchant system 110. In an alter 
native example embodiment, the offer is provided by the 
payment management system 130 and is applicable to a trans 
action with any merchant system 110. 
0102) If no offers are available, the method 340 proceeds 
to block 350 in FIG. 3. 
(0103 Returning to block 530 in FIG. 5, if offers are avail 
able, the method 340 proceeds to block 540 in FIG. 5. 
0104. In block 540, the payment management system 130 
reviews the redemption rules for the offer. In an example 
embodiment, each offer will have one or more rules or con 
ditions associated with it that the payment management sys 
tem 130 can understand without human intervention. These 
rule include, but are not limited to a purchase threshold (for 
example, receive S1.00 off Brand Z laundry detergent that is 
regularly priced S5.00 or more, or S10 single purchase of 
more than $50 from Merchant X), an aggregate purchase 
threshold (for example, receive S10 off next purchase from a 
merchant after the accumulated purchase of Manufacturer B 
products has reached S100), a minimum number of purchases 
of an item (for example, receive S10 off your tenth purchase 
of Brand Z items), a time restriction (for example, receive S10 
off a lunch-time purchase), a maximum discount (for 
example, the merchant system 110 sets S10 off as a maximum 
and user A gets S1 off, while user B gets S2 off), and/or a 
location restriction (for example, receive S10 offa purchase at 
a specified location). In an example embodiment, these rules 
are set by the merchant system 110 at the time the offer is 
created and reviewed before the offer is applied. In an alter 
native example embodiment, the offer is a prepaid offer and 
the redemption rules may include an expiration date. The 
offer content and discount may be personalized to a particular 
user. For example, user A may receive a 5% off coupon for a 
particular product or service while user B may receive a 10% 
off coupon for the same product or service. The payment 
management system 130 may distribute the offers and selec 
tively send potential offers to the user 101. The payment 
management system 130 may determine which users qualify 
for a particular offer. The payment management system 130 
may also rank and prioritize the offers sent to a user 101. 
0105. In block 550, the payment management system 130 
determines whether the redemption rules are satisfied by the 
purchase transaction. In an example embodiment, the pay 
ment management system 130 reviews the terms of the offer 
and the payment request to determine which of the offers are 
applicable to the purchase transaction. 
0106 If no offers are applicable to the purchase transac 
tion, the method 340 proceeds to block 350 in FIG. 3. 
0107 Returning to block 550 in FIG. 5, if offers are appli 
cable to the purchase transaction, the method 340 proceeds to 
block 560. In an example embodiment, more than one offer 
may be applied to the purchase transaction. In another 
example embodiment, only one offer may be applied to the 
purchase transaction. In this embodiment, the payment man 

The method 520 then proceeds to block 530 in FIG. 
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agement system 130 may determine which offer provides the 
user 101 with the greatest savings. 
0108. In block 560, the payment management system 130 
marks the offer as redeemed. In an example embodiment, 
after the offer is marked as redeemed it is not available for 
redemption during a different payment transaction. 
0109. In block 570, the payment management system 10 
updates the dynamic electronic receipt to reflect the redemp 
tion of the offer. In an example embodiment, the user 101 is 
notified of the redemption of the offer in real-time (for 
example, notification is transmitted via electronic mail, SMS, 
or other form of communication). In an example embodi 
ment, the user 101 is provided with a copy of the dynamic 
electronic receipt (for example, a copy is sent via electronic 
mail, a link to the dynamic electronic receipt is provided, a 
notification is transmitted indicating that the dynamic electric 
receipt was updated, or other form of notification is pro 
vided). Continuing with the previous example illustrated in 
FIG.17b, an offer for S10 offa purchase with Merchant A was 
applied to the transaction between User X and Merchant A 
and the dynamic electronic receipt 3010 was updated to 
reflect the redemption of the offer. 
0110 Returning to FIG. 5, in block 580, the payment 
management system 130 deducts the amount of the offer from 
the payment request amount. In an example embodiment, the 
payment management system 130 calculates an adjusted 
transaction amount after each offer is applied. 
0111. In block 590, the payment management system 
updates the dynamic electronic receipt to reflect the adjusted 
transaction amount. Continuing with the previous example 
illustrated in FIG. 18, the payment management system 130 
deducted the S10 value of the offer from the S100 purchase 
request amount to calculate the S90 adjusted request amount 
and the dynamic electronic receipt 3010 was updated to 
reflect the adjusted transaction amount. 
0112 Returning to FIG. 5, the method 340 continues to 
block 345 in FIG. 3. 
0113 Returning to FIG. 3, in block 343, the payment 
management system 130 determines whether the user 101 has 
a stored value account balance. In an example embodiment, 
the user's 101 stored value account is a prepaid account 
maintained by the payment management system 130, as 
described with reference to block 350 in FIG. 3. 
0114. If the user 101 does not a have a stored value account 
balance, the method 300 proceeds to block 350 in FIG.3. 
0115 Returning to block 343, if the user 101 has a stored 
value account balance, the method 300 proceeds to block 345. 
0116. In block 345, the payment management system 130 
deducts the adjusted payment request amount from the stored 
value account balance. In an example embodiment, the pay 
ment management system 130 is the issuer system 160 for the 
stored value account. In another example embodiment, the 
stored value account is maintained by a third party issuer 
system 160 and the payment management system 130 
deducts the balance from the stored value account by submit 
ting a payment request as described herein with reference to 
block 380 in FIG. 3. 
0117. In block 347, the payment management system 
updated the dynamic electronic receipt to reflect payment for 
the funding transaction via the stored value account. Continu 
ing with the previous example as illustrated in FIG. 19, S50 of 
the transaction balance (S90) was deducted from the stored 
value account and the dynamic electronic receipt 3010 was 
updated to reflect the payment from the stored value account. 
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0118 Returning to FIG. 3, in block 350, the payment 
management system 130 determines whether to approve the 
payment request. In an example embodiment, the payment 
management system 130 executes an algorithm, a logic pro 
gram, or otherwise determines whether to approve the pay 
ment request without receiving notification of an approved 
funding transaction. For example, the payment management 
system 130 may evaluate factors (such as whether the user 
101 has a positive stored value account balance) to determine 
whether to approve the payment request without obtaining 
prior approval for the funding transaction from an issuer 
system 160 corresponding to a funding account designated by 
the user 101. 

0119. In an example embodiment, the user 101 is 
prompted to establish a stored value account when creating 
and/or updating the user's 101 payment management system 
130 account. An example stored value account comprises a 
prepaid account maintained by the payment management 
system 130. In an example embodiment, the user 101 desig 
nates the stored value accountas a preferred account to deduct 
any payment requests for purchase transaction from. In an 
example embodiment, the user 101 is prompted or otherwise 
notified to “top off or add funds when the stored value 
account reaches a designated value. In an example embodi 
ment, the stored value account may be funded by any credit 
account, debit account, bank account, or financial account. In 
another example embodiment, funds may be added to the 
stored value account using a pay by electronic mail transac 
tion, gift card, or offer redemption transaction. 
I0120 If the transaction is not approved, the method 300 
proceeds to block 355. In block 355, the transaction is 
declined and the payment management system 130 transmits 
a notice of the declined transaction to the merchant system 
110. 

I0121 Returning to block 350, if the transaction is 
approved, the method 300 proceeds to block 360. In block 
360, the payment management system 130 transmits a pay 
ment authorization message to the merchant system 110. In 
an example embodiment, the payment authorization message 
is transmitted comprises an authorization for the amount in 
the payment request less the value of any offers applied. In an 
example embodiment, the payment authorization is pro 
cessed in a manner consistent with a typical debit card or 
credit card transaction. The method for method for transmit 
ting the payment authorization to the merchant system 110 
for the fronting transaction is described in more detail here 
inafter with reference to the methods described in FIG. 7. 

0.122 FIG. 7 is a block flow diagram depicting a method 
360 for transmitting the payment authorization to the mer 
chant system 110 for the fronting transaction, in accordance 
with certain example embodiments, as referenced in block 
360. The method 360 is described with reference to the com 
ponents illustrated in FIGS. 1 and 2. 
I0123. In block 705, the payment management system 130 
updates the dynamic electronic receipt to reflect approval of 
the purchase request. Continuing with the previous example 
as illustrated in FIG. 19, the transaction is approved for the 
adjusted purchase request amount of S90 (S100 less the S10 
offer) and the dynamic electronic receipt 3010 was updated to 
reflect the approved transaction. 
0.124 Returning to FIG. 7, in block 710, the payment 
management system 130 transmits the payment authorization 
to the card network 140. In an example embodiment, the 
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payment authorization corresponds to the payment request 
and is routed to the merchant system 110. 
0.125. In block 720, the card network 140 receives the 
payment authorization. 
0126. In block 730, the card network 140 transmits the 
payment authorization to the acquirer system 150. In an 
example embodiment, the payment authorization comprises 
an identifier that allows the card network 140 to route the 
payment request the acquirer system 150. 
I0127. In block 740, the acquirer system 150 receives the 
payment authorization. 
I0128. In block 750, the acquirer system 150 transmits the 
payment authorization to the merchant system 110. In an 
example embodiment, the payment authorization comprises 
an identifier that allows the acquirer system 150 to route the 
payment authorization to the merchant system 110. 
I0129. In block 760, the merchant system 110 receives the 
payment authorization. 
I0130. In block 770, the merchant system 110 completes 
the purchase transaction with the user 101. In an example 
embodiment, this completes the front transaction, as depicted 
on FIG. 2. 
I0131 Returning to FIG. 7, from block 770, the method 
360 proceeds to block 370 in FIG. 3. 
(0132) Returning to FIG.3, in block 370 the payment man 
agement system 130 determines a funding account for the 
purchase transaction. In an example embodiment, this signi 
fies the beginning of the funding transaction, as depicted on 
FIG. 2. In an example embodiment, a window of time has 
passed between the completion of the fronting transaction, as 
previously described, and the funding transaction (for 
example, 1 minute, 10 minutes, 1 hour, 2 days, or another 
defined period of time). The method for determining the 
funding account for the funding transaction is described in 
more detail hereinafter with reference to the methods 
described in FIG. 8. 
0133 FIG. 8 is a block flow diagram depicting a method 
370 for determining the funding account for the funding 
transaction, in accordance with certain example embodi 
ments, as referenced in block 370. The method 370 is 
described with reference to the components illustrated in 
FIGS. 1 and 2. 
I0134) In block 810, the payment management system 130 
identifies the user's 101 payment management system 130 
account. In an example embodiment, the payment manage 
ment system 130 reviews a log of approved transactions and 
identifies the user's payment management system 130 
account from the list of approved transactions (for example, 
the log comprises a list of approved transaction for which a 
funding transaction has not been completed). 
I0135) In block 820, the payment management system 130 
determines whether there is a remaining balance for the fund 
ing transaction. In an example embodiment, the payment 
management system subtracts the amount deducted from the 
Stored value account from the adjusted transaction amount. If 
the difference is not equal to Zero, the payment management 
system 130 determines that a remaining balance exists for the 
funding transaction. 
10136.) Ifa remaining balance does not exist for the funding 
transaction, the method 370 proceeds to block 1170 in FIG. 
11. 
I0137 Returning to block 820, if a remaining balance does 
exist for the funding transaction, the method 370 proceeds to 
block 830. 
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I0138 Inblock 830, the payment management system 130 
identifies the user's 101 funding account(s) available. In an 
example embodiment, the funding accounts have been previ 
ously designated by the user 101 when creating or updating 
the user's payment management system 130 account. In an 
example embodiment, the funding accounts are the one or 
more registered financial accounts previously described with 
reference to FIG. 3. 
I0139. In block 840, the payment management system 130 
determines whether the user 101 has additional funding 
accounts. In an example embodiment, the payment manage 
ment system 130 determines whether the user 101 has one or 
more funding accounts in addition to the stored value 
account. 

0140) If the user 101 does not have additional funding 
accounts, the method 370 proceeds to block 845. 
0141. In block 845, the payment management system 130 
overdrafts the user's 101 stored value account for the balance 
of the purchase transaction. In an example user's stored value 
account. The user 101 is notified of the overdraft status of the 
account and provided an opportunity to add funds to the 
stored value account. 
0142. Returning to block 840, if the user has additional 
funding accounts, the method 370 proceeds to block 850. 
0143. In block 850, the payment management system 130 
determines whether the user 101 has identified multiple pre 
ferred funding accounts. In an example embodiment, the user 
101 can designate one or more accounts as "preferred” fund 
ing accounts. In this embodiment, the payment management 
system 130 will select the one or more preferred funding 
accounts to finance the funding transaction. In an example 
embodiment, the user 101 can designate a preferred funding 
account when creating the payment management system 130 
account or at any time prior to the beginning of the funding 
transaction. In another example embodiment, the user 101 
designates one or more rules for selecting the preferred fund 
ing account (for example, select account B for a transaction 
with Merchant X). In yet another example embodiment, the 
payment management system 130 determines the funding 
account. 

I0144. If the user 101 does not have multiple preferred 
funding accounts, the method 370 proceeds to block 860. In 
block 860, the payment management system 130 creates a 
single payment request for the adjusted payment amount. In 
an example embodiment, the adjusted payment amount is the 
amount from the payment request for the fronting transaction 
less an offers applied and less any amount paid from another 
account (for example, the stored value account). 
(0145. From block 860, the method 370 proceeds to block 
880. 

I014.6 Returning to block 850, if the user 101 has multiple 
preferred funding accounts, the method 370 proceeds to block 
870. In block 870, the payment management system 130 
creates multiple payment requests for the adjusted payment 
amount. In an example embodiment, the adjusted payment 
amount is the amount from the payment request for the front 
ing transaction less an offers applied and less any amount paid 
from another account (for example, the stored value account). 
In an example embodiment, the user 101 defines rules for 
determining the amount or percentage that will be charged to 
each funding account (for example, change 25% to preferred 
account A and the remainder to preferred account B). In 
another example embodiment, the payment management sys 
tem 130 determines the amount that will be charged to each 
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account (for example, S50 on a gift card with a $50 balance 
and the remainder on preferred account B). 
0147 In block 880, the payment management system 130 
updates the dynamic electronic receipt to reflect the payment 
request(s). Continuing with the previous example as illus 
trated in FIG. 20, a payment request for S20 was submitted to 
the issuer system 160 of Account A, a payment request for 
S20 was submitted to the issuer system 160 of Account Band 
the dynamic electronic receipt 3010 was updated to reflect the 
payment requests. 
0148 Returning to FIG.8, from block 880 the method 370 
proceeds to block 380 in FIG. 3. 
0149 Returning to FIG.3, in block 380 the payment man 
agement system 130 transmits the payment request for the 
funding transaction. In an example embodiment, the payment 
request functions to seek approval for the funding transaction 
via the user's 101 financial account. In an example embodi 
ment, the payment management system 130 processes the 
funding transaction in a manner consistent with a typical 
debit card or credit card transaction. The method for trans 
mitting the payment authorization request for the funding 
transaction is described in more detail hereinafter with refer 
ence to the methods described in FIG. 9. 
0150 FIG. 9 is a block flow diagram depicting a method 
380 for transmitting the payment authorization request for the 
funding transaction, in accordance with certain example 
embodiments, as referenced in block 380. The method 380 is 
described with reference to the components illustrated in 
FIGS. 1 and 2. 
0151. In block 910, the payment management system 130 
transmits the payment request to the acquirer system 150. 
0152. In block 920, the acquirer system 150 receives the 
payment request. In an example embodiment, the acquirer 
system 150 receives the payment request in a manner consis 
tent with a typical debit card or credit card transaction. 
0153. In block 930, the acquirer system 150 transmits the 
payment request to a card network 140. In an example 
embodiment, the acquirer system 150 transmits the payment 
request in a manner consistent with a typical debit card or 
credit card transaction. 
0154. In block 940, the card network 140 receives the 
payment request. In an example embodiment, the card net 
work 140 receives the payment requestina manner consistent 
with a typical debit card or credit card transaction. 
0.155. In block 950, the card network 140 transmits the 
payment request to the issuer system 160 that corresponds to 
the user's selected financial account. In an example embodi 
ment, the account information can be read and understood by 
the card network 140, which allows the card network 140 to 
transmit the request to the issuer system 160. In this embodi 
ment, the card network 140 reads an account number from the 
account information and determines, based on a series of 
numbers or routing information contained in the account 
number, that the payment request should be transmitted to the 
issuer system 160. 
0156. In block 960, the issuer system 160 receives the 
payment request. 
0157. In an example embodiment, the methods described 
in FIG. 9 are repeated for each funding account selected in 
block 890 of FIG. 8, if applicable. 
0158. The method 380 then proceeds to block 385 in FIG. 
3. 
0159 Returning to FIG. 3, in block 385 the issuer system 
160 approves or declines the transaction. In an example 
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embodiment, the issuer system 160 determines if the user 101 
has a sufficient available balance for the transaction. 

0.160) If the transaction is not approved, the method 300 
proceeds to block 390. In block 390, the payment manage 
ment system 130 receives notification of the declined trans 
action. The method for transmitting a payment declination 
notification for the funding transaction, is described in more 
detail hereinafter with reference to the methods described in 
FIG 10. 

0.161 FIG. 10 is a block flow diagram depicting a method 
390 for transmitting the payment declination notification for 
the funding transaction, in accordance with certain example 
embodiments, as referenced in block 390. The method 390 is 
described with reference to the components illustrated in 
FIGS. 1 and 2. 

0162. In block 1010, the issuer system 160 transmits the 
declination notice to the card network 140. In an example 
embodiment, the declination notice corresponds to the pay 
ment request and is routed to the payment management sys 
tem 130. 

(0163. In block 1020, the card network 140 receives the 
declination notice. 

(0164. In block 1030, the card network 140 transmits the 
declination notice to the acquirer system 150. In an example 
embodiment, the declination notice comprises an identifier 
that allows the card network 140 to route the declination 
notice the acquirer system 150. 
(0165. In block 1040, the acquirer system 150 receives the 
declination notice. 

(0166 In block 1050, the acquirer system 150 transmits the 
declination notice to the payment management system 130. In 
an example embodiment, the declination notice comprises an 
identifier that allows the acquirer system 140 to route the 
declination notice to the payment management system 130. 
0167. In block 1060, the payment management system 
130 receives the declination notice. 

0.168. In block 1070, the payment management system 
130 updates the dynamic electronic receipt to reflect the pay 
ment declination for the funding transaction. Continuing with 
the previous example as illustrated in FIG. 21, a declination 
notice that corresponds to the S20 payment request submitted 
to the issuer system 160 of Account A and the dynamic 
electronic receipt 3010 was updated to reflect the declination 
notice. 

(0169. Returning to FIG. 10, from block 1070 the method 
390 proceeds to block 370 in FIG. 3. In an example embodi 
ment, the methods described in block 370 through 385 are 
repeated until the balance of the fronting transaction is paid 
(for example, until a payment authorization is received for the 
remaining balance or until the stored value account is over 
draft for the remaining balance). 
(0170 Returning to block 385 of FIG. 3, if the transaction 
is approved, the method 300 then proceeds to block 395. In 
block 395, the payment management system 130 receives a 
payment authorization for the funding transaction. The 
method for transmitting the payment authorization notifica 
tion for the funding transaction is described in more detail 
hereinafter with reference to the methods described in FIG. 
11. 

0171 FIG. 11 is a block flow diagram depicting a method 
395 for transmitting the payment authorization notification 
for the funding transaction, in accordance with certain 
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example embodiments, as referenced in block 395. The 
method 395 is described with reference to the components 
illustrated in FIGS. 1 and 2. 
0172. In block 1110, the issuer system 160 transmits the 
payment authorization to the card network 140. In an example 
embodiment, the payment authorization corresponds to the 
payment request and is routed to the payment management 
system 130. 
(0173. In block 1120, the card network 140 receives the 
payment authorization. 
0.174. In block 1130, the card network 140 transmits the 
payment authorization to the acquirer system 150. In an 
example embodiment, the payment authorization comprises 
an identifier that allows the card network 140 to route the 
payment authorization the acquirer system 150. 
(0175. In block 1140, the acquirer system 150 receives the 
payment authorization. 
(0176). In block 1150, the acquirer system 150 transmits the 
payment authorization to the payment management system 
130. In an example embodiment, the payment authorization 
comprises an identifier that allows the acquirer system 140 to 
route the payment authorization to the payment management 
system 130. 
0177. In block 1160, the payment management system 
130 receives the payment authorization. 
0178. In block 1170, the payment management system 
130 updates the dynamic electronic receipt to reflect the pay 
ment authorization for the funding transaction. Continuing 
with the previous example as illustrated in FIG.22, a payment 
authorization that corresponds to the S20 payment request 
submitted to the issuer system 160 of Account B and the 
dynamic electronic receipt 3010 was updated to reflect the 
payment authorization. In addition, a payment request for $20 
was submitted to the issuer system 160 of Account C, a 
corresponding payment authorization was received, and the 
dynamic electronic receipt 3010 was updated to reflect the 
payment request and payment authorization. 
0179 FIG. 12 is a block flow diagram depicting a method 
for processing a return transaction, inaccordance with certain 
example embodiments. The method 1200 is described with 
reference to the components illustrated in FIGS. 1 and 2. 
0180. In block 1210, the user 101 initiates a return trans 
action with the merchant. In an example embodiment, the 
user 101 initiates a return transaction by taking a product back 
to a retail location or sending a product back to an online 
marketplace and presenting the user's 101 payment manage 
ment system 130 account identifier. 
0181. In an example embodiment, the merchant system 
110 operates an online marketplace and the user 101 enters 
the account identifier at the returns webpage or other suitable 
location. The merchant system 110 online marketplace pro 
vides a link, button, or other control that allows the user 101 
to automatically transmit the user's payment management 
system 130 account information to the merchant system 110). 
In this embodiment, the user 101 is prompted to log into, has 
previously logged, or is otherwise automatically logged into 
the payment management system 130. In another example 
embodiment, the user's 101 login credentials are shared 
across other accounts (for example, social networking web 
sites and user device 120 accounts) and the user 101 is auto 
matically logged into the payment management system 140 
account using the shared login credentials. 
0182. In another example embodiment, the merchant sys 
tem 110 operates a retail store. In this embodiment, the user 
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101 may use the user account device 105 in a manner consis 
tent with a magnetic stripe credit card. In another embodi 
ment, a payment code is displayed on the user interface 121 of 
the user device 120 in a manner that the merchant system 110 
and/or user 101 can read the code. In an example embodi 
ment, the payment code is a bar code, QR code, or other 
machine-readable code that is capable of being scanned by a 
code scanner or otherwise readable by the merchant system 
110. In another example embodiment, the payment code is 
displayed on the user interface 121 so that a merchant oper 
ating the merchant system 110 can read and physically enter 
the payment code into the POS terminal 115. In an alternative 
example embodiment, the payment code is read by the user 
101 and entered into the POS terminal 115. 
0183 In another example embodiment, the user 101 using 
the user device 120 to initiate a contactless “tap' with the POS 
terminal 115. In operation of an NFC, Bluetooth, Wi-Fi, or 
other wireless transaction, the user 101 “taps” the user device 
120, such as an NFC-enabled user device 120, to POS termi 
nal 115 of a point of sale system. The POS terminal 115 
recognizes the NFC-enabled device 120 when the device is 
moved within range of the POS terminal 115, establishes a 
secure communication channel with the device 120, and ini 
tiates a refund transaction between the POS terminal 115 and 
the device 120. 
0184. In block 1220, the merchant system 110 transmits a 
refund request for the return transaction to the account man 
agement system 130. In an example embodiment, the Submis 
sion of the refund request by the merchant system 110 for the 
purchase transaction signifies the beginning of the fronting 
transaction as illustrated on FIG. 2. The refund request func 
tions to seek approval for the return transaction via the 
account information provided by the user 101. In an example 
embodiment, the merchant system 110 processes the return 
transaction in a manner consistent with a typical debit card or 
credit card return transaction. The method for transmitting the 
return authorization request to the payment management sys 
tem 130 for the fronting transaction is described in more 
detail hereinafter with reference to the methods described in 
FIG. 13. 

0185 FIG. 13 is a block flow diagram depicting a method 
1200 for transmitting the refund notification to the payment 
management system 130, in accordance with certain example 
embodiments, as referenced in block 1220. The method 1220 
is described with reference to the components illustrated in 
FIGS. 1 and 2. 
0186. In block 1310, the merchant system 110 generates a 
refund request message to request a refund using the account 
information provided by the user 101 in block 1210 and 
transmits the refund request to an acquirer system 150. In an 
example embodiment, the account information resembles 
actual debit/credit card information and the POS terminal 115 
processes the transaction in a manner consistent with a typical 
refund request. 
0187. In block 1320, the acquirer system 150 receives the 
refund request. In an example embodiment, the acquirer sys 
tem 150 receives the refund request in a manner consistent 
with a typical debit card or credit card refund transaction. 
0188 Inblock 1330, the acquirer system 150 transmits the 
refund request to a card network 140. In an example embodi 
ment, the acquirer system 150 transmits the refund request in 
a manner consistent with a typical debit card or credit card 
refund transaction. In an example embodiment, the account 
information provided by the user 101 in block 1210 can be 
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read and understood by the acquirer system 150, which 
allows the acquirer system 150 to transmit the request to the 
appropriate card network 140. 
(0189 In block 1340, the card network receives the refund 
request. In an example embodiment, the card network 
receives the refund request in a manner consistent with a 
typical debit card or credit card refund transaction. 
0190. In block 1350, the card network 140 transmits the 
refund request to the payment management system 130. In an 
example embodiment, the account information provided by 
the user 101 in block 1210 can be read and understood by the 
card network 140, which allows the card network 140 to 
transmit the request to the payment management system 130. 
In this embodiment, the card network 140 reads an account 
number from the account information and determines, based 
on a series of numbers or routing information contained in the 
account number, that the refund request should be transmitted 
to the payment management system 130. 
0191 In block 1360, the payment management system 
130 receives the refund request. 
(0192. The method 1310 then proceeds to block 1230 in 
FIG. 12. 

(0193 Returning to FIG. 12, in block 1230, the payment 
management system 130 identifies the user 101 account asso 
ciated with the refund request received from the merchant 
system 110. In an example embodiment, the payment man 
agement system 130 uses the information contained in the 
refund request to identify the user's 101 account. In an 
example embodiment, the payment management system 130 
reads the user's 101 account identification information from 
the refund request. In an example embodiment, the user's 101 
identification information is contained in or encoded by the 
account information. In another example embodiment, the 
payment management system 130 cross-references a list of 
generated account numbers to determine the corresponding 
user 101 account. 

0194 In another example embodiment, the user 101 is 
conducting an online return transaction with the merchant 
system 110 or a transaction via a merchant shopping appli 
cation 123 resident on the user device 120 and the user 101 is 
logged into the user's payment management system 130 
acCOunt. 

0.195. In block 1240, the payment management system 
130 reads the user's 101 approved transaction for the previous 
three months. In an example embodiment, a log of the user's 
approved transactions is maintained in the user's 101 pay 
ment management system 130 account Such that the system 
130 can retrieve and review a list of the previous transactions 
when processing the return. In another example embodiment, 
the payment management system retrieves and reviews the 
dynamic electronic receipts maintained in the user's payment 
management system 130 account to locate the user's previous 
transactions when processing the return. 
0196. In block 1250, the payment management system 
130 identifies the payment account for the funding transac 
tion that corresponds to the return transaction. In an example 
embodiment, the payment management system 130 funds the 
return transaction to the same account or accounts in which 
the original payment transaction was funded by. In this 
example, the return transaction is applied to the funding 
accounts in reverse order to that in which the funding trans 
action was applied. For example, continuing with the previ 
ous example described with reference to FIG.22, the payment 
management system 130 would fund S20 of the refund to 
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Account C, then S20 to Account B, and finally S50 to the 
Stored Value Account. The method for identifying the pay 
ment account for the funding transaction that corresponds to 
the return transaction is described in more detail hereinafter 
with reference to the methods described in FIG. 14. 
0.197 FIG. 14 is a block flow diagram depicting a method 
1250 for identifying the payment account for the funding 
transaction that corresponds to the return transaction, in 
accordance with certain example embodiments, as referenced 
in block 1250. The method 1250 is described with reference 
to the components illustrated in FIGS. 1 and 2. 
0.198. In block 1410, the payment management system 
130 compares the return amount of the refund request to the 
approved transaction amount for the identified transactions 
for the previous three months. In an example embodiment, the 
payment management system 130 reviews the transaction 
approval amount designated for each funding transaction and 
compares that amount to the refund amount on the refund 
request. 
0199. In block 1420, the payment management system 
130 determines whether the refund amount is less than or 
equal to the transaction approval amount designated for each 
of the identified funding transactions. In an example embodi 
ment, a refund transaction is for an item or portion of the 
purchase transaction. In this embodiment, the amount of the 
refund request is less than the transaction approval amount 
designated for the funding transaction. 
0200. In another example embodiment, the refund trans 
action is for the entire purchase transaction. In this embodi 
ment, the amount of the refund is equal to the transaction 
approval amount designated for the funding transaction. In an 
example embodiment, the payment management system 130 
compares these amounts to make the determination. 
0201 If the refund amount is not less than or equal to the 
transaction approval amount designated for any of the iden 
tified funding transactions, the method 1350 proceeds to 
block 1270 in FIG. 12. 
0202 Returning to block 1420, if the refundamount is less 
than or equal to the transaction approval amount designated 
for any of the identified funding transactions, the method 
1350 proceeds to block 1430. 
0203. In block 1430, the payment management system 
130 compares the merchant identification (ID) code for the 
approved transaction to the merchant ID code on the refund 
request. In an example embodiment, the payment manage 
ment system 130 reads the merchant ID code from the refund 
request and cross-references the code to the merchant ID 
codes of known merchant systems to identify the merchant 
system 110. In an example embodiment, the merchant system 
110 has previously provided the payment management sys 
tem 130 with a merchant's ID code (for example, when reg 
istering with the payment management system 130, when 
providing the payment management system 130 offers for 
distribution, or when otherwise conducting business with the 
payment management system 130). 
0204. In another example embodiment, the refund request 
does not contain the merchant ID and the payment manage 
ment system 130 reads a merchant descriptor from the refund 
request. In an example embodiment, the payment request 
comprises the merchant ID code and/or a descriptor that 
identifies the merchant system 110. The merchant descriptor 
comprises a name or other descriptor that identifies the mer 
chant system 110. In an example embodiment, the descriptor 
can comprise an identification of a branch, franchise, or divi 
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sion of a merchant system (for example, a fast food restaurant 
franchise located on Street X in town Z). The payment man 
agement system 130 identifies the merchant system 110 
based on the merchant descriptor read from the refund 
request. 
0205. In block 1440, the payment management system 
130 determines whether the merchant ID code from the 
refund request corresponds to the merchant ID code from the 
identified transactions. In an example embodiment, the mer 
chant ID code is available and the payment management 
system 130 compares the merchant ID code provided in the 
payment request to the merchant ID code for the identified 
purchase transactions. In another example embodiment, the 
payment management system 130 compares the merchant 
descriptor to the merchant descriptor and/or merchant ID 
provided in the identified purchase transactions. 
0206. If the merchant ID codes do not match, the method 
1350 proceeds to block 1280 in FIG. 12. 
0207 Returning to block 1440, if the merchant ID codes 
do match, the method 1350 proceeds to block 1450. In block 
1450, the payment management system comparers the mer 
chant category codes (MCC) on the refund request to the 
MCC on the identified transactions. In an example embodi 
ment, the MCC classifies the merchant system 110 by the type 
of goods and/or services provided. This allows the issuer 
system 160 to provide rewards based on types of purchases, 
provide users 101 with feedback regarding the types of goods/ 
services purchased, or to provide a spending analysis. In an 
example embodiment, the MCC are provided on the fronting 
transaction purchase request and are recorded on the dynamic 
electronic receipt and/or another record of the transaction. 
0208. In block 1460, the payment management system 
130 determines whether the MCC from the refund request 
matches the MCC from the identified transactions. In an 
example embodiment, the payment management system 
cross-references the codes to determine if they match. 
0209. If the codes do not match, the method 1350 proceeds 
to block 1270 in FIG. 12. 
0210. Returning to block 1460, if the MCC match, the 
method 1350 proceeds to block 1280 in FIG. 12. 
0211. In an example embodiment, the methods described 
in FIG. 14 can be performed in any order. For example, the 
payment management system 130 may compare the transac 
tion amounts pursuant to the methods described in blocks 
1410-1420 and then compare the MCC pursuant to the meth 
ods described in block 1450-1460. 
0212. In another example embodiment, the payment man 
agement system 130 may employ any other form of logic to 
determine the original funding account. For example, if the 
user 101 has only a single funding account, the payment 
management system 130 will identify that account, or if the 
user 101 has only performed a single transaction, the payment 
management system 130 will identify that account. 
0213. The method 1350 then proceeds to block 1260 in 
FIG. 12. 
0214. In block 1260, the payment management system 
130 determines whether the payment account corresponding 
the original funding transaction was identified and identifies 
the issuer system 160 that corresponds to that payment 
account. In an example embodiment, the corresponding pay 
ment account is identified pursuant to the methods described 
with reference to FIG. 13. 
0215. If the corresponding payment account and issuer 
system 160 were not identified, the method 1200 proceeds to 
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block 1270. In block 1270, the payment management system 
130 refunds the refund transaction amount to the user's 101 
stored value account. In an example embodiment, the pay 
ment management system 130 is the issuer system 160 that 
maintains the user's 101 stored value account. In another 
example embodiment, a third party system maintains the 
user's 101 Stored value account and the payment management 
system 130 submits a refund notification to the issuer system 
160 of the stored value account pursuant to the methods 
described with reference to block 1280 in FIG. 12. 
0216 Returning to block 1260, if the corresponding pay 
ment account and issuer system 160 were identified, the 
method 1200 proceeds to block 1280. In block 1280, the 
payment management system 130 Submits a refund notifica 
tion to the issuer system(s) 160 of the identified funding 
account. The method for transmitting the refund notification 
to the issuer system 160 of the payment account for the 
funding transaction that corresponds to the return transaction 
is described in more detail hereinafter with reference to the 
methods described in FIG. 15. 
0217 FIG. 15 is a block flow diagram depicting a method 
1280 for transmitting the refund notification to the issuer 
system 160 of the payment account for the funding transac 
tion that corresponds to the return transaction, in accordance 
with certain example embodiments, as referenced in block 
1280. The method 1280 is described with reference to the 
components illustrated in FIGS. 1 and 2. 
0218. In block 1510, the payment management system 
130 transmits the refund request to the acquirer system 150. 
0219. In block 1520, the acquirer system 150 receives the 
refund request. In an example embodiment, the acquirer sys 
tem 150 receives the refund request in a manner consistent 
with a typical debit card or credit card refund transaction. 
0220. In block 1530, the acquirer system 150 transmits the 
refund request to a card network 140. In an example embodi 
ment, the acquirer system 150 transmits the refund request in 
a manner consistent with a typical debit card or credit card 
refund transaction. 
0221. In block 1540, the card network 140 receives the 
refund request. In an example embodiment, the card network 
140 receives the refund request in a manner consistent with a 
typical debit card or credit card refund transaction. 
0222. In block 1540, the card network 140 transmits the 
refundrequest to the issuer system 160 that corresponds to the 
user's selected financial account. In an example embodiment, 
the account information can be read and understood by the 
card network 140, which allows the card network 140 to 
transmit the request to the issuer system 160. In this embodi 
ment, the card network 140 reads an account number from the 
account information and determines, based on a series of 
numbers or routing information contained in the account 
number, that the refund request should be transmitted to the 
issuer system 160. 
0223) In block 1560, the issuer system 160 receives the 
refund request. 
0224. In an example embodiment, the methods described 
in FIG. 15 are repeated for each funding account identified in 
block 1260 of FIG. 12, if applicable. 
0225. The method 1280 then proceeds to block 1290 in 
FIG. 12. 

0226 Returning to FIG. 12, in block 1290, the payment 
management system updates the dynamic electronic receipt 
to reflect the refund. Continuing with the previous example as 
illustrated in FIG. 23, a refund request that corresponds to the 
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S20 payment request was submitted to the issuer system 160 
of Account C and the dynamic electronic receipt 3010 was 
updated to reflect the refund request. In addition, a refund 
request for $20 was submitted to the issuer system 160 of 
Account B and the dynamic electronic receipt 3010 was 
updated to reflect the refund request. Finally, a refund to the 
user's 101 Stored Value Account for $50 was processed and 
the dynamic electronic receipt 3010 was updated to reflect the 
refund. 

Other Example Embodiments 
0227 FIG. 16 depicts a computing machine 2000 and a 
module 2050 in accordance with certain example embodi 
ments. The computing machine 2000 may correspond to any 
of the various computers, servers, mobile devices, embedded 
systems, or computing systems presented herein. The module 
2050 may comprise one or more hardware or software ele 
ments configured to facilitate the computing machine 2000 in 
performing the various methods and processing functions 
presented herein. The computing machine 2000 may include 
various internal or attached components such as a processor 
2010, system bus 2020, system memory 2030, storage media 
2040, input/output interface 2060, and a network interface 
2070 for communicating with a network 2080. 
0228. The computing machine 2000 may be implemented 
as a conventional computer system, an embedded controller, 
a laptop, a server, a mobile device, a Smartphone, a set-top 
box, a kiosk, a vehicular information system, one more pro 
cessors associated with a television, a customized machine, 
any other hardware platform, or any combination or multi 
plicity thereof. The computing machine 2000 may be a dis 
tributed system configured to function using multiple com 
puting machines interconnected via a data network or bus 
system. 
0229. The processor 2010 may be configured to execute 
code or instructions to perform the operations and function 
ality described herein, manage request flow and address map 
pings, and to perform calculations and generate commands. 
The processor 2010 may be configured to monitor and control 
the operation of the components in the computing machine 
2000. The processor 2010 may be a general purpose proces 
Sor, a processor core, a multiprocessor, a reconfigurable pro 
cessor, a microcontroller, a digital signal processor (DSP), an 
application specific integrated circuit (ASIC), a graphics pro 
cessing unit (GPU), a field programmable gate array (FPGA), 
a programmable logic device (PLD), a controller, a state 
machine, gated logic, discrete hardware components, any 
other processing unit, or any combination or multiplicity 
thereof. The processor 2010 may be a single processing unit, 
multiple processing units, a single processing core, multiple 
processing cores, special purpose processing cores, co-pro 
cessors, or any combination thereof. According to certain 
embodiments, the processor 2010 along with other compo 
nents of the computing machine 2000 may be a virtualized 
computing machine executing within one or more other com 
puting machines. 
0230. The system memory 2030 may include non-volatile 
memories such as read-only memory (ROM), programmable 
read-only memory (PROM), erasable programmable read 
only memory (EPROM), flash memory, or any other device 
capable of storing program instructions or data with or with 
out applied power. The system memory 2030 may also 
include Volatile memories Such as random access memory 
(RAM), static random access memory (SRAM), dynamic 
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random access memory (DRAM), and synchronous dynamic 
random access memory (SDRAM). Other types of RAM also 
may be used to implement the system memory 2030. The 
system memory 2030 may be implemented using a single 
memory module or multiple memory modules. While the 
system memory 2030 is depicted as being part of the com 
puting machine 2000, one skilled in the art will recognize that 
the system memory 2030 may be separate from the comput 
ing machine 2000 without departing from the scope of the 
Subject technology. It should also be appreciated that the 
system memory 2030 may include, or operate in conjunction 
with, a non-volatile storage device Such as the storage media 
2040. 

0231. The storage media 2040 may include a hard disk, a 
floppy disk, a compact disc read only memory (CD-ROM), a 
digital versatile disc (DVD), a Blu-ray disc, a magnetic tape, 
a flash memory, other non-volatile memory device, a solid 
state drive (SSD), any magnetic storage device, any optical 
storage device, any electrical storage device, any semicon 
ductor Storage device, any physical-based storage device, any 
other data storage device, or any combination or multiplicity 
thereof. The storage media 2040 may store one or more oper 
ating systems, application programs and program modules 
such as module 2050, data, or any other information. The 
storage media 2040 may be part of, or connected to, the 
computing machine 2000. The storage media 2040 may also 
be part of one or more other computing machines that are in 
communication with the computing machine 2000 Such as 
servers, database servers, cloud storage, network attached 
storage, and so forth. 
0232. The module 2050 may comprise one or more hard 
ware or software elements configured to facilitate the com 
puting machine 2000 with performing the various methods 
and processing functions presented herein. The module 2050 
may include one or more sequences of instructions stored as 
Software or firmware in association with the system memory 
2030, the storage media 2040, or both. The storage media 
2040 may therefore represent examples of machine or com 
puter readable media on which instructions or code may be 
stored for execution by the processor 2010. Machine or com 
puter readable media may generally refer to any medium or 
media used to provide instructions to the processor 2010. 
Such machine or computer readable media associated with 
the module 2050 may comprise a computer software product. 
It should be appreciated that a computer software product 
comprising the module 2050 may also be associated with one 
or more processes or methods for delivering the module 2050 
to the computing machine 2000 via the network 2080, any 
signal-bearing medium, or any other communication ordeliv 
ery technology. The module 2050 may also comprise hard 
ware circuits or information for configuring hardware circuits 
such as microcode or configuration information for an FPGA 
or other PLD. 

0233. The input/output (I/O) interface 2060 may be con 
figured to couple to one or more external devices, to receive 
data from the one or more external devices, and to send data 
to the one or more external devices. Such external devices 
along with the various internal devices may also be known as 
peripheral devices. The I/O interface 2060 may include both 
electrical and physical connections for operably coupling the 
various peripheral devices to the computing machine 2000 or 
the processor 2010. The I/O interface 2060 may be configured 
to communicate data, addresses, and control signals between 
the peripheral devices, the computing machine 2000, or the 
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processor 2010. The I/O interface 2060 may be configured to 
implement any standard interface, such as Small computer 
system interface (SCSI), serial-attached SCSI (SAS), fiber 
channel, peripheral component interconnect (PCI), PCI 
express (PCIe), serial bus, parallel bus, advanced technology 
attached (ATA), serial ATA (SATA), universal serial bus 
(USB). Thunderbolt, FireWire, various video buses, and the 
like. The I/O interface 2060 may be configured to implement 
only one interface or bus technology. Alternatively, the I/O 
interface 2060 may be configured to implement multiple 
interfaces or bus technologies. The I/O interface 2060 may be 
configured as part of all of or to operate in conjunction with, 
the system bus 2020. The I/O interface 2060 may include one 
or more buffers for buffering transmissions between one or 
more external devices, internal devices, the computing 
machine 2000, or the processor 2010. 
0234. The I/O interface 2060 may couple the computing 
machine 2000 to various input devices including mice, touch 
screens, scanners, electronic digitizers, sensors, receivers, 
touchpads, trackballs, cameras, microphones, keyboards, any 
other pointing devices, or any combinations thereof. The I/O 
interface 2060 may couple the computing machine 2000 to 
various output devices including video displays, speakers, 
printers, projectors, tactile feedback devices, automation con 
trol, robotic components, actuators, motors, fans, Solenoids, 
valves, pumps, transmitters, signal emitters, lights, and so 
forth. 
0235. The computing machine 2000 may operate in a net 
Worked environment using logical connections through the 
network interface 2070 to one or more other systems or com 
puting machines across the network 2080. The network 2080 
may include wide area networks (WAN), local area networks 
(LAN), intranets, the Internet, wireless access networks, 
wired networks, mobile networks, telephone networks, opti 
cal networks, or combinations thereof. The network 2080 
may be packet Switched, circuit Switched, of any topology, 
and may use any communication protocol. Communication 
links within the network 2080 may involve various digital or 
an analog communication media Such as fiber optic cables, 
free-space optics, waveguides, electrical conductors, wireless 
links, antennas, radio-frequency communications, and so 
forth. 

0236. The processor 2010 may be connected to the other 
elements of the computing machine 2000 or the various 
peripherals discussed herein through the system bus 2020. It 
should be appreciated that the system bus 2020 may be within 
the processor 2010, outside the processor 2010, or both. 
According to some embodiments, any of the processor 2010, 
the other elements of the computing machine 2000, or the 
various peripherals discussed herein may be integrated into a 
single device Such as a system on chip (SOC), system on 
package (SOP), or ASIC device. 
0237. In situations in which the systems discussed here 
collect personal information about users, or may make use of 
personal information, the users may be provided with an 
opportunity or option to control whether programs or features 
collect user information (e.g., information about a user's 
Social network, social actions or activities, profession, a 
user's preferences, or a user's current location), or to control 
whether and/or how to receive content from the content server 
that may be more relevant to the user. In addition, certain data 
may be treated in one or more ways before it is stored or used, 
so that personally identifiable information is removed. For 
example, a user's identity may be treated so that no personally 
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identifiable information can be determined for the user, or a 
user's geographic location may be generalized where loca 
tion information is obtained (such as to a city, ZIP code, or 
state level), so that a particular location of a user cannot be 
determined. Thus, the user may have control over how infor 
mation is collected about the user and used by a content 
SeVe. 

0238 Embodiments may comprise a computer program 
that embodies the functions described and illustrated herein, 
wherein the computer program is implemented in a computer 
system that comprises instructions stored in a machine-read 
able medium and a processor that executes the instructions. 
However, it should be apparent that there could be many 
different ways of implementing embodiments in computer 
programming, and the embodiments should not be construed 
as limited to any one set of computer program instructions. 
Further, a skilled programmer would be able to write such a 
computer program to implement an embodiment of the dis 
closed embodiments based on the appended flow charts and 
associated description in the application text. Therefore, dis 
closure of a particular set of program code instructions is not 
considered necessary for an adequate understanding of how 
to make and use embodiments. Further, those skilled in the art 
will appreciate that one or more aspects of embodiments 
described herein may be performed by hardware, software, or 
a combination thereof, as may be embodied in one or more 
computing systems. Moreover, any reference to an act being 
performed by a computer should not be construed as being 
performed by a single computer as more than one computer 
may perform the act. 
0239. The example embodiments described herein can be 
used with computer hardware and software that perform the 
methods and processing functions described herein. The sys 
tems, methods, and procedures described herein can be 
embodied in a programmable computer, computer-execut 
able software, or digital circuitry. The software can be stored 
on computer-readable media. For example, computer-read 
able media can include a floppy disk, RAM, ROM, hard disk, 
removable media, flash memory, memory Stick, optical 
media, magneto-optical media, CD-ROM, etc. Digital cir 
cuitry can include integrated circuits, gate arrays, building 
block logic, field programmable gate arrays (FPGA), etc. 
0240. The example systems, methods, and acts described 
in the embodiments presented previously are illustrative, and, 
in alternative embodiments, certain acts can be performed in 
a different order, in parallel with one another, omitted 
entirely, and/or combined between different example 
embodiments, and/or certain additional acts can be per 
formed, without departing from the scope and spirit of vari 
ous embodiments. Accordingly, such alternative embodi 
ments are included in the invention claimed herein. 

0241 Although specific embodiments have been 
described above in detail, the description is merely for pur 
poses of illustration. It should be appreciated, therefore, that 
many aspects described above are not intended as required or 
essential elements unless explicitly stated otherwise. Modi 
fications of, and equivalent components or acts correspond 
ing to, the disclosed aspects of the example embodiments, in 
addition to those described above, can be made by a person of 
ordinary skill in the art, having the benefit of the present 
disclosure, without departing from the spirit and scope of 
embodiments defined in the following claims, the scope of 
which is to be accorded the broadest interpretation so as to 
encompass such modifications and equivalent structures. 
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What is claimed is: 
1. A computer-implemented method for applying basket 

level offers during purchase transactions that utilize delayed 
processing windows, comprising: 

receiving, by one or more computing devices, a merchant 
payment request from one or more computing devices 
operated by a merchant system, the merchant payment 
request comprising an account identifier for a user 
account maintained by a payment management system, 
a transaction value, and a merchant descriptor, and 
wherein the merchant payment request seeks authoriza 
tion for a payment transaction between the a user and the 
merchant system; 

determining, by the one or more computing devices, an 
identity of the merchant system using the merchant 
descriptor; 

identifying, by the one or more computing devices, one or 
more available offers by comparing the identity of the 
merchant system to known offers; 

determining, by the one or more computing devices, that 
one or more redemption rules for the one or more avail 
able offers are satisfied by the payment transaction 
between the user and the merchant system; 

in response to determining that the one or more redemption 
rules are satisfied, redeeming, by the one or more com 
puting devices, the one of more offers by adjusting the 
transaction value by an amount of the one or more offers; 

determining, by the one or more computing devices, to 
approve the merchant payment request for the adjusted 
transaction value prior to requesting a funding payment 
request from an issuer of one or more financial accounts 
saved in the user account maintained by the payment 
management System; 

in response to determining to approve the merchant pay 
ment request, transmitting, by the one or more comput 
ing device, a merchant payment authorization to the one 
or more computing devices operated by the merchant 
system for the adjusted transaction value; and 

Submitting, by the one or more computing devices, a back 
ing payment request, wherein a window of time has 
passed between the transmission of the merchant pay 
ment authorization and the Submission of the backing 
payment request. 

2. The computer-implemented method of claim 1, wherein 
the offers comprise one or more of a coupon, loyalty point 
reward, prepaid offer, and rebate. 

3. The computer-implemented method of claim 1, wherein 
the merchant descriptor comprises one or more of a merchant 
identification (ID) code, merchant name, address, phone 
number, franchise name, franchise location, franchisee or 
owner name, and franchisee or branch number. 

4. The computer-implemented method of claim 1, wherein 
determining the identity of the merchant system comprises 
comparing the merchant identifier to a known merchant sys 
tem. 

5. The computer-implemented method of claim 1, wherein 
identifying the one or more available offers comprises cross 
referencing the identity of the merchant system with a list of 
known merchant systems. 

6. The computer-implemented method of claim 1, further 
comprising determining, by the one or more computing 
devices, which user account corresponds to the account iden 
tifier, wherein the one or more available offers are identified 
from the user account. 
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7. The computer-implemented method of claim 1, wherein 
the one or more redemption rules comprise an expiration date, 
a transaction amount minimum, a time limitation, a minimum 
number of purchases requirement, and a location restriction. 

8. The computer-implemented method of claim 1, further 
comprising marking, by the one or more computing devices, 
the one or more redeemed offers as redeemed by the user. 

9. The computer-implemented method of claim 1, further 
comprising determining, by the one or more computing 
devices, which of the one or more financial accounts saved in 
the user account maintained by the payment management 
system to request the funding payment from by Submitting 
the backing payment request. 

10. The computer-implemented method of claim 1, further 
comprising receiving, by the one or more computing devices, 
a payment notification from the issuer of the financial 
acCOunt. 

11. A computer program product, comprising: 
a non-transitory computer-readable medium having com 

puter-readable program instructions embodied therein 
that when executed by a computer cause the computer 
for applying basket level offers during purchase trans 
actions that utilize delayed processing windows, the 
computer-readable program instructions comprising: 
computer-readable program instructions to receive a 

merchant payment request from one or more comput 
ing devices operated by a merchant system, the mer 
chant payment request comprising an account identi 
fier for a user account maintained by a payment 
management system, a transaction value, and a mer 
chant descriptor, and wherein the merchant payment 
request seeks authorization for a payment transaction 
between the a user and the merchant system; 

computer-readable program instructions to determine an 
identity of the merchant system using the merchant 
descriptor; 

computer-readable program instructions to identify one 
or more available offers by comparing the identity of 
the merchant system to known offers; 

computer-readable program instructions to redeem the 
one of more offers by adjusting the transaction value 
by an amount of the one or more offers: 

computer-readable program instructions to determine to 
approve the merchant payment request for the 
adjusted transaction value prior to requesting a fund 
ing payment request from an issuer of one or more 
financial accounts saved in the user account main 
tained by the payment management system; 

computer-readable program instructions to, in response 
to determining to approve the merchant payment 
request, transmit a merchant payment authorization to 
the one or more computing devices operated by the 
merchant system for the adjusted transaction value; 
and 

computer-readable program instructions to Submit a 
backing payment request, wherein a window of time 
has passed between the transmission of the merchant 
payment authorization and the Submission of the 
backing payment request. 

12. The computer program product of claim 11, wherein 
the merchant descriptor comprises one or more of a merchant 
identification (ID) code, merchant name, address, phone 
number, franchise name, franchise location, franchisee or 
owner name, and franchisee or branch number. 
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13. The computer program product of claim 11, wherein 
determining the identity of the merchant system comprises 
comparing the merchant identifier to a known merchant sys 
tem. 

14. The computer program product of claim 11, wherein 
identifying the one or more available offers comprises cross 
referencing the identity of the merchant system with a list of 
known merchant systems. 

15. The computer program product of claim 11, further 
comprising computer-readable program instructions to deter 
mine which user account corresponds to the account identi 
fier, wherein the one or more available offers are identified 
from the user account. 

16. The computer program product of claim 11, further 
comprising computer-readable program instructions to deter 
mine which of the one or more financial accounts saved in the 
user account maintained by the payment management system 
to request the funding payment from by Submitting the back 
ing payment request. 

17. A system for applying basket level offers during pur 
chase transactions that utilize delayed processing windows, 
the system comprising: 

a storage medium; and 
a processor communicatively coupled to the storage 
medium, wherein the processor executes application 
code instructions that are stored in the storage medium 
and that cause the system to: 
receive a merchant payment request from one or more 

computing devices operated by a merchant system, 
the merchant payment request comprising an account 
identifier for a user account maintained by a payment 
management system, a transaction value, and a mer 
chant descriptor, and wherein the merchant payment 
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request seeks authorization for a payment transaction 
between the a user and the merchant system; 

identify one or more available offers using the merchant 
descriptor; 

redeem the one of more offers by adjusting the transac 
tion value by an amount of the one or more offers: 

determine to approve the merchant payment request for 
the adjusted transaction value prior to requesting a 
funding payment request from an issuer of one or 
more financial accounts saved in the user account 
maintained by the payment management system; 

in response to determining to approve the merchant pay 
ment request, transmit a merchant payment authori 
Zation to the one or more computing devices operated 
by the merchant system for the adjusted transaction 
value; and 

Submit a backing payment request, wherein a window of 
time has passed between the transmission of the mer 
chant payment authorization and the Submission of 
the backing payment request. 

18. The system of claim 17, wherein the processor is fur 
ther configured to execute computer-executable instructions 
stored in the storage medium to cause the system to identify 
the merchant system using the merchant descriptor. 

19. The system of claim 18, wherein determining the iden 
tity of the merchant system comprises comparing the mer 
chant identifier to a known merchant system. 

20. The system of claim 17, further comprising computer 
readable program instructions to determine which user 
account corresponds to the account identifier, wherein the one 
or more available offers are identified from the user account. 
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