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57 ABSTRACT 

An integrated digital circuit is protected from reverse engi 
neering by fabricating all transistors of like conductivity 
with a common size and geometric layout, providing a 
common layout for different logic cells, connecting doped 
circuit elements of like conductivity with electrically con 
ductive doped implants in the Substrate rather than metalized 
interconnections, and providing non-functional apparent 
interconnections that are interrupted by non-discernable 
channel Stops. So that all cells falsely appear to have a 
common interconnection Scheme. The camouflage is 
enhanced by providing a uniform pattern of metal leads over 
the transistor array, with a uniform pattern of heavily doped 
implant taps from the transistors for connection to the leads, 
undesired tap-lead connections are blocked by channel 
Stops. 
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DIGITAL CIRCUIT WITH TRANSISTOR 
GEOMETRY AND CHANNEL STOPS 
PROVIDING CAMOUFLAGE AGAINST 

REVERSE ENGINEERING 

RELATED APPLICATIONS 

This is a division of application Ser. No. 08/532,326 filed 
on Sep. 22, 1995 U.S. Pat. No. 5,783,846. This application 
is related to Pat. No. 5,866,933. 

BACKGROUND OF THE INVENTION 

1. Field of the Invention 

This invention relates to the prevention of reverse engi 
neering of integrated circuits (ICs), and more particularly to 
Security techniques in which a common geometric design is 
established for different circuit cells and interconnections 
between circuit elements are made undetectable. 

2. Description of the Related Art 
Several techniques have been used to reverse engineer 

ICs. Electron (e)-beam probing with a scanning electron 
microscope (SEM), either through SEM photographs or 
Voltage contrast analysis, is a Standard reverse engineering 
mechanism, although Secondary ion mass spectrometry 
(SIMS), spreading resistance analysis and various other 
techniques have also been used. A general description of 
e-beam probing is provided in Lee, “Engineering a Device 
for Electron-beam Probing:, IEEE Design & Test of 
Computers, 1989, pages 36-49. 
Numerous ways to frustrate unwanted attempts to reverse 

engineer an IC have also been developed. For example, in 
Pat. No. 4,766,516 to Ozdemir et al. (assigned to Hughes 
Aircraft Company, the assignee of the present invention), 
additional circuit elements that do not contribute toward the 
desired circuit function are added to an IC, and disguised 
with the visible appearance of being an ordinary part of the 
IC. The elements have physical modifications that are not 
readily visible but cause them to function in a different 
manner, inhibiting the proper functioning of the IC in case 
of an attempted copying or other unauthorized use. When 
the apparent function rather than the actual function of the 
disguised elements are copied, the resulting circuit will not 
operate properly. 

In Pat. No. 4,583,011 to Pechar a pseudo-MOS (metal 
oxide Semiconductor) device is given a depletion implant 
that is not readily visible to a copier, who would infer from 
the device's location in the circuit that it would be 
enhancement-mode. A Somewhat related approach is taken 
in French patent publication no. 2 486 717 by Bassett et al., 
published Jan. 15, 1982; the circuit doping is controlled so 
that Some devices which appear to be transistors actually 
function as either open or short circuits. And in Pat. No. 
4,603,381 to Guttag the memory of a central processing unit 
is programmed by the doping of its channel regions, rather 
than by the presence or absence of gates, to protect perma 
nently programmed Software. 

Instead of disguising circuit elements, Some Systems have 
a mechanism to protect the circuit from operating until a 
correct access code has been entered. Such systems are 
described in Pat. Nos. 4,139,864 to Schulman and 4,267,578 
to Vetter. 

Each of the above protection Schemes requires additional 
processing and/or uses additional circuitry that is dedicated 
to Security and does not contribute to the basic functioning 
of the circuit. This increases the cost of circuit production 
and complicates the circuitry. 
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2 
Pat. No. 4,799,096 to Koeppe uses doped implants to 

connect the Sources and drains of different transistors to 
improve circuit reliability and testability, but the circuit 
function can be determined from the transistor arrangement. 
Pat. No. 5,138,197 to Kuwana connects different transistors 
in an address decoder array with doped implants, but circuit 
functions can be determined from clearly visible elements 
Such as gate electrodes and circuit interconnects. Japanese 
patent publication 58-190064 to Sawase provides a metal 
ization over a diffused source to block light from the 
Source/Substrate junction and thus reduce leakage current. 
While this tends to camouflage the source, the nature of the 
circuit can still be determined from its visible elements. 

SUMMARY OF THE INVENTION 

The present invention SeekS to provide a camouflaged 
digital IC, and a fabrication method for the IC, that is very 
difficult to reverse engineer, can be implemented without 
any additional fabrication StepS and is compatible with 
computer aided design (CAD) systems that allow many 
different kinds of logic circuits to be constructed with ease. 
To achieve these goals, the size and internal geometry of 

the transistors within each of the cells are made the same for 
the same transistor type, different logic cells have their 
transistors arranged in Substantially the same Spatial pattern 
So that the logic functions are not discernable from the 
transistor patterns, and the transistors are collectively 
arranged in a uniform array on the Substrate So that bound 
aries between different logic cells are Similarly not discern 
able. 

Electrically conductive, heavily doped implant intercon 
nections that are difficult for a reverse engineer to detect 
provide interconnections among the transistors within each 
cell, with the pattern of interconnections determining the 
cell's logic function. A uniform pattern of interconnections 
among all of the transistors on the Substrate is preferably 
provided, with different logic functions implemented by 
interrupting Some of the interconnections to make them 
apparent (they appear to be conductive connections but are 
actually non-conductive) by the addition of opposite con 
ductivity channel Stop implants. The channel Stops are 
Substantially shorter than the interconnections which they 
interrupt, preferably with a dimension equal approximately 
to the minimum feature size of the IC. To the extent the 
interconnections could be discerned by a reverse engineer, 
they would all look the same because the channel Stops 
would not be detected, thus enhancing the circuit camou 
flage. 

Reverse engineering is further inhibited by providing a 
uniform pattern of metal leads over the transistor array. A 
uniform pattern of heavily doped implant taps are made to 
the various transistors to connect with the leads. Some of the 
taps are made apparent by blocking them with channel Stops 
Similar to those employed in the apparent inter-transistor 
connections. A reverse engineer will thus be unable to either 
determine boundaries between different cells, or to identify 
different cell types, from either the metalization or the tap 
patterns. The metalization is preferably implemented in 
multiple layers, with the upper layerS Shading connections 
between a lower layer and the underlying IC. 
A camouflaged circuit is preferably fabricated by implant 

ing the interconnections and the portions of the transistors 
which have the same conductivity at the same time, and also 
implanting the channel Stops and the portions of the tran 
Sistors which have the same conductivity as the channel 
Stops at the same time. 
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Further features and advantages of the invention will be 
apparent to those skilled in the art from the following 
detailed description, taken together with the accompanying 
drawings. 

BRIEF DESCRIPTION OF THE DRAWINGS 

FIGS. 1 and 2 are schematic diagrams of 3-input OR and 
AND gates; 

FIGS. 3a and 3b are plan views emphasizing different 
levels of a camouflaged integrated circuit in accordance with 
the invention, showing an implementation of the FIG. 1 
NOR gate; and 

FIGS. 4a and 4b are sectional views taken along section 
lines 4a–4a and 4b-4b of FIG. 3a that illustrate the 
fabrication of transistor Source/drain regions and associated 
implanted interconnects, including channel Stops which 
make Some of the interconnects apparent rather than func 
tional. 

DETAILED DESCRIPTION OF THE 
INVENTION 

The invention camouflages digital logic cells by arranging 
all of the transistors for each of the cells in a uniform "sea' 
of transistors in which the boundaries between different cells 
are not apparent, by arranging the transistors within different 
cells that have the same number of transistors but different 
logic functions in the same geometric layout So that the cell 
functions cannot be determined by the transistor geometries, 
by using implants that are made electrically conductive by 
heavy doping and are not readily discernable for intracell 
connections, and by providing the same geometric layout of 
intracell interconnections for different logic cells So that the 
cell functions cannot be determined even if the interconnec 
tions are determined by a reverse engineer. A uniform 
pattern of interconnections is achieved by providing 
implants for all potential interconnections within each cell, 
and disabling unwanted interconnections for a given cell 
with narrow implanted channel stops of opposite conduc 
tivity. Since the channel stops are even more difficult to 
discern than are the implanted interconnections, a still 
higher level of protection is provided. Heavily doped 
implants with a common geometric layout and channel Stop 
interruptions can also be used for intercell as well as intracell 
connections. 

Reverse engineers typically attempt to recognize transis 
tor patterns and interconnections that correspond to different 
logic cells, and then try to identify similar patterns through 
out the logic array. This Saves the effort of having to 
investigate each transistor individually. Interconnections 
between cells are determined by photographing the metal 
ization layers and Superimposing them on the cells. The use 
of repetitive cell patterns greatly simplifies the reverse 
engineer's task. For example, for an array of 100,000 cells 
that employs 100 different types of cells, the reverse engi 
neer only has to identify 100 different cell types. The present 
invention forces a reverse engineer to investigate each 
individual transistor within each cell, and even then the 
overall circuit is extremely difficult to reconstruct. 
An important aspect of the invention is that it does not 

rely upon modifications or additions to the functioning of the 
circuitry that is to be protected from reverse engineering, nor 
does it require any additional processing Steps or equipment. 
Instead, a highly effective deterrent to reverse engineering is 
accomplished in a streamlined manner that adds neither 
processing, time nor complexity to the basic circuitry. 

Implementations of the invention in the form of OR and 
AND gates will first be described. Using these and other 
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4 
common gates as building blocks, many different types of 
logic circuitry can be designed. A distinct advantage of the 
invention is that different types of logic circuits may be 
made to look alike, thus confusing a potential reverse 
engineer. 

FIG. 1 is a Schematic diagram of a conventional threes 
input OR gate circuit, in which three p-channel transistorS2, 
4 and 6 are connected in Series between a positive Voltage 
terminal 8 and an inverted output 10, and three n-channel 
transistors 12, 14 and 16 are connected in parallel between 
a negative voltage terminal 18 (which can be designated 
ground) and the inverted output 10. Input terminals 20, 22 
and 24 for the inputs designated A, B and C are connected 
to the gates of respective p-channel/n-channel transistor 
pairs. 
The signal at inverted output 10 represents a NOR func 

tion. To convert this to an OR output, an inverter 26 inverts 
the Signal at output 10 to produce an OR output at terminal 
28. The inverter is conventional, consisting of a p-channel 
transistor 30 and an n-channel transistor 32 that are con 
nected in Series between the positive and negative Voltage 
terminals 8 and 18, with the gates of transistors 30 and 32 
receiving an input from inverted output 10 and output 
terminal 28 tapped from the series junction of 30 and 32. 
A conventional three-input AND gate is illustrated in FIG. 

2. It is similar to the OR gate of FIG. 1, but for the AND gate 
the three p-channel transistors 2', 4' and 6' are connected in 
parallel, and the three n-channel transistors 12", 14' and 16 
are connected in Series. Again, an inverted function (NAND) 
is produced at an inverted output 10", and inverted to yield 
the desired AND signal at the final output terminal 28. 
An implementation of the OR gate of FIG. 1 in accor 

dance with the invention is shown in FIGS. 3a and 3b. Both 
are plan views of the same area in a logic array, with FIG. 
3a emphasizing the transistor drain, Source and interconnec 
tion implants by Shading them from lower left to upper right 
(polysilicon gates are shaded from upper left to lower right), 
and FIG. 3b emphasizing the metalization that overlies the 
IC Substrate. In FIG. 3b the lower level of metalization 
(metal-1) which directly contacts the underlying IC is 
shaded from lower left to upper right, while the upper 
metal-2 metalization that interconnects different portions of 
the metal-1 is shaded from upper left to lower right. Metal-1 
is shown in dashed lines and metal-2 in Solid but unshaded 
lines in FIG.3a. Contact connections between the IC and the 
metal-1 layer are indicated by hollow squares M1, while 
Vertical conductive Vias which Substitute connections 
between the metal-1 and metal-2 layers for the IC-metal-1 
contacts are stipled and labeled M2. 

In FIG. 3a the Sources, drains and gates of each of the 
transistors are indicated by the same transistor numbers as in 
FIG. 1, followed by S, D or G, respectively. The transistor 
Sources and drains (the designation of an element as a Source 
or a drain is Somewhat arbitrary) are fabricated in a con 
ventional manner by implanting dopant ions into the circuit 
substrate. While both the p+ and n+ doping can vary with 
parameterS Such as feature size and the type of fabrication 
process used, the p+ Sources and drains of the p-channel 
devices 2, 4, 6 and 30 are typically doped with a boron ion 
implant at a density of about 4x10" ion/cm, and an 
implantation energy of about 30 keV. The n+ source and 
drain regions of the n-channel transistors 12, 14, 16 and 32 
are typically doped in accordance with industry Standards 
with arsenic ions at a density of about 5x10"/cm, and an 
implant energy of about 150 keV. Either a masked ion flood 
beam or a focused ion beam may be used; doping by older 
gaseous diffusion techniques may also be employed. 
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In FIG. 3a the transistors used in the OR gate of FIG. 1 
are shaded for clarity, while the remaining transistors are 
unshaded. All of the p-channel transistors in the entire array 
have Substantially the same sizes and geometric layouts; the 
n-channel transistors similarly have the same Size and geo 
metric layout. This is of considerable benefit in camouflag 
ing the cell to which a particular transistor belongs, and also 
the boundaries between cells, since normally different cell 
transistors of the same conductivity type will not all have the 
Same size. For example, output transistors are normally 
larger because they carry more current. This can be accom 
modated by the invention by making all of the transistors 
Somewhat larger, although at the price of a greater overall 
area and consequently Some degradation in the device 
density. Alternately, buffer circuits could be employed to 
boost the output currents if the output transistors are reduced 
to the size of the other transistors, or the ratio of the 
source/drain width W(in the vertical direction in FIG.3a) to 
the gate length L (the narrow horizontal gate dimension in 
FIG. 3a) can be increased. The W/L ratio is conventionally 
about 7-15 for an n-channel device, and about 15-30 for 
p-channel device. This ratio can be increased on the order of 
about 15% to accommodate the invention. Another conse 
quence of using equal size transistorS is that the circuit's 
operating Speed can go down Somewhat because of extra 
parasitic capacitances, although the transistors can be used 
in parallel to obtain more output drive. Since the camou 
flaged cells tend to be larger and slower than conventional 
cells, it may be desirable to implement only the more 
important portion of a complete circuit on a single die with 
the invention's camouflage techniques, with the remainder 
of the circuit implemented using conventional cells. 

The use of identical transistor geometries and layouts by 
itself is very helpful in thwarting reverse engineering. 
However, the camouflage provided by the invention is 
considerably enhanced by a transistor interconnection 
Scheme that greatly adds to the difficulty of reverse engi 
neering. Rather than connecting the transistor regions of like 
conductivity with metalized interconnects in the conven 
tional fashion, Such connections are made by means of 
doping implants into the Substrate between the desired 
Sources and drains. Such interconnections are preferably 
implemented, as shown in FIG. 3a, by extending the Source 
and drain implants on either Side of the transistors with taps 
that are labeled ST for source taps and DT for drain taps, and 
by connectors C that interconnect the Source and drain taps 
for the same transistor and the Sources and drains of adjacent 
transistors. The implanted interconnections are preferably 
established Simultaneously with the Source and drain 
implants by providing appropriate openings in the implan 
tation mask (if flood beam implantation is employed), or by 
extending the Scanning area of a focused ion beam. An 
alternate method of implantation would be a conventional 
gaseous diffusion process to establish the doping, but this is 
leSS preferable than ion beams. By using the same Source/ 
drain fabrication Step to also fabricate the implanted 
interconnections, the interconnections have the Same dopant 
concentration as the Sources and drains and are formed 
integrally there with. 
A uniform pattern of interconnections is provided for the 

transistors of each cell; the pattern includes all of the 
interconnections that could be used for any of the different 
cells in the overall IC. Thus, both intra- and intertransistor 
connectors C1 and C2, respectively, are implanted at the 
opposite extremities of the Source and drain tapS ST and DT, 
intertransistor connectors C3 are provided between the inner 
ends of the Sources and drains of adjacent transistors, and 
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6 
intertransistor connectors C4 are provided between the inner 
extremities of the source and drain taps ST and DT of 
adjacent transistors. 
AS described thus far, there is no differentiation between 

logic cells because they all have the same complete Set of 
intra- and intertransistor connections. The circuit at this 
point, while nonfunctional, is thus virtually impossible to 
reverse engineer. Logic functionality is established by inter 
rupting Selected taps and connectors with channel Stop 
implants, with the remaining uninterrupted taps and connec 
torS determining the cell functionality. The channel Stops are 
of opposite conductivity to the interconnections which they 
respectively interrupt, and are preferably implanted in the 
Same fabrication Step as the other portions of the circuit that 
have the same conductivity as the channel Stop. 
The channel Stops are preferably made as Small as 

possible, consistent with providing a Secure interruption of 
the interconnections in which they are located. This will 
generally be the minimum feature size of the IC, which with 
present generally available technology is 0.5 microns. If the 
channel Stops were confined to the widths of the intercon 
nections which they interrupt and had upper Surfaces planar 
with these interconnections, they would be totally invisible 
to presently available reverse engineering techniques. On 
the other hand, the channel Stops will normally extend 
Slightly beyond the limits of their respective interconnec 
tions to assure a reliable interruption. Also, Since n+ and p+ 
doping normally exhibit different etch rates, the Surface of 
the IC from one side of a channel Stop to the opposite side 
will normally not be absolutely planar. However, the pre 
ferred channel Stop dimension of about 0.5 microns approxi 
mates the wavelength of visible light, which would make the 
channel stops invisible to observation in this wavelength 
regime. Furthermore, with a very narrow channel Stop the 
normal lateral spreading of the faster n+ etching would tend 
to reduce or even entirely eliminate the Surface differential 
that would otherwise accompany the different etch rates, 
making reverse engineering even more difficult. 

Referring again to FIG.3a, the channel stops CSO that are 
implanted to implement the OR gate are Stipled, while 
potential channel stop sites CS1 that are not used for this 
particular logic cell, leaving their respective interconnects 
uninterrupted, are shown in outline only. The correspon 
dence between FIGS. 1 and 3a is readily apparent. The 
metal-1 lead 8 provides a Vdd power input in FIG. 3a, while 
the metal-1 lead 18 provides a Vss (ground) source. The 
Series connection from Vdd 8 through p-channel transistors 
2, 4 and 6 to the NOR output terminal 10 extends from the 
M1 lead 8 to the upper end of the source tap ST for the 
Source 2S of transistor 2 and through an unblocked channel 
stop site to 2S; from the lower end of 2D through a connector 
C3 to 4S; from the lower end of 4D through another 
connector C3 to the lower end of 6S; through an unblocked 
channel stop site at the lower end of 6D and another 
unblocked channel Stop site in a connector C4 to a blocked 
tap at the lower end of 30S; and up through a contact M1a 
in the blocked tap to a metal-1 link which serves as the NOR 
output node 10 (shown in FIG. 3b). 
The inverter transistors 30 and 32 are shown on the right 

side of the shaded area of FIG. 3a. The gate input to 
p-channel transistor 30 from NOR output node 10 is through 
the metal-1 contact M1b, while the OR output 28 is taken 
from the metal-1 contact M1c at the tap from the lower end 
of 30D, and up through the via M2a to the metal-2 line 28 
(shown in FIG.3b). The connection from the NOR output 10 
to the n-channel transistors 12, 14 and 16 extends from the 
lower end of 6D, through a contact M1d to the metal-1 layer; 
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a via M2b that is linked by metal-1 to M1d and extends up 
to a metal-2 line 34a; and down 34a and through another via 
M2c to a metal-1 link which connects it to a metal-1 contact 
M1e at the upper end of 16D. The pattern of unblocked and 
blocked channel Stop Sites in the n-channel portion of the 
cell establishes the parallel connection of n-channel transis 
tors 12, 14 and 16, with a connection of 12S to ground line 
18 through an unblocked metal-1 contact from a tap ST at 
the lower end of 12S. 

The rows of p-channel and n-channel transistors extend in 
a horizontal direction over the full extent of the IC transistor 
array, without any visibly discernable distinctions between 
the transistors of the same conductivity within a given cell 
or among different cells. Similarly, the vertical columns of 
alternating p-channel and n-channel transistors extend over 
the full IC transistor array, again with all of the p-channel 
transistors in each column having the same size and geo 
metric layout, and the same for all the n-channel transistors. 
The OR cell illustrated in FIGS. 3a and 3b is shown with 

channel Stops that isolate it from adjacent logic cells to both 
the left and right. Interconnections with Such cells can be 
made if desired by metal-1 connections and/or eliminating 
Selected channel Stops. Interconnections between different 
logic cells within a vertical column would normally be made 
through the metal-2 leads. 

The AND gate shown in FIG. 2 would be implemented in 
a manner similar to FIGS. 3a and 3b, but the connections for 
the p-channel and n-channel transistors would be reversed 
from those shown in FIGS. 3a and 3b. Many other cells with 
varying numbers of n-channel/p-channel transistor pairs 
could be stored in a library for use with a CAD system. In 
addition to the 3-input NOR and NAND gates and the 
2-transistor inverters described above, Such cells could 
include NOR and NAND gates with different numbers of 
inputs, exclusive or (XOR) gates, all with or without output 
inverters, multiplexers, various types of flip-flopS and com 
binations of different logic functions. 

Another important feature that enhances the camouflage 
effect is that, as shown in FIGS. 3a and 3b, the metalization 
patterns are uniform and repetitive. The dimensions of and 
spacings between metallizations is uniform whenever poS 
Sible. This is contrary to conventional circuit layouts, in 
which non-uniform Spacings are used to minimize parasitic 
capacitances. While this aspect of the invention can degrade 
performance Somewhat, particularly because it can conflict 
with an optimal geometric positioning of the Vdd and 
ground lines to minimize parasitic capacitances, the reduc 
tion in operating Speed is more than offset by the enhanced 
camouflage effect for high Security applications. Again, the 
uniform pattern makes it much more difficult to discern cell 
boundaries and functions. Additional camouflage protection 
is afforded by locating the M1 metal-1/IC contacts so that 
they are shaded and obscured by overlying metal-2 leads as 
shown, and by the metal-2 leads shading the metal-1/metal-2 
vias M2; both of these shading effects are shown in FIG. 3b. 
Furthermore, metal lines are preferably run all the way 
acroSS each cell in their path, rather than terminating at a 
target location within a cell Such as the gate contact. 

The polysilicon gates (assuming a silicon Substrate is 
used) can be formed either before or after the Source, drain, 
interconnect and channel Stop implants. The metal-1 and 
metal-2 connectors and their respective contacts and Vias are 
of course formed over the completed IC. 

FIGS. 4a and 4b are sectional views (not to scale) taken 
along the section lines 4a–4a and 4b. 4b of FIG. 3a, 
illustrating the fabrication of their respective Source, drain, 
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8 
interconnection and channel Stop implants, but excluding the 
polysilicon and metalization layers. The devices are formed 
in a semiconductor Substrate 38 that for illustrative purposes 
is Silicon, but may also be GaAS, Some other desired 
Semiconductor material, or in principle any nonconductive 
material Such as Silicon-on-Sapphire. The circuit fabrication 
can be accomplished with a conventional process, Such as 
that described in Frederiksen, Intuitive CMOS Electronics, 
McGraw-Hill Publishing Co., 1989, pages 134-145; it is a 
distinct advantage of the invention that it does not require 
any special processing to implement. 

In a typical CMOS process, a protective oxide layer about 
250 Angstroms thick is first laid down over the semicon 
ductor substrate 38. A well is then implanted through open 
ings in the oxide layer for each FET whose Source and drain 
is of the same conductivity type as the Substrate doping. 
With Substrate 38 illustrated as having an n- doping, a 
somewhat more heavily doped p-well 40 would be 
implanted about 3 microns deep for the n-channel devices 
(FIG. 4a). The wells are then subjected to a long high 
temperature anneal, typically at about 1,150 C., for about 
10 hours. 

The next Step is the FET Source, drain and interconnection 
implants. For the n-channel devices an oxide mask 42 is laid 
down over the Substrate with openings at the desired loca 
tions for the Sources and drains. In the case of an n-channel 
FET12 whose source 12S and drain 12D may be intercon 
nected by means of an ion implantation in accordance with 
the invention, a Single continuous mask opening 44 is 
provided to implant the drain 12D, the source 12S, the outer 
and inner Source and drain tapS ST and DT, and the con 
nector C1. The implantation is then performed, preferably 
with a flood beam (indicated by numeral 46) of suitable 
n-dopant ions Such as arsenic. The unused channel Stop Sites 
CS1 are left with the same doping conductivity as their 
respective tapS and connectors, while the active channel 
stops CSO are implanted to the opposite conductivity. This 
can be done by providing a mask over the CSO Sites during 
the implantation of the Source and drain and implanting the 
channel Stops during the implantation of the p-channel 
transistors, or by implanting the channel Stops n+ along with 
the rest of the n-channel transistors and then (or previously) 
performing a double-dose p-- implant that is restricted to the 
channel Stops. 
AS in conventional processing, a separate implant mask 

48 is used for the p-channel devices (FIG. 4b). A single 
continuous opening 50 is provided in the mask for the taps 
and connectors and the transistor elements which they 
connect; these are illustrated as p-channel FET Source 2S, 
drain 2D, drain taps DT, source taps ST and connector C1. 
Implantation is preferably performed with a flood beam, 
indicated by numeral 52, of a Suitable p-type dopant Such as 
boron. 
The implantation can be performed in the same manner as 

prior unsecured processes, the only difference being that the 
implant is now done through a larger opening in each mask 
that includes the implanted taps and connectors as well as 
the FET Sources and drains, but eXcludes the channel Stops. 
No differences in processing time or techniques are required, 
and the operator need not even know that the mask provides 
for circuit Security. The circuits are then completed in a 
conventional manner, with threshold implants made into the 
FET channels to set the transistor characteristics. A field 
oxide is laid down as usual, and polysilicon is then deposited 
and doped either by diffusion or ion implantation to form the 
channels and the interconnects. A dielectric is next deposited 
and metalization layerS added to establish inputs, outputs, 
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bias line and any necessary cell linkages. Finally, an over 
glass or other Suitable dielectric coating is laid down over 
the entire chip. 

Since the only required change in the fabrication proceSS 
need be for a modification in the openings of the ion 
implantation masks, a new set of Standard masks with the 
modified openings could be provided and used as Standard 
elements of the circuit design process. This makes the 
invention particularly suitable for CAD systems, with the 
designer Simply Selecting a desired Secure logic gate design 
from a library of Such gates. 

While several illustrative embodiments of the invention 
have been shown and described, numerous variations and 
alternate embodiments will occur to those skilled in the art. 
Such variations and alternate embodiments are 
contemplated, and can be made without departing from the 
Spirit and Scope of the invention as defined in the appended 
claims. 
We claim: 
1. A method of fabricating a camouflaged digital inte 

grated circuit (IC), comprising: 
implanting an array of transistors in a Substrate, implant 

ing common patterns of electrically conductive doped 
interconnections among Said transistors, and 

interrupting Some of Said interconnections in a manner 
that is not readily visibly perceptible to implement 
different logic functions for Separate groups of transis 
tors that have common transistor sizes and layouts. 
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2. The method of claim 1, wherein the interrupted inter 

connections are interrupted by implanting heavily doped 
channel Stops of opposite conductivity into them. 

3. The method of claim 2, wherein transistor and inter 
connection implants of the same conductivity are performed 
at the same time. 

4. The method of claim 2, wherein transistor and channel 
Stop implants of the same conductivity are performed at the 
Same time. 

5. The method of claim 2, wherein said channel stops are 
implanted with the Smallest feature size of Said transistors. 

6. The method of claim 1, further comprising the steps of 
implanting electrically conductive doped taps from at least 
Some of Said transistors for receiving external connections, 
interrupting at least Some of Said taps in a manner that is not 
readily visibly perceptible, and providing external connec 
tions to Said taps. 

7. The method of claim 6, wherein said interrupted taps 
are interrupted by implanting electrically conductive doped 
channel Stops into the taps of opposite conductivity to the tap 
doping. 

8. The method of claim 7, wherein transistor and inter 
rupted tap channel Stops implants of the same conductivity 
are performed at the same time. 

9. The method of claim 7, wherein said tap channel stops 
are implanted with the Smallest feature Size of Said transis 
torS. 


