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(57) ABSTRACT 

Methods, systems, and computer readable media for control 
ling the delivery of a Social networking service originated 
message directed to a mobile device are disclosed. According 
to one example, the method performed at a routing node 
includes intercepting a mobility management message that 
includes location information associated with a mobile 
device, storing the location information associated with the 
mobile device in a location database, and receiving a Social 
networking service originated message directed to the mobile 
device, wherein the message includes media content. The 
method further includes extracting the location information 
associated with the mobile device from the location database 
and delivering the media content to the mobile device using 
the extracted location information from the location database. 
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SYSTEMS, METHODS, AND COMPUTER 
READABLE MEDIA FOR CONTROLLING 

SOCIAL NETWORKING SERVICE 
ORIGINATED MESSAGE TRAFFIC 

PRIORITY CLAIM 

0001. This application claims the benefit of U.S. Provi 
sional Patent Application Ser. No. 61/232,776, filed Aug. 10, 
2009; the disclosure of which is incorporated herein by ref 
erence in its entirety. 

TECHNICAL FIELD 

0002 The subject matter described herein relates to net 
work operator management of Social networking service 
originated message traffic using location database caches, 
rule databases, and offload gateways. More particularly, the 
Subject matter described herein relates to systems, methods, 
and computer readable media for controlling Social network 
ing service originated message traffic. 

BACKGROUND 

0003 Presently, there are many social networking, blog 
ging, and microblogging services being created and used by 
people worldwide. With the proliferation of smartphones and 
personal digital assistants that allow users to access these 
services via mobile devices, and with many users being Sub 
scribed to unlimited data plans, mobile devices are frequently 
being utilized to access the aforementioned blogging and 
Social networking services. The increasing use of mobile 
devices to receive messages relating to these Social network 
ing and blogging services is placing a burden stress on exist 
ing mobile network equipment. 
0004 One such social networking site is Twitter, which is 
a microblogging Social networking service that enables users 
to send and read other user messages called “tweets.” Users 
may select other users to follow, and when one of these 
followed users posts a tweet, the following user (i.e., the 
“follower”) is notified of the tweet. Currently, Twitter notifies 
followers of a followed user's tweet via email. Twitter also 
allows followers to receive notification of a followed user's 
tweet via a short message service message (SMS). This 
means that, for example, each time a tweet is received via a 
SMS, a home location register (HLR) database must be 
accessed in order to retrieve the location of the mobile device 
of the follower in order to route the SMS to the mobile device. 
As more users subscribe to these types of services, the burden 
on an HLR increases. 

0005. Another problem that arises due to the growing use 
of social networking and blogging services is the increasing 
network complexity. Currently, when a social networking 
message is sent from one of these services, two nodes are 
necessary to process and deliver the Social networking mes 
sage to a recipient. Specifically, one node is needed to convert 
the message type and another node is required to deliver the 
message. For example, with Twitter, a message is received at 
a destination network, and a short message peer-to-peer 
(SMPP) gateway is required in order to convert the social 
networking message from SMPP format to SMS format. 
After the message is converted to SMS format, a short mes 
sage service center (SMSC) is required in order to deliver the 
message. 
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0006. Accordingly, in light of these disadvantages, there 
exists a need for improved systems and methods for control 
ling Social networking service originated message traffic. 

SUMMARY 

0007. The subject matter described herein includes meth 
ods, systems, and computer readable media for controlling 
the delivery of a social networking service originated mes 
sage directed to a mobile device. One method performed at a 
routing node includes intercepting a mobility management 
message that includes location information associated with a 
mobile device, storing the location information associated 
with the mobile device in a location database, and receiving a 
Social networking service originated message directed to the 
mobile device, wherein the message includes media content. 
The method further includes extracting the location informa 
tion associated with the mobile device from the location 
database and delivering the media content to the mobile 
device using the extracted location information from the loca 
tion database. 
0008. The subject matter described herein for controlling 
Social networking service originated message traffic may be 
implemented in hardware in combination with software and/ 
or firmware. As such, the terms “function' or “module” as 
used herein refer to hardware in combination with software 
and/or firmware for implementing the feature being 
described. In one exemplary implementation, the Subject 
matter described herein may be implemented using a non 
transitory computer readable medium having stored thereon 
computer executable instructions that when executed by the 
processor of a computer control the computer to perform 
steps. Exemplary computer readable media suitable for 
implementing the Subject matter described herein include 
non-transitory computer-readable media, Such as disk 
memory devices, chip memory devices, programmable logic 
devices, and application specific integrated circuits. In addi 
tion, a computer readable medium that implements the Sub 
ject matter described herein may be located on a single device 
or computing platform or may be distributed across multiple 
devices or computing platforms. 

BRIEF DESCRIPTION OF THE DRAWINGS 

0009 Preferred embodiments of the subject matter 
described herein will now be explained with reference to the 
accompanying drawings, wherein like reference numerals 
represent like parts, of which: 
0010 FIG. 1 is a network diagram illustrating an exem 
plary network for controlling social network message traffic 
according to an embodiment of the Subject matter described 
herein; 
0011 FIG. 2 is a network diagram illustrating presence 
based multi-mode delivery of social networking messages 
according to an embodiment of the Subject matter described 
herein; 
0012 FIG. 3 is a network diagram illustrating number 
portability checking according to an embodiment of the Sub 
ject matter described herein; 
0013 FIG. 4 is a network diagram illustrating pre-paid 
Zero balance Screening according to an embodiment of the 
subject matter described herein; 
0014 FIG. 5 is a network diagram illustrating parental 
controls and parental screening according to an embodiment 
of the subject matter described herein; 
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0015 FIG. 6 is a network diagram illustrating a first deliv 
ery attempt failure according to an embodiment of the Subject 
matter described herein; 
0016 FIG. 7 is a flow chart illustrating an exemplary 
method for caching location information according to an 
embodiment of the subject matter described herein; 
0017 FIG. 8 is a flow chart illustrating an exemplary 
method for routing Social networking service messages using 
cached location information according to an embodiment of 
the subject matter described herein; and 
0018 FIG. 9 is a flow chart illustrating an exemplary 
method for routing Social networking messages using rules 
from a rules database according to an embodiment of the 
subject matter described herein. 

DETAILED DESCRIPTION 

0019. In accordance with the subject matter disclosed 
herein, systems, methods, and computer readable media are 
provided for controlling Social networking service originated 
message traffic. Reference will now be made in detail to 
exemplary embodiments of the present invention, examples 
of which are illustrated in the accompanying drawings. Wher 
ever possible, the same reference numbers will be used 
throughout the drawings to refer to the same or like parts. 
0020 FIG. 1 is an exemplary network diagram of a net 
work 100 that is used to control and manage social network 
ing service originated message traffic (i.e., "social network 
ing messages') via a social networking service offload 
gateway with location register caching. For example, network 
100 includes a routing node 108 that is communicatively 
connected to a message service center (MSC) 106, a home 
location register (HLR) 110, a social networking service 
server 112, and a presence server 114. In one embodiment, 
routing node 108 may be any message routing node. Such as 
a session initiation protocol (SIP) router, a signal transfer 
point (STP), a DIAMETER signaling router (DSR), a DIAM 
ETER relay agent, a DIAMETER proxy agent, a signaling 
gateway, and the like. In one embodiment, routing node 108 
may include a social networking service offload gateway 
function (SOGF) 116, a location caching module (LCM) 115, 
and a location database 120, which contains location infor 
mation associated with mobile devices. For example, location 
database 120 may contain information typically found on a 
Home Subscriber Server (HSS) or HLR 110. 
0021 Network 100 may further include a wireless com 
munication network (e.g., a mobile phone network) that com 
prises mobile devices 102 and 104 which are communica 
tively connected to a mobile switching center MSC 106. The 
wireless communication network may include, but is not 
limited to, Global System for Mobile Communications 
(GSM), Interim Standard 41 (IS-41), Session Initiation Pro 
tocol (SIP), IP Multimedia Subsystem (IMS), SS7-based 2G, 
3G, time division multiple access (TDMA), code division 
multiple access (CDMA), long term evolution (LTE), and 
next generation networking (NGN) networks. 
0022. In one embodiment, network 100 may also include a 
SOGF 116. SOGF 116 may belocated on routing node 108, or 
may be physically separate from routing node 108 and may be 
connected together via any number of connections. SOGF 
116 may be associated with a rules database 118. Similarly, 
rules database 118 may be located on routing node 108 or may 
be physically separate from routing node 108. Moreover, 
rules database 118 may be included in SOGF 116 or may be 
distinct from SOGF 116. Network 100 may also include a 
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presence server 114. In one embodiment, presence server 114 
may be may be physically separate from routing node 108 and 
may be connected to routing node 108 via suitable connec 
tions, such as an SS7 or IP connection. Routing node 108 may 
be connected to social networking service server 112. Social 
networking service server 112 may be provisioned to send 
messages destined for a mobile device via network 100. 
0023. According to one embodiment of the present subject 
matter, routing node 108 may be configured to cache location 
information associated with mobile devices 102 and 104. By 
caching location information, routing node 108 may elimi 
nate the need to query HLR 110 or HSS to locate a recipient 
mobile device when a social networking message is directed 
to mobile device 102 or 104. In one embodiment, LCM 115 in 
routing node 108 may be configured to intercept a mobility 
management message from MSC 106 which includes infor 
mation that indicates the location (e.g., the serving MSC/ 
VLR identifier in GSM networks or the serving mobility 
management entity (MME)) of a mobile device in network 
100. In the example shown in FIG. 1, MSC 106 may send a 
GSM Mobile Application Part (MAP) UpdateLocation mes 
sage associated with mobile device 102 to HLR 110 via 
routing node 108. Alternatively, the mobility management 
message may include a DIAMETER UpdateLocation request 
message. In one embodiment, the UpdateLocation message is 
routed through or intercepted by routing node 108 to HLR 
110. During the routing process, LCM 115 may extract and 
cache location information contained in the UpdateLocation 
message associated with mobile device 102. After obtaining 
location information associated with a mobile device, the 
location information may be stored by routing node 108 in 
location cache 120. 

0024 Social networking servers may be provisioned to 
send messages destined for at least one mobile device in 
network 100. For example, social networking server 112 may 
generate a social networking message destined for mobile 
device 102 located in network 100. Examples of social net 
working service originating messages include messages 
originating from Twitter, Twitpic, Facebook, MySpace, 
Bebo, and LinkedIn. SOGF 116 may be configured to receive 
messages from social networking server 112. In FIG. 1, the 
social networking message may arrive at SOGF 116 which is 
associated with routing node 108. In one embodiment, the 
Social networking message may be communicated to SOGF 
116 via any number of communication protocols, including 
but not limited to, short message peer-to-peer protocol 
(SMPP), simple mail transfer protocol (SMTP), hypertext 
transfer protocol (HTTP), and (MAP). 
0025. In one embodiment of the present subject matter, 
SOGF 116 is configured to receive the social networking 
message from Social networking server 112 and, if necessary, 
translate or convert the Social networking message to a pro 
tocol that is suitable for delivering the social networking 
message to the intended mobile device in the wireless com 
munication network. For example, a message directed to 
mobile device 102 may be received at SOGF 116 in SMTP 
format. SOGF 116 may convert the SMTP formatted message 
to a GSMMAP Forward ShortMessage (Forward SM) mes 
sage that may be accepted by serving MSC 106. SOGF 116 
may be further configured to query location cache 120 to 
obtain location and/or routing information associated with 
mobile device 102. In this manner, SOGF 116 does not need 
to query HLR 110, thereby significantly reducing the volume 
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of HLR query and response traffic associated with the deliv 
ery of social networking-originated messages to mobile 
devices of network 100. 
0026 Situations may arise in which location cache 120 
does not contain location information associated with a des 
tination mobile device. In one embodiment, if SOGF 116 
queries location cache 120 and location cache 120 is unable to 
provide location information for the requested mobile device, 
SOGF 116 (or location cache 120 in at least one embodiment) 
may query HLR 110 to obtain the requested mobile device 
location information. Once obtained, the location informa 
tion for the mobile device may be stored in location cache 
120. 

0027. After routing node 108 obtains location information 
associated with destination mobile device 102, the mobile 
device location information may be used by routing node 108 
to route the Forward SM message to the destination mobile 
device 102 in the wireless communication network. 
0028. Another feature of the present subject matter is the 
implementation of a Subscriber specific message delivery 
rules database 118. Rules database 118 may contain rules 
pertaining to the delivery and management of messages sent 
from Social networking service servers. In one embodiment, 
SOGF 116 is, upon receiving a Social networking message, 
configured to access rules database 118 in order to determine 
the manner in which a message received from Social network 
ing service server 112 should be delivered to a destination 
mobile device. Exemplary Subscriber-specific message deliv 
ery rules contained in rules database 118 may include, but are 
not limited to, time of day and/or day of week delivery rules, 
delivery rate limits (e.g., deliver a maximum of 10 messages 
per hour, etc.), presence-based delivery rules (e.g., deliver via 
SMS if a mobile device is able to receive SMS messages at 
this time, otherwise deliver via email, etc.), and the like. Rules 
database 118 is discussed in greater detail below. 
0029. In one embodiment, the message delivery rules in 
rules database 118 may also specify a preferred network 
technology in the event where a mobile device is being served 
in a multi-mode network. For example, a message delivery 
rule may specify that messages sent to destination mobile 
device 102 are to have delivery attempted first via IMS. If the 
mobile device is not available or reachable via IMS, the rule 
may further state that the message is to be delivered via GSM 
SMS. In one embodiment, availability of a mobile device via 
a certain technology or access to a certain network may be 
determined by querying presence server 114. 
0030. In one embodiment, presence server 114 maintains 
up-to-date data associated with the availability of a user (i.e., 
a presentity) and associated communication devices (e.g., 
mobile device 102). The availability information may be 
associated with one network or technology, or multiple net 
works or technologies. For example, presence server 114 may 
contain records detailing whether a mobile device may 
receive messages via IMS, SMS, IM, or other message deliv 
ery formats at any given time. In one embodiment, a presence 
gateway (not shown) may receive signaling messages, gener 
ate presence information regarding non-subscribed-to enti 
ties and subscribed-to entities, and forward presence infor 
mation for these entities to presence server 114. 
0031 FIG. 2 is a network diagram illustrating presence 
based multi-mode delivery of Social networking messages 
according to an embodiment of the Subject matter described 
herein. FIG. 2 depicts routing node 108 containing SOGF 116 
and configured to communicate with presence server 114. 
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Routing node 108 may be configured to receive or intercept 
Social networking messages from Social networking service 
Server 112. 

0032. In FIG. 2, SOGF 116 is connected to a plurality of 
networks that respectively utilize different communication 
modes. A destination mobile device (not shown) may be 
connected and may utilize one, some, or all of the modes of 
communication shown in FIG. 2. In one embodiment, SOGF 
116 may be provisioned to convert and send messages 
received from social network service server 112 to a destina 
tion mobile device via any of the communication modes 
shown, and a user or network operator may provision rules in 
rules database 118 regarding delivery via these modes. The 
exemplary communication modes depicted in the networks in 
FIG. 2 are not intended to be a complete list of acceptable 
communication modes. In one embodiment, social network 
service server 112 may send a message directed to a mobile 
device. SOGF 116 may receive or intercept the social net 
working message, which may be in any format or protocol, 
including, but not limited to, SMPP, SMTP, or HTTP. In one 
embodiment, SOGF 116 may convert the social networking 
message to a format or protocol based on rules provisioned in 
rules database 118. For example, the format SOGF 116 may 
convert the social networking message to GSM SMS format 
using MAP protocol and then sent the converted message to 
the intended mobile device via network 202. SOGF 116 may 
also convert the Social networking message to an IMS Mes 
sage Service format, using, for example, SIP protocol. In this 
embodiment, the social networking message is converted and 
sent to the destination mobile device via network 204. Like 
wise, SOGF 116 may convert the social networking message 
into an instant message format, using, for example, SIMPLE 
or XMPP protocol. In this embodiment, the social networking 
message is converted and sent to the appropriate mobile 
device via network 206. Additionally, SOGF 116 may convert 
the Social networking message to email format, using, for 
example, SMTP. In this embodiment, the social networking 
message is converted and sent to the destination mobile 
device via network 202. SOGF 116 may be provisioned to 
convert the received message from any format into an outgo 
ing message of any format. The formats listed above are 
merely examples and not intended to be a complete list. 
0033. In one embodiment, subscriber-specific message 
delivery rules may be exclusively provisioned and enforced 
by the network operator. This feature of the present subject 
matter presents an advantage in that it enables a network 
operator to control and manage the flow and delivery mode of 
large Volumes of Social networking service generated mes 
saging traffic in their network. For example, the network 
operator may configure SOGF 116 to send messages accord 
ing to specific rules determined and preferred by the network 
operator. 
0034. In another embodiment, these rules may be provi 
sioned and changed by subscribers. This feature of the present 
Subject matter presents another advantage in that it allows 
users of social networking services to set rules for delivery of 
messages. For example, social networking services typically 
send messages via email, and a user may select if he/she 
wishes to receive messages via SMS as well. By implement 
ing the present Subject matter, a mobile device is able to 
receive messages informats other than SMS and email, and a 
user may set rules regarding the delivery of messages from a 
plurality of social networking services. Notably, the sub 
scriber only needs to configure his/her delivery setting once 
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for all social networking services subscribed to. In yet another 
embodiment, these rules may be provisioned and changed by 
a person who is a non-Subscriber and non-network operator, 
for example a parent or employer. 
0035. As mentioned above, SOGF 116 may be configured 
to monitor and control the number of social networking mes 
sages that are delivered to a destination mobile device within 
a predetermined time interval. For example, a subscriber 
specific message delivery rule for destination mobile device 
102 may state that destination mobile device 102 is only 
permitted to receive 50 Social networking service-originated 
text messages within a 24 hours period. In this case, SOGF 
116 may facilitate the delivery of up to 50 messages via SMS 
to the destination mobile device 102 within a 24 hours period 
and discard any other social networking messages in excess 
of 50 messages during that same 24 hours period. Subscriber 
specific message delivery rules may also be provisioned to 
combine multiple rules. For example, SOGF 116 may facili 
tate the delivery of up to 50 messages via SMS to the desti 
nation mobile device 102 within a 24 hour period and then 
deliver or attempt to deliverall other Tweet messages destined 
for destination mobile device 102 during that same 24 hours 
period via an alternate communication medium, Such as 
email, instant message, IMS message service, and the like. 
0036 FIG. 3 is a network diagram illustrating an SOGF 
that utilizes a number portability database according to an 
embodiment of the subject matter described herein. In FIG.3, 
routing node 108 is provisioned to communicate with a num 
ber portability database 302. In this embodiment, rules data 
base 118 is associated with SOGF 116, and SOGF 116 is 
communicatively connected to a local network 202 and a 
foreign network 304. In the embodiment in FIG. 3, local 
network 202 is a GSM network. 

0037. In the embodiment of FIG.3, SOGF 116 is config 
ured to access a number portability database 302 to determine 
whether a destination mobile device (e.g., mobile device 102 
shown in FIG. 1) has ported out of network 202. If it is 
determined after querying number portability database 302 
that the destination mobile device 102 has ported out of the 
network, SOGF 116 may either forward the social network 
ing message as received to foreign network 304, or it may 
convert the Social networking message to another format 
before forwarding the Social networking message to foreign 
network 304. For example, SOGF 116 may be configured to 
determine the type of destination network and convert the 
Social networking message to the format associated with the 
type of the destination network or may convert the Social 
networking message to a format specified by a rule in rules 
database 118. 

0038. In the embodiment illustrated in FIG. 3, SOGF 116 
receives a Social networking message from Social network 
service server 112. SOGF 116 may then query number port 
ability database 302 and determine that the number is ported 
out of the network to foreign network 304. In one embodi 
ment, SOGF 116 may also determine that foreign network 
304 is a mobile network configured to receive SMPP mes 
sages. SOGF 116 may then convert the social networking 
message to SMPP format (if it is not already in such format) 
and forward the message to foreign network 304. In one 
embodiment, SOGF 116 stores information received from the 
number portability database 302 in location cache 120 
(shown in FIG. 1). By storing information received from 
number portability database 302 in location cache 120, SOFG 
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116 does not have to perform another number portability 
lookup if another message destined for the ported mobile 
device is received. 

0039 FIG. 4 is a network diagram illustrating a SOGF that 
utilizes in a pre-paid Zero balance Screening database accord 
ing to an embodiment of the subject matter described herein. 
In FIG. 4, social networking service server 112 is communi 
catively connected to routing node 108. Notably, routing node 
108 may be provisioned to communicate with a pre-paid 
Zero-balance screening database 402. 
0040. In one embodiment, pre-paid Zero-balance screen 
ing database 402 is provisioned to contain records regarding 
whether a mobile device has a sufficient account balance to 
receive messages. For example, a pre-paid user may have 
expended all the funds in his/her account, thereby resulting in 
the inability to send and receive SMS messages. In this sce 
nario, pre-paid Zero-balance screening database 402 may be 
configured to store a record containing information that the 
mobile device has a Zero-balance in the account. In another 
embodiment, pre-paid Zero-balance Screening database 402 
may be configured to store records of mobile devices whose 
account balance falls below a certain threshold amount. The 
threshold amount may be configured by either the network 
provider or the user. For example, a user may desire to not 
receive messages in the event the account balance drops 
below a certain threshold level. A user may utilize such a 
threshold in order to maintain a Sufficient a high enough 
balance on the account So that a phone call may be made in an 
emergency. 

0041. In the embodiment shown in FIG. 4, SOGF 116 is 
configured to access pre-paid Zero-balance Screening data 
base 402 to determine whether a destination mobile device 
has sufficient credit to receive the message via SMS service. 
If the destination mobile device does have sufficient credit, 
then the social networking message may be converted to SMS 
format, for example, and delivered to the destination mobile 
device via SMS service. If the destination mobile device does 
not have sufficient credit, then SOGF 116 may execute one or 
more control actions. Exemplary control actions include, but 
are not limited to, discarding the message, generating and 
transmitting to the destination mobile device a notification 
message that informs the mobile device of the insufficient 
credit situation, and delivering or attempting to deliver the 
media content to the mobile device via an alternate commu 
nication medium (e.g., email, instant message, etc.). In one 
embodiment, the media content may include at least one of a 
text payload, a still image, audio content, and a video. Other 
control options are available, and control options may be 
provisioned by the network operator, the user, or a third party, 
Such as an employer or parent. In one embodiment, these 
control options may be stored on SOGF 116 or in rules data 
base 118. 
0042 FIG. 5 is a network diagram illustrating parental 
controls and parental screening according to an embodiment 
of the subject matter described herein. In FIG. 5, SOGF 116 
(via routing node 108) is configured to utilize a variety of 
communication methods such as: GSM 202, IMS 204, instant 
Message 206, and email 208. In one embodiment, routing 
node 108 may be communicatively connected to a third party 
control database 502 that contains rules pertaining to delivery 
of social network messages to certain parties. In one embodi 
ment, these rules may be set by parents of a user. In one 
embodiment, these rules may be set by an employer of the 
user. Depending on hardware configuration, third party con 
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trol database 502 may either be a standalone database that is 
separate from other devices or may be contained within rules 
database 118. 

0043. In FIG. 5, social network service server 112 may 
send a social networking message directed towards a desti 
nation mobile device for which third party control and/or 
content screening rules have been set and stored in third party 
control database 502. In one embodiment, the social network 
ing message may be routed through or intercepted by SOGF 
116 which may reside on routing node 108. Upon receipt of 
the message, SOGF 116 may query rules database 118 to 
locate rules pertaining to the destined mobile device using the 
called party number or some other subscriber identifier or 
address. In one embodiment, rules database 118 may have a 
record indicating that third party control database 502 is to be 
queried. In another embodiment, rules database 118 may 
contain parental control/content screening rules. In yet 
another embodiment, SOGF 116 may directly query third 
party control database 502. 
0044. In one embodiment, third party control database 502 
may be provisioned with rules that may be used to determine 
to whether messages should be delivered to the destination 
mobile device 102. In one exemplary embodiment, the con 
tent screening rules may be set by the parents or guardians of 
children, where the children are subscribers in the mobile 
communications network and are the intended recipients of 
Social networking messages. In another embodiment, the 
content Screening rules may be provisioned by an employer of 
an employee, where the employee is a subscriber in the net 
work and is the intended recipient of social networking mes 
sages. In yet another embodiment, the content screening rules 
may be provisioned by a network administrator and pertain to 
all mobile devices within the network. In yet another embodi 
ment, a set of content Screening rules may be provisioned to 
apply to all users under a certain age. 
0045. In one embodiment, content screening rules in third 
party control database 502 may include blacklist or whitelist 
type screening rules which respectively specify blocked or 
allowed message payload content from specified calling party 
numbers. For example, if a whitelist type screening is uti 
lized, a mobile device may only receive Social networking 
message from calling party numbers which are allowed by 
rules set on the whitelist. If a blacklist type screening is 
utilized, a mobile device may receive any social networking 
message except those from calling party numbers listed on the 
blacklist. In one embodiment, a third party may provision the 
whitelist or blacklist content screening rules via a web inter 
face or web-like interface. 

0046. In one embodiment, SOGF 116 may receive a social 
networking message that is intended for a destination mobile 
device where a third party has subscribed to the third party 
control/content Screening service provided by the network 
operator. After receiving the messages, SOGF 116 may 
access the third party control rules database 502 to determine 
whether the social networking message should be delivered to 
the destination mobile device. If it is determined that the 
Social networking message should not be delivered to the 
destination mobile device because of a content control rule 
specified in database 502, then SOGF 116 may prevent deliv 
ery of the Social networking message to the destination 
mobile device. In addition to preventing the delivery of the 
Social networking message to the destination mobile device, 
SOGF 116 may generate and send to the third party a notifi 
cation message which indicates that the message was 
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blocked. The manner by which notice is provided to the third 
party may be set by the third party or network operator. 
0047. The notification message may include part of or the 
entire Social networking message. SOGF 116 may also log 
the blocking event for later reporting to or viewing by the 
parent or guardian. 
0048. In one embodiment, third party control database 502 
contains screening rules pertaining to the originator of the 
Social networking message. For example, rules may apply to 
messages from a certain calling party number or identifier, 
messages from a certain website or domain, or messages from 
a certain category of websites or domains. In addition, mes 
sages may be screened based on language contained within 
the Social networking message. 
0049 FIG. 6 is a network diagram illustrating a situation 
where a first delivery attempt fails according to an embodi 
ment of the subject matter described herein. In the embodi 
ment in FIG. 6, social networking service server 112 may 
generate and launch a social networking message towards 
destination mobile device 102 which may be located in a 
wireless communication network. The Social networking 
message may be received or intercepted by SOGF 116 which 
may be located on or associated with routing node 108. The 
Social networking message may be communicated to SOGF 
116 via any number of communication protocols, including 
but not limited to, SMPP, SMTP, HTTP, and MAP. 
0050. In one embodiment, SOGF 116 is configured to 
receive or intercept the Social networking message and, if 
necessary, translate or convert the Social networking message 
to a protocol that is used by the destination mobile device 
based on rules in rules database 118. For example, a message 
for destination mobile device 102 may be received at SOGF 
116 in SMTP format. SOGF 116 may further be configured to 
query location cache 120 to obtain location or routing infor 
mation associated with the destination mobile device 102 to 
determine that mobile device 102 is in a GSM network, and 
convert the SMTP formatted social networking message to a 
GSM MAP Forward ShortMessage (Forward SM) mes 
Sage. 

0051. In FIG. 6, the mobile device location information 
obtained for the mobile device in the location cache 120 (or 
HLR 110, if necessary) may be used to route the social net 
working message to the destination mobile device, thereby 
performing a first delivery attempt. In the embodiment in 
FIG. 6, the converted message is a GSM MAP Forward SM 
message. Notably, situations may arise where the mobile 
device is no longer connected to MSC 106, but location 
information in location cache 120 may not yet be updated to 
represent the mobile device's new location. For example, the 
mobile device may be in a location without coverage, the 
destination mobile device may have changed locations and 
not have had an opportunity to re-register, or the mobile 
device may have moved to an area served by an MSC for 
another network which may not provide an update to location 
cache 120. In the event that SOGF 116 receives a response 
from MSC 106 indicating that the social networking message 
could not be delivered, then SOGF 116 is configured to deter 
mine and forward the Social networking message to a node 
that is configured to service mobile device 102 (e.g., by que 
rying an HLR or HSS). In the embodiment in FIG. 6, the node 
configured to service mobile device 102 is SMSC 602. SOGF 
116 may send the Social networking message in the current 
format (Forward SM), or SOGF 116 may convert the social 
networking message to another format Suitable for forward 
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ing through a node configured to service mobile device 102 
(e.g. SMPP format). SMSC 602 may then deliver the social 
networking message to mobile device 102 when the mobile 
device 102 next becomes available (if it is currently unavail 
able). 
0052 FIG. 7 is a flow chart illustrating an exemplary 
method 700 for caching location information according to an 
embodiment of the subject matter described herein. Method 
700 may be performed at any routing node, including but not 
limited, to a SIP router, an STP, or a DIAMETER network 
element. In block 702, a mobility management message is 
intercepted. The mobility management message may be asso 
ciated with a mobile device (e.g., mobile device 102 in FIG. 
1). In one embodiment, the mobility management message is 
a signaling message from a network node indicating the loca 
tion of a mobile device within the network. For example, 
mobility management message may include a GSM MAP 
UpdateLocation message or a DIAMETER UpdateLocation 
request message. The message may be directed toward a 
database containing location information associated with 
mobile devices within a network, such as an HLR or HSS. 
0053. In block 704, location information may be extracted 
or copied from the message. In one embodiment, SOGF 116 
may be configured to extract location information from the 
GSM MAP UpdateLocation message (or DIAMETER 
UpdateLocation message). The extracted location informa 
tion may be associated with a single mobile device or may be 
associated with more than one mobile device. In one embodi 
ment, location information contains information indicating 
which MSC serves a particular mobile device (e.g., serving 
MSC/VLR identifier). 
0054. In block 706, the extracted location information 
may be stored in a location database cache containing loca 
tion information. The location database may be accessible by 
SOGF 116 in order to allow SOGF 116 or routing node 108 to 
route a later Social networking message to the same mobile 
device without having to query an HLR or HSS. 
0055 FIG. 8 is a flow chart illustrating an exemplary 
method 800 for routing social networking service messages 
according to an embodiment of the Subject matter described 
herein. In block 802, a social networking service originated 
message is received. The message may be received by SOGF 
116 as shown in FIG. 1. The message may be in any format 
readable by SOGF 116. For example, message may be in 
SMPP, SMTP, HTTP, or like format. The message may also 
be directed toward a destination mobile device (e.g., mobile 
device 102) within a wireless communications network that is 
communicatively connected to routing node 106 as shown in 
FIG 1. 

0056. In block 804, a cache containing location informa 
tion is queried. For example, a location database 120 may be 
queried by SOGF 116 or another module on routing node 108. 
In one embodiment, location database 120 is provisioned by 
the process described above in method 700. 
0057. In block 806, it is determined whether or not loca 
tion database 120 contains location information associated 
with the mobile device the message is directed. In one 
embodiment, data associated with whether location database 
120 contains location information is received as a response to 
the query performed in block 804. In another embodiment, 
SOGF 116 contains a list of devices which may have location 
information stored in location database 120 and the decision 
of block 806 is based on this information. 
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0.058 If location database 120 contains location informa 
tion associated with a destination mobile device, then method 
800 proceeds to block 808. In block808, location information 
is extracted from location database 120 containing location 
information associated with a mobile device the message is 
destined for. In one embodiment, the location information 
may be used to route the message to the destination mobile 
device. By utilizing location information from location data 
base 120, SOGF 116 may be able to route the message to the 
destination mobile device without having to query a database 
containing routing information, Such as a HLR or HSS. 
Method 800 continues to block 812. 

0059 Returning to block 806, if the cache does not contain 
location information associated with a destination mobile 
device, then method 800 proceeds to block 810. In block 810, 
a database which contains routing and/or location informa 
tion associated with destination mobile device is queried. In 
one embodiment, the database may be a HLR (e.g., HLR 110) 
or an HSS. In one embodiment, the result of the query of the 
HLR may also be stored in a cache containing location infor 
mation, such as location database 120. Thus, if the result of 
the database query is stored in location database 120, then the 
next time a message is destined for the destination mobile 
device the HLR or HSS may not need to be queried again as 
location information may be retrieved from the location data 
base. Method 800 continues to block 812. 

0060. In block 812, the content of the message may be 
delivered to the destination mobile device. The content of the 
message may be delivered by SOGF 116 without SOGF 116 
having to query a routing database, such as a HLR or HSS. In 
one embodiment, SOGF 116 may convert the message from 
one format into anotherformat before delivery of the message 
content. In one embodiment, the message conversion may be 
based on rules contained within a Subscriber-specific mes 
sage delivery rules database associated with SOGF 116. This 
delivery may be performed using the location information 
retrieved from the location database cache. 

0061 FIG. 9 is a flow chart illustrating an exemplary 
method 900 for routing social networking service messages 
using a rules database according to an embodiment of the 
subject matter described herein. In block 902, a social net 
working service originated message is received. In one 
embodiment, the message received at a SOGF may be des 
tined for a mobile device within a network serviced by SOGF 
116. 

0062. In block 904 a rules database is queried. In one 
embodiment, rules contained in rules database 118 may per 
tain to delivery method, delivery format, and/or whether 
delivery is to be performed for each of a plurality of mobile 
devices. Rules may include time of day rules and/or day of 
week delivery rules, delivery rate limits (e.g., only deliver a 
maximum of 10 messages per hour), presence-based delivery 
rules (e.g., deliver via SMS if the mobile device is able to 
accept SMS messages at the current time, otherwise deliver 
via email), preferred network technology rules (e.g., the 
mobile device prefers IMS delivery first, and if the destination 
mobile device is not available via IMS, deliver via SMS), and 
the like. 

0063. In block 906, it is determined whether message for 
mat conversion is required by a rule pertaining to delivery of 
the Social networking message. In one embodiment, the deter 
mination may be made at SOGF 116. In one embodiment, the 
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rule associated with the destination mobile device may indi 
cate that the format of the Social networking message should 
or should not to be modified. 
0064. In block 908, if it is determined in block 906 that 
message format conversion is required, the format of the 
Social networking message is converted. For example, if a 
rule specifies that a social networking message is to be deliv 
ered via IMS and the message is received in SMPP format, the 
social networking message may be converted from SMPP 
format to IMS format. In one embodiment, if a rule states that 
a Social networking message is to be delivered in one format, 
SOGF 116 may change routing information in the message 
Such that the message may be delivered via a route that 
supports the indicated delivery format. 
0065. In block 910, the message is routed to the destina 
tion mobile device via a route capable of routing messages in 
the format of the Social networking message. The Social net 
working message is also routed according to any rules which 
may be associated with the message. In one embodiment, 
these rules may reside in rules database 118. In another 
embodiment, these rules may be accessed from any combi 
nation of the rules database and other databases, such as a 
presence database, a number portability database, a pre-paid 
Zero-balance screening database, and a third party control 
database. 
0.066. It will be understood that various details of the sub 
ject matter described herein may be changed without depart 
ing from the scope of the subject matter described herein. 
Furthermore, the foregoing description is for the purpose of 
illustration only, and not for the purpose of limitation. 

What is claimed is: 
1. A method for controlling the delivery of a social net 

working service originated message directed to a mobile 
device, the method comprising: 

at a routing node: 
intercepting a mobility management message that 

includes location information associated with a 
mobile device; 

storing the location information associated with the 
mobile device in a location database; 

receiving a social networking service originated mes 
sage directed to the mobile device, wherein the mes 
sage includes media content; 

extracting the location information associated with the 
mobile device from the location database; and 

delivering the media content to the mobile device using 
the extracted location information from the location 
database. 

2. The method of claim 1 wherein the mobility manage 
ment message comprises a GSM MAPUpdateLocation mes 
sage or a DIAMETER UpdateLocation request message. 

3. The method of claim 1 wherein the routing node com 
prises a signal transfer point (STP), a session initiation pro 
tocol (SIP) router, a DIAMETER router, a DIAMETER relay 
agent, a DIAMETER proxy agent, or a signaling gateway. 

4. A method for controlling the delivery of a social net 
working service originated message to a mobile device, the 
method comprising: 

at a routing node: 
receiving a social networking service originated mes 

sage directed to a mobile device wherein the message 
contains media content; 
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accessing Social networking service delivery rules asso 
ciated with the mobile device from a rules database; 
and 

delivering the media content to the mobile device in 
accordance to the accessed social networking service 
delivery rules. 

5. The method of claim 4 wherein the social network ser 
vice delivery rule associated with the mobile device includes 
a rule based on at least one of a preferred network commu 
nication mode for message delivery, a current time of day, a 
current date, delivery rate limits, and an account balance 
associated with the mobile device. 

6. The method of claim 5 wherein the preferred network 
communications mode includes one of SMS, MMS, IMS, 
instant message, and email. 

7. The method of claim 4 wherein delivering the media 
content includes accessing a presence server to obtain pres 
ence information associated with a user of the mobile device. 

8. The method of claim 4 wherein the rules database is 
contained within the routing node. 

9. The method of claim 4 wherein delivering the media 
content to the mobile device includes querying a number 
portability database and delivering the media content to a 
foreign network indicated by data in the number portability 
database. 

10. The method of claim 4 wherein accessing social net 
working delivery rules includes querying a pre-paid Zero 
balance Screening database to determine whether an account 
associated with the mobile device contains a non-Zero bal 
aCC. 

11. The method of claim 4 wherein accessing social net 
working delivery rules includes querying a third party control 
database to determine whether the media content should be 
delivered to the mobile communications device. 

12. A system for controlling the delivery of a social net 
working service originated message to a mobile device, the 
system comprising: 

a routing node comprising: 
a location caching module for intercepting a mobility 
management message that includes location informa 
tion associated with a mobile device and for storing 
the location information in a location database; and 

a social networking services offload gateway function 
(SOGF) module provisioned for receiving a social 
networking service originated message directed 
toward the mobile device, wherein the social network 
ing service originated message contains media con 
tent, for accessing the location information associated 
with the mobile device in the location database, and 
for delivering the media content to the mobile device 
using the location information. 

13. The system of claim 12 wherein the mobility manage 
ment message comprises a GSM MAPUpdateLocation mes 
sage or a DIAMETER UpdateLocation request message. 

14. The system of claim 12 wherein the routing node com 
prises a signal transfer point (STP), a session initiation pro 
tocol (SIP) router, a DIAMETER router, a DIAMETER relay 
agent, a DIAMETER proxy agent, or a signaling gateway. 

15. A system for controlling the delivery of a social net 
working service originated message to a mobile device, the 
system comprising: 
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a routing node comprising: 
a rules database containing social networking service 

delivery rules associated with a plurality of mobile 
devices; and 

a Social networking service offload gateway function 
(SOGF) for receiving a social networking service 
originated message directed to a mobile device, 
wherein the message contains media content, and for 
accessing the Social networking service delivery rules 
associated with one of the plurality of mobile devices, 
and for delivering the media content to the one of the 
plurality of mobile devices inaccordance to the social 
networking service delivery rules. 

16. The system of claim 15 wherein the social network 
service delivery rule associated with the mobile device 
includes a rule based on at least one of: a preferred network 
communication mode for message delivery, a current time of 
day, a current date, delivery rate limits, and an account bal 
ance associated with the mobile device. 

17. The system of claim 16 wherein the preferred network 
communications mode includes at least one of SMS, MMS, 
IMS, instant message, and email. 

18. The system of claim 15 wherein the SOGF is config 
ured for accessing a presence server to obtain presence infor 
mation associated with a user of the mobile device. 

19. The system of claim 15 wherein the rules database is 
contained within the routing node. 

20. The system of claim 15 wherein the SOGF is config 
ured for querying a number portability database and deliver 
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ing the media content to a foreign network indicated by data 
in the number portability database. 

21. The system of claim 15 the SOGF is configured for 
querying a pre-paid Zero-balance screening database to deter 
mine whether an account associated with the mobile device 
contains a non-zero balance. 

22. The system of claim 15 the SOGF is configured for 
querying a third party control database to determine whether 
the media content should be delivered to the mobile commu 
nications device. 

23. A computer readable medium having stored thereon 
non-transitory executable instructions that when executed by 
the processor of a computer control the computer to perform 
steps comprising: 

intercepting a mobility management message that includes 
location information associated with a mobile device; 

storing the location information associated with the mobile 
device in a location database; 

receiving a Social networking service originated message 
directed to the mobile device, wherein the message 
includes media content; 

extracting the location information associated with the 
mobile device from the location database; 

delivering the media content to the mobile device using the 
extracted location information from the location 
database. 


