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1. A method for providing a license to an application for content protected by a

digital rights management (DRM) system different from the application's DRM system,

the method comprising:

(a) receiving, from an application, a request for a license for content protected

by a first DRM system, the first DRM system being different from the application's

DRM system;

(b) generating a license supported by the application's DRM system from a

license supported by the first DRM system; and

(c) providing the generated license to the application.

2 . The method of Claim 1, wherein the license supported by the first DRM system

is recognizable by a component in communication with the application, and wherein the

component generates the license in (b).

3. The method of Claim 2, wherein the component is part of a device comprising the

application.

4. The method of Claim 2, wherein a first device comprises the application, and

wherein the component is part of a second device in communication with the first device.

5. The method of Claim 4, wherein the second device comprises a portable memory

device.

6. The method of Claim 2, wherein the component comprises a software agent.

7. The method of Claim 6, wherein the software agent comprises a first module

operative to recognize the license supported by the first DRM system and a second

module operative to generate the license supported by the application's DRM system.



8. The method of Claim 2, wherein the content is stored in a file comprising a file

format, wherein the file format is not supported by the application's DRM system but is

recognizable by the component.

9. The method of Claim 2, wherein the component is also included in a plurality of

devices each comprising a respective additional application, whereby each application

receives a license supported by that application's DRM system.

10. The method of Claim 1, wherein the generated license comprises at least one

permission from the license supported by the first DRM system.

11. The method of Claim 1, wherein the generated license comprises at least one

permission not in the license supported by the first DRM system.

12. The method of Claim 11, wherein the at least one permission comprises one or

both of a move restriction and a copy restriction.

13. A method for storing content protected by a first digital rights management

(DRM) system in a portable format, the method comprising:

(a) receiving a request to store content protected by a first DRM system; and

(b) performing one or both of the following:

(bl) generating a portable license for the content from a license

supported by the first DRM system; and

(b2) generating a portable file format for the content from a file format

supported by the first DRM system.

14. The method of Claim 13, wherein (b) is performed by a component in

communication with an application providing the request.

15. The method of Claim 14, wherein the component is part of a device comprising

the application.



16. The method of Claim 14, wherein a first device comprises the application, and

wherein the component is part of a second device in communication with the first device.

17. The method of Claim 16, wherein the second device comprises a portable

memory device.

18. The method of Claim 14, wherein the component comprises a software agent.

19. The method of Claim 13 further comprising storing information associated with

the content, wherein the information specifies that, when an attempt is made to access the

content, the content should be handled by a component that provides cross-DRM

functionality.

20. The method of Claim 13 further comprising performing both (bl) and (b2).

2 1. A method for storing content protected by a first digital rights management

(DRM) system in a portable format, the method comprising:

(a) receiving a request from a first computing platform to store content

protected by a first DRM system; and

(b) with a second computing platform in communication with the first

computing platform, performing one or both of the following:

(bl) generating a portable license for the content from a license

supported by the first DRM system; and

(b2) generating a portable file format for the content from a file format

supported by the first DRM system.

22. The method of Claim 2 1, wherein the first computing platform comprises a host

device, and wherein the second computing platform comprises a portable memory device

in communication with the host device.



23. The method of Claim 22, wherein the second computing platform comprises a

software agent that performs (b).

24. The method of Claim 20 further comprising storing information associated with

the content, wherein the information specifies that, when an attempt is made to access the

content, the content should be handled by a component that provides cross-DRM

functionality.

25. The method of Claim 2 1 further comprising performing both (bl) and (b2).

41. A system for storing content protected by a first digital rights management

(DRM) system in a portable format, the system comprising:

a first computing platform, in communication with a second computing platform,

the first computing platform comprising circuitry operative to:

(a) receive a request from the second computing platform to store

content protected by a first DRM system; and

(b) perform one or both of the following:

(bl) generating a portable license for the content from a license

supported by the first DRM system; and

(b2) generating a portable file format for the content from a file

format supported by the first DRM system.

42. The system of Claim 4 1, wherein the second computing platform comprises a host

device, and wherein the first computing platform is part of a portable memory device in

communication with the host device.

43. The system of Claim 41, wherein the first computing platform comprises a

software agent that performs (b).

44. The system of Claim 4 1, wherein the circuitry is further operative to store

information associated with the content, wherein the information specifies that, when an



attempt is made to access the content, the content should be handled by a component that

provides cross-DRM functionality.

45. The system of Claim 4 1, wherein the circuitry is further operative to perform both

(bl) and (b2).
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