
(12) STANDARD PATENT (11) Application No. AU
(19) AUSTRALIAN PATENT OFFICE

2010289290 B2

(54) Title
Safe arming system and method

(51) International Patent Classification(s)
F42C 15/44(2006.01)

(21) Application No: 2010289290 (22) Date of Filing: 2010.09.03

(87) WIPONo: WO11/029023

(30) Priority Data

(31) Number
12/874,922
61/240,072

(32) Date
2010.09.02
2009.09.04

(33) Country
US
US

(43)
(44)

Publication Date:
Accepted Journal Date:

2011.03.10
2014.05.01

(71) Applicant(s)
RAYTHEON COMPANY

(72) Inventor(s)
Fisher, Delmer D.

(74) Agent / Attorney
Griffith Hack, GPO Box 1285, Melbourne, VIC, 3001

(56) Related Art
US 6860206
WO 2000/055564
EP 0433697
US 6050195
US 6295932



(12) INTERNATIONAL APPLICATION PUBLISHED UNDER THE PATENT COOPERATION TREATY (PCT)

(19) World Intellectual Property Organization
International Bureau

(43) International Publication Date 
10 March 2011 (10.03.2011)

(10) International Publication Number

PCT WO 2011/029023 Al

(51) International Patent Classification:
F42C15/44 (2006.01)

(21) International Application Number:
PCT/US2010/047848

(22) International Filing Date:
3 September 2010 (03.09.2010)

(25) Filing Language: English

(26) Publication Language: English

(30) Priority Data:
61/240,072 4 September 2009 (04.09.2009) US
12/874,922 2 September 2010 (02.09.2010) US

(71) Applicant (for all designated States except US): 
RAYTHEON COMPANY [US/US]; 870 Winter Street, 
Waltham, MA 02451-1449 (US).

(72) Inventor; and
(75) Inventor/Applicant for US only): FISHER, Delmer, D. 

[US/US]; 8108 Castilla Drive, Indianapolis, IN 
46236-6354 (US).

(74) Agent: WILLIAMS, Bradley, P.; Baker Botts, LLP, 
2001 Ross Avenue, Suite 600, Dallas, TX 75201 (US).

(81) Designated States (unless otherwise indicated, for every 
kind of national protection available): AE, AG, AL, AM, 
AO, AT, AU, AZ, BA, BB, BG, BH, BR, BW, BY, BZ, 
CA, CH, CL, CN, CO, CR, CU, CZ, DE, DK, DM, DO, 
DZ, EC, EE, EG, ES, FI, GB, GD, GE, GH, GM, GT,

HN, HR, HU, ID, IL, IN, IS, JP, KE, KG, KM, KN, KP, 
KR, KZ, LA, LC, LK, LR, LS, LT, LU, LY, MA, MD, 
ME, MG, MK, MN, MW, MX, MY, MZ, NA, NG, NI, 
NO, NZ, OM, PE, PG, PH, PL, PT, RO, RS, RU, SC, SD, 
SE, SG, SK, SL, SM, ST, SV, SY, TH, TJ, TM, TN, TR, 
TT, TZ, UA, UG, US, UZ, VC, VN, ZA, ZM, ZW.

(84) Designated States (unless otherwise indicated, for every 
kind of regional protection available): ARIPO (BW, GH, 
GM, KE, LR, LS, MW, MZ, NA, SD, SL, SZ, TZ, UG, 
ZM, ZW), Eurasian (AM, AZ, BY, KG, KZ, MD, RU, TJ, 
TM), European (AL, AT, BE, BG, CH, CY, CZ, DE, DK, 
EE, ES, FI, FR, GB, GR, HR, HU, IE, IS, ΓΓ, LT, LU, 
LV, MC, MK, MT, NL, NO, PL, PT, RO, SE, SI, SK, 
SM, TR), OAPI (BF, BJ, CF, CG, CI, CM, GA, GN, GQ, 
GW, ML, MR, NE, SN, TD, TG).

Declarations under Rule 4.17:

— as to applicant's entitlement to apply for and be granted 
a patent (Rule 4.17(H))

— as to the applicant's entitlement to claim the priority of 
the earlier application (Rule 4.17(iii))

Published:

— with international search report (Art. 21(3))

— before the expiration of the time limit for amending the 
claims and to be republished in the event of receipt of 
amendments (Rule 48.2(h))

(54) Title: SAFE ARMING SYSTEM AND METHOD

MAIN ARMING PIN ARMING PIN

RTC REF

W
O

 2
01

1/
02

90
23

 A
l

/ FIG. IB
10

(57) Abstract: An arming system includes a first logic device and a second logic device that are both coupled to a detonation cir­
cuit operable to initiate a detonation device. The second logic device is operable to receive one or more first signals generated by 
the first logic device, determine a first fault condition of the first logic device according to the received one or more first signals, 
and disable the detonation circuit according to the determined first fault condition.
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SAFE ARMING SYSTEM AND METHOD

RELATED APPLICATIONS

This application claims priority to U.S. 
Provisional Patent Application Serial No. 61/240,072, 
entitled "Safe Arming System," filed September 4, 2009, 
the entire disclosure of which is hereby incorporated by 
reference .

TECHNICAL FIELD OF THE DISCLOSURE
This disclosure generally relates to detonation 

devices, and more particularly, to a safe arming system 
and method.

BACKGROUND

Explosives used in military combat may be initiated 
by detonation devices. Some detonation devices convert 
signals into mechanical energy for initiating the primary 
charge of an explosive. Examples of detonation devices 
may include blasting caps, exploding foil initiators
(EFls) that convert electrical signals into mechanical 
energy, and shock tubes that convert pneumatic pressure 
pulses into mechanical energy.

SUMMARY
In a first abroad aspect the invention provides an 

arming system comprising:
a first logic device coupled to a detonation circuit 

that, in operation of the arming system, selectively 
initiates a detonation device; and
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4 a second logic device coupled to the detonation 
circuit and the first logic device;

wherein, in operation of the arming system, the 
second logic device receives one or more first signals 
generated by the first logic device; determines a first 
fault condition of the first logic device according to the 
received one or more first signals; and disables the 
detonation circuit according to the determined first fault 
condition.

In a second broad aspect the invention provides an 
arming method comprising:

receiving, by a second logic device, one or more 
first signals generated by a first logic device operable 
to initiate a detonation device;

determining, by the second logic device, a first 
fault condition of the first logic device according to the 
received one or more first signals; and

disabling, by the second logic device, the detonation 
circuit according to the determined first fault condition.

In a third broad aspect the invention provides an 
arming system comprising:

a detonation circuit configured to initiate a 
detonation device; a first logic device coupled to the 
detonation circuit and operable to initiate the detonation 
device; and

a second logic device coupled to the detonation 
circuit and the first logic device, the second logic 
device operable to:

receive one or more first signals generated by the 
first logic device;

determine a first fault condition of the first logic 
device according to the received one or more first 
signals; and

disable the detonation circuit according to the
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In a fourth broad aspect the invention provides an 

arming system comprising:
a first logic device; and 
a second logic device;
wherein the first logic device is operably coupled to 

the second logic device to generate one or more first 
signals that are received by the second logic device; and

wherein the second logic device selectively enables 
or disables a detonation circuit according to a first 
fault condition of the first logic device, which is 
determined in the second logic device from the one or more 
first signals.
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Certain embodiments of the disclosure may provide 
one or more technical advantages. For example, certain 
embodiments of the arming system may provide hardware or 
logic safety features to reduce or eliminate one or more 
single-point-of-failures that could lead to inadvertent 
activation of the detonation circuit and inadvertent 
firing of the detonation device. Additionally, firmware 
cross-checks may be conducted by a first logic device and 
a second logic device to ensure that hardware is 
functioning properly during the

arming, testing, and
In certain embodiments, if the first logic 

device or the second logic device detects a failure, the 
device disables by entering a 'dud' state to prevent 
firing.

Certain embodiments of the present disclosure may 

provide some, all, or none of these advantages. Certain 
embodiments may provide one or more other technical 
advantages, one or more of which may be readily apparent 
to those skilled in the art from the figures, 
descriptions, and claims included herein.

arming system's 
firing states ofprogramming, 

operation.

BRIEF DESCRIPTION OF THE DRAWINGS
To provide a more complete understanding of

embodiments of the present disclosure and the features 
and advantages thereof, reference is made to the 
following description taken in conjunction with the
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accompanying drawings, in which:
FIGURES 1A and IB illustrate an example arming 

system according to certain embodiments of the present 
disclosure;

FIGURE 2 illustrates an example state diagram 
showing various example states of the arming system of 
FIGURE 1;

FIGURE 3 illustrates an example process for
activating the detonation circuit according to certain
embodiments of the present disclosure; and

FIGURE 4 illustrates another example process for
activating the detonation circuit according to certain
embodiments of the present disclosure .
DESCRIPTION OF EXAMPLE EMBODIMENTS

FIGURES 1A and IB illustrate an example arming
system 10 according to certain embodiments of the present 
disclosure. Arming system 10 includes a processor 12, a 
programmable logic device (PLD) 14, a detonation circuit 
16, and a detonation device 18. Arming system 10 may 
also include a transceiver 20 for receiving detonation 
signals remotely using wireless radio-frequency (RF) 
signaling techniques. As will be described in detail 
below, processor 12 and programmable logic device 14 both 
include logic that validates proper operation of each 
other, and disables detonation circuit 16 if improper 
operation is detected. To this end, arming system 10 may 
employ one or a combination of hardware/firmware and 
logic features which provide multiple levels of system 
redundancy and crosschecking in order to safeguard 
against premature, spontaneous, "non-user initiated" 
and/or otherwise unintentional arming and/or firing of 
detonation device 18.
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In the particular embodiment shown, detonation 
device 18 is a low energy exploding foil initiator 
(LEEFI). In other embodiments, detonation device 18 may 
be any type of device adapted to initiate detonation of a 
primary charge of an explosive.

Although the illustrated embodiment includes a 
processor 12 and a programmable logic device 14, other 
embodiments may be implemented using any two or more 
independently operating logic devices that monitor one 
another during their operation. For example, certain 
embodiments of arming system 10 may include two 
processors that monitor one another. As another example, 
certain embodiments of arming system 10 may include two 
programmable logic devices that monitor one another.

Processor 12 may include a programming port 22 and a 
clock 24. Programming port 22 may be used to receive 
instructions to be executed by processor 12 (e.g., from 
an external source). In this manner, an updated 
instruction set may be loaded into processor 12, 
following its manufacture for example.

Processor 12 may be implemented in any suitable 
combination of hardware, firmware, and software. 
Processor 12 includes one or more processors and one or 
more memory units. A processor as described herein may 
include one or more microprocessors, controllers, or any 
other suitable computing devices or resources and may 
work, either alone or with other components of arming 
system 10, to provide a portion or all of the 
functionality of arming system 10 described herein. A 
memory unit as described herein may take the form of 
volatile and/or non-volatile memory including, without 
limitation, magnetic media, optical media, random access
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memory (RAM), read-only memory (ROM), removable media, or 
any other suitable memory component. A portion or all of 
memory units may be remote from processor 12, if 
appropriate.

Programmable logic device 14 may be any electrical 
circuit that executes logic. In certain embodiments, 
programmable logic device 14 is an application specific 
integrated circuit (ASIC). In certain embodiments, 
programmable logic device 14 is a field programmable gate 
array (FPGA). Like processor 12, programmable logic 
device 14 may be coupled to a clock 26 that drives its 
operation. In certain embodiments, processor 12 and 
programmable logic device 14 each operate from 
independent clocks 24 and 26 to prevent a single fault in 
one clock 24 or 26 or the other clock 26 or 24 from 
causing an operating fault in either processor 12 or 
programmable logic device 14. In certain embodiments, 
arming system 10 may include a single clock 24 or 26 that 
drives operation of processor 12 and programmable logic 
device 14.

Numerous types of detonation devices have been 
developed for initiating explosives. Due to potential 
damage caused by the explosives, their detonation devices 
may be configured with various safety features for 
protection from premature detonation. For example, 
detonation devices may be configured with electrical 
circuitry designed to provide safety features. 
Nevertheless, the electrical circuitry may be prone to 
failure due to one or a combination of reasons, including 
operation outside acceptable thermal limits of electrical 
components of the electrical circuit, end-of-life failure 
of particular electrical components of the circuitry,
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and/or failure due to excessive mechanical shock imparted 
into the circuitry.

Certain embodiments of the disclosure may provide 
one or more technical advantages. For example, certain 
embodiments of arming system 10 may provide hardware or 
logic safety features to reduce or eliminate one or more 
single-point-of-failures that could lead to inadvertent 
activation of detonation circuit 16 and inadvertent 
firing of detonation device 18. Additionally, firmware 
cross-checks may be conducted by processor 12 functioning 
as a first logic device and programmable logic device 14 
functioning as the second logic device to ensure that 
hardware is functioning properly during the arming 
system's programming, arming, testing, and firing states 
of operation. In certain embodiments, if the first logic 
device or the second logic device detects a failure, the 
device disables by entering a 'dud' state to prevent 
firing.

Arming system 10 may provide one or more safety 
features. In certain embodiments, battery power to 
processor 12, programmable logic device 14, and 
detonation circuit 16 is switched via a main power switch
28. When arming system 10 is in a 'storage' state (See 
FIGURE 2) , main power switch 28 is held in a powered off 
condition by processor 12. When arming system 10 is 
activated, such as by connecting arming system 10 to a 
suitable transmitter for programming, processor 12 may 
then turn on main power switch 28. When arming system 10 
is powered up via main power switch 28, power may be 
provided to processor 12, programmable logic device 14, 
and detonation circuit 16. In certain embodiments, two 
arming pin switches 30 connected in series, however, may
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prevent power from reaching detonation circuit 16. 
Arming pin switches 3 0 are both normally open when an 
arming pin is in place and are actuated (e.g., closed) 
simultaneously when the arming pin is removed. Battery 
or "main" power may be provided to detonation circuit 16 
when arming pin switches 3 0 are both closed. In certain 
embodiments, this redundant switch arrangement may help 
prevent unintentional arming of arming device 10 in the 
event of a single switch failure.

In certain embodiments, as arming device 10 is being 
programmed in a manner described above, processor 12 
checks the state of arming pin switches 30 immediately 
upon activation of main power switch 28. Example 
operating states for arming system 10 are shown and 
described below with reference to FIGURE 2. Processor 12 
may conduct a self test of arming device 10 upon exiting 
the 'storage' state and before entering 'programming' 
state. If processor 12 detects that arming pin switches 
30 are closed during the self-test (e.g., arming pin not 
present or faulty arming switches), processor 12 may 
enter the 'safe' state and disconnect battery power from 
arming device 10 via main power switch 28, returning the 
unit then to the 'storage' state (e.g., power off).

In certain embodiments, power may be further 
prevented from reaching detonation circuit 16 by an 
additional switch internal to detonation circuit 16. 
This charging power switch is controlled by a 'firel' 
signal 34 generated by programmable logic device 14. 
Thus, detonation circuit 16 is powered on when 'firel' 
signal 34 is driven active. In certain embodiments, the 
final signal to be activated in the firing sequence is a 
'fire2' signal 36. As an example, this signal may be
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driven active by processor 12 after all other self-tests 
and safety checks have been passed and upon receipt of a 
fire command generated by transceiver 20. In certain 
embodiments, certain "sneak paths" between processor 12 
and programmable logic device 14 may be reduced or 
eliminated by buffer stages 38, which may prevent a fault 
in processor 12 from indicating a false 'armed' state to 
programmable logic device 14, or vice versa.

FIGURE 2 illustrates an example state diagram 
showing various example states of arming system 10 of 
FIGURE 1. In this example, valid states may include a 
storage state, a self-test state, a 'safe' state, a 
'program and verify' state, a 'standby' state, an 'arm 
delay' state, a 'test' state, an 'armed' state, a 'fire' 
state, and a 'dud' state.

The 'storage' state generally describes a condition 
in which arming system 10 is in a powered down state. 
The 'self test' state generally describes a state that 
arming system 10 may exist in while internal tests are 
conducted on its various elements. The 'program and 
verify' state generally describes a state that arming 
system 10 may exist in while processor 12 and/or 
programmable logic device (PLD) 14 are being programmed. 
The 'standby' state generally describes a condition in 
which arming system 10 has been programmed and is 
prepared for arming. The 'arm delay' state generally 
describes a state that arming system 10 may exist in 
while a delay is being programmed by a user. The 'armed' 
state generally describes a state in which arming system 
10 is prepared for activation of detonation device 18. 
The 'fire' state generally describes a condition in which 
arming system 10 activate detonation device 18. The
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'dud' and 'safe' states generally describe a condition of 
arming system 10 in which detonation circuit 16 is 
inhibited from detonating.

FIGURE 3 illustrates an example process for 
activating detonation circuit 16 according to certain 
embodiments of the present disclosure. In act 100, the 
process is initiated.

In act 102, processor 12 waits for activation of 
arming pin switches 30. In the particular embodiment 
shown, two arming pin switches 30 are coupled in series 
such that a fault of any one arming pin switch 3 0 does 
not erroneously generate a signal to move arming system 
10 from the 'standby' state to the 'armed' state. In 
certain other embodiments, only one arming pin switch 30 
or more than two arming pin switches 30 may be 
implemented.

In act 104, processor 12 powers up, initializes 
itself, and generates a 'mctmark' signal in response to 
activation of arming pin switches 30 The 'mctmark' signal 
is transmitted to programmable logic device 14 and starts 
its internal timer. As will be described below with 
reference to FIGURE 4, receipt of 'mctmark' signal by 
programmable logic device 14 may cause programmable logic 
device 14 to start its timer which may be set a value 
similar to that of the timer internal to processor 12. 
The elapsed time values of timers generally describes the 
amount of time that arming system 10 remains in the 'arm 
delay' state and may be any suitable value. In certain 
embodiments, the elapsed time value may be 4 seconds, an 
elapsed time value that may provide an adequate delay for 
arming system 10 while in the 'arm delay' state.

In act 106, processor 12 verifies that timer
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completed signal 'ssachk' is generated by timer 26 within 
the specified time limit as described with reference to 
act 104. In certain embodiments, processor 12 may 
include a tolerance window of approximately +/- 0.01 
seconds in which timer completed signal 'ssachk' is 
received from programmable logic device 14. Thus, if 
timer completed signal 'ssachk' is received from 
programmable logic device 14 at the specified time in 
addition to the tolerance window, processing continues at 
act 108; otherwise processor 12 forces arming system 10 
to the 'dud' state in which activation of detonation 
circuit 16 is disabled.

In act 108, processor 12 receives a fire command 
signal from receiver 2 0 at an elapsed period of time 
following the action performed in act 106. During this 
elapsed period of time, processor 12 may perform any 
suitable self-tests and/or may disarm arming system 10 in 
which it reverts to the 'storage' state. In the 
particular embodiment, the fire command signal is 
wirelessly received from a remote transmitter. In 
certain embodiments, the fire command signal may be 
received in any suitable manner. For example, the fire 
command signal may be received from a wired communication 
link, such as an elongated section of wire cabling for 
actuating the fire command signal at a safe distance. As 
another example, the fire command signal may be received 
from a timer circuit that generates the fire command 
signal after a specified period of elapsed time.

In act 110, processor 12 verifies that programmable 
logic device 14 has not yet asserted the 'firel' signal 
to detonation circuit 16. To this end, processor 12 may 
receive 'firelchk' signal from detonation circuit 16 in
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which 'firelchk' signal represents the 'firel' signal 
received from programmable logic device 14. In other 
words, detonation circuit 16 forms a 'loopback' 
configuration in which the 'firel' signal received from 
programmable logic device 14 is looped back to form 
'firelchk' signal. In this manner, the logic value of 
the 'firel' signal perceived by detonation circuit 16 may 
be checked to verify proper operation of programmable 
logic device 14 and associated circuit traces extending 
between programmable logic device 14 and detonation 
circuit 16.

If 'firelchk' signal is not yet asserted, processing 
continues at act 114, otherwise processor 12 forces 
arming system 10 to the 'safe' state in which activation 
of detonation circuit 16 is inhibited.

In act 114, processor 12 asserts the 'A2F' signal 
that is transmitted to programmable logic device 14. The 
purpose of the 'A2F' signal will be described in greater 
detail below.

In act 116, processor 12 asserts the 'fire2' signal 
at a specified period of time following assertion of the 
'A2F' signal. By assertion of the 'fire2' signal, 
processor 12 has deemed that that signals generated by 
programmable logic device 14 have been received in the 
proper order and thus programmable logic device 14 is 
operating properly. The 'fire2' signal is generated by 
processor 12 to activate detonation circuit 16. 
Detonation circuit 16, however, also requires generation 
of the 'firel' signal by programmable logic device 14 to 
activate detonation device 18.

FIGURE 4 illustrates another example process for 
activating detonation circuit 16 according to certain
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embodiments of the present disclosure. The actions 
described below may occur concurrently with the actions 
performed by processor 12 described above. In act 200, 
the process is initiated.

In act 202, programmable logic device 14 waits for 
activation of arming pin switches 3 0 and may also clear 
any signals that have been previously asserted. Because 
activation of detonation circuit 16 requires assertion of 
the 'firel' signal generated by programmable logic device 
14 and 'fire2' signal generated by processor 12, 
programmable logic device 14 and processor 12 form a 
redundant arming scheme in which improper receipt of 
arming signal from arming pin switches 30 by either 
programmable logic device 14 or processor 12 may be 
reduced or eliminated.

In act 204, programmable logic device 14 starts its 
timer 26 upon receipt of the 'mctmark' signal from 
processor 12. As described above, timer 26 may have an 
elapsed time value similar to that of the timer internal 
to processor 12. When the timer internal to programmable 
logic device 14 completes, programmable logic device 14 
generates 'ssachk' signal that is transmitted to 
processor 12.

In act 206, programmable logic device 14 verifies 
that timer completed signal 'mctchk' is generated by the 
timer internal to programmable logic device 14 within the 
specified time limit as described with reference to act 
104. If timer completed the 'mctchk' signal is received 
from processor 12 at the specified time in addition to 
the tolerance window, processing continues at act 208; 
otherwise processing ends in act 210 in which 
programmable logic device 14 forces arming system 10 to
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the 'dud' state and activation of detonation circuit 16 
is inhibited.

In act 208, programmable logic device 14 receives 
the fire command signal from receiver 20. The fire 
command signal is same fire command signal that is 
received by processor 12 in act 108.

In act 212, programmable logic device 14 verifies 
that processor 12 generates the 'A2F' signal within a 
specified period of time following receipt of fire 
command signal from receiver 20. Among other redundant 
features provided, this particular sequence may be useful 
for verifying that both processor 12 and programmable 
logic device 14 receive and accept as valid the fire 
command signal from receiver 20. If the 'A2F' signal is 
received from processor 12 at the specified time, 
processing continues at act 214; otherwise processing 
ends in act 210 in which programmable logic device 14 
forces arming system 10 to the 'dud' state and activation 
of detonation circuit 16 is inhibited.

In act 214, programmable logic device 14 verifies 
that the 'fire2' signal is generated by processor 12 
after fire command signal generated by receiver 20, and 
the 'A2F' signal generated by processor 12. That is, 
programmable logic device 14 verifies that the 'fire2' 
signal is inactive prior to assertion of the fire command 
signal and the 'A2F' signal. In this manner,
programmable logic device 14 may provide a cross-checking 
procedure of processor 12 to verify that processor 12 
asserts the 'fire2' signal in the proper sequence. If 
the 'fire2' signal is received from processor 12 at the 
specified time, processing continues at act 216; 
otherwise processing ends in act 210 in which
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programmable logic device 14 forces arming system 10 to a 
'safe' state and activation of detonation circuit 16 is 
inhibited.

In act 216, programmable logic device 14 asserts the
'firel' signal to activate detonation circuit 16. If 
processor also asserts the 'fire2' signal, detonation 
circuit 16 is activated to detonate detonation device 18.

In act 218, the detonation device 18 has been 
activated and the process ends.

The foregoing embodiment describes concurrent 
processes performed by processor 12 and programmable 
logic device 14, which merely describe a particular 
embodiment in which multiple signals may be generated by 
each for monitoring by the other. In certain 
embodiments, any suitable sequence and type of signaling 
may be implemented such that processor 12 and 
programmable logic device 14 may verify each other's 
operation. Additionally, the foregoing embodiment 
describes a processor 12 that executes instruction stored 
in a memory operating in conjunction with a programmable 
logic device 14. In certain embodiments, two processors 
each executing instructions stored in a memory may be 
implemented, or two independently operating logic devices 
may be implemented.

Modifications, additions, or omissions may be made 
to arming system 10 without departing from the scope of 
the disclosure. The components of arming system 10 may 
be integrated or separated, or the operations of arming 
system 10 may be performed by more, fewer, or other 
components. For example, arming system 10 may include 
additional logic devices, such as processors or 
programmable logic devices such that three or more logic
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circuits may be implemented to verify proper operation of 
each another. Additionally, operations of processor 12 
and/or programmable logic device 14 may be performed 
using any suitable logic comprising software, hardware, 
and/or other logic. As used in this document, "each" 
refers to each member of a set or each member of a subset 
of a set.

Although the present disclosure has been described 
with several embodiments, a myriad of changes, 
variations, alterations, transformations, and 
modifications may be suggested to one skilled in the art, 
and it is intended that the present disclosure encompass 
such changes, variations, alterations, transformation, 
and modifications as they fall within the scope of the 
appended claims.

It is to be understood that, if any prior art is 

referred to herein, such reference does not constitute an 
admission that such prior art forms a part of the common 
general knowledge in the art, in Australia or any other 
country.

In the claims that follow and in the preceding 
description of the invention, except where the context 
requires otherwise due to express language or necessary 
implication, the word "comprise" or variations such as 
"comprises" or "comprising" is used in an inclusive sense,
i.e. to specify the presence of the stated features but 
not to preclude the presence or addition of further 
features in various embodiments of the invention.
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1. An arming system comprising:
a first logic device coupled to a detonation circuit 

that, in operation of the arming system, selectively 
initiates a detonation device; and

a second logic device coupled to the detonation circuit 
and the first logic device;

wherein, in operation of the arming system, the second 
logic device receives one or more first signals generated by 
the first logic device; determines a first fault condition of 
the first logic device according to the received one or more 
first signals; and disables the detonation circuit according 
to the determined first fault condition.

2. The arming system of claim 1, wherein, in operation of 
the arming system, the first logic device: receives one or 
more second signals generated by the second logic device; 
determines a second fault condition of the second logic 
device according to the received one or more second signals; 
and disables disable the detonation circuit according to the 
determined second fault condition.

3. The arming system of either claim 1 or 2, wherein the 
first logic device comprises a memory coupled to a processor 
that executes instructions stored in the memory, and the 
second logic device comprises a programmable logic device.

4. The arming system of any one of claims 1 to 3, wherein 
the first logic device and the second logic device each 
comprise a memory coupled to a processor that executes 
instructions stored in the memory.

5. The arming system of any one of claims 1 to 4, wherein 
the first logic device and the second logic device each
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4 comprises a programmable logic device.

6. The arming system of any one of claims 1 to 5, wherein, 
in operation of the arming system, the second logic device 
determines the fault condition based on not receiving the one 
or more first signals within a specified period of time.

7. The arming system of any one of claims 1 to 6, further 
comprising:

a receiver circuit coupled to the first logic device and 
the second logic device;

wherein, in operation of the arming system, the first 
logic device and the second logic device inhibit the 
detonation circuit upon receiving a wireless signal from the 
receiver circuit.

8. The arming system of any one of claims 1 to 7, further 
comprising:

at least two arming pin switches coupled to the first 
logic device and the second logic device;

wherein, in operation of the arming system, the first 
logic device and the second logic device inhibit the 
detonation circuit based on a failure of either of the at 
least two arming pin switches.

9. The arming system of any one of claims 1 to 8, wherein 
the first logic device comprises a first clock and the second 
logic device comprises a second clock that operates
independently of the first clock.

10. An arming method comprising:
receiving, by a second logic device, one or more first 

signals generated by a first logic device operable to 
initiate a detonation device;

determining, by the second logic device, a first fault
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4 one or more first signals; and
disabling, by the second logic device, the detonation

circuit according to the determined first fault condition.

11. The arming method of claim 10, further comprising: 
receiving, by the first logic device, one or more second

signals generated by the second logic device;
determining, by the first logic device, a second fault

condition of the second logic device according to the
received one or more second signals; and

disabling, by the first logic device, the detonation
circuit according to the determined second fault condition.

12. The arming method of either claim 10 or 11, wherein the 
first logic device comprises a memory coupled to a processor 
that executes instructions stored in the memory, and the 
second logic device comprises a programmable logic device.

13. The arming method of any one of claims 10 to 12, wherein 
the first logic device and the second logic device each 
comprise a memory coupled to a processor that executes 
instructions stored in the memory.

14. The arming method of any one of claims 10 to 13, wherein 
the first logic device and the second logic device each 
comprises a programmable logic device.

15. The arming method of any one of claims 10 to 14, wherein 
determining the first fault condition by the second logic 
device comprises determining the first fault condition based 
on not receiving the one or more first signals with a 
specified period of time.

16. The arming method of any one of claims 10 to 15, further 
comprising inhibiting, by the first logic device and the
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4 comprising inhibiting, by the first logic device and the 
second logic device, the detonation circuit according to a 
wireless signal received from a receiver circuit.

17. The arming method of any one of claims 10 to 16, further 
comprising inhibiting, by the first logic device and the 
second logic device, the detonation circuit based on a 
failure of either of at least two arming pin switches.

18. The arming method of claim 10, further comprising: 
clocking the first logic device using a first clock; and 
clocking the second logic device using a second clock

that operates independently of the first clock.

19. An arming system comprising:
a detonation circuit configured to initiate a detonation 

device; a first logic device coupled to the detonation 
circuit and operable to initiate the detonation device; and

a second logic device coupled to the detonation circuit 
and the first logic device, the second logic device operable 
to :

receive one or more first signals generated by the first 
logic device;

determine a first fault condition of the first logic 
device according to the received one or more first signals; 
and

disable the detonation circuit according to the 
determined first fault condition.

20. The arming system of claim 19, wherein the first logic 
device is operable to:

receive one or more second signals generated by the 
second logic device;

determine a second fault condition of the second logic 
device according to the received one or more second signals;
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4 disable the detonation circuit according to the 
determined second fault condition.

21. The arming system of either claim 19 or 20, wherein the 
first logic device comprises a memory coupled to a processor 
that executes instructions stored in the memory, and the 
second logic device comprises a programmable logic device.

22. The arming system of any one of claims 19 to 21, wherein 
the first logic device and the second logic device each 
comprise a memory coupled to a processor that executes 
instructions stored in the memory.

23. The arming system of any one of claims 19 to 22, wherein 
the first logic device and the second logic device each 
comprises a programmable logic device.

24. The arming system of any one of claims 19 to 23, wherein 
the second logic device is operable to determine the fault 
condition based on not receiving the one or more first 
signals with a specified period of time.

25. The arming system of any one of claims 19 to 24, further 
comprising a receiver circuit coupled to the first logic 
device and the second logic device, the first logic device 
and the second logic device operable to inhibit the 
detonation circuit according to a wireless sdiignal received 
from the receiver circuit.

26. The arming system of any one of claims 19 to 25, further 
comprising at least two arming pin switches coupled to the 
first logic device and the second logic device, the first 
logic device and the second logic device operable to inhibit 
the detonation circuit based on a failure of either of the at 
least two arming pin switches.



21
20

10
28

92
90

 
05

 M
ar

 2
01

4

27. The arming system of any one of claims 19 to 26, wherein 
the first logic device comprises a first clock and the second 
logic device comprises a second clock that operates
independently of the first clock.

28. An arming system comprising: 
a first logic device; and
a second logic device;
wherein the first logic device is operably coupled to 

the second logic device to generate one or more first signals 
that are received by the second logic device; and

wherein the second logic device selectively enables or 
disables a detonation circuit according to a first fault 
condition of the first logic device, which is determined in 
the second logic device from the one or more first signals.

29. The arming system of claim 28, wherein the second logic 
device is operable to generate one or more second signals 
that are received by the first logic device; and

the first logic device selectively enables or disables a 
detonation circuit according to a first fault condition of 
the second logic device.

30. The arming system of either claim 28 or 29, wherein the 
second logic device is operable to generate one or more third 
signals that are received by the detonation circuit to 
selectively enable or disable the detonation circuit.

31. The arming system of claim 30, wherein the second logic 
device is operable to generate the one or more third signals 
in response to the received one or more first signals.

32. The arming system of any one of claims 28 to 31, wherein 
the first logic device is operable to generate one or more
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4 fourth signals that are received by the detonation circuit to 
selectively enable or disable the detonation circuit.

33. The arming device of claim 32, wherein the first logic 
circuit is operable to generate the one or more fourth 
signals in response to one or more second signals generated 
by the second logic device.
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