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A Survey on Negative Transfer
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Abstract—Transfer learning (TL) tries to utilize data or knowledge from one or more source domains to facilitate the learning in a target
domain. It is particularly useful when the target domain has few or no labeled data, due to annotation expense, privacy concerns, etc.
Unfortunately, the effectiveness of TL is not always guaranteed. Negative transfer (NT), i.e., the source domain data/knowledge cause
reduced learning performance in the target domain, has been a long-standing and challenging problem in TL. Various approaches to
handle NT have been proposed in the literature. However, this filed lacks a systematic survey on the formalization of NT, their factors
and the algorithms that handle NT. This paper proposes to fill this gap. First, the definition of negative transfer is considered and a
taxonomy of the factors are discussed. Then, near fifty representative approaches for handling NT are categorized and reviewed, from
four perspectives: secure transfer, domain similarity estimation, distant transfer and negative transfer mitigation. NT in related fields,
e.g., multi-task learning, lifelong learning, and adversarial attacks are also discussed.

Index Terms—Negative transfer, transfer learning, domain adaptation, domain similarity, survey
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1 INTRODUCTION

A Basic assumption in traditional machine learning is
that the training and the test data are drawn from

the same distribution. However, this assumption does not
hold in many real-world applications. For example, two
image datasets may be taken using cameras with different
resolutions under different light conditions; different people
may demonstrate strong individual differences in bioin-
formatics. Therefore, the resulting machine learning model
may generalize poorly.

A conventional approach to mitigate this problem is to
re-collect a large amount of labeled or partly labeled data,
which have the same distribution as the test data, and then
train a machine learning model from them. However, many
factors may prevent easy access to such data, e.g., high
annotation cost, privacy concerns, etc.

A better solution to the above problem is transfer learn-
ing (TL) [1], or domain adaptation (DA) [2], which tries
to utilize data or knowledge from related domains (called
source domains) to facilitate the learning in a new domain
(called target domain). TL was first studied in educational
psychology to enhance human’s ability to learn new tasks
and solving novel problems [3]. In machine learning, TL
is mainly used to improve a model’s generalization per-
formance in the target domain, which usually has zero or
a very small number of labeled data. Many different TL
approaches have been proposed, e.g., traditional (statistical)
TL [4]–[7], deep TL [8], [9], adversarial TL [10], [11], etc.

Unfortunately, the effectiveness of TL is not always
guaranteed, unless its basic assumptions are satisfied: 1) the
learning tasks in the two domains are related/similar; 2) the
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Fig. 1. Illustration of NT: learning in the target domain only works better
than TL.

source domain and target domain data distributions are not
too different; and, 3) a suitable model can be applied to both
domains. Violation of these assumptions may result in neg-
ative transfer (NT), i.e., the source domain data/knowledge
causes reduced learning performance in the target domain,
as illustrated in Fig. 1. NT is a long-standing and important
problem in TL [1], [12], [13].

Three fundamental problems need to be considered for
reliable TL [1]: 1) what to transfer; 2) how to transfer; and,
3) when to transfer. Most TL research [2], [14] focuses only
on the first two, whereas all three should be taken into
consideration in avoiding NT. To our knowledge, NT was
first studied in 2005 [12], and received rapidly increasing
attention recently [13], [15], [16]. Various ideas, e.g., finding
similar parts of domains, evaluating the transferability of
different tasks/models/features, etc., have been explored.

Though very important, there does not exist a compre-
hensive survey on NT. This paper aims to fill this gap.
We systematically summarize nearly fifty representative
approaches to cope with NT.

1.1 Scope
To do a comprehensive research about the NT, our scope are
limited to NT theorems, methods that avoid NT under the-
oretical guarantees, and methods that can only mitigate NT.
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However, articles that do not explain their methods from
the perspective of NT will not be included in the survey to
help readers focus on NT itself. And the reader who wants
to have a comprehensive understanding of transfer learning
may refer to [1], [2], [17]. Notably, the study of NT is still
in the theoretical stage, i.e., there are few works paying
attention to the application of negative transfer, so we only
briefly introduce the related fields. And the readers who are
interested in application of transfer learning may refer to
[17], [18].

And to distinguish with existing transfer learning sur-
veys, our scope is limited to homogeneous and close-set
transfer, i.e., the source and target tasks are the same, the
target feature or label space is stable during testing, which
is the most common scenario. Besides, some basic assump-
tions of utilizing transfer learning should also be cleared,
such as TL is more necessary when the target domain has
very limited or no labeled data.

1.2 Outline
The remainder of this paper is organized as follows: Sec-
tion 2 introduces background knowledge and key problems
in TL and NT. Sections 3-6 review approaches for handling
NT, secure transfer, domain similarity estimation, distant
transfer, and NT mitigation respectively. Section 7 represents
NT in several related machine learning fields. Section 8 dis-
cusses method comparisons and NT detection experiments.
Finally, Section 9 draws conclusions and future research.

2 BACKGROUND KNOWLEDGE

This section introduces some background knowledge, in-
cluding the notations and definitions, assumptions in trans-
fer learning, formalization as well as factors about NT, and
a reliable transfer learning scheme.

2.1 Definitions & Notations
In this survey, we will consider the adaptation of classi-
fication models with K categories and the input feature
space being X , the output label space being Y . Formally,
we assume having access to one labeled source domain
S = {(xis, yis)}

ns
i=1 drawn from PS(X,Y ), where (X,Y )

sample from (X ,Y), and the target domain has two parts:
T = (Tl, Tu), where Tl = {(xjl , y

j
l )}

nl
j=1 consists of nl

labeled samples drawn from PT (X,Y ), and Tu = {xku}
nu

k=1
consists of nu unlabeled samples drawn from PT (X). The
notations of the main symbols are given in Table 1.

TABLE 1
Notations

Notation Description Notation Description

x, y Instance/label θ, h Model/hypothesis
X , Y Feature/label space g Feature extractor
S, T Domain f Classifier
P (·) Distribution ε Error (risk)
E(·) Expectation n Number of instance
d(·) Metric K Number of classes
`(·),L(·) Loss function M Number of sources

Generally, in transfer learning, the condition that source
and target domains are different (i.e., S 6= T ) implies: the

feature spaces are different, i.e., XS 6= XT ; the label spaces
are different, i.e., YS 6= YT ; the marginal probability distri-
bution between domains is different, i.e., PS(X) 6= PT (X),
or the conditional probability distribution between domains
are different, i.e., PS(Y |X) 6= PT (Y |X). In this survey, the
last two scenarios are included, i.e., we consider that the
source and target domains share the same feature and label
spaces.

Under the above notations, transfer learning aims
to design a learning algorithm θ(S, T ), which utilizes
data/information in source and target domains to out-
put a hypothesis h = θ (S, T ) as the target map-
ping function, with a small expected loss εT (h) =
Ex,y∼PT (X,Y )[`(h(x), y)], where ` is a target domain loss
function.

2.2 Assumptions in Transfer Learning
According to [1], TL approaches can be categorized into four
groups: Instance based, feature based, model/parameter
based, and relational based approaches. And each of them
draws some assumptions. The instance based approaches
mainly focus on samples weighting strategy, which usu-
ally assumes that distribution discrepancy between source
and target domain is referred to the sample selection
bias and this discrepancy can be compensated by reusing
a certain portion of weighted source data [2], [7]. The
feature based approaches aim to find a latent subspace
or representation to match two domains, which gener-
ally assume that there exists a common space distribution
discrepancies of different domains can be minimized [2].
The model/parameter/hypothesis based approaches trans-
fer knowledge via parameters based on the assumption that
the parameters or the distribution of some parameters of
the models trained on the source and target domains are
the same or similar [19], [20]. The relation based approaches
assume that some internal logic relationships or rules in the
source domains still exist or nearly unchanged in the target
domain.

There are some other popular assumptions that guide
the TL methods. One popular assumption is that the dis-
crepancy between source and target domain only lies on
the marginal distribution, i.e., PS(X) 6= PT (X), or the
conditional distribution PS(Y |X) = PT (Y |X). These as-
sumptions simplify the complex conditions and are the the-
oretical basis of many domain adaptation methods. How-
ever, in practical applications, the basic assumptions of the
theoretical deviation or algorithm design may be invalid.
In these cases, the TL methods are likely to fail to reach the
expected effect or even hurt the target learning performance,
which is referred to as negative transfer [1]. On the contrary,
if a TL method improves the target performance, we call
it positive transfer. Although NT is attracting increasing
attention, there are few works comprehensively discussing
the formalization and factors of NT.

2.3 Formalization of Negative Transfer
During many qualitative descriptions, Rosenstein et al. [12]
first showed the phenomenon of negative transfer through
experiments and concluded that ”transfer learning may
actually hinder performance if the tasks are too dissimilar”
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and ”inductive bias learned from the auxiliary tasks will
actually hurt performance on the target task.” Pan et al.
[1] mentioned negative transfer in their TL survey: ”When
the source domain and target domain are not related to
each other, brute-force transfer may be unsuccessful. In the
worst case, it may even hurt the performance of learning in
the target domain, a situation which is often referred to as
negative transfer.” Whereas, few works focus on character-
izing NT or measuring how serious it is. A recent general
definition of NT is proposed by Wang et al. [13]. They gave
a mathematical definition of NT and proposed the negative
transfer gap (NTG) to determine whether NT happens.

Definition 1. (Negative transfer gap [13]). Let εT represents
the test error on the target domain, θ means the negative
transfer is defined under a specific TL algorithm, and ∅
means the source domain data/information are not used
by the target domain learner. Then, negative transfer
happens when εT (θ(S, T )) > εT (θ(∅, T )), and the
degree of NT can be evaluated by negative transfer gap
(NTG),

NTG = εT (θ(S, T ))− εT (θ(∅, T )), (1)

Obviously, negative transfer occurs if NTG is positive.
However, there are some key problems remained to be
solved. For example, in the unsupervised scenarios, the
εT (θ(∅, T )) is impossible to compute due to the lack of
labeled target data. To help the reader better understand
the NT, we point out two basic characteristics of NT:

• Negative transfer is harmful. Obviously, the new learn-
ing task may not benefit from the auxiliary data or
even deteriorate when negative transfer happens.

• Negative transfer is relative. For example, if labeled
target data is abundant enough, the target-only base-
line may perform well so TL methods are more
likely to hurt the target learning performance. On the
contrary, if there is no labeled target data, a bad TL
method may perform better than the random guess,
which means NT does not happen.

2.4 Factors of Negative Transfer

Another key question is what causes negative transfer.
Ben-David et al. [21] gave a theoretical bound for transfer
learning:

εT (h) ≤ εS(h) +
1

2
dH∆H(Xs, Xt) + λ. (2)

where εT (h) and εS(h) represent the expected error of
hypothesis h in source and target domains respectively.
dH∆H(Xs, Xt) is the domain divergence between domains.
λ is a fixed value in each specific condition. All the elements
in this bound will influence the performance of TL, more
seriously, may lead to NT. Based on this theorem, we analyse
the factors that cause NT in following four aspects:

• Domain Divergence. Arguably, the divergence be-
tween domains is the root of NT. Approaches that
don’t explicitly consider minimizing the divergence,
whether at the feature, classifier, or target output
level, are more likely in trouble with NT.

• Transfer Algorithms. A secure TL algorithm should
have a theoretical guarantee that the target perfor-
mance is better when auxiliary data is utilized, or the
algorithm has been carefully designed such that the
transferability of auxiliary domains can be improved.
On the contrary, NT may happen.

• Source Data Quality. Source data quality determines
the quality of the transferred knowledge. If the
source data is inseparable or is mixed with heavy
noise, the classifier trained on it is unreliable. Some-
times the source data has been converted to pre-
trained models, and the model overfitting problem
can also degrade the quality of the source data, and
even cause NT.

• Target Data Quality. In practice, the target data usu-
ally encounters the problem of noisy labels, non-
stationary features and unclear domain boundaries
etc. The knowledge transferred without taking these
situations into consideration may have negative ef-
fects to the target domain.

2.5 Reliable Transfer Learning Scheme

Under above definitions, we further propose a reliable trans-
fer learning scheme to summarize the technique routines to
handle NT as Fig. 2. This scheme introduces the existing
typical methods that alleviate or avoid negative transfer
in detail. Notably, few approaches can truly avoid NT
absolutely, most approaches just mitigate it. With a target
task and source domain(s), the current approach that can
overcome NT with theoretical bounds is the secure transfer,
which is a direct approach to avoid NT no matter whether
the source is similar or not. And most other methods assume
that the source domain has some relationship with the
target, thus, it’s essential to estimate the domain similarity
before utilizing most transfer learning methods.

Secure
Transfer

similar

equal
Source 

Domain(s)

Target 
Domain

unrelated Distant 
Transfer

NT 
Mitigation

Similarity
Estimation

Machine
Learning

New 
Source

Fig. 2. Routines to handle negative transfer (NT).

Correspondingly, similarity estimation attracted increas-
ing attention, for it can help understand the relationship
between domains and select highly transferable source do-
mains. With the estimated domain similarity, we can decide
to 1) refuse to transfer or use distant transfer when domains
are completely unrelated; 2) transfer part of them when
data/tasks are partly unrelated, it’s the task of TL as well
as NT; 3) just train a machine learning model when the
data/tasks are nearly the same, and it’s not the focus of
NT.
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In this survey following, we are going to describe the
techniques to handle negative transfer by secure trans-
fer, domain similarity estimation, distant transfer, negative
transfer mitigation.

3 SECURE TRANSFER

Secure transfer explicitly alleviates NT in the objective func-
tion of TL, i.e., the TL algorithm should perform better
than the one without transfer, which is appealing in real
world applications, especially when it is hard to know
exactly whether the domains are related or not. Currently,
only limited works concentrate on this field with finite TL
scenarios. In this section, the existing techniques can be
categorized by: classification transfer and regression transfer
as table 2.

TABLE 2
Approaches of secure transfer.

CATEGORY APPROACHES REFERENCES

Classification Transfer Adaptive learning [22]
Performance gain [15], [23]

Regression Transfer Output truncation [24]
Regularization [25]
Bayesian optimization [26]

3.1 Classification Transfer
Classification transfer represents transfer from a classifica-
tion task to calibrate the target classification model learning.
Cao et al. [22] proposed an Baysian approach to adjust the
transfer schema automatically according to the similarity of
the two tasks. It assumes source and target data obey Gaus-
sian distribution with a semi-parametric transfer kernel K,

Knm ∼ k(xn,xm)(2e−ς(xn,xm)ρ − 1), (3)

where k is a valid kernel function. ς(xn,xm) = 0 if xn and
xm are from the same domain, otherwise ς(xn,xm) = 1.
The parameter ρ represents the dissimilarity between source
and target domains. By assuming ρ is from a Gamma distri-
bution Γ(b, µ), where b and µ are shape and scale parameter
respectively, the correlation can be converted to

λ = 2

(
1

1 + µ

)b
− 1, (4)

where b and µ can be inferred from few labeled data in
both domains automatically. And this coefficient can deter-
mines the similarity between the domains, and what can be
transferred. For example, when λ is close to 0, this means
the correlations between domains are slim, the only shared
knowledge is the parameters in the kernel function k.

In deep transfer learning, Jamal et al. [23] proposed a
deep face detector adaptation approach to avoid NT and
catastrophic forgetting, by minimizing the following loss
function:

min
u,θ̃

[
λ

2
‖u‖22 + Et max

yt∈{0,1}
RESt(w + u, θ̃)

]
, (5)

where w + u and w are the classifier weights of the target
detector and the source detector, respectively, u is the offset

weights to constrain the target face detector around the
source detector, θ̃ denotes the parameters of the target
feature extractor, and Et is the mean average. RESt is the
relative performance loss of the learned target detector over
the pre-trained source face detector, which is non-positive
after optimization. Hence, the obtained target detector is al-
ways no worse than the source detector, i.e., NT is avoided.

In semi-supervised DA, Li et al. [15] developed a safe
weakly supervised learning (SAFEW) scheme. Assume the
target hypothesis h∗ can be represented by multiply source
base learners, h∗ =

∑M
i=1 αihi, where {hi}Mi=1 are the

M source models with α = [α1;α2; ...;αM ] ≥ 0 and∑M
i=1 αi = 1. The goal is to learn a prediction h that max-

imizes the performance gain against the baseline h0, which
is trained from the labeled target data only, by optimizing
the following objective function:

max
h

min
α∈M

`(h0,
M∑
i=1

αihi)− `(h,
M∑
i=1

αihi), (6)

i.e., SAFEW optimizes the worst-case performance gain,
thus negative transfer can be avoided. In summary, although
there are few related works at present, a major limitation is
that the current strategies are not highly scalable, and may
not be easily combined with state-of-the-art TL techniques,
such as adversarial transfer learning, etc.

3.2 Regression Transfer
Regression transfer represents transfer from a regression
task to calibrate the target regression model learning.
Kuzborskij and Orabona [24] introduced a class of regular-
ized least squares (RLS) [27] algorithms with biased regular-
ization to avoid NT. The original RLS algorithm solves the
following optimization problem:

min
w

1

n

n∑
i=1

(w>xi − yi)2 + λ‖w‖2, (7)

After obtaining the optimized source hypothesis h′(·), the
authors constructed a training set {(xi, yi−h′(xi))}ni=1, and
generated the transfer hypothesis

hT (x) = TC(x>ŵT ) + h′(x), (8)

where TC(ŷ) = min(max(ŷ,−C), C) is a truncation func-
tion to limit the output to a fixed range, and

ŵT = arg min
w

1

n

n∑
i=1

(w>xi − yi + h′(xi))
2 + λ‖w‖2, (9)

They showed that the proposed approach is equivalent to
RLS trained solely on the target domain when the source
domains are unrelated to the target domain.

Yoon and Li [25] proposed a positive TL approach, based
on the RLS algorithm. It assumes the source parameters
follow a normal distribution, and optimizes the following
loss function:

min
w

`Tl(w; b) + βR(w) + λN(w;µw,Σw), (10)

where w denotes model coefficients, R(w) is a reg-
ularization term to control the model complexity, and
N(w;µw,Σw) is a regularization term to control the w
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space, with respect to mean µw and variance Σw of the
source parameters. They showed that NT arises when λ is
too large, thus proposed an optimization rule to select the
weight λ and eliminate unhelpful source domains.

In real-world TL application, Sorocky et al. [26] derived
a theoretical bound on the testing error and proposed
a Bayesian-optimization based approach to estimate this
bound to guarantee positive transfer in a robot tracking
system. Firstly, they bounded the `2-norm of the tracking
error of the target robot using the source module by

‖et,s‖2 ≤ ‖Et,s‖∞ ‖yd‖2 . (11)

where Et,s represents the transfer function corresponding
to the robot tracking system, and yd is the desired output
of the source module. Given the baseline target tracking
error et,b, this bound can guarantee positive transfer if
‖et,b‖2 ≥ ‖Et,s‖∞ ‖yd‖2. Since yd is fixed and known,
author establishes a Gaussian Process model to estimate
the ‖Et,s‖∞ to compute error bound, further guarantees
positive transfer or avoids possible NT.

4 DOMAIN SIMILARITY ESTIMATION

Apart from the limited secure transfer study, similarity es-
timation (or transferability estimation) is another prevailing
pipeline to facilitate reliable TL. Domain similarity estima-
tion can aid us to judge whether the auxiliary data can help
to learn the target training task, and thus prevent possible
NT in advance. The ground truth of domain similarity is
usually represented by the source model performance on
the target data [16], [28]. Notably, for the source data that is
obviously weekly related or even seems completely differ-
ent in feature or label space, it is recommended to abandon
them or try distant transfer [29] methods introduced in the
next section.

In this section, we focus on estimating domain similarity
between a single target task and a single source domain. The
existing works can be categorized by: feature statistic based,
test performance based, and fine-tuning based as table 3.

TABLE 3
Approaches of domain similarity estimation.

CATEGORY APPROACHES REFERENCES

Feature Statistics MMD [30]
Correlation [31], [32]
KL divergence [28], [33]

Test Performance Target performance [34], [35]
Domain classifier [36]–[38]

Fine-Tuning Clustering quality [39]
Entropy [16], [40], [41]

4.1 Feature Statistic Based
The original feature representation and first or high order
feature statistics, such as mean value and covariance, are
direct and important indices for measuring the domain
distribution discrepancy. In this section, we introduce three
widely used measurements: maximum mean discrepancy,
correlation coefficient, KL-divergence, and the methods cor-
responding to them.

Maximum mean discrepancy (MMD) [30] may be the
most popular discrepancy measure in traditional TL [5]–
[7], [42], due to its simplicity and effectiveness. It is a
nonparametric measure, and can be computed directly from
the feature means in the raw feature space or a mapped
Reproducing Kernel Hilbert Space (RKHS). Empirically, the
MMD between source and target domains can be computed
via:

MMD2(S, T ) =

∥∥∥∥∥∥ 1

ns

ns∑
i=1

xs,i −
1

nt

nt∑
j=1

xt,j

∥∥∥∥∥∥
2

2

, (12)

where k is the kernel function, xs and xt represent the
features of specific source and target instance respectively.
However, this measurement only considers the marginal
distribution discrepancy between domains so it may fails
to work well when the conditional distributions between
source and target domains are significantly different.

The correlation between two high-dimensional random
variables from different distributions can also be used to
evaluate the distribution discrepancy. Lin and Jung [31]
evaluated the inter-subject similarity in emotion classifica-
tion via the correlation coefficient of original feature repre-
sentations from two different subjects. To fully utilize the
source label information, Zhang and Wu [32] developed a
domain transferability estimation (DTE) index to evaluate
the transferability between single source and single target
domains via between-class and between-domain scatter ma-
trixes:

DTE(S, T ) =
‖SSb ‖1
‖SS,Tb ‖1

, (13)

where SSb is the between-class scatter matrix in the source
domain, SS,Tb is the between-domain scatter matrix, and
‖ · ‖1 is the L1 norm. DTE has low computational cost and
is insensitive to the sample size.

Alternatively, KL-divergence [43] is a non-symmetric
measure of the divergence between two probability distri-
butions. Gong et al. [28] proposed a rank of domain (ROD)
approach to rank the similarities of the source domains to
the target domain, by computing the symmetrized KL diver-
gence weighted average of principal angles. It can be used
to automatically select the optimal source domains to adapt
and avoid less desirable ones. Azab et al. [33] computed the
similarity weight αs between the target domain feature set
dt and the source domain feature set ds as:

αs =
1/
(
KL[dt, ds] + ε

)4∑M
m=1

(
1/
(
KL[dt, dm] + ε

)4) . (14)

where KL represents the average per-class KL-divergence,
M is the number of source domains, and ε = 0.0001 is used
to ensure the stability of calculation.

Besides the aforementioned metrics, there are many in-
dices to measure feature distribution discrepancy. Hilbert-
Schmidt independence criterion (HSIC) [44], Bregman di-
vergence [45], optimal transport and Wasserstein distance
[46] etc. are popular measures of domain discrepancy in
conventional TL. However, few of them can be computed
directly on the raw domain features to estimate domain
similarity.
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4.2 Test Performance Based
Another widely used domain similarity measurement is
based on test performance. The main intuition is that the
models trained on target-related source domains are more
likely to perform well on the target domain than the oth-
ers. Thus, the test accuracy on labeled target data can be
regarded as the domain similarity measurement.

The most straightforward scenario is to assume that the
target has some labeled data to evaluate the source model
performance, and early works mainly follow this routine.
Yao and Doretto [34] utilized this idea in a multi-source
TL approach, which uses M iterations to train M weak
classifiers from N source domains (M ≤ N ) and then
combines them as the final classifier. In the m-th iteration,
the classifier with the smallest error is chosen as the m-th
weak classifier. In other words, it selects the best target-
related source domain and the classifier trained on it based
on the test performance in each iteration under the ensemble
strategy.

Some works assume the target model is accessible for
source selection. Xie et al. [35] proposed selective transfer in-
cremental learning (STIL) to remove less relevant historical
source models for online transfer learning. STIL computes
the following Q-statistic to represent the correlation between
a historical model and the newly trained target model:

Qfi,fj =
N11N00 −N01N10

N11N00 +N01N10
. (15)

where fi and fj are two classifiers. Nyiyj is the number
of instances for which the classification result is yi by fi
(yi = 1 if fi classifies the example correctly; otherwise yi =
0), and yj by fj . STIL then removes the less transferable
historical models, whose Q-statistics are close to 0. In this
way, it can avoid NT. This strategy was also used in [47].
However, these supervised approaches usually requires the
target model or sufficient target labeled samples for better
estimation, which is inaccessible sometimes.

For unsupervised scenarios, discriminator based similar-
ity measures solve the limitation mentioned above. These
approaches train classifiers to discriminate the two domains
and then define a similarity measure from the classification
error [21], [37]. Ben-David et al. [36] proposed an unsuper-
vised A-distance to find the minimum-error classifier

dA(µS ,µT ) = 2

(
1− 2 min

h∈H
ε(h)

)
. (16)

whereH is the hypothesis space, h is a domain classifier, and
ε(h) the domain classification error. The A-distance should
be small for good transferability. Unfortunately, computing
dA(µS ,µT ) is NP-hard. To reduce the computational cost,
they trained a linear classifier to determine which domain
the data come from, and utilized its error to approximate
the optimal classifier. However, A-distance neglects the dif-
ference in label spaces and only considers the marginal dis-
tribution discrepancy between domains, which may lower
the precision of measurement. Recently Wu and He [38]
proposed a novel label-informed divergence between the
source and the target domains when the target domain is
time evolving. This divergence can measure the shift of joint
distributions, which makes up for the limitation of original
A-distance.

4.3 Fine-Tuning Based
Another idea is based on fine-tuning strategies [48], [49],
which are frequently used in deep TL. Here based on fine-
tuning mainly refers that the estimation process adopts the
source pre-trained model instead of the feature statistics, be-
cause in deep learning, the source data is often unavailable
due to privacy or copyright constraints.

Generally, existing works flow the target data forward
once in the pre-trained neural network, then the output
may reflect the relationship between the target data and
the source domain through specific measurements. Meiseles
et al. [39] introduced a clustering quality metric, mean
silhouette coefficient [50], to assess the quality of the target
encodings produced by a given source model, and then they
found that this metric has the potential for source model
selection. Tran et al. [40] developed negative conditional
entropy (NCE), which measures the amount of information
from a source domain to the target domain, to evaluate the
source transferability.

Recently, developing computationally-efficient measures
without source data has driven enthusiasm in the literature.
Nguyen et al. [16] proposed the log expected empirical
prediction (LEEP), which can be computed from a source
model θ with nl labeled target data, by running the target
data through the model only once:

T (θ,D) =
1

nl

nl∑
i=1

log

(∑
z∈Z

P̂ (yi|z)θ(xi)z

)
, (17)

where P̂ (yi|z) is the empirical conditional distribution of
the real target label yi given the dummy target label z
predicted by model θ. T (θ,D) represents the transferability
of the pre-trained model θ to the target domain D, and is an
upper bound of the NCE measure.

In addition, Huang et al. [41] developed transfer rate
(TransRate) to promote transferability estimation in fine-
tuning based TL. The motivation of TransRate comes from
mutual information of the output from the pre-trained fea-
ture extractor.

TrRS→T (g, ε) = R(Z, ε)−R(Z, ε|Y ), (18)

where Y are labels of target instances, Z = g(X) are
features extracted by the pre-trained feature extractor g, and
R(Z, ε) is the rate distortion of H(Z) to encode Z with an
expected decoding error less than ε. And they demonstrated
the TransRate metric has superior performance when select-
ing the source data, source model architecture and even
network layer. However, the aforementioned fine-tuning
based methods are limited when applied to other deep or
adversarial TL approaches, and a more general similarity
estimation strategy may need to take the transfer algorithm
itself into consideration.

5 DISTANT TRANSFER

Following the reliable TL scheme, if the source and target
data seem completely different, common TL methods suffer
from NT undoubtedly. For example, using text data as aux-
iliary source is likely to lower the performance of the target
classifier originally trained on image data, which causes
negative transfer. However, distant TL (also called transitive
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TL) is potential to cope with this problem. Distant TL [29]
is proposed to bridge dramatically different source and
target domains through one or more intermediate domains
to reduce NT.

Tan et al. [51] introduced an instance selection mecha-
nism to identify useful source data, and constructs multiple
intermediate domains. They learned a pair of encoding
function fe(·) and decoding function fd(·) to minimize
the reconstruction errors on the selected instance in the
intermediate domains, and on all instances in the target
domain simultaneously:

L(fe, fd, vS , vI) = R(vS , vI) +
1

nS

ns∑
i=1

viS‖x̂iS − xiS‖22

1

nI

nI∑
i=1

viI‖x̂iI − xiI‖22 +
1

nT

nt∑
i=1

‖x̂iT − xiT ‖22.
(19)

where x̂iS , x̂iT and x̂iI are reconstructions of xiS , xiT and xiI
from an auto-encoder, vS and vI are selection indicators, and
R(vS , vI) is a regularization term. They also incorporated
side information, such as predictions in the intermediate
domains, to help the model learn more task-related feature
representations.

According to our research, similar strategies are already
applied in the fields where the related training data is
extremely lacking, such as medical disease data and satellite
data. Niu et al. [52] proposed a distant domain transfer
learning method that transferred knowledge from object
recognition datasets, chest X-ray images etc. to distinguish
coronavirus disease diagnose. They developed a convolu-
tional auto-encoder pair to reconstruct both common image
domains and medical image domains in the same intermedi-
ate feature space. All the task-related information that may
induce NT will be removed after reconstruction because the
optimization process is label-free. Xie et al. [53] proposed
a feature-based method to handle daytime scarce satellite
image data by transferring knowledge learned from an
object classification task with the help of nighttime light
intensity information as a bridge.

At present, the research results of distant transfer learn-
ing are very rare, nevertheless, it opens a door when the two
domains are not related yet transfer is needed.

6 NEGATIVE TRANSFER MITIGATION

In most cases, the source domain has a certain relationship
with the target domain, thus utilizing this relationship to
mitigate negative transfer is the key point. In this section,
we summarize the negative transfer mitigation techniques
by data transferability enhancement, model transferability
enhancement and target prediction enhancement as shown
in Table 4.

6.1 Data Transferability Enhancement

In this section, we focus on enhancing the transferability
of the source domain by improving the data quality from
coarse to fine-grained, i.e., domain level, instance level and
feature level. Specifically, for domain level, when there are
multiply source domains, we select a subset of them or
weight them; for instance level, we select or weight the

TABLE 4
Approaches of negative transfer mitigation.

CATEGORY APPROACHES REFERENCES

Data Transferability Domain level [54]–[56]
Enhancement Instance level [13], [57]–[60]

Feature level [61]–[67]

Model Transferability TransNorm [68]
Enhancement Adversarial robust [69]–[71]

Target Prediction Soft labeling [72], [73]
Enhancement Selective labeling [74], [75]

Weighted clustering [20], [75], [76]

source instances; and for feature level, we can transform the
original features to a common latent space or enhance their
transferability.

6.1.1 Domain Level

When there are multiple source domains, ensembling them
or utilizing a similar subsets of them may achieve better
TL performance than using all of them [77], [78]. Therefore,
domain selection/weighting can also be used to mitigate
NT.

The approaches introduced in Section 4 for estimating
the similarity between single source and single target do-
main can be easily extended to multi-source TL scenarios.
For example, [54] used MMD to measure the proximity
between the source and the target domains. It first trained
a classifier in each source domain and predict a target input
in a weighted ensemble manner, where the weight is a
combination of the source domain’s MMD-based proximity
to the target domain and its transferability to other source
domains. In the special case that the confidence of a source
domain classifier is low, its own classification is not used;
instead, it queries its peers on this specific test example,
where each peer is weighted by its transferability to the
current source domain.

Apart from computed the domain similarity directly, a
stream of methods obtains them by optimized in a gen-
eral framework [55], [56]. Zuo et al. [55] introduced an
attention-based domain recognition module to estimating
the domain correlations to alleviate the effects caused by
dissimilar domains. Its main idea is to reorganize the in-
stance labels when there are multiply source domains so
that it can simultaneously distinguish each category and
domain. The main trick is to redefine the source labels by
Ŷs,i = Ys,i + (i− 1)×K . And with the new labels Ŷs,i with
their original feature, a domain recognition model can be
trained. And the learned weight of the i-th domain is

wi =

∑nt

j=1 sgn(d̂j , i)

nt
, (20)

where nt indicates the target image numbers in a batch,
sgn(·, ·) is a sign function, and d̂j is the domain label of
a target instance xj by analyzing the domain recognition
model prediction. The authors verified the learned domain
weights has a high correlation with the ground truth.

Ahmed et al [56] considered optimizing the weights in
a more challenge scenario when the source domain data is
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absent, and only the pre-trained source models are accessi-
ble. They first developed a complex loss function Ltar from
the source model predictions on the unlabeled target data.
Then the domain weights can be optimized by,

min
{αi}Mi=1

Ltar, s.t.
M∑
i=1

αi = 1, αi ≥ 0. (21)

With the learned weights, they showed a theoretical guaran-
tees can be achieved on the performance of the target model,
that it is consistently at least as good as deploying the single
best source model, thus, negative transfer can be minimized.

6.1.2 Instance Level
Instance selection/weighting are frequently mentioned
techniques in existing transfer learning survey [1], [2], [18].
In this section, we focus on the works that pay more atten-
tion to mitigate NT.

For source instance selection, a stream of works seeks
to adjust weights iteratively. Seah et al. [57] proposed a
predictive distribution matching (PDM) regularizer to re-
move irrelevant source domain data. It iteratively infers
the pseudo-labels of the unlabeled target domain data and
retains the highly confident ones. Finally, an SVM or logistic
regression classifier is trained using the remaining source
domain data and the pseudo-labeled target domain data.
Yi et al. [59] handled unrelated source domain samples,
through extracting source data into components by clus-
tering, and assigning them with different weights by an
iterative optimization framework.

A related technique of instance selection is active learn-
ing [79], which aims at selecting the most useful unlabeled
samples based on some criteria. Researchers showed that
active learning can be integrated to select appropriate source
samples [60], [80]. Peng et al. [60] proposed active transfer
learning (ATL) to actively select appropriate source samples
that are class balanced and highly similar to those in the
target domain. ATL simultaneously minimizes MMD and
mitigates NT. It also uses the local geometric structure
information of the source samples to find their informative
and discriminative subsets. If the unlabeled target domain
samples can be queried for their labels, then active learning
can also be adopted independently before transfer learning
techniques [58] for instance selection.

In deep transfer learning, instance weighting has also
shown prevailing potential to handle NT. Wang et al. [13]
developed a discriminator gate to achieve both adversarial
adaptation and class-level weighting of source samples.
They used the output of a discriminator to estimate the
distribution density ratio of two domains at each specific
feature point by:

Pt(x, y)

Ps(x, y)
=

D(x, y)

1−D(x, y)
, (22)

where D(x, y) represents the output of the discriminator
when the input is the concatenation of the feature represen-
tation x and its predicted label y. The supervised learning
loss is:

L(C,F ) = Exj ,yj∼Tl [`(C(F (xj)), yj)]

+ λExi,yi∼S [w(xi, yi)`(C(F (xi)), yi)].
(23)

where C and F represent the classifier and feature extractor,
respectively, and w(xi, yi) = D(x, y)/(1−D(x, y)) is the
weight of each source sample. They showed this trick with
adversarial transfer can remarkably mitigate NT.

6.1.3 Feature Level
For the feature level, if we make use of all the source features
while transferring, the distribution discrepancy of different
domains may be hard to minimize. Thus the transformation
of the original features to a common latent space can better
extract the common knowledge.

The first strategy is to learn common latent feature space.
Long et al. [61] proposed dual TL to distinguish between the
common and domain-specific latent factors automatically.
Its main idea is to find a latent feature space that can
maximally help the classification in the target domain, for-
mulated as an optimization problem of non-negative matrix
tri-factorizations:

min
U0,US ,H,VS≥0

∥∥∥XS − [U0, US ]HV >S

∥∥∥ . (24)

where XS is the source domain feature matrix, U0 and US
are common feature clusters and domain specific feature
clusters, respectively, VS is a sample cluster assignment
matrix, and H is the association matrix. (24) minimizes
the marginal distribution discrepancy between different do-
mains to enable optimal knowledge transfer. Alternatively,
[62] proposed a twin bridge transfer approach, which uses
latent factor decomposition of users and similarity graph
transfer to facilitate knowledge transfer to reduce NT. This
idea was also investigated in [64], which seeks a latent
feature space of the source and target data to minimize
distribution discrepancy.

Another prominent line of work is to enhance feature
transferability when the feature representations are auto-
matically extracted, especially in deep transfer learning.
Yosinski et al. [81] defined feature transferability based on
its specificity to the domain in which it is trained and its
generality. And several approaches have been proposed to
compute and enhance the feature transferability [65]–[67],
[82]. Chen et al. [65] found that features with small singular
values have low transferability in deep network fine-tuning.
They proposed a regularization term to reduce NT, by sup-
pressing the small singular values of the feature matrices.
Unfortunately, only focusing on improving feature trans-
ferability may lead to poor discriminability. It is necessary
to consider both feature transferability and discriminability
to mitigate NT. For example, Chen et al. [66] proposed to
enhance the feature transferability with guaranteed accept-
able discriminability by using batch spectral penalization
regularization on the largest few singular values.

To decrease the negative impact of noise in the learned
feature spaces, Xu et al. [63] introduced a sparse matrix
in unsupervised TL to model the feature noise. The loss
function with noise minimization is:

min
P,Z,E

1

2
φ(P, Y,XS) + ‖Z‖∗ + α‖Z‖1 + β‖E‖1

s.t. P>Xt = P>XsZ + E,

(25)

where P , Z and E represent the transformation ma-
trix, reconstruction matrix and noise matrix, respectively,
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φ(P, Y,XS) is a discriminant subspace learning function,
and ‖ · ‖∗ is the nuclear norm of a matrix. The goal is to
align the source and target domains in a common low-rank
sparse space with noise suppression.

6.2 Model Transferability Enhancement
Except for improving data transferability to mitigate NT,
rare attention has been paid to the model transferability,
especially in deep transfer learning. Model transferability
enhancement can be achieved through transferable normal-
ization, adversarial robust training, etc.

Transferable normalization (TransNorm) [68] can reduce
domain shift in batch normalization [83], and hence im-
proves its performance. Let the mean and variance of the
source domain be us and σs, and the target domain be ut
and σt. TransNorm quantifies the domain distance as

d(j) =

∥∥∥∥∥ u
(j)
s

σ2
s

(j) + ε
− u

(j)
t

σ2
t

(j)
+ ε

∥∥∥∥∥ , (26)

where j denotes the j-channel in a layer that TransNorm
applies to. Then, it uses distance-based probability α to
adapt each channel according to its transferability,

α(j) =
c(1 + d(j))−1∑c
k=1(1 + d(k))−1

, (27)

TransNorm is usually applied after the convolutional layer
to enhance the model transferability.

Another way to enhance the model transferability is to
improve its robustness to adversarial examples [84]. Adver-
sarial examples are slightly perturbed inputs aiming to fool
a machine learning model. A model that is resilient to such
adversarial examples is referred to as ”adversarially robust”,
which can be achieved by replacing the standard empirical
risk minimization loss with a robust optimization loss [84]:

min
θ

E(x,y)∼D

[
max
‖δ‖2≤ε

`(x+ δ, y;θ)

]
. (28)

where δ is a small perturbation, ε is a hyper-parameter
to control the perturbation magnitude, and θ is the set of
model parameters.

Several recent studies found that adversarially robust
models have better transferability [69]–[71]. Salman et al.
[69] empirically verified that adversarially robust networks
obtained higher transfer accuracies than standard ImageNet
models, and increasing the width of a robust network
may increase its transfer performance gain. Liang et al.
[70] found a strong positive correlation between adversarial
transferability and knowledge transferability; thus, increas-
ing adversarial transferability may be used as a surrogate to
indicate knowledge transferability.

6.3 Target Prediction Enhancement
Transfer learning is generally applied to the target domain
with few labeled or abundant unlabeled instances. Similar
to semi-supervised learning [85], in order to use these un-
supervised samples, we usually generate pseudo labels, i.e.,
the target predictions made from the weak transfer models,
to promote TL. However, directly outputting these pseudo
labels as the final predictions may cause NT due to negative

consequences of noise. Target prediction enhancement can
relief this through soft labeling, selective pseudo-labeling
and cluster enhanced pseudo-labeling, etc.

The first strategy is soft labeling. This method represents
that each unlabeled sample is assigned to different classes
with probability rather than hard labels, so as to alleviate
the label noise from the weak source classifier [75]. For ex-
ample, in the multi-adversarial domain adaptation (MADA)
approach [72], the soft pseudo-label of a target sample is
used to indicate how much this sample should be focused by
different class-specific domain discriminators. And in deep
unsupervised domain adaption, Ge et al. [73] introduced a
soft softmax-triplet loss based on the soft pseudo labels, and
this soft labeling strategy also performs better than hard
labeling.

Selective pseudo-labeling is another strategy to enhance
target prediction. This main motivation of this strategy is to
select unlabeled samples with high confidence as training
targets. For instance, Gui et al. [74] developed an approach
to predict when NT would occur. They identified and re-
moved the noisy samples in the target domain to reduce
class noise accumulation in future training iterations. Wang
and Breckon [75] proposed selective pseudo-labeling (SPL)
to progressively select a subset containing mnt/T high-
probability target samples in the m-th iteration, where T
is the number of iterations of the learning process. Their
experiments showed this simple strategy hsd a common
enhancement on the target prediction.

The third strategy is cluster enhanced pseudo-labeling.
This strategy is based on soft pseudo-labeling, and it fur-
ther explores the unsupervised clustering information to
enhance the target prediction [20], [75], [76]. For exam-
ple, Liang et al. [20] developed a self-supervised pseudo-
labeling approach to alleviate harmful effects result from
the inaccurate adaptation network outputs. Its main idea is
to perform weighted k-means clustering on the target data
to get the class means,

µk =

∑
xt∈T δk(θ̂t(x))ĝt(x)∑

xt∈T δk(θ̂t(x))
, (29)

where θ̂t = f̂t(ĝt(x)) denotes the learned target network
parameters, ĝt(·) is a feature extractor, f̂t(·) is a classification
layer, and δk(·) denotes the k-th element in the soft-max
output. With the learned robust feature centroids µk, the
pseudo labels can be updated by a nearest centroid classifier:

ŷt = arg min
k
‖ĝt(xt)− µk‖22. (30)

And the authors advised the centroids and labels can be op-
timized for multiple rounds to obtain better pseudo labels.
All these methods facilitate a robust transfer learning and
further mitigate negative transfer.

7 NEGATIVE TRANSFER IN RELATED FIELDS

NT has also been detected and studied in several related
fields, including multi-task learning [86], lifelong learning
[87], multilingual models [88] and adversarial attacks [84].
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7.1 Multi-Task Learning

Multi-task learning solves multiple learning tasks jointly,
by exploiting commonalities and differences across them.
Similar to TL, it needs to facilitate positive transfer among
tasks to improve the overall learning performance on all
tasks. Previous studies [89], [90] have observed that con-
flicting gradients among different tasks may induce NT
(also known as negative interference). Various techniques
have been explored to remedy negative interference, such
as altering the gradients directly [91], [92], weighting tasks
[93], learning task relatedness [94], [95], routing networks
[96], [97], and searching for Pareto solutions [98], [99], etc.

7.2 Lifelong Learning

Lifelong learning learns a series of tasks in a sequential
order, without revisiting previously seen data. While the
goal is to master all tasks in a single model, there are two
key challenges, which may lead to NT. First, the model
may forget earlier knowledge when trained on new tasks,
known as catastrophic forgetting [100], [101]. Second, trans-
ferring from early tasks may hurt the performance in later
tasks. Existing literature mainly studies how to mitigate
catastrophic forgetting using regularization [102], [103] and
memory replay [104]–[106], whereas forward NT in lifelong
learning is less investigated [107].

7.3 Multilingual Models

As a concrete example of multi-task learning, multilingual
models have demonstrated success in processing tens or
even hundreds of languages simultaneously [108]–[110].
However, not all languages can benefit from this training
paradigm. Studies [111] have revealed NT in multilingual
models, especially for high-resource languages [110]. Pos-
sible remedies include parameter soft-sharing [112], meta-
learning [111], and gradient vaccine [90].

7.4 Adversarial Attacks

Adversarial attack aims at learning perturbations on the
training data or models, and then affected the test perfor-
mances. Researchers found that adversarial attack has high
transferability, and the unsecured source data or models
highly affect the target learning performance. As a result, the
target model performs poorly, and even NT will occur. For
example, the white-box teacher model, black-box student
model and transfer learning parameters can be affected by
evasion attack [113]–[115], and source data by back door
attack [116].

8 DISCUSSION

In this section, we discuss the difference between all the NT
methods introduced above, how to detect NT on real data
and how to choose data sets or baselines in experiments.

8.1 Method Comparisons
According to our researches, we conclude a reliable transfer
learning scheme to guide how to overcome the possible NT
efficiently. Following this scheme, we introduce the secure
transfer, similarity estimation, distant transfer, and several
NT mitigation methods. To help the readers to compre-
hensively understand all NT methods we introduced, we
compare the characteristics and differences between these
methods as table 5.

According to the table, most of current works in the
NT literature focus on NT mitigation and domain similar-
ity estimation. The NT mitigation techniques are mainly
concentrated on the data transferability enhancement. In
addition, several other conclusions can be drawn. First, the
research on handling NT is widespread in all categories of
TL, which indicates it has received close attention in TL
literature. Second, although secure transfer can avoid NT,
current strategies are mainly based on model adaptation,
which limits its application in practice. Compare with secure
transfer, NT mitigation methods can overcome NT to a
certain extent. For distant transfer, whether it can help
transfer the target-related knowledge depends heavily on
the intermediate domain selection. At last, the factors on
which the representative approaches handle NT are also
discussed. As shown in the table, nearly all the methods
try to reduce domain divergence. Source data quality and
transfer algorithm are other main focuses. And there are a
few works focusing on improving the target data quality. To
sum up, all these four factors can be considered jointly to
reduce NT to a greater extent.

In conclusion, we give the application advices about
these methods as follows: domain similarity estimation is
the first and foremost step in NT methods, and further
choices depend on whether the source and target domains
are similar. If two domains are not similar, distant transfer
probably be the only choice for now. If two domains are
similar enough, NT mitigation methods are comparatively
fully studied so may be the better choices. If it is hard to
determine the similarity, secure transfer with the theoretical
guarantee may be a safe way.

8.2 Experiment Settings of Negative Transfer Detection
When we develop a TL algorithm, it’s a routine to demon-
strate its superiority by emphasizing the performance im-
provement compared to existing methods. However, most
of the experiments only focus on the final classification
accuracy, which may be influenced by many factors besides
NT. Only a few works design rigorous experiments to prove
that NT happens in their baselines and is avoid or mitigated
by their proposed methods [13]. In this section, we try to
give a reasonable experiment setting to clearly reflect the
occurrence of the NT and whether NT is mitigated or avoid
by proposed algorithms. we discuss this from following two
aspects: 1) how to choose or preprocess data sets for training
and testing, 2) how to design baselines and criteria to reflect
the mitigation or elimination of NT.

8.2.1 Data Sets
A proper data set can improve research efficiency and elim-
inate interference factors. To study NT in the experiment,
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TABLE 5
NT methods comparison: ”TL Category” classifies the collected methods into six categories [2], including: instance adaptation, feature adaptation,
model adaptation, deep TL and adversarial TL. ”Degree of Avoiding NT” includes three levels: completely eliminate (? ? ?), surely mitigate (??) and

possibly help (?). ”Factors of NT” includes four elements mentioned in Section 2.4: Domain divergence (D), Transfer algorithm (A), Source data
quality (S), Target data quality (T).

Section Methods TL Category Degree of Avoiding NT Factors of NT

Secure Transfer

[22] AT-GP Model adaptation ? ? ? A, T
[23] Deep TL ? ? ? A, T
[15] SAFEW Model adaptation ? ? ? A, T
[24] Model adaptation ? ? ? A, T
[25] PTL Model adaptation ? ? ? A, T
[26] Model adaptation ? ? ? A, T

Distant
Transfer

[29] TTL Instance adaptation ? D, A, S
[51] DDTL Instance adaptation ? D, A, S
[52] DFF Deep TL/Feature adaptation ? D, A, S
[53] Feature adaptation ? A, S

Domain
Similarity
Estimation

[30] MMD Feature adaptation ?? D, S
[28] ROD Feature adaptation ?? S
[31] cTL Feature adaptation ?? D, A, S
[32] DTE Feature adaptation ?? S
[33] WTL Model adaptation ?? D, A, S
[34] Instance adaptation ?? D, S
[35] Q-statistic Model adaptation ?? D, S
[36] A-distance Instance adaptation ?? D, S
[37] DCTN Deep TL/Feature adaptation ?? D, A, S
[38] TransLATE Adversarial TL ?? D, A, S, T
[39] MSC Deep TL ?? S
[40] NCE Deep TL/Model adaptation ?? A, S
[16] LEEP Deep TL/Model adaptation ?? A, S
[41] TransRate Deep TL/Model adaptation ?? A, S

Data
Transferability
Enhancement

[54] PW-MSTL Instance adaptation ?? A, S
[55] ABMSDA Deep TL/Feature adaptation ?? D, A, S
[56] DECISION Deep TL/Model adaptation ?? D, A, S, T
[57] PDM Instance adaptation ?? A, S
[58] AwAR Feature adaptation ?? D, A, T
[59] MCTML Instance adaptation ?? D, A, S
[60] ATL Feature adaptation ?? D, A, S
[13] GATE Adversarial TL ?? D, A, S
[61] DTL Feature adaptation ?? D, A, S
[62] TBT Feature adaptation ?? D, A, S
[63] Feature adaptation ?? D, A, S
[64] DTL Feature adaptation ?? D, A, S
[65] BSS Deep TL/Model adaptation ?? A, S
[66] BSP Adversarial TL ?? D, A, S
[67] HTCN Adversarial TL ?? D, A, S

Model
Transferability
Enhancement

[68] TransNorm Deep TL ?? A
[69] AT Deep TL ?? A
[70] Deep TL ?? A
[71] Deep TL ?? A

Target
Prediction

Enhancement

[72] MADA Adversarial TL ?? D, A, T
[73] MMT Deep TL/Model adaptation ?? D, A, T
[74] NTD Instance adaptation ?? D, A, T
[75] SPL Feature adaptation ?? D, A, T
[76] PACET Feature adaptation ?? D, A, T
[20] SHOT Deep TL/Model adaptation ?? D, A, T
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negative impact of NT should be easily detected and be
obvious enough to observe. This requires the discrepancy
between source and target domain should be large enough.
In practice, we can manually add noise into source domain.
For visual recognition, we can randomly rotate, flip, salt and
add pepper noise on image data or add Gaussian noise on
signals to increase marginal distribution discrepancy [13].
Alternatively, we can randomly shuffle the labels of some
samples to change the conditional distribution. Besides, we
can choose the datasets with strong priors or plenty of
auxiliary information that can confirm NT will happen.
For instance, establishing two simulation data sets with
considerable distribution difference [25] or selecting two
domains with obviously different characteristics such as
data of individuals with different occupations [12] are two
feasible operations.

8.2.2 Baselines and Criteria
Judging whether NT happens and measuring negative
transfer degree are two crucial experiment parts, but are
usually ignored by many works. Here we discuss these
questions in two scenarios: semi-supervised and unsuper-
vised settings.

In the semi-supervised setting, the labeled target domain
data is available so NTG (negative transfer gap, defined in
Section 2.3) is a reasonable measurement, and the baseline
is the TL algorithm trained without source domain data; In
the semi-supervised case, for the semi-supervised DA, some
labeled target data can be accessed, and thus we can evalu-
ate the target empirical risk. Then the NTG can be applied
to detect whether the target learner can benefit from the
source domain under a certain TL algorithm. However, they
assume different domains share the same classifier. When
the classification process is embedded in the TL model, we
can use some commonly used models to estimate the source
learner, such as SVM, boosting, etc.

In the unsupervised setting, it is impossible to compute
NTG directly without labeled target data. However, as a
posterior index, unsupervised NTG can be calculated by
giving a certain percentage of labeled target data. Specifi-
cally, we can divide the target data into two parts, target
training data and target test data. Only the unlabeled tar-
get test data is involved in the unsupervised DA training
process, and the target training data is used to train a
private learner θ(∅, Tl) to predict the εTu . In that case, how
to determine the target training set ratio is a crucial factor.
There are two strategies: 1) fix the target training set ratio
(or labeled ratio) as 10% or 20%, thus we can reuse the NTG
index to detect NT; 2) change the ratio from 0% to 50% and
plot a two-dimensional graph of the target labeling ratio
and target test accuracy, NT happens when the curve of
the proposed approach has an intersection with the baseline
curve, i.e., same classification model yet training without
the source data.

9 CONCLUSIONS AND FUTURE RESEARCH

Transfer learning utilizes data or knowledge from one or
more source domains to facilitate the learning in a target
domain, which is particularly useful when the target do-
main has few or no labeled data. NT is undesirable in TL,

and has been attracting increasing research interest recently.
This paper systematically categorizes and reviews near
fifty representative approaches on handling NT, from four
perspectives: secure transfer, domain similarity estimation,
distant transfer and negative transfer mitigation. Besides,
some fundamental concepts, e.g. the definition of NT, the
factors of NT, related fields of NT are cleared and presented.
At last, the comparisons of the reviewed approaches, the
strategies to select data sets or baselines to detect NT are
also listed and discussed. To our knowledge, this is the first
comprehensive survey on NT.

Though there has been rich literature on NT, future
research is still needed to better cope with it. One important
research issue is to develop more secure transfer approaches
that correspond to several popular TL paradigms, such as
unsupervised DA, few shot TL and adversarial TL etc. And
the algorithm scalability should also be considered so that
these techniques can be easily extended to safer versions.
A related direction is how to ensure positive transfer in
challenging open environments, which may include contin-
uing data stream, heterogeneous features, private sources,
unclear domain boundaries, and/or unseen/unknown cat-
egories, etc. Another possible direction is to reveal which
factors lead to NT in a certain scenario through theoretical
analysis or experiments, which can guide us to design safer
and explainable transfer learning techniques accordingly.
We hope this survey can help readers gain a better under-
standing of the research status and the research ideas.
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